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COLLECTIONS OF INFORMATION ANTIPIRACY 
ACT 

THURSDAY, MARCH 18, 1999 

HOUSE OF REPRESENTATIVES, 
SUBCOMMITTEE ON COURTS AND 

INTELLECTUAL PROPERTY, 
COMMITTEE ON THE JUDICIARY, 

Washington, DC. 
The subcommittee met at 11:05 a.m. in Room 2226 of the Ray- 

bum House Office Building, the Honorable Howard Coble, chair- 
man of the subcommittee, presiding. 

Members present. Coble, Sensenbrenner, Groodlatte, Jenkins, 
Pease, Rogan, Bono, Berman, Lofgren and Delahunt. 

Staff present. Majority: Mrtcn Glazier, Chief Counsel; Vince 
Garlock, Counsel; Eunice Goldring, Staff Assistant; Minority: Bari 
Schwartz, Minority Covmsel. 

OPENING STATEMENT OF CH>UDEIMAN COBLE 
Mr. COBLE. Good morning, ladies and gentlemen. My friend How- 

ard Berman, the ranking member, is on his way. In fact, he has 
just entered the room so we can continue. 

Initially I want to apologize to you all. We tried to have this 
hearing convened in Room 2141, the home of the full Judiciary 
committee, but it was already taken by another subconrmittee. This 
is why you all are elbow to elbow today. Hold me harmless for that 
because we did try to get a larger room. 

The Subcommittee on Courts and Intellectuid Property will come 
to order. Today the subcommittee is conducting a legislative hear- 
ing on H.R. 354, the Collections of Information ^tipiracy Act, 
wtach strikes a balance as the information age arrives. The balance 
provides adequate protection to assure that there is an incentive of 
companies to invest in the development of collections of information 
without inhibiting members of the scientific, library and research 
communities from carrying on their work. 

This bill, as a compliment to cop}n-ight law, rehes on unfair com- 
petition principles to prevent a party from misappropriating an- 
other's collection of information. In the event a person misappro- 
priates a substantial portion of another's collection of information 
to the extent it will harm the originsd collector's ability to compete 
the misappropriator would be subject to iigimction and damages. 

This bill is nearly identical to the legislation which passed the 
House of Representatives not once but twice last year. H.R. 354 dif- 
fers from last year's legislation in two ways. First, it clarifies that 
the term of protection for a collection of information is limited to 

(1) 



15 years. Second, the bill adopts fair use lanpiage to clarify the 
permissible uses for scientific, educational and research purposes. 
106TH CONGRESS 

1ST SESSION H. R. 354 

To amend title 17, United States Code, to provide protection for certain collectionB 
of information. 

IN THE HOUSE OF REPRESENTATIVES 

JANUARY 19,1999 

Mr. COBLE introduced the following bill; which was referred to the Committee on 
the Judidaiy 

A BILL 

To amend title 17, United States Code, to provide protection for certain collectiona 
of information. 

Be it enacted by the Senate and House of Representativea of the United State* 
of America in Congress assembled, 
SECTION 1. SHORT Tm£. 

This Act may be cited as the "Collections of Information Antipiracy Act". 
SEC. a. HUAPPBOPRIATION OF COLLECTIONS OF INFOBMATION. 

Title 17, United States Code, is amended by adding at the end the following 
new chapter 

•K3HAPTER 14-MISAPPROPRIATION OF COLLECTIONS 
OF INFORMATION 

"Sec. 
'1401. Definitions. 
"1402. Prohibition against misappropriation. 
"1403. Permitted acts. 
"1404. Exclusions. 
"1405. Relationship to other laws. 
"1406. Civil remedies. 
"1407. Criminal offenses and penalties. 
"1408. Limitations on actions. 

'Y1401. Definitions 
"As used in this chapter 

"XD COLLECTION OF INFORMATION.—The term 'collection of information' 
means information that has been collected and has been organized for the pur- 
pose of bringing discrete items of information together in one place or through 
one source so that users may access them. 

"(2) INFORMATION.—The term Information' means facts, data, works of au- 
thorship, or any other intangible material capable of being collected and orga- 
nized in a systematic way. 

"(3) POTENTIAL MARKET.—The term 'potential market' means any market 
that a person claiming protection under section 1402 has current and demon- 
strable plans to exploit or that is commonly exploited by persons offering simi- 
lar products or services incorporating collections of information. 

"(4) COMMERCE.—The term 'commerce' means all commerce which may be 
lawfully regulated by the Congress. 

"91402. Prohibition against misappropriation 
"Any person who extracts, or uses in commerce, all or a substantial part, meas- 

ured eiuier quantitatively or qualitatively, of a collection of information gathered, 
organized, or maintained by another person through the investment of substantial 
monetary or other resources, so as to cause harm to the actual or potential market 



s 
of that other person, or a successor in interest of that other person, for a product 
or service that incorporates that collection of information and is offered or intended 
to be offered for sale or otherwise in commerce by that other person, or a successor 
in interest of that person, shall be Jiable to that person or successor in interest for 
the remedies set forth in section 1406. 

.**g 1403. Permitted acts 
"(a) EDUCATIONAL, SCIENTIFIC, RESEARCH, AND ADDITIONAL REASONABLE 

USES.— 
"(1) CERTAIN NONPROFIT EDUCATIONAL, SCIENTIFIC, OR RESEARCH USES.— 

Notwithstanding section 1402, no person shall be restricted from extracting or 
using information for nonprofit educational, scientific, or research purposes in 
a manner that does not harm directly the actual market for the product or serv- 
ice referred to in section 1402. 

"(2) ADDITIONAL REASONABLE USES.— 
"(A) IN GENERAL.—Notwithstanding section 1402, an individual act of 

use or extraction of information done for the purpose of illustration, expla- 
nation, example, comment, criticism, teaching, research, or analysis, in an 
amount appropriate and customary for that purpose, is not a violation of 
this chapter, if it is reasonable under the circumstances. In determining 
whether such an act is reasonable imder the circumstances, the following 
factors shall be considered: 

"(i) The extent to which the use or extraction is commercial or non- 
profit. 

"(ii) The good faith of the person making the use or extraction, 
"(iii) The extent to which and the manner in which the portion 

used or extracted is incorporated into an independent work or collec- 
tion, and the degree of difierence between the collection fivm which the 
use or extraction is made and the independent work or coUection. 

"(iv) Whether the collection fi:t)m which the use or extraction is 
made is primarily developed for or marketed to persons engaged in the 
same field or business as the person making the use or extraction. 

In no case shall a use or extraction be permitted under this paragraph if 
the used or extracted portion is offered or intended to be offered for sale 
or otherwise in commerce and is likely to serve as a market substitute for 
all or part of the collection fi-om which the use or extraction is made. 

"(B) DEFINITION.-For purposes of this paragraph, the term individual 
act' means an act that is not part of a pattern, system, or repeated practice 
by the same party, related parties, or parties acting in concert with respect 
to the same collection of information or a series of related collections of in- 
formation. 

"(b) INDIVIDUAL ITEMS OF INFORMATION AND OTHER INSUBSTANTIAL PARTS.— 
Nothing in this chapter shall prevent the extraction or use of an individual item 
of information, or other insubstantial part of a collection of information, in itself. 
An individual item of information, including a work of authorship, shall not itself 
be considered a substantial part of a collection of information under section 1402. 
Nothing in this subsection shall permit the repeated or systematic extraction or use 
of individual items or insubstantial parts of a collection of information so as to cir- 
cumvent the prohibition contained in section 1402. 

"(c) GATHERING OR USE OF INFORMATION OBTAINED THROUGH OTHER MEANS.— 
Nothing in this chapter shall restrict any person fi^m independently gathering in- 
formation or using information obtained by means other than extracting it from a 
collection of information gathered, organized, or maintained by another person 
through the investment of substantial monetary or other resources. 

"(d) USE OF INFORMATION FOR VERIFICATION.—Nothing in this chapter shall re- 
strict any person from extracting or using a coUection of information within any en- 
tity or organization, for the sole purpose of verifying the accuracy of information 
independently gathered, organizea, or maintained by that person. Under no cir- 
cumstances shdl the information so used be extracted fi^m the original collection 
and made available to others in a manner that harms the actual or potential market 
for the collection of information fix>m which it is extracted or used. 

"(e) NEWS REPORTING.—Nothing in this chapter shall restrict any person 6COID 
extracting or using information for the sole purpose of news reporting, including 
news gathering, dissemination, and comment, unless the information so extracted 
or used is time sensitive and has been gathered by a news reporting entity, and the 
extraction or use is part of a consistent pattern engaged in for the purpose of direct 
competition. 



"(f) TRANSFER OF COPY.—Nothing in this chapter shall restrict the owner of a 
particular lawfully made copy of all or part of a collection of information fi?om sell- 
ing or otherwise (usposing of the possession of that copy. 
"91404. Exclusions 

"(a) GOVERNMENT COLLECTIONS OF INFORMATION.— 
"(1) EXCLUSION.—Protection under this chapter shall not extend to collec- 

tions of information gathered, organized, or maintained by or for a government 
entity, whether Federal, State, or local, including any employee or agent of such 
entity, or any person exclusively licensed by such entity, within the scope of the 
employment, agency, or license. Nothing in this subsection shall preclude pro- 
tection under this chapter for information gathered, organized, or maintained 
by such an agent or licensee that is not wiuiin the scope of such agency or li- 
cense, or by a Federal or State educational institution in the course of engaging 
in education or scholarship. 

"(2) EXCEPTION.—The exclusion under paragraph (1) does not apply to any 
information required to be collected smd disseminated- 

"(A) under the Securities Exchange Act of 1934 by a national securities 
exchange, a registered securities association, or a r^^tered securities infoi^ 
mation processor, subject to section 1405(g) of this title; or 

"(B) under the Commodity Exchange Act by a contract market, subject 
to section 1405(g) of this title. 

"(b) COMPUTER PROGRAMS.— 
"(1) PROTECTION NOT EXTENDED.—Subject to paragraph (2), protection 

under this chapter shall not extend to computer programs, including, but not 
limited to, any computer program vised in the manufacture, production, oper- 
ation, or maintenance of a collection of information, or any element of a com- 
puter program necessary to its operation. 

"(2) INCORPORATED COLLECTIONS OF INFORMATION.—A collection of informa- 
tion that is otherwise subject to protection under this chapter is not disqualified 
fit>m such protection solely because it is incorporated into a computer program. 
"(c) DIGITAL ONLINE (COMMUNICATIONS.—Protection under this chapter shall not 

extend to a product or service incorporating a collection of information gathered, or- 
ganized, or maintained to address, route, forward, transmit, or store digital online 
communications or provide or receive access to connections for digital online commu- 
nications. 
"i 1405. Relationship to other laws 

"(a) OTHER RIGHTS NOT AFFECTED.—Subject to subsection (b), nothing in this 
chapter shaU affect rights, limitations, or remedies concerning copyright, or any 
other rights or obligations relating to information, including laws with respect to 
patent, trademark, design rights, antitrust, trade secrets, privacy, access to public 
documents, and the law of contract. 

"(b) PREEMPTION OF STATE LAW.—On or after the effective date of this chapter, 
all rights that are eauivalent to the rights specified in section 1402 with respect to 
the subject matter of this chapter shall be governed exclusively by Federal law, and 
no person is entitied to any equivalent ri^t in such subject matter under the com- 
mon law or statutes of any Stete. State laws with respect to trademark, design 
rights, antitrust, trade secrets, privacy, access to pubUc documents, and the law of 
contract shall not be deemed to provide equivalent rights for purposes of this sub- 
section. 

"(c) RELATIONSHIP TO COPYRIGHT.—Protection under this chapter is independent 
of, and does not affect or enlarge the scope, duration, ownership, or subsistence of, 
any comrright protection or limitation, including, but not limited to, fair use, in any 
work of authorship that is contained in or consists in whole or part of a collection 
of information. This chapter does not provide any greater protection to a work of 
authorship contained in a collection of information, other than a work that is itself 
a coUection of information, than is available to that work under any other chapter 
of this title. 

"(d) ANTITRUST.—Nothing in this chapter shall limit in any way the constrainto 
on the manner in which products and services may be provided to the public that 
are imposed by Federal and Stete antitrust laws, including those regarding single 
suppliers of producte and services. 

"(e) LICENSING.—Nothing in this chapter shall restrict the ri^ts of parties fine- 
ly to enter into Ucenses or any other contracts with respect to the use of collections 
of information. 

"(f) COMMUNICATIONS ACT OF 1934.—Nothing in this chapter shall affect the op- 
eration of the provisions of the (Communications Act of 1934 (47 U.S.C. 151 et seq.). 



or shall restrict any person &<om extracting or using subscriber list information, as 
such term is defined in section 222(fX3) of the Communications Act of 1934 (47 
U.S.C. 222(fX3)), for the purpose of publishing telephone directories in any format. 

"(g) SECURITIES AND (jOMMODmES MARKET INFORMATION.— 
"(1) FEDERAL AGENCIES AND ACTS.—Nothing in this chapter shall affect— 

"(A) the operation of the provisions of the Securities Exchange Act of 
1934 (15 U.S.C. 78a et seq.) or the Commodity Exchange Act (7 U.S.C. 1 
et seq.); 

"(B) the jurisdiction or authority of the Securities and Exchange Com- 
mission and the Commodity Futures Trading Commission; or 

"(C) the functions and operations of self-regulatory organizations and 
securities information processors imder the provisions of the Securities Ex- 
change Act of 1934 and the rules and regulations thereunder, including 
making market information available pursuant to the provisions of that Act 
and the rules and regulations promulgated thereunder. 
"(2) PROHIBITION.—Notwithstanding any provision in subsection (a), (b), (c), 

(d), or (0 of section 1403, nothing in this chapter shall permit the extraction, 
use, resale, or other disposition of real-time market information except as the 
Securities Exchange Act of 1934, the Commodity Exchange Act, and the rules 
and regulations thereunder may otherwise provide. In addition, nothing in sub- 
section (e) of section 1403 shall be construed to permit any person to extract 
or use real-time market information in a manner tiiat constitutes a nuu-ket sub- 
stitute for a real-time market information service (including the real-time sys- 
tematic updating of or display of a substantial part of market information) pro- 
vided on a real-time basis. 

"(3) DEFiNrnoN. -As used in this subsection, the term 'market information' 
means information relating to quotations and transactions that is collected, 
processed, distributed, or published pursuant to the provisions of the Securities 
Exchange Act of 1934 or by a contract market that is designated by the Com- 
modity Futures Trading Commission pursuant to the Commodity Exchange Act 
and the rules and regulations thereunder. 

•^ 1408. ClvU remedies 
"(a) CrviL ACTIONS.—Any person who is ipjured by a violation of section 1402 

may bring a civil action for sucn a violation in an appropriate United States district 
court without regard to the amount in controversy, except that any action against 
a State governmental entity may be brou^t in any court that has jurisdiction over 
claims against such entity. 

"(b) TEMPORARY AND PERMANENT INJUNCTIONS.—Any court having jurisdiction 
of a civil action under this section shall have the power to grant temporary and per- 
manent iqjunctions, according to the principles of equity smd upon such terms as 
the court may deem reasonable, to prevent a violation of section 1402. Any such in- 
junction may be served anywhere in the United States on the person enjoined, and 
may be enforced by proceedings in contempt or otherwise by any United States dis- 
trict coiu-t having jurisdiction over that person. 

"(c) IMPOUNDMENT.—At any time while an action tmder this section is pending, 
the coiu^ may order the impounding, on such terms as it deems reasonable, of all 
copies of contents of a collection of information extracted or used in violation of sec- 
tion 1402, and of all masters, tapes, disks, diskettes, or other articles by means of 
which such copies may be reproduced. The court may, as part of a final judgment 
or decree findmg a violation of section 1402, order the remedial modification or de- 
struction of all copies of contents of a collection of information extracted or used in 
violation of section 1402, and of all masters, tapes, disks, diskettes, or other articles 
by means of which such copies may be reproduced. 

"(d) MONETARY RELIEF.-When a violation of section 1402 has been established 
in any civil action arising under this section, the plaintiff shall be entitled to recover 
any damages sustained by the plaintiff and defendant's profits not taken into ac- 
count in computing the damages sustained by the plaintiff. The court shall assess 
such profits or damages or cause the same to be assessed under its direction. In as- 
sessing profits the plaintiff shall be required to prove defendant's gross revenue only 
and the defendant shall be required to prove all elements of cost or deduction 
claims. In assessing damages the court may enter judgment, according to the cir- 
cumstances of the case, for any sum above the amoimt found as actual damages, 
not exceeding three times such amount. The coiut in its discretion may award rea- 
sonable costs cmd attorney's fees to the prevailing party and shall award such costs 
and fees where it determines that an action was brou^t under this chapter in bad 
fioith against a nonprofit educational, scientific, or research institution, library, or 
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archives, or an employee or agent of such an entity, acting within the scope of his 
or her employment. 

"(e) REDUCTION OR REMISSION OF MONETARY RELIEF FOR NONPROFIT EDU- 
CATIONAL, SCIENTIFIC, OR RESEARCH INSTITUTIONS.—The court shall reduce or remit 
entirely monetary relief under subsection (d) in any case in which a defendant be- 
lieved and had reasonable grounds for beUeving that his or her conduct was permis- 
sible under this chapter, if the defendant was an employee or agent of a nonprofit 
educational, scientific, or research institution, library, or archives acting within the 
scope of his or her emplojrment. 

"(0 ACTIONS AGAINST UNITED STATES GOVERNMENT.—Subsections (b) and (c) 
shall not apply to any action against the United States Government. 

"(g) RELIEF AGAINST STATE ENTITIES.—The rehef provided under this section 
shall be available against a State governmental entity to the extent permitted by 
applicable law. 
"91407. Criminal offenses and penalties 

"(a) VIOLATION.— 
"(1) IN GENERAL.—Any person who violates section 1402 willfully, and— 

"(A) does so for direct or indirect commercial advantage or financial 
gain, or 

"(B) causes loss or damage a^regatii^ $10,000 or more in any 1-year 
period to the person who gaUierM, organized, or maintained the informa- 
tion concerned, 

shaU be pimished as provided in subsection (b). 
"(2) INAPPLICABILITY.—This section shall not apply to an employee or agent 

of a nonprofit educational, scientific, or research institution, Ubrary, or archives 
acting within the scope of his or her emplojonent. 
"(b) PENALTIES.—An offense under subsection (a) shall be punishable by a fine 

of not more than $250,000 or imprisonment for not more than 6 years, or both. A 
second or subsequent offense under subsection (a) shall be punishable by a fine of 
not more than $600,000 or imprisonment for not more than 10 years, or both. 
**( 1408. Limitations on actions 

"(a) CRIMINAL PROCEEDINGS.—NO criminal proceeding shall be maintained 
under this chapter unless it is commenced within tiiree years after the cause of ac- 
tion arises. 

"(b) CIVIL ACTIONS.—NO civil action shall be maintained under this chapter un- 
less it is commenced within three years after the cause of action arises or claim ac- 
crues. 

"(c) ADDITIONAL LIMITATION.—NO criminal or civil action shall be maintained 
under this chapter for the extraction or use of all or a substantial part of a collection 
of information that occurs more than 15 years after the portion of the collection that 
is extracted or used was first offered for sale or otherwise in commerce, following 
the investment of resources that qualified that portion of the collection for protec- 
tion under this chapter. In no case shall any protection imder this chapter resulting 
fix>m a substantial investment of resoiirces in maintaining a preexisting collection 
prevent any use or extraction of information fit>m a copy of the preexisting collection 
after the 15 years have expired with respect to the portion of that preexisting collec- 
tion that is so used or extracted, eind no liability under this chapter shall thereafter 
attach to such acts of use or extraction.". 
SEC. 3. CONFORMING AMENDMENTS. 

(a) TABLE OF CHAPTERS.-The table of chapters for title 17, United States Code, 
is amended by adding at the end the following: 

"14. Misappropriation of Collections of Information 
1401". 

(b) DISTRICT COURT JURISDICTION.—(1) Section 1338 of title 28, United States 
Code, is amended— 

(A) in the section heading by inserting "misappropriations of collections 
of information," after "trade-marks,"; and 

(B) by adding at the end the following: 
"(d) The district courts shall have original jurisdiction of any civil action arising 

under chapter 14 of title 17, relating to misappropriation of collections of informa- 
tion. Such jurisdiction shall be exclusive of the courts of the States, except that any 
action against a State governmental entity may be brought in any court that has 
jurisdiction over claims against such entity.". 



(2) Tlie item relating to section 1338 in the table of sections for chapter 85 of 
title 28, United States Oxie, is amended by inserting "hnisappropriations of collec- 
tions of information," after "trade-marks,". 

(c) PLACE FOR BRINGING ACTIONS.—(1) Section 1400 of title 28, United States 
.Code,is amended by adding at the end the foUowing: 

"(c) Civil actions Euising under chapter 14 of title 17, relating to misappropria- 
tion of collections of information, may be brou^t in the district in which the defend- 
ant or the defendant's agent resides or may be found.". 

(2) The section heading for section 1400 of title 28, United States Code, is 
amended to read as follows: 
*V 1400. Patents and eopyrightB, mask wotka, ilesigna, and collections of in- 

formation''. 
(3) The item relating to section 1400 in the table of sections at the beginning 

of chapter 87 of title 28, United States Code, is amended to read as follows: 

"1400. Patents and copyrights, mask woifa, designs, and collections of informa- 
tion.". 

(d) COURT OF FEDEBAL CLAIMS JURISDICTION.—Section 1498(e) of title 28, 
United States Code, is amended Iw inserting "and to in?otectionB afforded collections 
of information under chapter 14 of title 17" after "chapter 9 of title 17". 
SBC. 4. KFFECnVK DATE. 

(a) IN GENERAL.—This title and the amendments made by this title shall take 
effect on the date of the enactment of this Act, and shall apply to acts committed 
on or after that date. 

(b) PRIOR ACTS NOT AFFECTED.—NO person shall be Uable under chapter 14 of 
title 17, United States Code, as added by section 2 of this Act, for the use of infor- 
mation lawfully extracted from a collection of information prior to the effective date 
of this Act, by that person or by that person's predecessor in interest. 

During todays hearing we will hear from an array of different 
witnesses, in and out of Government, commercial and non-profit 
entities, for and against the legislation. We are committed, as we 
always have been, to listen to any constructive suggestion which 
leads us to the best possible law for all. 

Let me note at this time that we did extend an invitation to com- 
mercial entities who have raised concerns about the legislation. 
Unfortunately, they were not able to produce a witness to be here 
this morning but it is my understanding they have submitted a 
statement for the record. I wanted to mention this to you so you'll 
understand that no one has been shut ofT from this debate. 

I read an article over the holidays which described this legisla- 
tion as Armageddon and insinuated that we reunmed this biU 
through last year imderhandedly and heavy-handedly. Now, I've 
been accused of having rocks in my head before but I've never been 
compared to a giant rock which will carelessly wipe out society. 
[Laughter.] 

Mr. COBLE. What the author did not inform the reader was that 
he represented a cUent with a position on the bill, that he himself 
had testified at one of our two hearings we held on the legislation, 
and that we had considered and adopted some of the amendments 
he had suggested to us. 

I point tnis out not to provoke a fight but to clarify our work. 
The way we do business, I have said many times: you don't need 
a visa to see us. Democrats on the one hand, Republicans on the 
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other; you all can get through our doors on these intellectual prop- 
erty issues. 

Again, I want to reiterate my staff and I, along with other mem- 
bers of the subcommittee, have met with dozens of parties on all 
sides of these issues and will continue to do so in the future. We 
have worked arduously to this end: to meet, gather and incorporate 
as many suggestions in the bill as we feel appropriate. I am com- 
mitted to doing everything in our power to see that we complete 
this legislation this year and it is always better when we can do 
it together. 

Now, before I recognize my friend from California let me get 
something off of my mind. Folks, I am an easy dog to hunt with. 
With my man of letters over there, I am an easy dog with whom 
to hunt. [Laughter.] 

Mr. COBLE. Mitch Glazier, our chief coimsel, met with Mrs. Phyl- 
lis Schlafiys executive director regarding Mrs. Schlafly's concern 
about this bill encouraging the dissemination of private medical 
records. It is my belief that the bill does not so encourage such dis- 
semination but Mr. Glazier agreed with Mrs. Schlaflys executive 
director that we would engage in dialogue and try to work this 
matter out prior to fighting our fights pubUcIy. 

Yesterday when I picked up the Washington Times I needed as- 
bestos gloves to handle that radioactive article. Mrs. Schlafly's 
name appeared thereon and much of that article, my fiiends, was 
laced very generously with misinformation, with deception. 

I guess what I resent most vividly is the fact that she accused 
me or she implied that I'm in the pocket of various special interests 
up here. That's an insult to me and it's an insult to the special in- 
terests she mentioned and she owes me an apology. For the record, 
I am not holding my breath until I get that apology. [Laughter.] 

Mr. COBLE. But folks, having said all that, I don't expect every- 
body to agree with every piece of legislation that surfaces here but 
we proved last session of Congress that we could work these things 
out and I'm willing to do this now. But I felt obliged to mention 
that in case you all read that article yesterday, to know from where 
I'm coming. And if you didn't read it you may want to forget about 
it. [Lai^hter.] 

Mr. COBLE. Having said that, Fm pleased to recognize the rank- 
ing member, Rem-esentative Berman, fix)m California. 

Mr. BERMAN: Thank you, Mr. Chairman. Given the choice of sid- 
ing with you or PhyUis Schlafly [Laughter.] 

Mr. Coble. Woiid the gentleman yield just a minute? What 
makes this so ironic is I probably vote identically with the way Ms. 
Schlafly wants me to vote a hundred percent of the time. 

Mr. DELAHUNT. YOU should reconsider that, Mr. Chairman. 
[Laughter.] 

Mr. COBLE. The gentleman from Cedifomia. 
Mr. BERMAN. TTiank you, Mr. Chairman. 
This truly is a momentous day. Not only are we having a hearing 

on one of «ie most exciting pieces of legislation ever to have been 
introduced in Congress but we are celebrating the anniversary of 
the birth of our chairman. I just wanted to have everybody know. 

[Applause.] 
Mr. COBLE. He hadn't ought to have said that. 



Mr. BERMAN. I would sing Happy Birthday except I wouldn't 
want to be accused of being public fionding of the arts. [Laughter.] 

Mr. BERMAN. Well, enough of that. 
I want to express my appreciation for your leadership in address- 

ing the database protection issue. There is widespread agreement 
in Congress that this issue deserves our prompt attention. Last 
year we passed this legislation twice in the House. Since then dis- 
cussions with those who create databases and those who use data- 
bases have led to some significant improvements in the legislation. 
Most notably, as you mentioned, there is a new provision darifying 
what constitutes a permitted act by users of databases for purposes 
of illustration, explanation, example, comment, criticism, teaching, 
research or analysis in an amount appropriate and customary for 
that purpose. 

Taking the copjrright analogy, the analc^y here would be the fair 
use of protected materials. I support the legislation because I don't 
like the idea that simply because databases can not be copyrighted 
creators of databases should live without assurance that as a gen- 
eral matter they will be compensated for their efforts. 

That's not to say that I don't have some questions about all the 
provisions of this bill, or that I don't agree liiat there remain seri- 
ous concerns that we need to address. I've heard some of the con- 
cerns of the scientific and research communities and believe those 
concerns merit further discussion. Our hearing wiU be a major step 
toward that, I trust. 

I understand the administration continues to have concerns 
which also I think have a great deal of merit to them. However, 
I recognize that there may be some here today that maintain 
strongly held views opposing any legislation in this area. They wiU 
pick at this provision and tiiat provision and perhaps theoretically 
acknowledge a need to do something but there is nothing that they 
are for, and I have to disagree with that position. 

I think there are just and good reasons to provide protection 
from misappropriation to those who make substantial investments 
in the development of databases. Others have no right to a "free 
ride" simply because there is a gap in the law. It's not simply that 
Tm against "free rides," it's that if we just continue to allow "free 
riding," then the creators of databases won't have the incentive to 
continue developing these really incredibly important, new and val- 
uable tools for our own societal advancement. And disincentivizing 
that kind of work is not in our country's interest. 

So the concerns that are most meaningful to me, in terms of peo- 
ple's concerns about this bill, are those expressed with an apprecia- 
tion of the need for Congress to act to protect databases from the 
inappropriate exploitation. 

I think H.R. 354 is a very soUd start toward that end and I look 
forward to hearing the views of eadi of our witnesses today. I ex- 
pect that we will start thinking about how to resolve, if we can re- 
solve, any of the differences that remain between those that have 
an interest in this issue, and I yield back my time. 

Thank you, Mr. Chairman. 
Mr. COBLE. I thank the gentlemen. 
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Folks, we have a busy day today. Normally the chairman and the 
ranking member are the only ones who want to speak but if others 
have brief opening statements I will recognize them. 

Mr. Sensenbrenner. 
Mr. SENSENBRENNER. Mr. Chairman, I won't take very long but 

I do want to express my best wishes for a very happy birthday for 
the chairman. He asked for this to happen on his birthday. [Lau^- 
ter.] 

Mr. SENSENBRENNER. So he haa no one to blame but himself. 
But I also thank you for drawing my attention to the Washington 

Times article, whidi I must have missed yesterday. So I'm going 
to have to take a look at it. [Laughter.] 

Mr. COBLE. Thank you, Jim. 
The lady from California. 
Ms. LOFGREN. I also wish you a happy birthday and thank you 

for scheduling this hearing early. I thmk this is important and, as 
my colleagues know, I have a number of issues that I hope will be 
considered by this committee. I think we can sort through them. 
I look forward to hearing those issues addressed. I only hope we 
can find the time to collaborate and address these issues success- 
folly. I agree that we shall build this year and that will give us 
enough time to strike a balance. 

Thanks again, Mr. Chairman. 
Mr. COBLE. I thank the gentlelady. You're right, I think the tim- 

ing is important. We have a good time firame here in which to 
work. 

The gentleman fi-om Indiana. 
Mr. PEASE. Mr. Chairman, I'm more than willing to join in the 

sin^ng of Happy Birthday, assuming Mr. Berman has paid his 
ASCAP fees. [Laughter.] 

Mr. COBLE. The gentleman firom Massachusetts. 
Mr. DELAHUNT. Let me add to those happy birthday sentiments 

and let me just say one thing. Mr. Chairman, any suggestion that 
you are beholden to any special interest—I want to make a matter 
of record and a public statement here because I can sense your 
anger and I'm sure it was justified—is absolutely absurd. 

You know, your leadership in this committee during the 105th 
Congress resulted in legislation that we can all be proud of and you 
are to be commended for that. 

You know, this bill is important not for its benefits to any special 
interest but because it benefits the American people. And Fm sure 
well hear testimony to that effect. That the maintenemce and sup- 
porting of databases has led to remarkable advances in the quality 
of life for the American people. That's really what we are about. 
This subcommittee historically has been a committee that has 
worked in a bipartisan fashion and we will continue to do that. 

I think it's important to make that statement, put it out there 
on the record to let everybody know. I know there are some issues 
here that have to be addressed. We will sort them out and we'll 
come up with the right conclusion. 

Thank you, Mr. Chairman. 
Mr. COBLE. Thank you for your generous comments. 
I guess one reason why I was so annoyed about the article, it im- 

pUed not only that I'm on the take, by implication it impUed that 
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the rest of you who support this legislation are as well. And I 

. apologize, folks, if I appeared overly angry but I can't conceal it. 
Thank you, Bill, for your good comments. 
The gentleman from the Roanoke Valley of Virginia, Mr. Good- 

latte. 
Mr. GooDLATTE. Mr. Chairman, I just want to apologize for not 

being here when we all observed the 29th anniversary of your 39th 
birthday. [Laughter.] 

Mr. COBLE. Get him out of here. [Laughter.] 
Mr. GooDLATTE. 111 cheer you up in that regard. 
And also to observe that obviously the interest in this issue and 

the work of this committee is not reflective just of the standing 
room only crowd we have today but we held hearings on encryption 
a couple of weeks ago and we had the same circiunstance. So we 
may need to let the powers that be know that we need larger hear- 
ing rooms for this committee. We're where it's at. 

Mr. COBLE. YOU weren't here when I said this, Bob: we did try 
to get 2141 but it was already taken. 

Mr. DELAHUNT. That was bankruptcy, Mr. Chairman. I happen 
to serve on that subcommittee too. I chose to be with you today, 
though. [Laughter.] 

Mr. COBLE. Thegentleman fivm East Tennessee, Mr. Jenkins. 
Mr. JENKINS. Thank you, Mr. Chairman. Obviously I missed 

something. I'm sorry. I guess m have to ask for a copy of the print- 
ed record to catch up here. 

I look forward to this hearing today and obviously there's a great 
deal of interest. 

Mr. COBLE. Thank you, Mr. Jenkins. 
Since the gentleman from California and the gentleman from In- 

diana referred to the arts and since Howard mentioned my birth- 
day, I'd be remiss if I didn't mention this—and I'm pEU-aphrasing 
now, Bill—but the lyrics of the rock and roll song some years ago 
went thusly: Time marches on, time marches on, the young gets 
old, the old gets old, time marches on'. [Laughter.] 

Mr. COBLE. I'm afraid I'm in that latter category. 
Folks, bear with us. It's going to be a long day. We have a full 

calendar of activity on the floor that will commence imminently, if 
it hasn't already started. I will ask you all, as I have done pre- 
viously and you all have been very cooperative to this end, when 
you see that red light illuminate in your eyes you will know that 
your 5 minutes have elapsed. We're not going to keel-haul anybody 
for going over that but I urge you when you see that 5 minutes to 
try to wrap it up because our second panel consists of eight wit- 
nesses and it's going be a long time. We're probably going to be in- 
terrupted with votes on the floor, so we do need to nnish this 
today. 

I assure you yoxir written testimony will be examined thoroughly 
and if you can keep your oral testimony within the 5 minute time 
frame we will be appreciative. 

Our first witness wiQ be the Honorable Maiybeth Peters who is 
Register of Cop3^ghts for the United States. She has also served 
as acting counsel at the Copyright Office and is chief of both the 
Examining and Information Reference divisions. She has served as 
a consultant on copyright law to the World Intellectual Property 
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Organization and authored the general guide to the Copyright Act 
of 1976. 

Our second witness is Mr. Andrew Pincus, who as the general 
counsel is the chief legal advisor for the Commerce Department. 
Beyond his legal responsibilities Mr. Pincus also serves as a senior 
poUcy advisor for the Secretary and the Department on a broad 
range of domestic and international issues, including electronic 
commerce, international trade, teleconununications, intellectual 
property rights, environmental issues, export controls and tech- 
nology. Mr. Pincus holds a Bachelor of Arts Degree from Yale Col- 
lege in 1977 where he was graduated ctun laude, and a law degree 
fix)m Columbia University School of Law in 1981, where he was a 
James Kent scholar, a Harlan Fisk Stone scholar, and Notes and 
Comments Editor of the Law Review. 

Mr. Pincus, we did not receive your written testimony until last 
night so with your permission we may submit written questions to 
you in addition to the questions we put to you this morning. 

Mr. PINCUS. Fd be pleased to answer them. 
Mr. COBLE. Thank you, sir. 
The subcommittee has copies of both witnesses testimony. With- 

out objection they will be made a part of the record. 
Ms. Peters, you may kick it off. 

STATEMENT OF MARYBETH PETERS, REGISTER OF COPY- 
RIGHTS, COPYRIGHT OFFICE OF THE UNITED STATES, LI- 
BRARY OF CONGRESS 
Ms. PETERS. Thank you. I also have to start by wishing you a 

very happy birthday and hope that you have some fun activities 
planned lor later in the day. 

Mr. COBLE. This may end up being fun. [Laughter.] 
Ms. PETERS. Mr. Chairman, members of the subcommittee, Fm 

pleased to testify today on the Collections of Information Antipiracy 
Act. 

In October 1997 I testified on a prior version of this bill. At that 
time I supported the enactment of new Federal protection for col- 
lections 01 information. While recommending further work on cer- 
tain issues to better calibrate the balance that would maximize the 
pubUc interest, the Copjrright Office remains convinced of the need 
for legislation and believes that this bill represents substantial 
progress in achieving that balance. 

Tne Office's support is based on the need to preserve adequate 
incentives for the production and dissemination of databases which 
are increasingly important both as a component of electronic com- 
merce and as a tool for scientific, educational and technological de- 
velopment. 

In our view there is a gap in legal protection which can not be 
satisfactorily filled through the use of technology alone. Existing 
bodies of law for protecting databases are all deficient in some re- 
spect. As to copjrright, the Supreme Court's decision in Feist moves 
that some of the most investment intensive databases are no longer 
protected, while those that are receive only a narrow scope of pro- 
tection. Other bodies of law protect only certain aspects of data- 
bases or protect them only in certain circiunstances and lack uni- 
formity or certainty. 
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This legal gap is compounded by the ease and speed with which 
a database can be copied and disseminated using today's digital 
and scanning capabilities. Producers are likely to react to their vul- 
nerability by investing less in the production of databases or dis- 
seminating them less broadly. 

At the same time, because information is essential to the ad- 
vancement of knowledge and cultiu^, the risks of overprotection 
are equally serious. It is important not to inhibit or raise the cost 
of beneficifd public interest uses. The ideal scope of protection 
should result in optimizing the availability of reliable information 
to the public. 

Over the past year and a half considerable evolution has taken 
place in this bill, refining and clarifying its coverage. Many of the 
concerns, ours and others, have been addressed or ameliorated. My 
written statement discusses the changes incorporated in H.R. 354 
that we see as most important. I will address only three of these 
here. 

First, with respect to clarifying the boundaries of the prohibition 
there are three definitions of "coUection of information" and "poten- 
tial market" and there is an exclusion for information used to ac- 
complish digital online communications. These definitions should 
prevent over-broad appUcations extending to products outside the 
standard conception of a database or to all markets that could 
someday enter. The exclusion for online communications insures 
that protection does not extend to functional network elements, 
thereby impeding the operation of the Internet. 

Second, with respect to appropriate safeguards for beneficial 
uses, the exemptions for permitted acts have been expanded in a 
number of ways. Two are particularly important. The first broad- 
ens the exemption for non-profit educational, scientific or research 
uses to permit such uses as long aa they do not directly harm the 
actual market. This change appropriately limits the liability situa- 
tion where such uses pose a serious and immediate threat to the 
producer's investment, such as when a member of the market for 
which the database is intended downloads it without payment. 

The most far-reaching change is the new exception for "addi- 
tional reasonable uses". The Copyright Office applauds the inclu- 
sion of this general flexible exception. Like the Fair Use doctrine 
of the copyright law it can serve as a safety valve, avoiding an 
overly strict apphcation of the law. We continue to examine the ef- 
fectiveness of the precise mix and functions of the elements set out 
in the exemption. 

Third, a definite term of 15 years has been added. The language 
in this bill makes clear that a new term of protection resulting 
from the investment in the maintenance of a collection does not ex- 
tend the term of the preexisting collection. Nevertheless, a practical 
problem which merits attention remains. How does the user obtain 
access to the old, preexisting version if the database exists only on 
line and it's continually updated? 

As this important bill moves through the legislative process the 
Copyright Office would be pleased to assist the subcommittee and 
its Stan in resolving the remaining issues. 

Thank you very much. 
[Hie complete statement of Ms. Peters follows.] 
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• PREPARED STATEMENT OF MARYBETH PETERS, REGISTER OF COPYRIGHTS, COPYRIGHT 
OFFICE OF THE UNITED STATES, LIBRARY OF CONGRESS 

Mr. Chairman, members of the Subcommittee, I am pleased to testify today on 
the "Collections of Information Antipiracy Act." In October 1997, I testified on a 
prior version of this bill, H.R. 2652. At that time, I stated the Copyright OfiBce's 
support for the enactment of new federal protection for collections of information, 
wnile identifying some issues with regard to how such protection should be formu- 
lated. 

The basis for the Office's support was the need to preserve adequate incentives 
for the production and dissemination of databases, which are increasingly important 
to the U.S. economy and culture, both as a component in the development of elec- 
tronic commerce and as a tool for facilitating scientific, educational and techno- 
logical advancement. In our view, there was a gap in existing legal protection, which 
could not be satisfactorily filled throu^ the use of technology aJone. This legal gap 
was compounded by the ease and sp^d with which a database can be copied and 
disseminated, using today's digital and scanning capabilities. Without legislation to 
fill the gap, publishers were likely to react to the lack of security by investing less 
in the production of databases, or disseminating them less broadly. Ine result would 
be an overall loss to the public of the benefits of access to the information that 
would otherwise have been made available. 

At the same time, we cautioned that the risks of over-protection were equally seri- 
ous, since the firee flow of information is essential to tiie advancement of knowledge, 
technology and culture. We saw the key to legislation as ensuring adequate incen- 
tives for investment, without inhibiting access for -appropriate purposes and in ap- 
propriate circumstances. 

Accordingly, the Copyright Office recommended the restoration of the general 
level of protection provided in the past under copyright "sweat of the brow" theories, 
but under a suitable Constitutional power, witn flexibility built in for uses in the 
ftublic interest in a manner similar to the function played by fair use in copyright 
aw. Such balanced legislation, we believed, could optimize the availability of reli- 

able information to the pubUc. 
As introduced, H.R. 2652 represented a constructive first step toward achieving 

this result. We recommended further work on the bill's concepts and language, how- 
ever, in order to resolve continuing concerns and better calibrate the balance needed 
to maximize the public interest. We identified as requiring particular attention the 
scope of the permitted acts and exclusions, and the issue of duration. 

During the course of consideration of H.R. 2652 in the last Congress, numerous 
changes were made. As passed by the House, the legislation incorporated several 
provisions responding to concerns we had identified, as well as many other amend- 
ments. H.R. 354 includes all of these changes, plus two other mcgor additions: a 
clarification of the duration issue and a new exemption embodying certain fair use 
concepts. Over the course of the past year and a half, substantial progress has been 
made in developing and refining the coverage of the bill. 

The position of the Copyright Office on H.R. 354 can be summarized as follows: 
We remain convinced that there is a need for new federal legislation to supplement 
existing law and provide adequate incentives for investments in databases. We are 
not aware of any chtinges in law or technology since my 1997 testimony that would 
warrant rethinking that conclusion. 

As to the form that such legislation will take, we continue to prefer the misappro- 
priation approach taken in H.R. 354 to an exclusive property rights model, for the 
reasons given in my prior testimony (a copy of which is attached). Moreover, in our 
view, the provisions of H.R. 354 represent a significant improvement over the provi- 
sions of H.R. 2652 as introduced. Many of our earher concerns, and a number of 
concerns raised by others, have been addressed or ameliorated. Agsun, however, I 
stress that the sensitivity and importance of this subject matter demands great care 
in crafting a statutonr balance. Several issues still warrant further analysis, among 
them the question of'^ possible perpetual protection of regularly updated databases, 
and the appropriate mix of elements to be considered in establishing the new, fair 
U8e-t)rpe exemption. 

THE THRESHOLD QUESTION: THE NEED FOR LEGISLATION 

In formulating our position on H.R. 2652, the Copyright Office considered care- 
fully the threshold question of whether there is a need for new legislation to protect 
collections of information in the United States. We concluded then that new legisla- 
tion was desirable, and that judgment still stands. 

As explained in more detail in my prior testimony, and in the Office's August 
1997 Report on Legal Protection for Databases, existing bodies of law for protecting 
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databases are all deficient in some respect. As to copyright, the Supreme Court's 
1991 decision in Feist means that some of the most investment-intensive databases 
are no longer protected, while those that do embody the requisite minimal creativity 
are entitled to only a narrow scope of protection. Feist Publications, Inc. v. Rural 
Tel. Serv. Co., 499 U.S. 340 (1991). Other bodies of law protect only certain aspects 
of databases, or protect them only in certain circumstances, and lack uniformity or 
certainty. As a result, database producers are vulnerable to the taking of substan- 
tial portions of the fruits of their investment in ways that harm their markets. 

Since the 1997 hearing, there has been no change in the courts' interpretation of 
copyright or other bodies of law that has sUiiificantly altered the legal landscape 
or ameliorated prior judicial applications of Feist. The cases that established a nar- 
row scope of protection for databases under copyright law continue to have prece- 
dential effect, and to govern the public's understanding of the boundaries of permis- 
sible conduct. 

During the 105th Congress, this Subcommittee, the Committee on the Judiciary, 
and the full House of Representatives also recognized the need for legislation, as 
demonstrated by the passage of H.R. 2652 twice, once as a free-standing bill and 
once as TiUe V of H.R. 2281. 

THE SUBSTANCE OF H.R. 364 

Tlie bill before you today reflects the considerable thou^t and consultation that 
went into the evolution of H.R. 2652 in the last Congress. H.R. 354 incorporates the 
£ revisions of H.R. 2652 in its ultimate form as it paissed the House the second time, 

(any changes were made in that bill during the course of the legislative process. 
These changes included adding new definitions; clarifying the core prohibition; 
amending the "permitted acts"; refining and expanding the exclusions; expanding 
the savings clauses for other bodies of law; establishing a set term of protection; and 
providing special protections against monetary or criminal liability for nonprofit in- 
stitutions. ID this Congress, two major changes have been added in H.R. 354 that 
address core concerns of user communities, one intended to avoid perpetual protec- 
tion for dynamic databases, and the other to create a flexible defense for fair use- 
type uses. 

I will not describe all of these changes here, but will discuss those the Copyright 
Office believes to be most important from a pubUc policy perspective: clarification 
of the boundaries of tiie prohibited conduct; the coverage of the exceptions or "per- 
mitted acts'; addition of savings clauses regarding copyright and antitrust law; du- 
ration; and die special protections for nonprofits. 

CLARIFYING THE BOUNDARIES OF THE PROHJBrnON 

As to the bill's general approach, H.R. 354 adopts the same misappropriation 
model as proposed in H.R. 2652. The Cop3n-ight Office continues to favor this ap- 
proach, because it is more limited in its scope of coverage than an exclusive property 
ri^ts model, and better tailored to the subject matter and the specific problem that 
has been identffied. In addition, severed changes made during the legislative process 
in the last Congress have clarified the boundaries of the prohibition in a beneficial 
way. 

Most important was the addition of definitions for two of the terms used in the 
prohibition; "collection of information" and "potential market" (§ 1401). In my prior 
testimony, I stated that "additional definitions may be advisable to clarify the scope 
of the prohibition . . ., but should not be included unless they can shed more lignt 
rather than create new ambiguity." These definitions meet that test; they serve to 
add precision and avoid potential overbreadth. 
Definition of collection of information" 

A number of concerns had been expressed about the lack of a definition of "collec- 
tion of information" in H.R. 2652 as introduced. The concerns centered on the possi- 
bility that many items that would not fall within a standard conception of a data- 
base might be considered to qualify as a protected collection. A history book or even 
a novel might qualify, since each collects and brings together facts, ideas and words. 
Moreover, virtually any material in digital form could be considered a collection of 
digits. The new definition should rule out the possibility of such overbroad interpre- 
tations. It appropriately limits protection to tnose collections that are made up of 
items collected and organized "for the purpose of bringing discrete items of informa- 
tion together in one place or throu^ one source so that users may access them." 
By focusing on the purpose for which information is collected and organized, the def- 
inition excludes material brought together in order to communicate a message, tell 
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a story, or accomplish a result. See H. Rep. No. 10&-525, 105th Cong., 2d Sess. 13 
(1998). 
Definition of potential markef 

In my prior testimony, I supported the use of the term "potential" in delineating 
what type of market harm shoiud be actionable. I stressed the need to give the term 
content, however, warning that "[tlhe mere possibility that a use could be licensed 
should not be sufficient, or the term would oecome circular." I advised that courts 
could look to the producer's business plans as well as customary industry practices, 
as they have done under copyright law. 

The new definition of "potential" accomplishes just that result. It defines a "^ten- 
tial market" as one which a person has current and demonstrable plans to exploit 
or that is commonly exploited by persons offering similar products or services incor- 
porating collections of information. The increased certainty provided by statutory 
language giving guidance to the courts is a positive step. 
Exclusion for network fiinctioncdity 

Another important change made during the 105th Congress was the addition of 
an exclusion barring application of the prohibition to information used to accomplish 
digital online communications (§ 1404(c)). The Copyri^t Office supports this exclu- 
sion, which should ensure that protection for collections of information will not be 
extended inappropriately to functional network elements such as domain name ta- 
bles and interface specifications, and thereby unintentionally impede the develop- 
ment and fimctioning of the Internet. 

APPROPRIATE SAFEGUARDS FOR BENEFICIAL USES 

In my prior testimony, I noted the "substantial dangers inherent in estabUshing 
legal rights involving the use of facts," and cautioned that "[i)t is important not to 
inhibit or raise the cost of existing uses in the public interest . . . [and] avoid!] 
making access for legitimate purposes more difficult or expensive." This was one of 
the Copyright Office's principal concerns with the bill in its original form: were suf- 
ficient safeguards in place to ensure that that beneficial uses could continue 
nnabated? "Two expansions of the exceptions or "permitted acts," one made toward 
the end of the last Congress and one appearing for the first time in HJl. 354, pro- 
vide important additional safeguards. 
Broadening of exception for nonprofit educational, scientific, or research uses 

As initially drafted, the exception for nonprofit educational, scientific or research 
uses served a primarily Sjonbolic value. While if-inclusion in the bill constituted 
a legislative recognition of the value and importakee of such uses, the exception was 
-written in such a way as to simply restate in the •>ffirmative that such uses were 
permitted as long as Uiey did not cause market harm (which would not in fuiy event 
have violated the prohibition). When H.R. 2652 was incorporated into H.R. 2281, 
this exception (now § 1403(aXl)) was broadened to permit such uses as long as they 
did aotdirectly harm the actual market—thus ruling out Uability for indirect harm, 
or harm to a potential market. 

The Copyright Office supports this change. In our view, it appropriately limits li- 
ability for nonprofit public interest uses to the only situations where such uses pose 
a serious and immediate threat to the producer's investment—i.e., where the user 
is a member of the market for which the database is produced, and utilizes it with- 
out permission or payment. While a producer may need protection against a com- 
mercial competitor^ preemption of a potential market, sucn a broad field of applica- 
tion does not seem necessary for nonprofit scientists and scholars. 
Addition of a flexible fair use-type exception 

The most far-reaching change in the bill, added when H.R. 354 was introduced, 
is a new exception, entiUed "Additional Reasonable Uses" (§ 1403(aX2)). This section 
supplements the other, more specific exceptions, with a general, multi-factor bal- 
ancing test turning on the concept of reasonableness. It permits an individual act 
of use or extraction of information for purposes of illustration, explanation, example, 
comment, criticism, teaching, research, or analysis, in an amount appropriate and 
customary for that purpose, if the act is reasonable under the circumstances. Four 
factors must be considered in determining reasonableness, relating to the commer- 
cial or nonprofit nature of the use or extraction, the defendant's good faith, the ex- 
tent to which the defendant has added its own investment or creativity, and wheth- 
er the plaintiffs collection was primarily intended for persons in the same field or 
business as the defendant. Finally, an outside limit of reasonableness is set: the por- 
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tion taken from the collection must not be offered or intended to be offered in com- 
merce and likely to serve as a market substitute for the original collection. 

Tliis exception has two particularly important applications in supplementing the 
coverage of the previous set of exceptions: as to nonprofit users, it can provide a 
defense, even when the activity directly harms the actual market for the database. 
In addition, it can provide a dfefense to commercial ventures for acts going beyond 
mere insubstantial uses, independent collection, or verification. 

The Copyright Office applauds the inclusion of such an exception in the bill. In 
an area as important and deUcate as this, involving legal restrictions on informa- 
tion, we believe the incorporation of a general, flexible defense is a wise policy 
choice. Like the fair use aoctrine of copyright law, this provision can serve as a 
"safety valve," avoiding an overly strict apphcation of the law with potentially nega- 
tive consequences. It allows courts to make judgments appropriate to the particular 
fiacts and drctimstances, and recognizes that some uses should be permitted even 
if they do not strictly fall within explicit statutory bounds. 

In my prior testimony, I described how many of the concepts of cop}mlght fair use 
are incorporated in various places throu^out the bill; this new exception adds an- 
other concept from the first fair use factor that did not appefur in earlier versions. 
The authorized purposes all involve activities that build on the contents of an exist- 
ing collection, and provide the public with new thoughts or insights. In that respect, 
they are similar to the "transformative'' uses favored under fair use. See Campbell 
V. Acuff-Rose Music, Inc., 510 U.S. 569, 579 (1994). 

The new exception differs bom the structure of copyright fair use, however, in 
that it is not entirely determined by a balancing of factors. Certain elements are 
established as prereauisites, such as the authorized purposes and the requirement 
that the amount be limited to that "appropriate and customary for that purpose." 
We continue to examine the mix of elements set out in the exception, their func- 
tions, and their relation to each other, and would be pleased to work with the Sub- 
committee on further shaping of the statutory language. 
Amendments to other exceptions 

Two other "permitted acts" were also modified in positive respects during the 
105th Congress. The exception covering individual items and other insubstantial 
parts was amended by adding a sentence specifying that an individual item of infor- 
matjon shall not itself be considered a suostantied part of a collection (§ 1403(b)). 
This clarification ensures that a single but important item contained in a collection 
cannot be interpreted to be a qualitatively substantial part of the collection, due to 
its individual value. 

FinaUy, a concern we had expressed about the news reporting exception has been 
addressed. The exception now contains a carve-out, barring its apphcation to a con- 
sistent pattern of takings of time sensitive information gathered by another news 
eatity, for purposes of direct competition (§ 1403(e)). This language prevents the pos- 
sibility that the type of activity held unlawful in International News Service v. Asso- 
ciated Press, 248 U.S. 215 (1918), would be sanctioned by the breadth of the excep- 
tion. 

NEW SAVINGS CLAUSES FOR COPYRIGHT AND ANTITRUST LAW 

In its original form, H.R. 2652 contained a general provision specifying that it did 
not affect any rights or obligations under other bodies of law relating to information. 
During the legislative process, additional provisions were added providing more de- 
tail about the relationship of this new protection to such bodies of law, including 
copyright and antitrust (§ 1405(c), (d)). Tne Copyright Office believes these new pro- 
visions are an appropriate and usefiil addition to the bill. 

The provision on copyright states expUcitly that protection under the new law is 
independent of copyright, and does not affect any aspect of copyri^t protection, in- 
cluding limitations on rights such as fair use, in any work of^authorsnip contained 
in or consisting of a collection of information. The provision further specifies that 
no greater protection is provided to any work of authorship contained in a collection 
than would otherwise be available to that work, other than a work that is itself a 
collection (which by definition would receive the new law's protection against mis- 
appropriation). This language should serve to confirm that the scope of copyright 
protection for compilations or for works of authorship contained in compilations will 
not change. 

Ilie provision on antitrust law makes clear that protection under the new law 
does not limit in any way the constraints imposed by antitrust laws on the manner 
in which products or services may be provided to the public, including rules regard- 
ing single suppUers of products and services. This language addresses the sole 
source" issue that has been raised in the course of debate. See Copyright 0£Bce Re- 
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port on Legal Protection for Databases at 102-107. It ensures that relevant prin- 
ciples of antitrust law continue to apply to producers in governing how they can 
market- databases that are the sole source of information, llus provision shomd as- 
sist in preventing information from becoming unavailable to the public. To the ex- 
tent that antitrust law may not adequately deal with particular conduct, further dis- 
cussion may be warranted. 

DURATION 

The second mtyor change incorporated into H.R. 364 relates to the issue of dura- 
tion. Under H.R. 2652 as introduced, the prohibition had no set term of protection. 
While this was theoretically consistent with the bill's grounding in misappropriation 
law, I stated in my prior testimony that further study was needed to determine an 
appropriate measure for how long the pnMbition should last. During the last Con- 
gress, a term of fifteen years was added, in the form of a limitation on the period 
of time during which a lawsuit can be brought. 

The Copyri^t Office supports the addition of such a definite term. Fifteen years 
of protection provides substantial incentives for investments in collections of infor- 
mation. It also has the advantage of being consistent with the term provided in the 
European Union, increasing the likelihood of obtaining reciprocal protection in Eu- 
rope for U.S. database producers. See Copyright Office Report on Legal Protection 
for Databases at 49; article 10 of Directive 96i^/EC of the Efuropean Parliament and 
of the Council of the European Union of 11 March 1996 on the legal protection of 
database (attached to Report as Appendix B). 

In the amended version of H.R. 2652, the term began to run from the date of the 
investment that qualified the collection for protection. In H.R. 354, the starting 
point is instead the date that the portion of the collection extracted or used was first 
offered in commerce, following the (qualifying investment (§ 1408(c)). In the view of 
the Copyright Office, this change is an improvement. Investments in producing 
databases generally take place over a period of time, and it will be difficult to deter- 
mine the precise point at which the investment became substantial enough to trig- 
ger protection. Nor would members of the public have any way to ascertain the sta- 
tus and progress of the producer's internal Dusiness activities. 

Moreover, under the earlier "date of investment" approach, if fiirther substantial 
investments were subsequently made before the database was placed on the market, 
those new investments could trigger additional terms. It is therefore preferable to 
start the clock running on a date that is clearcut and publicly ascertainable. Again, 
this approach is consistent with that of the European Union, which measures pro- 
tection for publiclv available databases from the January after the database was 
first made available to the public. European Directive, art. 1(K2). 

Even with this new definite term, however, concerns remain about the possibility 
of effectively perpetual protection. This is because the investment that triggers the 
prohibition in the bill may consist of maintenance of a pre-existing database. Ac- 
cordingly, where a database is updated on an ongoing basis, new fifteen-year terms 
will begin to run whenever the update entails substantial investment and is offered 
in commerce. In other words, protection may be extended indefinitely. 

A new sentence was added in H.R. 354 to deal with this potential problem. It dis- 
tinguishes between protection for the pre-existing database and protection for the 
updated version, clarifying that the fact that an investment in maintenance has re- 
sulted in a new fifteen-yesu- term does not extend or renew protection for the pre- 
existing database itself. The pubUc remains free to extract or use information from 
the pre-existing collection despite the continued protection for the later, updated 
version. 

In our view, this sentence helps to avoid the specter of perpetual protection. It 
makes clear that the version of the database that has already been protected for 
a full fifteen-year term does not continue to be protected because of siibsequent in- 
vestments. Nevertheless, it does not completely resolve the issue. A practical prob- 
lem remains: how does the user obtain access to the pre-existing version that can 
theoretically be freely used under the bill? If the database is in hard copy form, 
there may be no problem; the user can, for example, go to the library and use an 
old casebook. But if the hard copy is no longer available, or if the database exists 
only on-line and is constantly updated, it may be impossible to find and use a copy 
of Uie no-longer protected version. As a result, although protection is not perpetual 
in theory, it may be as a matter of reality. 

The (5opyright Office believes this issue merits further attention. During discus- 
sions in the Senate Judiciary Committee in the fall of 1998, consideration was given 
to the possibility of establishing a deposit system within the Copyright Office, in 
order to create a pubhc record of databases for which protection has expired. While 
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such a deposit system could be burdensome, and may have drawbacks as well as 
benefits, we are ready to work with the Subcommittee to examine this and alter- 
native solutions. 

ADDITIONAL PROTECTIONS FOR NONPROFIT INSTITUTIONS 

Three provisions were added to H.R. 2652 that further insulate nonprofit edu- 
cational, scientific or research institutions, and Ubraries or archives, from inappro- 
priate or disproportionate liabiUty: 

1. Inapplicability of criminal provisions (§ 1407(aX3)). Criminal penalties are not 
available against employees or agents of such institutions, when acting within the 
scope of their employment. 

2. Remission of damages (§ 1406(e)). Courts must reduce or remit entirely mone- 
tary reUef if the defendant is an employee or agent of such an institution, who be- 
lieved and had reasonable grounds tor believing that the conduct was permissible. 

3. Deterrent against frivolous lawsuits (§ 1406(d)). If an action is brought in bad 
faith ^fflinst such an institution, or its employee or agent, courts are required to 
aw^EdKbts and attorneys' fees to the defendant. 

These provisions should go a long way toward ameliorating any possible chilling 
effect on nonprofits' activities. A nonprofit institution acting in gooa faith, with the 
belief that it is engaging in permissible conduct, will run little risk of substantial 
penalties other than an injunction. And a database producer will have to think care- 
fully about the grounds for a lawsuit, or be subject to potentially serious financial 
consequences. 

CONCLUSION 

H.R. 354 would establish consistent nationwide incentives for investments in col- 
lections of information, filling the gap left in the law in the wake of Feist. "Hie bill 
represents substantial progress in legislative thinking, incorporating many positive 
evolutions fixim the initial form of its predecessor biU in the last Congress. These 
changes have added greater clarity and balance. The Copyright Office would be 
pleased to work with the Subcommittee to resolve remainmg issues and concerns. 

Mr. COBLE. Thank you, Ms. Peters. 
Mr. Pincus, I inadvertently failed to advise the audience that you 

are with the Commerce Department. I think we all know that. 
Glad to have you with us. 

Mr. Pmcus. Thank you, Mr. Chairman. It's an honor to appear 
before you tods^ and fdso to be able to wish you a happy birthday. 

Mr. COBLE. Thank you, sir. 

STATEMENT OF ANDREW PINCUS, GENERAL COUNSEL, 
UNITED STATES DEPARTMENT OF COMMERCE 

Mr. PiNCUS. In the last Congress you and the other members of 
the subconunittee were responsible for a truly momentous accom- 
EUshment, enactment of the Digital Millenniimi Copyright Act. 

Fnder Secretary Daley's leadership, we in the Commerce Depart- 
ment were privileged to work with you on that important legisla- 
tion and we're lo^dng forward in this Congress to working with 
you on this legislation and the other matters in which we have a 
common interest. 

The issue of database protection is a matter of great interest to 
a large number of Federal agencies for a variety of reasons. The 
Government collects, manages and disseminates large amounts of 
information, perhaps more than any entity in the world. We fimd 
research that produces information. We are very concerned and 
eager to continue the tremendous economic growth that we've expe- 
rienced. 

In our knowledge based economy information is key. We there- 
fore want to maximize incentives for data collection to expand the 
available universe of information without putting in place ui^usti- 
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fied obstacles to competition and innovation. And of course we want 
to be sure that any law enacted complies with the Constitution. 

We spent a great deal of time developing an administration posi- 
tion that takes account of these varied perspectives. Fm afraia it's 
somewhat lengthy and I appreciate your making my full testimony 
part of the record, and 111 summarize the kev parts this monung. 

First, after exhaustive analysis we've concluded that there is a 
gap in the law that must be filled by new legislation. We support 
the enactment of a statute to protect database creators against free 
riding, the wrongful taking and distribution of database material 
with resulting infliction of commercial harm on the database cre- 
ator. 

Digital technology permits the creation and distribution of a 
large number of perfect copies of data files at the touch of a button 
and therefore expands dramaticaUy the risk that in the absence of 
adequate legal remedies piracy or the threat of piracy will deter in- 
vestment in database creation. 

Indeed, we believe, speaking to a lot of the affected interest 
groups, that there is considerable, if not complete consensus that 
additional legal protection is necessary to prevent a diminution in 
database creation. Of course it's important to craft this legal pro- 
tection carefully to optimize the overall benefits and minimize dis- 
ruption of research activities and prevent stunting of competition 
and innovation. I know the subcommittee is very sensitive to these 
concerns and we're very appreciative of the changes reflecting the 
differences between the bill before you this year and the bill passed 
by the House last year which respond to a number of these mat- 
ters. 

My written testimony comments in detail on a number of provi- 
sions of the bill. Let me just mention a few key points. 

With respect to section 1402, which defines the conduct that may 
give rise to liabihty, we beheve it is appropriate to narrow the pro- 
hibition to target more closely the troubling acts of misappropria- 
tion identified in Warren Publishing and similar cases. We there- 
fore urge the subcommittee to focus on distribution and extraction 
for distribution as the wrongful conduct rather than on simple ex- 
traction for use. 

Second, we urge the subcommittee to require substantial harm 
rather than just harm in order to be sure that de minimis activities 
will be shielded against liability. 

We urge the subcommittee to reexamine the concepts of "actual" 
and "potential" market and consider instead a market definition 
tied to the product's actual customer base or the market currentiy 
exploited by similar products and services to avoid an over broad 
definition of the market that might limit transformative uses and 
other innovation and might restrict competition. 

With respect to Government data, we agree with you that Gov- 
ernment investment in generating data generaUy should not be 

Erotected. We suggest that the exclusion contained in section 1404 
e broadened to more clearly encompass data gathering funded by 

the Government. 
There also is some concern that Government data might be cap- 

tured by private database producers and we provide some sugges- 
tions in the testimony for addressing that potential problem. 
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We also want to be svire that H.R. 354's fixed protection term of 
15 years can not be circumvented to provide perpetual protection 
for a database. I know that you are as concerned as we are that 
Sou sought to avoid this possibility by including an expressed pro- 

ibition against perpetual protection in section 1408. We suggest 
that the subcommittee address this issue by eliminating "maintain- 
ing" and "organizing" as bases for statutory protection. 

The "sweat of the brow" doctrine that the Supreme Court re- 
jected in its Feist decision protected industrious collection. We 
think that a statutory provision that protects either gathering or 
collecting would more closely replicate the pre-Feist protection as 
well as avoid the possibility that minor acts of maintenance might 
restart the 15 year clock. 

Finally, with respect to the permitted use provision, we suggest 
a number of changes to make clear that judges will have flexibility 
equivalent to that under the CopjTight Act to insure that liability 
is not imposed for protected uses of data. 

Thank you again for the opportunity to testify today and I look 
forward to answering your questions and working with you as the 
legislation moves through the process. 

[The complete statement of Mr. Pincus follows.] 

PREPARED STATEMENT OF ANDREW Pmcus, GENERAL COUNSEL, UNITED STATES 
DEPARTMENT OF COMMERCE 

Mr. Chairman and Members of the Committee: 
Thank you for this opportuni^ to present the Administration's views on H.R 354, 

the "KiloUections of Information Antipiracy Act." 

L INTRODUCTION 

The Administration views database protection legislation from a number of per- 
spectives: as a creator of data and a user of it; as an advocate of both economic in- 
centives for socially useful investment and open, market-based competition free from 
artificial barriers; and as an entity committed both to effective law enforcement and 
to the First Amendment. Reconciling these perspectives is difficult in any context. 
The digital economy's rapid and unpredictable change makes this challenge even 
greater. 

The Administration believes strongly in free markets, in which firms can meet de- 
mand for new products and services without having to overcome artificial barriers 
that keep consumers hostage to an undesirable status quo. However, we also recog- 
nize that there are circumstances in which markets need legal mechanisms in order 
to function efficiently. The Feist decision' conclusively eliminated one form of legal 
protection for databases. Undeniably, Feist has alterec the landscape, but the topog- 
raphy is still changing in ways that pull in different directions as to the nature and 
extent of protection that is needed. 

In particular, the emerging digital enviroxmient has significant implications for 
this issue. It has become commonplace to observe that information is the currency 
of our economic age. That puts a premium on designing a legal schema that creates 
sufficient incentives to maximize investment in data collection—to expand the avail- 
able universe of information—without putting in place utoustified obstacles to com- 
petition and innovation. Moreover, digital technology permits the creation and dis- 
tribution of a large number of perfect copies of data files at the touch of a button 
and therefore expands dramatically the risk that, in the absence of adequate legal 
remedies, piracy, or the threat of piracy, will deter investment in database creation. 
For all of these reasons, it is important to calibrate new private rights carefully— 
to optimize overall economic and social benefits, to prevent unfairly undermining in- 
vestments and agreements premised on the current law, and to preclude new oppor- 
tunities for thwarting competition. 

lie U.S. Government has a unique stake in database legislation because it col- 
lects, manages, and disseminates massive amounts of information, possibly more in- 

^Feiat PiMiaUiona v. Rural TtUphont Service Corp., 499 U.S. 340 (1991). 



formation than any other entity in the world. In all these processes, it interacts with 
the private sector in a variety of ways. In addition, federal agencies are engaged 
in funding research that produces tremendous amounts of information that the gov- 
ernment does not undertake to manage itself. 

These activities represent enormous investments in highly c(miplez. knowledge 
management processes that are vital to human health, the environment, national 
security, scientiiic progress, and technological innovation—and, in turn, to the econ- 
omy as a whole. Changes in ground rules for the use and reuse of information must 
be designed to minimize disruption of these critical activities and to avoid imposi- 
tion of new costs that could hinder research. 

The sections which follow discuss the Administration's efforts to study database 
Erotection and access issues (Part 11) and summarize the six principles that we be- 

eve should guide both domestic legislative and international treaUr efforts in this 
area (Part III). Next, we elaborate on each principle, discussing the Administration's 
concerns relating to that topic and the range of possible solutions on which we be- 
lieve interested parties should focus (Part IV). Finally, we offer some additional 
points that should be included in any database protection legislation. 

11. HISTORY OF ADMINISTRATION STUDY OF DATABASE ISSUES 

In response to legislative projposalsin Congress and developments in the World 
Intellectual I*roperty Organization (WIPO), the Administration devoted substantial 
energy in 1998 and 1999 to studying database protection and access issues. The Ad- 
ministration's review of these issues has included a variety of mechanisms and fora: 

• The Patent and Trademark Office (PTO) held a pubUc conference on database 
protection and access issues on April 28,1998. 

• During the spring and s«immer of 1998, a variety of Executive Branch depart- 
ments and agencies participated in an informed working group on database 
issues led by the State Department, the Office of Science and Technology Pol- 
icy (OSTP), and the PTO. 

• In Januanr 1999, the National Research Council held a two day conference 
on sdentinc databases at the Department of Commerce. This conference was 
supported by the National Science Foundation, the National Institutes for 
Health, and several other agencies.^ 

• Various officials in the Executive Office of the President (including OSTP), 
the Department of Commerce (including PTO), and the Justice Department 
have held informational meetings with both proponents and opponents of 
database protection legislation. 

In addition to these efforts, the Administration has carefiiUy studied a wide range 
of reports, studies, legal opinions and legislation on database protection and access 
from the United States, Canada, Japan, and the European Union, as well as partici- 
pating in discussions of database protection issues at WIPO conferences in 1996, 
1997, and 1998. 

The Administration continues to discuss these issues with concerned parties and 
to examine specific topics and areas where we beUeve further information will help 
both the legislative process and any future study of the effects of database protec- 
tion that might be mandated by legislation. 

in. GENERAL PRINCIPLES 

On August 4, 1998, in response to Senate consideration of then-H.R. 2652, the Ad- 
ministration set out the principles that it believes should govern database protection 
lenslation. 

Now, as then. Administration supports legal protection against commercial mis- 
appropriation of collections of information. We believe that there should be effective 
legal remedies ageiinst "free-riders" who take databases gathered by others at con- 
siderable expense and reintroduce them into commerce as their own. This situation 
has arisen in recent case law, and we believe that digital technology increases op- 
portunities for such abuses. 

At the same time, the Administration's concerns with the provisions of H.R. 354 
are similar to those we expressed with respect to H.R. 2652, including the concern 
that the Constitution imposes significant constraints upon Congress's power to enact 
legislation of this sort. From a policy perspective, the Administration believes that 

' Including the National Oceanic and Atmospheric Administration (NOAA), the National Insti- 
tute of Standards and Technology (NIST), the U.S. Geological Survey, the Department of En- 
etsy, and the PTO. 
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le^alation addressing collections of information should be crafted with the following 
principles in mind: 

1. A change in the law is desirable to protect commercial database developers 
from conmiercial misappropriation of their database products where other 
legal protections and remedies are inadequate. 

2. Because aay database misappropriation regime will have effects on electronic 
commerce, any such law should oe predictable, simple, minimal, transparent, 
and based on rough consensus va Keeping with the principles expressed in 
the Framework for Global Electronic Commerce. Definitions and standards 
of behavior should be reasonably dear to data producers and users prior to 
the development of a substantial body of case law. 

3. Consistent with Administration pohcies expressed in relevant Office of Man- 
agement and Budget circulars and federal regulations, databases generated 
with Government fiinding generally should not be placed under exclusive 
control, de jure or de facto, of private parties. 

4. Any database misappropriation regime must carefidly define and describe 
the protected interests and prohibited activities, so as to avoid unintended 
consequences; legislation should not affect established contractual relation- 
ships and should apply only prospectively and with reasonable notice. 

5. Any database misappropriation regime should provide exceptions analogous 
to ^air use" principles of copyright law; in ptuticular, any effects on non- 
commercial research should be de minimiB 

6. Consistent with the goals of the World Trade Organization (WTO) and U.S. 
trade policy, legislation should aim to ensure that U.S. companies ei\joy 
available protection for their database products in other countries on the 
same terms as ei^joyed by nationals of those countries. 

With these principles in mind, we turn to an analysis of H.R 354. 

IV. DISCUSSION 

G. First Principle—Protect against commercial misappropriation 
A change in the law is desirable to protect commercial database develooers from 
commercial misappropriation of their database products where other legal pro- 
tections and remedies are inadequate. 

The Administration supports enactment of a statute to protect database creators 
against free-riding—the wrongfiil taking and distribution of database material with 
resulting infliction of commercial harm (loss of customers) on the database creator. 
Indeed, there is considerable, if not complete, consensus that this kind of free-riding 
can occur without additional legal protection for non-copyrightable databases ana 
that such legal protection is necessary to prevent a diminution in database cre- 
ation.3 

Section 1402 is the operative core of H.R. 354, providing the "basic prohibition" 
of this proposal to protect collections of information through a misappropriation 
model.'* Section 1402 prohibits unauthorized commercial misappropriation of a sub- 

^See, e.g.. National Research Council, Bits of Power (1997) at 135; U.S. Patent and Trade- 
mark Office, Report on and Recommendations from April 1998 Conference on Database Protec- 
tion (1998) at 4-7; Letter from Federal Trade Comnuasion Chairman Robert Pitofsky to Con- 
gressman Tom Bliley, September 28, 1998 at 6-7. See also Institute of Intellectual Property, 
Tol^ro, Japan, Database Protection on the Borderline of Copyright Law and Industrial Property 
Law 5 (1998); Wendy Gordon, Asymmetrical Market Failure arui Prisoner's Dilemma in Intellec- 
tual Property, 17 U. DAYTON L. REV. 853, 863-865 (1992) (describing conditions when additional 
protection is needed); Dan L. Burke, The Market for Digital Piracy, in BRIAN KAHIN AND 
CHARLES NESSON, EDS., BORDERS IN CYBERSPACE (1997), 205 (describing databases on the Inter- 
net as classic "public good" problem that may require special law); J.H. Reichman and Pamela 
Samuelson, Intellectual Proper^ Rights in Data?, 50 VANDERBILT L. REV. 51, 56 (1997) (critical 
of EU Database Directive and H.R. 3531, but recognizing that risks of market failure may keep 
data production at "suboptimal levels"); M. Powell, The European Database Directive: An Inter- 
national Antidote to the Side Effects of Feist! 20 FORDHAM INTERNATIONAL L. J. 1215, 1250 
(1997). 

* There has been much discussion among commentators about the differences between a sui 
generis form of protection as was proposed in H.R. 3531 in the 104th Congress and the "mis- 
appropriation" approach proposed in the present H.R. 354. The Administration believes that the 
misappropriation theory provides an appropriate model for database protection in American law. 
The United States has substantial case law on the misappropriation of information as a form 
of unfair competition which should help courts interpret any database protection law built on 
a misappropriation model. Placing database protection in the framework of imfair competition 

Continued 
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stantial amount of a database; it also appears to prohibit unauthorized extraction 
or '^l8e'' of data firom a database by an individual, no matter how the information 
is used. 

We do not believe that protection of that breadth is appropriate in the database 
context. As a policy matter, we must weigh the need to protect database creators 
against the potential impact on scientific research in particular, and the dissemina- 
tion of information within the society generally. It toerefore makes sense to focus 
any prohibition on the precise activities that pose the commercial threat—"use" is 
simply too broad and ambieuous." Indeed, the breadth and ambiguity of the prohibi- 
tion has required concemea parties to focus considerable attention on expanoing the 
list of statutory exceptions to make clear that various activities would not be af- 
fected by the prohibition. We believe it more appropriate to narrow the prohibition 
so it is targeted on conduct like the troubling acts of commercial misappropriation 
identified in the Warren Publishing and similar cases.^ 

H.R. 354's basic prohibition consists of three basic elements, imposing liabili^ on 
any person who "extracts or uses in commerce" all or a substantial part of a (uita- 
base so as to cause "harm" to the "actual or potential market" of the database cre- 
ator. In our view, all three of these elements should be focused more precisely on 
the commercial free-riding situation. 

To begin with, the "extract[s] or useCsF language should be narrowed. One ap- 
proach would be to limit the reach to a person who, without authorization "extracts 
for commercial distribution or distributes in commerce" all or a substantial part of 
a database. The substitution of "distribution" in place of "use" would clarify that the 
Act is directed at active behavior, rather than receptive activities such as viewing, 
reading, or analyzing. "Extracts for commercial distribution" would cover any rep- 
lication preparatory to distribution in commerce. Distributes in commerce should be 
understood oroadly, compatible with First Amendment concerns. 

While the Administration continues to believe that misappropriation for commer- 
cial purposes should be the focus of any legislative efforts, we recognize that, when 
systemtdic, some acts that might be characterized as "extraction" (in other words, 
acts of duplication) by individuals could conceivably undermine the commercial mar- 
ket for a database product. We are not familiar with any reported cases or incidents 
of this kind, but we recognize that such harm could occur. Such damage may occur 
when those acts becomes customary in a particular economic sector or field of re- 
search. At present, if there is no contract with the individual or his/her organiza- 
tion, the investor in a database has no effective dvil remedy against such acts.^ We 
believe that one of the greatest challenges in drafting database protection legislation 
is providing datab2t8e producers with some type of protection against such patterns 
of repeated individual activity without prohibiting uses of data by individuals that 
most people believe should be treated as "fair uses" and without violating the First 
Amendment. We are not certain whether a balance can be struck. Our suggested 

will also allow courts and commentatorB to draw appropriately from the rich body of cases in 
trademark law and unfair business practices. 

The Administration believes that any treaty on database protection that emerees from on- 
going discussions at the World Intellectual Property Organization should permit each treaty sig- 
natory to provide any mandated database property protection through the legal mechanism moet 
appropriate to its domestic law, whether through misappropriation, sui generis protection, or a 
smiple extension of their domestic copyright and nei^boring rights laws. The critical issue is 
not the legal framework used, but whether the law provides private citizens with comparable 
rights to protect their investments in different jurisdictions. 

'^In contrast, the basic prohibition in what some have called the "minimalist" propoaalput 
forward by some database users seems too narrow as a policy matter. See Section 1401 of "Pro- 
poeed Bill to Amend Title 17, United States Code, To Promote Research and Fair Competition 
in the Databases Industry," Statement by Senator Orrin Hatch, Congressional Record, January 
19, 1999, at S320. This minimalist basic prohibition appears to bar only misappropriation of an 
entire database, but to permit appropriation of a large percentage of the same database, even 
for a commercial purpose in competition with the database creator. There are also constitutional 
concerns with the minimalist approach, albeit not as serious as with H.R 354. 

<'V/arTen Publishing v. Microdos Data Inc., 116 F.3d 1509 (11th Cir. 1997) (en banc) cert, de- 
nied 118 S.Ct. 197 (1997). 

^ 18 U.S.C. § 1030 would appear to create some criminal liability for database misappropria- 
tion by individuals in the on-line environment. Subsection 1030(a) (2) (C) creates criminal liabil- 
ity when a person 'intentionally accesses a computer . . . and thereby obtains . . . information 
from an protected computer if the conduct involved an interstate or foreign communication," 
while 1030(aX4) creates criminal liability when a person "knowingly and with intent to defraud, 
accesses a protected computer without authorization . . . and 1^ means of such conduct . . . 
obtains anything of value in excess of $5,000. We assume that the server holding a commercial 
database would fall within the definition of a "protected computer" because it would be "a com- 
puter . . . which is used in interstate or foreign commerce or communication (1030(e) (2XB)1. 
Subeection 103(Xg) also creates civil liability where there has been a Violation' of the section. 
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language concerning "extraction for distribution'' and "distribution" does not address 
this issue; we look forward to working with the Subcommittee on this matter as the 
leaslation moves forward. 

Second, the Subcommittee should consider whether the requirement of "harm" in 
section 1402 should be elevated to "substantial harm" as a means of shielding de 
minimis activities from any possible liability. We know that some proponents of 
H.R. 354 have expressed concern about a "substantial harm" standard because they 
believe that judges would compare the standard unfavorably to copyright law, whicn 
requires only "harm." We agree that it is important to anticipate now judges would 
administer any new law, but we believe that a "substantial harm" standara is famil- 
iar to courts from other areas of American law.^ Appropriate legislative history 
could direct judges away from unintended comparisons to copyri^t law or areas of 
the law where "substantial harm" has been interpreted to impose a higher standard 
than intended in this bill. 

At the same time, some critics of H.R. 354 have suggested that the proper trigger 
for liability is whedier the misappropriation "so reduceCs] the incentive to produce 
the product or service that its existence or quality would be substantially threat- 
ened," a test from the National Basketball Association v. Motorola case.' While we 
agree that a misappropriation law should be focused on acts that do, in fact, have 
a tendency to reduce incentives in this manner, we think this "diminution of incen- 
tive" test is ill-suited as a component of the basic prohibition; it does not comport 
with the Administration's principle (described below) that a database protection law 
should be predictable, simple, and transparent. Because a database user cannot be 
expected to know much about the incentive structures that lead to production of 
databases, such a user would have no way to judge in advance whether or not her 
acts would satisfy a "diminution of incentive test for liability. We also are con- 
cerned that the "diminution of incentive" test requires much more complicated 
proofs than would be incurred with a harm test.'" Accordingly, we believe that Con- 
gress should instead rely upon a "substantial harm" test or similar measure to serve 
as a workable proxy for the "diminution of incentive" test. 

Third, we suggest reexamination of the concepts of "actual" and "potential" mar- 
ket. We are very concerned that, aa presently drafted, these concepts are broader 
than market definitions used in other areas of the law, could be subject to manipu- 
lation by private entities, and could too easily expose legitimate business practices 
to substantial liability. We urge the Subcommittee to consider an objective definition 
tied to the product's current actual customer base or the market currently exploited 
by similar products or services. We are concerned that any broader definition might 
deter entrepreneurs from developing new products and services that add significant 
value and do not compete directly with the original database. Leaving room for 
transformative uses is critical in anaping the definition of the market as targeting 
the firee-riding we wish to prohibit. We believe that the Subcommittee should con- 
sider, individually and pernaps in combination, the notions of "principal market" 
drawn fivm unfair competition law, and "neighboring market" proposed in the Sen- 
ator Hatch draft. 

The Department of Justice notes that this legislation raises serious constitutional 
concerns that current copyri^t law does not raise. The Constitution itself provides 
for protection of copyrignt, m order to promote progress in science and the arts. 
Therefore, copyright and the First Amendment are intended to protect analogous 
values, and are aimed, in part, at similar and compatible objectives. The Copyright 
Clause and the Copyright Act permit protection only of an author's original expres- 
sion, and do not authorize protection of facts. This comports with First Amendment 

" Substantial harm is a familiar standard applied by courts in a variety of circumstances. Set, 
e^., Guir& Western Industries. Inc. v. United StaUs, 615 F.2d 527 (D.C. Cir 1979) (enunciating 
standard for when disclosure of commercial information in government's possession would cause 
substantial harm to competitive position of private firm); Miami Herald v. SBA, 670 F.2d 610 
(5th Cir. 1982) (same standard); Simmons v. Diamond Shamrock Corp., 844 F.2d 517 (8th Cir. 
1988) (determining whether failure to comply with ERISA reporting and disclosure requirements 
caused substantial harm); Warner Bros. v. U.S. ITC, 787 F.2d 562 (Fed. Cir 1986) (ITC tem- 
porary exclusion order depends on showing of immediate and substantial harm in the absence 
of such relief); Olson v. Slotts, 9 F.3d 1475 (10th Cir. 1993) (substantial harm standard used 
for liability in delay in medical care) . . . not to mention the use of "substantial harm" as a 
standard in preliminary iAJuiiction cases. See, e.g., NA.A.C.P. v. City of Mansfield, 866 F.2d 162, 
166 (6th Cir. 1988). 

»105 F.Sd 841, 852 (2d Cir. 1997) 
'"Evidence that the defendant had not diminished the plaintiffs incentive to produce the 

database could, however, be the same type of evidence that shows how "transformative" the de- 
fendant's product is and how far its sales are from the original product's market In this way, 
the same evidence might enter a litigation under an appropriately broad "permitted uses* sec- 
tion. 
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principles. By contrast, the proposed prohibition in H.R. 354 would be directed 
against dissemination of fixcts. Inat measure as currently drafted likely would not 
survive constitutional scrutiny, at least in ntunerous applications. The constitutional 
concerns are rdated to the scope of the basic prohibition, discussed above, as well 
as the issues discussed below, including the range of-permitted uses, resolution of 
the "^rpetual protection" problem and Uie possibility of 'sole source" situations, but 
the constitutionality of any law in this area will depend upon the particular statu- 
tory language adopted and therefore cannot be analyzed definitively at this time. 
We look forward to working with the Subcommittee to avoid constitutional infinnity. 
B. Second Principle—Keep it simple, transparent, and bated on consensus 

Because any database misappropriation regime will have effects on electronic 
commerce, any such law should be predictable, simple, minimal, transparent, 
and based on rough consensus in keeping with the principles expressed in the 
Framework for Global Electronic Commerce." Definitions and standards of be- 
havior should be reasonably clear to data producers and users prior to the devel- 
opment of a substantial body of case law. 

THas principle informs all of our analysis. We believe that database legislation 
should be directed squarely at behavior that is widely admowledged to be imfair 
and has been documented as a problem worthy of a legislative response. This will 
ensure that the legal system is not used to threaten litigation in borderline cases 
in a manner that may inhibit the flow of factual information and the vigor of free 
market competition. 

We also believe that in introducing this new form of protection, some of the bui^ 
den of promoting transpsirency and predictability should be borne by those who ben- 
efit. The legislation should not create an environment in which many kinds of data- 
base users must suddenly act at their peril. In particular, the Subcommittee mi^t 
consider how a notice system could effectively warn database users when a database 
producer is asserting protection under the law. This will also help reduce the costs 
of identifying multiple cascading interests that are likely to aggregate more fre- 
quently in databases than in works of authorship. In this regard, we applaud the 
addition of the "good faith" of the defendant as a factor in allowing "permitted use" 
under section 1403 althou^, for reasons discussed below, we beUeve that our addi- 
tional changes to the "permitted use" section may be needed. 

Rather than prescribing a particular approach and trying to address the difficul- 
ties of implementing it in legislation, we would prefer (again, in keeping with the 
FrEunework for Global Electronic Commerce principles) to assign to database pub- 
Ushers and users the responsibility of devising appropriate standards to identify and 
assert interests. While in paradigmatic cases, such as the circumstances in Warren 
Publishing, there may be no question about deliberate free-riding, the principle re- 
mains: users must have reason to believe that their acts are damaging to others. 
The "good faith" factor in H.R. 354 combined with private sector-developed stand- 
ards for notice and disclosure would help ensure that the legislation works to condi- 
tion behavior based on reasonable expectations and to avoid traps for the unwary. 
C. Third Principle—Preserve access to government data 

Consistent with Administration policies expressed in relevant Office of Manage- 
ment and Budget circulars and federal regulations, databases generated with 
Government funding generally should not Be placed under exclusive control, de 
jure or de facto, of private parties. 

I. Exemption of government data 
The U.S. Government collects and creates enormous amounts of information, pos- 

sibly more than any other entity in the world. State and local governments in the 
United States also gather and generate tremendous amounts oC data. Broadly de- 
fined, government-generated data touches every sector of the economy and civic life. 
Government-funded data ranges from crime statistics to data on subatomic par- 
ticles; from geological maps to court opinions; from immigration statistics to digital 
images of distant galaxies. ^^ 

> • A Framework for Global Electronic Commerce is available at: http://www.eoommeroe.gov/ 
framewrk.htm. 

"Conceptually, a distinction can be drawn between data "gathered" and data "generated." 
The decennial Censua gathers data about Americans; the Hubble telescope gathers astrophysical 
data by capturing images of eventa that have already occurred in distant parta of the ifniverse. 
In contrast, when the U.S. Government established the "zip code" system, it generated data that 
did not exist before. The government genemtes data in the form of new legal opinions, new tax 
tables, new databases of each day's recipients of Medicare or Medicaid payments. We refer to 
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The Administration believes that a database protection law generally should not 
protect government investment in generating data. There are three reasons for this 
conclusion. First, database protection proposals are premised on the need to provide 
an incentive for investment in data gathering; in the case of government-funded ia- 
fonnation, no incentive is needed. If a government decides that it is in the public 
interest to collect information on smog levels, education scores, or solar flare activ- 
ity, it will do 80. Second, there is a widespread sentiment that once data generation 
has been paid for with government funds, taxpayers should not have to pay "twice" 
for the same data. 

Finally, the U.S. Government has historically pursued policies that strongly favor 
Sublic funding of the creation and collection of information. The Administration be- 

eves that these policies have contributed greatly to the success of America's high 
technology and iniormation industries as well as tiie strength of our democratic soci- 
ety. TheTLdministration has stated elsewhere: 

"Government information is a valuable national resource. It provides the public 
with knowledge of the government, society, and economy—past, present, and fu- 
ture. It is a means to ensure the accountability of government, to manage the 
government's operations, to maintain the healthy performance of the economy, 
and is itself a commodity in the marketplace." '^ 

The Administration beUeves that the free flow of government-generated data is an 
important engine of economic growth; it will be an increasingly important resource 
for any society intent on creating jobs, businesses, and wealth in the "Information 
Age." Often, government-generated information is also critical to the health and 
safety of the population; we must ensure that any database protection law does not 
hamper the dissemination of such information.^* 

H.K. 354 addresses the issue of government-generated data with the following sec- 
tion 1404(a) exclusion: 

"Protection under this chapter shall not extend to collections of information 
gathered, organized, or maintained by or for a government entity, whether Fed- 
eral, State, or local, including any employee or agent of such entity, or any per- 
son exclusively licensed by such entifr^, within the scope of the employment, 
agency, or license. Nothing in this subsection shaD preclude protection under 
this chapter for information gathered, organized, or maintaiJaed by such an 
agent or licensee that is not within the scope of such agency or license, or by 
a Federal or State educational institution in the course of engaging in education 
or scholarship." 

The Administration beUeve that this provision serves the general policy goal of mak- 
ing all forms of government information available to the public, but we believe tiie 
language is too narrow to satisfy this goal fully. 

lo b^in with, we suggest that the Subcommittee examine existing definitions of 
"government informatioir for more inclusive descriptions of government-sponsored 
cbta collection. For example, 0MB Circular A-130 states that^he definition of'gov- 
ernment information' includes information created, collected, processed, dissemi- 
nated, or disposed of both by and for the Federal Government." '^ In particular, we 
believe that the present language does not adequately cover situations in which the 
government contracts for or provides grante for information gathering. For example, 
tor reasons of accountability, several government contracts expressly state that the 
private entity is not an "agent" or "licensee" of the government, removing the data 
^thering fi-om the ambit of section 1404<a). One way to address this would be to 
mclude language that information collected "under government contract, grant, or 
other agreement" is covered by section 1404(a). Anouier possibility would be inclu- 
sion of language making clear that the 1404(a) exclusion also apphes to data gather- 
ing "funded by the government." 

In crafting broad statutory language that includes works created by government 
contract as government collections of information, a distinction should be drawn be- 
tween (a) compilations of date made as a necessary element of a govemment-fiinded 

the results of all these activities, including research funded by the government through grants 
or contracts, as "government-generated data" or "government-funded data." 

"Office of Management and Budget Circular A-130 Revised [Section 7.b, "Basic Consider- 
ations and Assumptions"], available at: httpV/www.whitehouse.gov/WH/EOP/OMB/ html/dr- 
eular.html, hereinafter "Circular A-130". 

^* The U.S. Government's position on the importance of the free exchange of such data has 
been stated often, including in the "Bromley Statement" on chmate change information. See 
Data Management Global Change Research Policy Statement, Office of Science and Technology 
PoliCT, The White House, July 2, 1991. 

" Circular A-130, Appendix IV "Analysis of Key Sections," section 3 "Analysis." 



activity, and (b) compilations of data made by private entities over and above the 
activity being fiinded oy the government. This appears to be the intent of the section 
1404(a) language that: 

"Nothing in this subsection shall preclude protection under this chapter for in- 
formation gathered, organized, or maintained by [a government] agent or li- 
censee that is not within the scope of such agency or license . . ." 

This test also should be modified to account for ^vemment contractors and grant- 
ees who are neither licensees nor agents. In addition, standards for when prepara- 
tion of a database is mandated by government contract coiild be developed from ex- 
isting standards for when government agencies must collect data.^^ 

We also note that 1404(a) is currently worded so that data gathered by state-fund- 
ed colleges and universities may eiqoy protection under the bul. This same provision 
appeared in H.R. 2652 and the Committee report for that bill indicated that the 
statutory language was intended to ensure that "institutions that happen to be gov- 
ernment owned should not be disadvantaged relative to private institutions when 
producing databases . . ." The Administration respectfully disagrees with this rea- 
soning; we believe that pubhc universities should fall within a broad definition of 
government institutions which generate collections of information. Instead of trying 
to draw a distinction between public universities and other government institutions, 
it might be more appropriate to concentrate on the distinction between public re- 
search and privately funded research at public institutions.^^ 

Higher education institutions are also a fertile ground for situations in which a 
database's generation is partially funded by the government. In such circumstances, 
what is fair to the researcher and to the public? The Senator Hateh discussion draft 
would have placed outside the protection regime those databases "the creation or 
maintenance of which is substantially fundea by [a] government entity." '* Without 
conducting a detailed analysis of the Senate discussion draft provisions, we believe 
in general that databases produced with substantial government funding should be 
treated like datebases of government-generated date, at least in the absence of a 
specific contrary provision in the government contract, grant, or other agreement. 

2. Dissemination of government-generated data and the potential for "capture' 
Once date has been generated with pubhc funding, there remains the goal of dis- 

seminating that data as broadly as possible. For many government agencies, the re- 
sponsibility to make government-generated information widely available is a statu- 
tory obligi^on.^^ Dissemination m government-generated data has always involved 

i» "Agencies must justify the creation or collection of information based on their statutory 
functions. Policy statement 8a(2) uses the justification standard—'necessary for the proper per- 
formance of the function of the agency"—established by the [Paperwork Reduction Act) (44 
U.S.C. §3508)." Circular A-130, Appendix IV "Analysis of Key Sections," section 3 "Analysis." 

"This distinction would apply to more than universities. Many government agencies offer 
their unique capabilities to tne private sector on a reimbursable basis. At the Department of 
Energy, for example, these transactions can be Cooperative Research And Development Agree- 
ments (CRADAs) which are "100% funds-in" agreements or "Work for Others" a^rreements or 
User Faculty agreement: that is, the private entity provides 100% of the operating funds for 
the research which is conducted at a government latwratory. We believe that these privately 
funded research projects could reasonably give rise to collections of information protectable 
under a database protection law because in judging the equities of the relative contributions 
to the final database product, there is little or no government investment. Failure to provide 
protection in such cases would discourage bosinesses from entering into these agreements. This 
would sharply curtail the ability of the government to enhance the competitiveness of the pri- 

"Section 1301(6XB), Congressional Record. January 19, 1999, at S322. 
" For example, Uie Agriculture Department works under a directive to "diffuse among people 

of the United States, useful information on subjects connected with agriculture ..." 7 U.S.C. 
{2201, . . . while NASA has a mandate to "provide for the widest practicable and appropriate 
dissemination of information concerning its activities and the results thereof," 42 U.S.C. section 
2473(aK3) and 42 U.S.C. section 2051 requires the Department of Energy to insure the contin- 
ued conduct of research and prohibits "any provisions or conditions [on research] which prevent 
the dissemination of scientific or technical information ..." 42 U.S.C. $2051 (d). Statutes such 
as the Freedom of Information Act and the Government in the Sunshine Act "establish a broad 
and general obligation on the part of Federal agencies to make government information avail- 
able to the public and to avoid erecting barriers that impede public access." Circular A-130 , 
Appendix fV "Analysis of iCey Sections, section 3 "Analysis." Other departments and programs 
are under express regulatory mandates to make compilations of information available to the 
public. For example, in some of their mapping and surveying programs, the Departments of the 
interior and Commerce are under a mandate to provide data products "in a format that can 
be shared with other Federal agencies and non-Federal users." Office of Management and Budg- 
et, Circular A-16 Revised [CoordiruUion of Surveying, Mapping, and Related Spatial Data Ac- 
tivities ], section 2. 



a mix of public and private resources. Throu^ the Congressionally mandated Fed- 
eral Depository Library Program, the Federal Government uses public libraries, li- 
braries of public universities, and libraries of private institutions to make govern- 
ment-funded information widely available to citizens. In hundreds of cases ranging 
from the court system to the U.S. Geological Survey, private entities gather raw, 
government-generated data and then process, veri^, and repackage uie data to 
produce value-added products which are then widely disseminated. 

Once there are such commercial products, any decisions to devote pubUc resources 
to disseminate the raw government data further m\ist be weighed against other de- 
mands for government resources, ^o If government-generated data does not remain 
available to the public from ^vemment sources, there is the potential for capture 
of data, with one or a few private entities becoming the "sole source" for important 
data. 

When a U.S. Government work is integrated into a private, value-added product, 
copyright law requires that the U.S. Government portion remain unprotec^d and 
available for copying.*' The Administration has considered whether a parallel solu- 
tion to the "capture problem with collections of information would be appropriate: 
requiring private entities to identify government information in their value-added 
products, and excluding such information from any database protection schema. The 
problem with this approach is that a private entity may make a considerable invest- 
ment in gathering government data from disparate sources, bringing it together, 
and distriDutine it. This "value-added" would be lost—Etnd the incentive for it de- 
stroyed—if all the data could be freely appropriated on the grounds that it is gov- 
ernment-generated data in a private database. 

On the other hand, not requiring that the government-generated data integrated 
into a private product remain outside the database protection schema creates the 
risk of "capture." Many people believe that this is a significant danger in the case 
of published court opinions in which there are only two majoT private nublishers.^* 
Even when government-generated data remains available to the public from the 
government, it may be much more difficult to obtain than the private, value-added 
product. If only because the government does not advertise, it may appear that the 
private entity is the sole source for the government-generated data (both in the raw 
or value-added form). 

The Administration does not have any single proposal that will solve all of these 
issues. We do, however, have a few specific suggestions to address, to some degree, 
the capture and sole-source problems with government-generated data. 

First, we recognize the importance of keeping government-generated information 
in the public domain, and urge agencies whose grants, contracts, or other agree- 
ments involve a signiificant amount of data generation to include provisions in the 
grants, contracts, or other agreements that require grantees, contractors, and the 
like to make research results available to the public in a non-commercial form. The 
Administration would support language calling for a study to address this issue and 
offer recommendations to agencies, either individually or collectively, on how to im- 
prove non-commercial access to government-generated data resulting from research. 
At the same time, our recent experience witn legislative mandates to amend 0MB 

^This same balance was expressed by Weiss and Backlund as follows: "On the one hand, this 
means that the Government should not try to duplicate value-added information products pro- 
duced by the private sector. On the other hand, it means that the government should actively 
disseminate its information—particularly the raw content from which value-added products are 
created—at cost and not attempt to exert copyright-like controls or restrictions." Peter N. Weiss 
and Peter Backlund, International Information Policy in Conflict: Open and Unrestricted Access 
versus Government Commercialization, in BRIAN KAHIN AND CHARLES NESSON, EDS., BORDERS 
XN CYBERSPACE (1997), 300, 303. 

" A disclaimer capturing the spirit of this requirement is that found in the U.S. INDUSTRY 
AND TRADE OXJTLOOK (1998) published by McGraw-Hill in cooperation with the Department of 
Commerce. The disclaimer states: "Portions of this publication contain work prepared by officers 
and the employees of the United States Government as part of such person's otTicial duties. No 
copyright is claimed as to emy chapter or section whose designated author is an employee of 
the United States Government, except that copyright is claimed as to tables, graphs, maps or 
charts in any chapters or sections of this publication if the sole designated source is other than 
the United States Government." 

^ The question of databases of court opinions is complicated by the fact that there are argu- 
ably two sets of data intertwined in a commercial volume of court opinions. First, there is the 
publicly-generated opinions. Second, there is the privately-generated elements, including the 
pagination of the volume. In Matthew Bender v. West Publishing, 158 F.3d 674, 1998 U.S. App. 
LEXIS 30790, 48 U.S.P.Q.2d (SNA) 1560, (November 3, 1998), the Second Circuit recently con- 
cluded that the pagination in privately published court volumes is non-copyrightable. It appears 
that H.R. 364 would allow second publishers to note where text starts and stops on different 
pages as independently observable facts under section 1403(c) of the bill. 

62-506 00-2 
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Circular A-110 couinsels against any attempts at this time to impose any uniform 
access requirements on the wide range of government agencies.^^ 

Second, we believe that any database protection law along the lines of H.R. 354 
should require any private database producer whose database includes a substantial 
amount of government-generated data to note that fact with reasonably sufficient 
details about the government source of the data. By this, we mean, for example, 
"This database was compiled with substantial amounts of data from the National 
Weather Service, National Oceanic and Atmospheric Administration, Department of 
Commerce, Washington, D.C." but not "This database was compiled with informa- 
tion from the Department of Defense." In other words, the disclosure should reason- 
ably direct the user to the government source. Defendants could be given an express 
defense where the database producer has included substantial amounts of govern- 
ment-generated information and failed to make such a disclosure. 

We believe that such a requirement (and defense) would eliminate some apparent 
sole source situations by pointing the database user to alternative sources for the 
information. If the worth of the database producer's product was truly in the "value- 
added," consumers would stay with the private product. Such disclosures might also 
give government agencies a stronger incentive to maintain the raw data and keep 
it available to citizens, thus eUminating at least some sole source situations. Gen- 
erally, we are hopeful that the digital environment and the Internet will, over time, 
make it possible for government agencies to provide more government-generated in- 
formation at less cost through public channels. 
D. Fourth Principle—Avoid unintended consequences 

Any database misappropriation regime must carefully define and describe the 
protected interests and prohibited activities, so as to avoid unintended con- 
sequences; legislation should not affect established contractual relationships and 
should apply only prospectively and with reasonable notice. 

1. Prior contractual relationships 
The Administration beUeves that any database protection law should expressly 

state that its provisions may not be used to enlarge or limit any rights, obligations, 
remedies, or practices under agreements entered into prior to the eflfective date of 
the law. This is especially important because today, many, if not most, commercially 
valuable databases are licensed rather than sold. Tlie purpose of such statutory lan- 
guage would be to avoid imbalancing the contractual relationships that have been 
freely entered into before a database protection bill becomes law. This is a matter 
of notice and fairness. Providers of databases should not be permitted to assert limi- 
tations on use not contemplated at the time of the contract. Similarly, neither data- 
base users nor those under contract to produce databases should be able to take un- 
fair advantage of a change in the law to assert rights where existing contracts (in- 
cluding government grants, contracts, or other agreements) may be silent. 

2. Prospective Application 
We agree wholeheartedly that there should be no liabiUty for conduct prior to the 

statute's effective date. With respect to situations in which the investment in the 
database occurred prior to the law's effective date, the situation is more complex. 
Based on a strict economic analysis, coverage of such databases is not necessary— 
the investment occurred without the legal protection. On the other hand, there is 
some, albeit uncertain, legal protection now. Some incentive still exists deriving 
from copyright's limited protection, what people still beUeve to be copyright protec- 
tion, and by state law. On balance, dhd especially in the context of a misappropria- 
tion approach, we beUeve that section 4 of H.R. 354 takes an appropriate approach 
toward this issue. 

3. The term of protection 
Advocates of database protection have proposed database protection terms of up 

to 25 years. Alternative views have ranged from criticizing 15 years as too long to 
the minimalist bill's proposal for more limited rights of unlimited duratiook The Ad- 
ministration currently beheves that there is no single, optimal term of protection 

^ Statutory requirements of mandatory discloBure of government funded research or govern- 
ment collected information may impinge upon the government's legal and moral obligations to 
shield some forms of data from disclosure, e.g.. private personal data 5X>Uected in medical re- 
search or proprietary business data shared with the government on the condition of non-disclo- 
sure. 



31 

for the wide ranee of products subject to protection as "databases" or "collections 
of information." 2* 

In the absence of strong indicators of the optimal term for an ex ante incentive 
structure, we believe there are two virtues to the 15-year term of protection. First, 
it corresponds to the term of protection estabUshed in the European Union's Data- 
base Directive; this may facilitate emergence of an international standard while al- 
lowing us to concentrate on important issues like permitted uses and the flow of 
government-generated data. Second, we beheve that 10-15 years roughly coincides 
with a substantial nimiber of data producers beginning to maintain their records in 
digital formats. The presence of such digital archives of raw data is important in 
helpiiig to avoid as many sole-source situations as possible. 

Finally, the Administration would be troubled by any efforts—present or fiitvue— 
to establish a term of protection exceeding 15 years. While we recognize that there 
are and will be some data products which have substantial value after 15 years, the 
purpose of database protection legislation is to provide aa incentive for the creation 
of new databases; we are doubtful that there are or will be many databases devel- 
oped with a cost-recovery business plan going beyond 15 yeetrs. 

4. The "perpetual protection" problem 
Some critics of database protection have claimed that while proposals like H.R. 

354 call for a fixed term ot protection (15 years in this case), they actually raise 
the specter of "perpetual" protection for non-cop3rrighted databases. We beheve that 
this is a serious issue that requires careful consideration. The critics' concern about 
"perpetual protection" has two foundations. 

a. "Perpetual protection" from "maintaining": the problem with the "organiz- 
ing" and "maintaining^ criteria 

The first source of concern is the word "maintaining" in the basic prohibition. By 
including "maintaining" as a groxind for protection, some database producers may 
assert that simply maintaining data collected long ago qualifies that data for con- 
tinuing protection. H.R. 354 seeks to address this problem with the following provi- 
sion that differs from H.R. 354's predecessor, H.R. 2652, in the bolded text: 

''1408(c) Additional Limitation—No criminal or civil action shall be maintained 
under Uiis chapter for the extraction or use of all or a substantial part of a col- 
lection of information that occurs more than 15 years after the portion of the 
collection that was extracted or used was first offered for sale or otherwise in 
commerce, following the investment of resources that qualified that portion of 
the collection for protection under this chapter that is extracted or used. In no 
case shall any protection under this chapter resulting from a substantial invest- 
ment of resources in maintaining a pre-existing collection prevent any use or ex- 
traction of information from a copy of the pre-existing collection after the IS 
years has expired with respect to the portion of that pre-existing collection that 
is so used or extracted, and no liability under this chapter shall thereafter attach 
to such acts or use or extraction." 

The final sentence of section 1408(c) apparently is intended to eliminate the possi- 
biUty of "mtiintenance" being used to perpetuate protection for data entries. 

The Administration agrees with Chairman Coble that this potential problem must 
be addressed and appreciates the eflfort to respond to it. We are concerned, however, 
that this approach is too complex. We believe that a simpler, more predictable legal 
schema would be produced by eUminating "maintaining'^ as a ground for protection 
in the basic prohibition. In fact, we urge the Subcommittee to consider whether ei- 
ther "maintaining" or "organizing" is needed as an event triggering protection under 
the statute. We beUeve that substituting "collecting" for "gathering" and making it 
the sole basis for protected investment would address this perpetual protection issue 
and better foctis the statute. 

The present legislation is motivated by the need to correct the loss of protection 
for "industrious collection" under the "sweat of the brow" doctrine. Adding protection 
for "organizing" and "maintaining" would expand the protected investment well be- 
yond what was historically allowed by the coiirts that embraced that doctrine. The 
Warren Publishing and similsir cases involve collecting in the traditional sense, 
while there is no history or definition for "organizing" or "maintaining." Some as- 
pects of maintaining data such as checking and adding facts are really aspects of 
collecting" and should be recognized as sudi. We also believe that "collecting" data 

**This is similar to economists' efiforts to establish the optimal term of protection for copy- 
righted works where, for example, copyrighted software has a much shorter product cycle than 
copyrighted books and films which retain significant commercial value for decades. 
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captiires much of the value in "organizing" data that can be lost to free-riders. Orga- 
nizing that involves selection or judgment is protectable imder copyright law, even 
after the decision in Feist. Therefore, inclusion of that term here is not necessary 
to provide an incentive for such activities. On the other hand, merely mounting a 
database on a server is part of maintaining it, but mounting data for access does 
not suffer from the free-riding problem of collecting (i.e., it is an expense that must 
be home by the misappropriator as well as the original publisher). For all these rea- 
sons, we think it, necessary to protect only "collecting." 

b. Concern for de facto "perpetual protection" 
We also beUeve that there is a potential "perpetusJ protection" problem that is 

more complicated. This problem is rooted in the need to provide some type of protec- 
tion for revisions of databases. Legislation that provided protection to new databases 
but not to revisions of databases, would skew investment. There would be a dis- 
incentive to revise proven, useful databases in favor of creating new databases. Re- 
assembling (largely) the same information in a new database would be inefficient 
not only for data gatherers, but for data users who—in order to use the most cur- 
rent data—would have to accustom themselves to the format of the new database. 
Therefore, any database protection legislation should offer prgtection for revisions 
of existing databases, so that new iterations of a protected da€abase are themselves 
protected. But this means that eventually there may be unprotected data entries 
(from iterations of the database older than 15 years) intermingled with protected 
data entries (from more recent iterations).^* 

This gives rise to a potential problem. In the classic case of a copjrrighted book, 
the text loses protection at the end of its term, although new, revised versions of 
the text may eiyoy fresh periods of protection. TTiis means that,one can find unpro- 
tected texts of The Raven or Leaves of Grass in libraries all over the country. At 
the same time, new versions of these books can be under some copyright protection 
(including new introductions, abridgements, "notes," artwork, etc.). It is possible to 
compare the two versions—old, unprotected and new, protected—side-by-side. 

In the digital, on-line environment, content producers may choose not to sell cop- 
ies of their works; access to a database may instead be licensed to users. The advan- 
tage is that the database user can receive the most ciurent version of the compila- 
tion. The disadvantage is that the user may lack access to an old version of^ the 
database to compare old and new entries. The question is, how can a user, accessing 
only the newest version of a database that has gone through many iterations, distin- 
guish unprotected data entries from protected data entries? In Appendix A we give 
a simple example of how this problem would arise. 

While the Administration believes that the new lemguage of section 1408(c) helps 
ensure that the bill provides no de jure perpetusd protection, we remain concerned 
that the digital environment could produce de facto perpetual protection because 
users would be unable to distinguish protected and unprotected data and, therefore, 
would be chilled in their use of unprotected data.^^ Such inadvertent extension of 
the protection afforded by H.R. 354 could exacerbate other concerns, including the 
"sole source" issue and the constitutionality of the law. 

^The legislative history for H.R. 2662 in the last Congress also bore on this issue, stating: 
"[N]o action can be maintained more than fifteen years after the investment of re- 
sources that quaUfied that portion of the collection of information that is extracted or 
used. This language means that new investments in an existing collection, if they are 
substantial enough to be worthy of protection, will themselves be able to be protected, 
ensuring that producers have the incentive to make such investment in expanding and 
refreshing their collections. At the same time, however, protection cannot be perpetual; 
the substantial investment that is protected under the Act cannot be protected for more 
than fifteen years. By focusing on that investment that made the particular portion of 
the collection that has been extracted or eligitjle for protection, the provision avoids pro- 
viding on-going protection to the entire collection every time there is an additional sub- 
stantial investment in its scope or maintenance." (Ijegislative Report) 

2* At the same time, we believe that this potential problem arises with particular kinds of 
databases. Some databases are revised extensively and constantly; for these databases, the 
value of the database is much shorter than 10 or 15 years. Stock exchange price listings are 
the most extreme example, but other lists—realtors' sale listings and used car valuations also 
fall in this category. Other databases will be revised rarely once a definitive version is com- 
pleted, i.e. a database of Union warships in the Civil War or the passengers on the Mayflower. 
The databases for which the "perpetual protection" problem arises are between these extremes: 
they are databases that have value over many years and require substantial, but not total, revi- 
sion. Examples might include a historical database of the batting statistics of all baseball play- 
ers in the m^jor leagues or pharmaceutical or toxicological databases used in the medical profes- 
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There have been varied proposals to address this problem. One proposal has been 
to "Hag" data entries so that older, unprotected data can be distinguished from pro- 
tected data. We are not in a position to conunent on the feasibility, whether techno- 
logical or economical, of this suggestion. Another proposal—which is set out in the 
Senate discussion draft—would be the establishment of a deposit system to ensure 
that older, unprotected versions of the databases would be available to the public. 
We believe that the storage demands of such a deposit system would exceed any- 
thing the Copyright OfiQce or the Patent and Trademark OfSce now handles. It is 
also not clear now the costs of such a deposit system should be apportioned. 

At dififerent junctures in this statement, we have recommended establishing ex- 
press statutory defenses to remedy possible problems in a database protection; we 
make the same type of suggestion here. Where the database that is the subject of 
a Utigation is the descendant of a now unprotected database and has substantial 
elements in common with that unprotected database, the defendant should be able 
to raise, as a defense, that the most recent unprotected iteration of the database 
is not reasonably publicly available. 

In other words, if Smith Industries has been issuing the "Smith Industrial Data- 
base" annually since 1980, and then in 1999 if Smith Industries sues someone for 
unauthorized distribution of the "1999 Smith Industrial Database" the defendant 
can raise as a defense that the 1983 Smith Industrial Database is no longer reason- 
ably publicly available. If the 1983 database is reasonably pubhcly available, there 
is no such defense. 

The virtue in this approach in comparison to mandatory "Egging" or deposit sys- 
tems is that it allows each private enterprise to determine how to make its now un- 
protected database available to the pubUc. Moreover, the database producer does not 
nave to make this final decision until the term of protection is over. Some concern 
has been expressed about this proposal by database producers who produce continu- 
ously updated databases; their situation in relation to this proposed defense merits 
examination. But, as we said above, we propose the defense when the protected 
database "is the descendant of a now unprotected database and has substantial ele- 
ments in common with that unprotected database." We believe that for many con- 
tinuously updated databases, the most recent database would have almost no ele- 
ments in common with their 15-year ancestor.2' 

5. Tfie "sole source" problem 
There has been much discussion of what is called the sole-source problem: that 

many markets for data will be supplied by only one database provider. The sole- 
source problem arises most acutely when one entity controls access to a unique, 
unreplicable collection of information, such as weather data that occurs once and 
cannot be replicated. This control may arise either purposefully, as with an exclu- 
sive contract with the data's original generator, or incidentally, when the data's 
original generator ceases to maintain it. Other practical sole-source situations can 
arise when an existing database operates as a natural monopoly; that is, it is pos- 
sible, but not economicaUy efficient, for someone else to build the dataset independ- 
ently. 

Even now, a sole-source may use contracts to preserve its market position against 
free riding by would-be competitors. Any form of database protection carries with 
it the possibilihf that it could further insulate a sole-source database provider 
against potential competition. Consequently, it will be important that any database 
protection legislation incorporate provisions that guard against the possibility that 
sole-source database providers will employ their new rights to the detriment of com- 
petition in related markets. 

A partial answer to the sole-source problem is a savings clause such tis the one 
in H.R 354, providing that nothing in the bill operates to the detriment of federal 
antitrust law. Thus, for example, database owners would be as subject as any other 
economic actors to the application of the essential facilities doctrine, which prohibits 
owners of assets that are essential to the ability to compete in a market, and are 
not feasible to replicate, from refusing to deal with firms that need that access. On 
the other hand, this doctrine has been invoked relatively rarely, and understandably 
so: part of the incentive for the development of any valuable product or service is 
the nope that the product or service will be so attractive to consumers that it will 

"^ We recognize that this might still leave the problem of an old, but still protected iteration 
of the fi?equeat]y refreshed database having a defense raised against it because the most recent 
unprotected database is not reasonably publicly available. At the same time, we are not con- 
vinced that producers of frequently refreshed databases cannot find means to ensure that at 
lea«t intermittent, historic versions of their databases are reasonably publicly available. 
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become dominant. Regularly compelling access to valuable products and services 
could diminish their developers' incentives to invest in them in the first place. 

At the same time, in markets such as data collection and dissemination, where 
natural-monopoly characteristics suggest that consiuner choice among competing 
database products and services will not be common, some safety valve over and 
above the rarely used essential-facility doctrine may be necessary to ensure that 
database providers are not able to deny access to firms that require it in order to 
compete in downstream metrkets. Additional possibilities include the development of 
doctrines comparable to the misuse doctrine in patent and copyright law or, in ex- 
treme cases, the idea/expression merger doctrine in copyright law.^ 

As with some other problems we have identified above, nowever, much of the con- 
cern arising fitim the sole-source problem can be eased by defining both the pro- 
tected activity and the prohibited conduct narrowly. If the bill protects only data col- 
lection and generation, it will be covering value-adding conduct that enhances wel- 
fare, even though only one firm may find it worthwhile to engage in collecting and 
disseminating a particuliir type of database. Similarly, to the extent that the bill 
prohibits only distribution £md extraction for the purpose of distribution, while con- 
versely permitting transformative uses of data, it would leave data providers free 
to add value and enter markets that the original data collector's work alone was 
incapable of serving. 
E. Fifth Principle — Balance protection with permitted uses 

Any database misappropriation regime should provide exceptions analogous to 
fair use principles of copyright law; in particular, any effects on non-commercial 
research should be de minimis. 

Given the difficulty of foreseeing how "substantiality," "extraction" and other leg- 
islative terms will play out in a complex and rapidly changing environment, we ex- 
pressed concern last summer that H.R. 2652 lacked a balancing mechanism analo- 
gous to the fair use doctrine in copyright sufficient to address the wide range of cir- 
cumstances in which information is aggregated, used, and reused. We were espe- 
cially concerned that the section 1203(a) exception for non-commercial research and 
educational uses did not ensure against disruption of legitimate non-commercial re- 
search, and that educational activities were not disrupted by the prohibition against 
commercial misappropriation. Last year, we also were concerned with eqmtable 
issues of access and use that may be especially important in markets exclusively 
served by a single data producer. 

In reviewing the permitted acts provisions of H.R. 354 (section 1403), we would 
like to suggest, as an initial matter, that the Subconmiittee rearrange the various 
"permitted acts" to move more clearly from absolutely shielded activities for all per- 
sons (such as use of insubstantial parts (1403(b)) to the more limited shields on ac- 
tivities set out in 1403(aX2). We propose that the Subcommittee reorder section 
1403 as shown in Appendix B. We believe that this reordering would provide legisla- 
tion that is easier to understand and a clearer platform for fiill discussions on 
whether the permitted activities adequately address policy and constitutional con- 
cerns. This proposed reordering is separate from any substantive recommendations. 

As to the substantive elements of the permitted acts section, the Administration 
is pleased that H.R. 354 limits the liabiUty for nonprofit educational, scientific, and 
research purposes to uses that harm directly the actual market and tiiat the legisla- 
tion now mcludes as section 1403(aX2XA) provisions for "additional reasonable uses" 
similar to the fair use provisions of section 107 of the Copyright Act. However, we 
are concerned that the last sentence in section 1403(a)(2XA) could be interpreted as 
overriding the criteria in section 1403(aX2XA) with a standard that differs in form 
but not in substance from the basic operating provisions of section 1402. The Ad- 
ministration would not agree with any intent to override a "fair use"-like balancing 
test; on the other hand, if the last sentence of 1403(aX2XA) is intended only to re- 
state the basic prohibition vrithout disturbing the balancing test, it is extraneous 
language. We therefore recommend its deletion. 

We recognize the desire to avoid the precise fair use terminology of the Copyri^t 
Act in order to make clear that the legislation is grounded in misappropriation rath- 
er than intellectual property. However, in the interests of transparency and predict- 
ability, we believe that the fair use principles of copyright are a sound platform on 
which to build. Providing the safeguard of familiar fair use criteria can help mini- 

^ Further, a requirement that database providers notify users of their intent to assert rights 
against misappropriation can mitigate against the possibility of some sole-source situations ever 
developing; if users are on notice that they may be liable for their conduct involving data from 
a particular database, they may have reason to seek out alternative sources of the data, so that 
they will not be locked into a single, dominant source down the road. 
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mize any unintended consequences of the untested basic operating provisions of sec- 
tion 1402. We believe that this would give courts the tools they need to do justice 
in particular situations. 

The fair use factors may need to be framed or supplemented to allow courts to 
take into account that the subject matter is industrious collection rather than origi- 
nal expression, that the protected interest is purely economic, and that the pro- 
scribed behavior is a form of unfair competition. The provision would also have to 
be recrafted to focus on distribution, rather than use, if the basic prohibition were 
amended as we have suggested above. Courts might also be c£illed on to recognize 
the unique conditions of some database markets. But we believe that the vast expe- 
rience of courts in using the judicially-crafted principles of ftdr use should be built 
into database protection legislation. It is wortn notmg that in the 23 years since 
Congress codified the fair use factors, it has neither narrowed nor expanded these 
factors. While it may be appropriate to diverge from copyright fair use in creating 
the permitted uses regime for database legislation, the differences between the two 
should be clearly understood and recognized by concerned parties. 

f^ally, we would reiterate a point made earlier: the scope of the basic prohibition 
will determine the wei^t that the permitted uses section must bear in judging both 
the poUcy and constitutionality of any database protection legislation. 
F. Sixth Principle—Ensure protection for U.S. companies abroad and promote har- 

monization 
Consistent with the goals of the World Trade Organization CWTO) and U.S. 
trade policy, legislation should aim to ensure that U.S. companies enjoy avail- 
able protection for their database products in other countries on the same terms 
as enjoyed by nationals of those countries. 

There has been some discussion in the United States about the effects of the Eu- 
ropean Union's 1996 Database Directive (EU Directive) on American database pro- 
ducers. The EU Directive requires European Union Member States to provide sui 
generis protection for databases, but denies this protection to nationals of any for- 
eign country unless that country offers "comparable protection to databases pro- 
duced" by EU nationals.29 

The Administration opposes such "reciprocity" requirements, both domestically 
and internationally. We believe that commercial laws (including intellectual prop- 
erty and unfair business practices laws) should be administered on national treat- 
ment terms, that is, a country's domestic laws should treat a foreign national like 
one of the country's citizens. This principle is embodied in Article 3 of the Agree- 
ment on Trade-Related Aspects of Intellectual Property Rights (TRIPS Agreement) 
as well as more generally in the Paris Convention for the Protection of Industrial 
Property and the Berne Convention for the Protection of Literary £ind Artistic 
Works. 

The Administration beheves that Congress should craft U.S. database protection 
legislation to meet the needs of the American economy. A database protection law 
properly balanced for the robust digital economy of the United States will serve as 
a model for other coimtries that hope to build businesses, emplo)rment, and eco- 
nomic activity in the new millennium. 

At the same time, we believe that a law along the lines of H.R. 354 (with proper 
attention to the concerns we have identified) will amply provide protection "com- 
parable" to that provided by national laws implementing the EU Directive. From 
the perspective of a private database producer, a misappropriation law as discussed 
in both the last and current Congress would, we believe, provide a cause of action 
and meaningful remedies in the same range of situations in which the laws imple- 
menting the EU Directive provide a cause of action and meaningful remedies.^" 

Although we believe that a law along the lines of H.R. 354 would provide Amer- 
ican database makers with protection under the EU Directive's reciprocity provision, 
the Administration would, for the reasons stated above, oppose any effort to put 
automatic reciprocity provisions into American law in this area. United States Trade 

^This is established in Recital 56 of the EU Directive. Recital 56 also provides that a foreign 
national will ei\joy database protection when those "persons have their habitual residence in the 
territory of the Community. This may provide protection to American database producers who 
have substantial business operations in EU Member States. Pursuant to Article 11/3 of the EU 
Directive, a determination whether a foreign state offers "comparable" protection must be made 
by the European Council based on recommendations from the Euro[)ean Commission. 
• The EU Directive is not a national law. It "directs" the Member States of the EU to imple- 

ment a legal framework. H.R. 354 would have to be compared, for example, to German, Dutch, 
and/or ItfJian law to make the proper comparison of national law to national law. Such a com- 
parison is well beyond the scope of this statement. 



Representative Charlene Barshefsky cited the reciprocity provision of the EU Direc- 
tive as a subject of concern in announcing the Administration's 1998 Special 301 Re- 
view. 

While we believe that a United States database protection law should adhere to 
a national treatment model, the Administration would support an appropriately 
crafted provision that would allow the President to affirmatively denv database pro- 
tection to foreign nationals on the appropriate finding by Executive Branch agencies 
such as the USTR and/or the Department of Commerce. This could, for example, be 
achieved by statutory language or legislative history making database protection for 
foreign nationals subject to USTR's Special 301 process. 
G. Additional Issues 

1. Gradations of Criminal Liability 
While we agree with Chairman Coble's decision to shield non-profit researchers 

and educators from any criminal hability under section 1407, we believe that the 
existing criminal provisions should be further refined, particularly by drawing a dis- 
tinction between misdemeanor and felony conduct and requiring minimum amounts 
of damage under each. This will expand the range of charging options available to 
prosecutors. We have attached our recommendation for statutory language as Ap- 
pendix C. 

2. Data-Gathering Activities of Law Enforcement Agencies 
We believe it is important to make clear that the legitimate data-gathering activi- 

ties of law enforcement and intelligence agencies will not be affected by the bill. 
While we believe that intelligence gathering and national security activities are al- 
ready shielded ftxim liabihty by section 1402 in that these activities will not cause 
"harm to the actual or potential" market of the product, we propose an additional 
statutory provision and legislative history as shown in Appendix D to confirm that 
these activities fall outside the bill's reach. 

3. Administration Study 
The Administration believes that, given our limited understanding of the future 

digital environment and the evolviii^ markets for information, it would be desirable 
to conduct an interagency review of the law's impact at periodic intervals following 
implementation of the law. Such a government study niirfit be conducted jointly by 
the Department of Commerce, the Office of Science and Technology PoUcy, and the 
Department of Justice in consultation with the Register of Copyrights and other 
parties. We believe that such a study should not be limited to any one set of issues 
or concepts; rather, it should ejrplore issues including; database pricing before and 
after enactment of the law; database development before and after enactment of the 
law; international protection for American database producers; the impact of the law 
on scientific research and education; access issues; and "sole source" databases. 

I thank the Subcommittee for the opportunity to appear before you today and look 
forward to working with you during tne legislative process. I would be pleased to 
answer any questions that you may have at this time. 

APPENDIX A 

Imagine that in 2000, a database producer makes a database; we will designate the 
first twelve entries alphabetically: 

A 
B 
C 
D 
B 
P 
G 
H 
I 
J 
K 
L 

In 2003, it "expands and refreshes" the database, so that the first fifteen entries 
are as follows: 

A 
B 
BB 
C 



37 

O 
E 
F 
FF a 
H 
I 
J 
K 
KK 
L 

In theory, under H.R. 354 in the year 2016, all of the entries except BB, FF, and 
KK lose protection—and can be copied in their entirety. The problem is that if the 
database is provided via on-line services, there may be no means for the user to 
know which entries are unprotected because they were original entries and which 
entries are protected because they £u-e the result of maintenance investment within 
the past 15 years. One commentator has suggested that new entries by electroni- 
cally "tagged," so that a user can readily determine what is protected and what is 
not, i.e. 

A 
B 
BB 
C 
D 
E 
F 
FF 
G 
H 
I 
J 
K 
KK 
L 

Another possible solution would be to reqviire any database producer that wanted 
to epjoy protection for a revision of their database sifter the fifteen year period to 
make (or have made) the original, no longer-protected database available in a rea- 
sonable format. This would be the electronic equivalent of the old copy of Wuthering 
Heights in the pubUc library. The original database need not be as available as the 
new version—just as old library books usually are not as available as books at retail 
stores, but it should reach some standard of public access. 

APPENDIX B 

H.R. 364—PROPOSED RE-WORDING OF THE PROVISIONS ANALOGOUS TO FAIR USE IN 
COPYRIGHT LAW 

(with minimal edits) 

Sec. 1403. Permitted Acts and Uses 
(a) GATHERING OR USE OF INFORMATION OBTAINED THROUGH 
OTHER MEANS- 
Nothing in this chapter shall restrict any person from independently gathering 
information or using information obtainea by means other than extracting it 
fi-om a collection of information gathered, organized, or maintained by anouer 
person through the investment of substantial monetary or other resources. 
(b) INDIVIDUAL ITEMS OF INFORMATION AND OTHER INSUBSTANTIAL 
PARTS- 
Nothing in this chapter shall prevent the extraction or use of an individual item 
of information, or other insubstantial part of a collection of information, in 
itself. An individual item of information, including a work of authorship, shall 
not itself be considered a substantial part of a collection of information under 
section 1402. Nothing in this subsection shall permit the repeated or systematic 
extraction or use of individusd items or insubstantial parts of a collection of in- 
formation so as to circumvent the prohibition contained in section 1402. 
(c) USE OF INFORMATION FOR VERIFICATION- 
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Nothing in this chapter shall restrict any person from extracting or using a col- 
lection of information within any entity or organization, for the sole purpose of 
verifying the accuracy of information independently gathered, organized, or 
maintained by that person. Under no circumstances shall the information so 
used be extracted from the original collection and made available to others in 
a manner that harms the actual or potential market for the collection of infor- 
mation from which it is extracted or used. 
(d) >fEWS REPORTING- 
Nothing in this chapter shall restrict any person from extracting or using infor- 
mation for the sole purpose of news reporting, including news gathering, dis- 
semination, and comment, unless the information so extracted or used is time 
sensitive and has been gathered by a news reporting entity, and the extraction 
or use is part of a consistent pattern engaged in for the purpose of direct com- 
petition. 
(e) TRANSFER OF COPY- 
Nothing in this chapter shall restrict the owner of a particular lawfully made 
copy of all or part of a collection of information from selling or otherwise dispos- 
ing of the possession of that copy. 

Sec. 1404. Additional Reasonable Uses 
(a) CERTAIN NONPROFIT EDUCATIONAL, SCIENTIFIC, OR RESEARCH 
USES- 
Notwithstanding section 1402, no person shall be restricted frx>m extracting or 
using information for nonprofit educational, scientific, or research purposes in 
a manner that does not harm directly the actual market for the product or serv- 
ice referred to in section 1402. 
(b) GENERAL REASONABLE USES- 
Notwithstanding section 1402, an individual act of use or extraction of informa- 
tion done for the piupose of illustration, explanation, example, comment, criti- 
cism, teaching, research, or analysis, in an amount appropnate and customary 
for that purpose, is not a violation of this chapter, if it is reasonable under the 
circumstances. In determining whether sucn a reasonable under the cir- 
cumstances, the following factors shall be considered: 

(i) The extent to which the use or extraction is commercial or nonprofit, 
(ii) The good faith of the person making the use or extraction, 
(iii) The extent to which and the manner in which the portion used or ex- 
tracted is incorporated into an independent work or collection, and the de- 
^ree of difference between the collection from which the use or extraction 
18 made and the independent work or collection. 
(iv) Whether the collection from which the use or extraction is made is pri- 
marily developed for or marketed to persons engaged in the same field or 
business as the person making the use or extraction. 

In no case shall a use or extraction be permitted imder this paragraph if the 
used or extracted portion is offered or intended to be offered for sale or other- 
wise in commerce and is likely to serve as a market substitute for all or part 
of the collection from which the use or extraction is made. 
(B) DEFINITION—Fe* purpooco of Ais paragraph, fee term Individual aetl 
taeesB en fiet feet is net petH ef a pattern, ayotom, er repeated praotioo by fee 
9UXZXi7    UUU U T f    TT7XIXVCTZ    l/Ul UlV^Uj    VI      UUU Ull<U    tlXrVlIKK,    ZIX    mJUWm    m'11)11    IT7E3vFWII    vty    UIKU 

sese colloction ef informatiea er a senes ef rolotod ooUoctiono ef informatiegr 
Renumber sections 1404 and subsequent 
Add to: 
Sec. 1401. Definitions 

(5) INDIVIDUAL ACT-The term "individual act" means an act feat is not part 
of a pattern, system, or repeated practice by the same party, related parties, 
or parties acting in concert wife respect to fee same collection of information 
or a series of related collections of information. 

APPENDIX C 

§ 1407. Criminid offenses and penalties 
(a) Violation.— 

(1) In General.—Any person who violates section 1202 willfiilly either 
(A) for purposes of direct or indirect commerciial advantage or financial 
gain, or 
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(B) causes loss or damage aggregating $100,000 or more during any 1-year 
period to the person who gathered, organized, or maintained the informa- 
tion concerned, or 
(C) causes loss or damage aggregating $50,000 or more in any 1-year period 
to the person who gathered, organized, or maintained the information con- 
cerned, shall be punished as provided in subsection (b). 

(2) InappUcability.—This section shall not apply to any employee or agent of a 
nonprofit educationsd, scientific, or research institution, library, archives, or law 
enforcement agency acting within the scope of his or her employment. 

(b) Penalties.— 
(1) Any person who commits an offense under subsection (aXlXA) shall be fined 
not more than $250,000 or imprisoned for not more than 5 years, or both; 
(2) Any person who commits a second or subsequent offense under subsection 
(aXlXA) shall be fined not more than $500,000 or imprisoned for not more than 
10 years, or both; 
(3) Any person who commits an offense under subsection (aXlXB) shall be fined 
not more than $250,000 or imprisoned for not more than 3 years, or both; 
(4) Any person who commits a second or subsequent offense imder subsection 
(aXlXB) shall be fined not more than $500,000 or imprisoned not more than 6 
years, or both; 
(5) Any person who commits an offense under subsection (aXlXC) shall be fined 
not more than $100,000 or imprisoned not more than 1 year, or both. 

(c) Victim Impact Statement.— 
(1) During preparation of the presentence report pursuant to Rule 32(c) of the 
Federal Rules of Criminal Procedure, victims of the offense shall be permitted 
to submit, and the probation ofiicer shall receive, a victim impact statement 
that identifies the victim of the offense and the extent and scope of the imury 
and loss suffered by the victim, including the estimated economic impact of the 
offense on that victim. 
(2) Persons permitted to submit victim impact statements shall include— 

(A) persons who gathered, organized, or maintained the information af- 
fected by conduct involved in the offense; and 
(B) the legal representatives of such persons. 

APPENDIX D 

POSSIBLE ADDITION TO § 1403 TO ADDRESS NATIONAL SECURITY/INTELUGENCE 
CONCERNS 

Addition of new subsection (g) to §1403 Permitted Acts: 
"(g) Nothing in this chapter shall prohibit an officer, agent, or employee of the 

United States, a State, or a political subdivision of a State or a person acting under 
contract of one of the enumerated officers, agents, or employees from extracting and 
using information as part of lawfully authorized investigative, protective, or intel- 
ligence activities." 
Proposed Legislative History to Accompany § 1403(g): 

InteUigence gathering and national security activities are already shielded fit>m 
liabiUty by section 1402 in that these activities will not cause "harm to the actual 
or potential" market of the product. Section 1403 (g) is offered to fiu^her clarify and 
confirm that these activities and law enforcement activities fall outside the bill's 
reach. Subsection 1403(g) is not intended to permit law enforcement or intelligence 
agencies to use commercially available databases without liability where the use oc- 
curs in normal ministerial functions or publicly-known activities of the agency, if 
such use would cause harm to the market as detailed in section 1402. For example, 
section 1403 (g) would apply to covert or imdercover investigative or intelligence ac- 
tivities where the officer, agent, or employee may be called upon to access data- 
bases—physically or through computer networks—without the knowledge of the 
database producer or the owner (or license holder) of that copy of the database. Sec- 
tion 1403 (g) helps make it clear beyond any doubt that law enforcement and intel- 
ligence agencies can continue to conduct any lawfully authorized activities without 
becoming liable under this Act. 

Mr. COBLE. Thank you, Mr. Pincus. I commend each of you, you 
both beat the red light. 

Ms. Peters, you base your view on the shortcomings of copyright 
law on several cases decided in the mid-1990's. 
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Since you testified on the prior version of this bill just a couple 
of years ago in 1997, there does not seem to have been any new 
cases that nave ruled against database producers based on an over- 
ly narrow scope of protection. Is it not possible that there is no 
longer a problem and that courts are not following the highly re- 
strictive cases? 

Ms. PETERS. I would argue exactly the opposite. I think that the 
court decisions for the most part were predictable, that the prece- 
dent has been set by these court cases, that the producers of data- 
bases know what courts find as the scope of protectian and users 
know what seems to be allowed; therefore you don't see such more 
cases. That doesn't mean that the scope of protection isn't too nar- 
row. It's just that with the precedentiad weight of the existing 
cases, why should others bring similar cases and be defeated? 

Mr. COBLE. Mr. Pincus, your testimony raises the issue of wheth- 
er or not this legislation would pass constitutional scrutiny or mus- 
ter. 

Your discussion focuses however only on the Copyright Clause. 
The bill is based on the Commerce Clause. Would tne Trademark 
Act be constitutional imder this analysis? 

Mr. PINCUS. Mr. Chairman, I think my testimony compares the 
situation here to cop)Tight but our constitutional analysis I think 
is based—the concern is a first amendment based concern. That 
while the presence of express Constitutional authorization for copy- 
right requires some resolution between the first amendment and 
the Cop3^ght Clause, the absence of express Constitutional author- 
ization for this form of protection, and the fact that we're dealing 
here with facts as opposed to creative works, creates a greater first 
amendment problem. 

Mr. COBLE. But is there a Constitutional authorization for the 
Trademark Act? 

Mr. PINCUS I think we're not worried about Constitutional au- 
thorization in terms of the Commerce Clause power. We're more 
worried about the limits on the Commerce Clause power that 
would apply in this context because we're dealing with speech re- 
garding facts as opposed to in the trademark context where we're 
really dealing with the statute that has at least as one of its prin- 
cipal goals preventing false speech, which would be the attribution 
of a trademark which has an implied meaning—"This is made by 
Company X" on a product that isn t. 

Mr. COBLE. Expand for me, if you will, Mr. Pincus, on why you 
believe the "diminution of incentive" test fi-om NBA v. Motorola is 
ill suited to provide basic protection. 

Mr. PINCUS. Our concern, Mr. Chairman, is that that's just a test 
that's very difficult for anyone who's thinking. Oxir goal is that the 
lines that are drawn between permitted and prohibited conduct be 
clear, as clear as they can. Obviously they can't be crystal clear in 
any context but that they be as clear as possible so that everyone 
knows where the lines are and we're not deterring conduct that is 
outside the scope of protection because people are afi-aid that they 
might be falling over the line. 

Here that test is really difficult for anyone to know ex ante how 
it will come out as opposed to a harm test, which is a much more 
straightforward test to apply. And we think especially a substantial 
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harm test, as we urge, is a good enough proxy for the thought but 
something that's going to be a lot easier for courts to apply and 
people to figure out whether they've got a claim or not. 

Mr. COBLE. MS. Peters, would you like to be heard on either of 
those two questions I put to Mr. Pincus? 

Ms. PETERS. NO, it's okay. [Laughter.] 
Mr. COBLE. I too beat tne red Ught so I will yield to my friend 

fi:t)m Cahfomia, Mr. Berman. 
Mr. BERMAN. I wiU not beat the red Ught but I will comply with 

it. [Laughter.] 
Mr. BERMAN. Thank you, Mr. Chairman. 
Just on the last exchange, Mr. Pincus, with the chairman, it just 

occurs to me—and it's probably an obvious answer, try not to make 
me look like the fool—what's the Constitutional basis for hbel and 
slander laws, suing people for protected conduct which is false £ind 
defamatory and causes damages? 

Mr. PINCUS. What the court has said is that the Free Speech 
Clause doesn't protect false speech so false statements don't have 
Constitutional protection. 

Mr. BERMAN. Has the court spoken on the issue of theft of—I as- 
sume a misappropriation theory is sort of a tort theft, taking some- 
body else's work tor your own use. Have they spoken on this? 

Mr. PINCUS. There are decisions. There's a Supreme Court case 
and there are lower court cases that have said that there can be 
a misappropriation tort in this context. 

I thmk me concern here is the definition of the tort and how 
broad the scope is and our feeling is the more the wrong that's cre- 
ated is focused in on  

Mr. BERMAN. I've got you. Let me just finish the rest of your sen- 
tence and see if I have it right. If you focus on distribution rather 
than use you define market in your fashion more clearly. You think 
you have a better chamce of avoiding a court saying 'No, this is too 
intrusive on protected activity.' 

Mr. PINCUS. Right. We think that the focusing in on activity that 
really is in the mode of competitive harm, taking away the market 
fi:t>m another person really gives you a lot more first amendment 
legs to stand on. 

Mr. BERMAN. Say that one more time. Just that last sentence one 
more time. 

Mr. PINCUS. Focusing in on harm, the competitive harm that 
misappropriation really traditionally focused on, which is taking 
away markets fi-om the creator, gets you a lot closer to things that 
woiud be okay under the first amendment. 

I should hesitate to add, because I'm sure the Justice Depart- 
ment will want me to, that we couldn't opine on any particular 
measure imtil all the details were in place but we think that moves 
you much closer to a place where we're more comfortable. 

Mr. BERMAN. And then a question also comes up, if the focus 
here is trjring to do something to encourage people to do the work, 
to create the database, to gather the information, to be a resource 
for lots of important things, is the problem use, or is the disincen- 
tive that we're tndng to avoid, is the incentive that we're trying to 
encourage, as effectively done by focusing on distribution as it is 
on use? You obviously think it is. I mean you're for the idea of the 
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misappropriation theory but you want that changed but Fd like to 
hear what Ms. Peters thinks. 

Ms. PETERS. I happen to like the test that we have. I think that 
it is narrowly drawn. I think that when you talk about extraction 
or use in commerce and you say "all or a substantial part such as 
to cause harm to the actual or potential market" and you now have 
more narrowly defined "potential market" that you have in effect 
narrowly defined it to the kind of free riding misappropriation type 
tort that we're tr3dng to address. 

Mr. HERMAN. Okay. What would be your criticism of this is a 
very nice test but what's wrong with that test? Can you accompUsh 
the same thing? Forget all the different facets of it, just focus on 
the distribution rather than the use. 

Ms. PETERS. I think what you're saying is that extraction would 
be out and it's limited to what is distributed. 

Mr. BERMAN. It's distribution and extraction for the piuposes of 
distribution, is that what you're suggesting? 

Mr. PiNCUS. Right. To cover the situation where someone ex- 
tracts it and is in cahoots with somebody else to distribute it, yes. 

Ms. PETERS. I think that there are databases that are intended 
for narrow markets, particular markets, and if people can extract 
without limitation, where's the market? One of the purposes that 
people subscribe to a database for is to gain that information. 

Mr. BERMAN. What does "extract" mean? I buy the database, I 
pay- 

Ms. PETERS. That's it. That's my point. You must have author- 
ized access to the database; you cant merely get imauthorized ac- 
cess and then extract. 

Mr. BERMAN. So your focus is not simply on anti-competitive con- 
duct. It's on people getting something for free that they should be 
pajdng for? 

Ms. PETERS. It has to go to the goal that we're trjdng to achieve, 
to encourage investment so people wiU create. In order to encour- 
age people to invest and create there has to be a market for the 
product, and we need to protect that market. 

Mr. BERMAN. Mr. Pincus? 
Mr. PINCUS. I guess I have a couple of responses. One is another 

assistance help in the first amendment analysis that one gets by 
focusing on only covering wrongs that would stop the data from 
being created in the first place. So as close as you can get to that 
category, then the measure can partially be justified as a speech 
encouraging measure, which means you're enhancing the total in- 
formation out there because these people without the statutory pro- 
tection wouldn't be putting the information out, wouldn't be creat- 
ing the information at all. That's just one point I wanted to make 
on the first amendment analysis. 

I think the question about obviously focusing on distribution or 
extraction for distribution leaves some potential wrongdoing uncov- 
ered. I think our concern is that the price of covering that wrong- 
doing is not only problematic Constitutionally, it's also problematic 
in terms of researchers and other activities and really puts a lot 
of pressure, if you will, on the permitted use provisions and created 
a dynamic in the last Congress of really a desire to expand those 
provisions and sort of identifying specific areas and then covering 
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them. And that it might be a sort of a better way to cut the balo- 
ney, if you will. To say we're not going to worry that much about 
uses, we're going to focus on distribution because, after all, the 
cases that have been pointed to as concerns are cases in which 
there has been a competitive distribution. 

Mr. BERMAN. Thank you, Mr. Chairman. 
Mr. COBLE. Thank you. 
Tlie gentleman from Indiana. 
Mr. PEASE. Thank you, Mr. Chairman. 
Ms. Peters, can you give us an update, a status report, on discus- 

sions in the World Intellectual Property Organization on the sub- 
ject of database protection and how this proposal would be consist- 
ent or inconsistent depending on how far those discussions have 
gone? 

Ms. PETERS. The debate is stalled in the World Intellectual Prop- 
erty Organization. 

As you probably know, the European Union has put forward a 
Broposal for database protection that matched its directive and the 

Tnited States has put forward one. The United States is now going 
the misappropriation route rather than a property route. 

I believe that the United States needs to craft a solution that fits 
the United States, and I strongly support the misappropriation ap- 
proach. 

If we're able to craft legislation that suites our purposes, that 
has the appropriate balance I think it will serve the world greatly 
because it will offer an additional model that many coimtries might 
find more attractive than the one that the Europeans have. I think 
the models are comparable. And, I think that many people axe 
waiting to see what the United States does. If we were to pass leg- 
islation you would see movement in the World Intellectual Property 
Organization to create a worldwide system that would benefit the 
producers of databases in all countries. 

Mr. PEASE. Mr. Pincus? 
Mr. PINCUS. I agree very much with Ms. Peters comments that 

the United States should craft a system that works for us. And I 
think our position in the World Intellectual Property Organization 
is that it should not specify a psuticular way to implement the pro- 
tections, that the treaty process should look toward requiring a 
level of protection and then leave it to individual countries to im- 
plement those with a particular kind of legal regime that fits their 
own domestic law. 

Mr. PEASE. Would you anticipate that fiirther delay by the 
United States in addressing this issue would allow the issue to be 
coopted by others and perhaps addressed in a way that is not con- 
sistent with the way the United States would prefer? 

Ms. PETERS. It could. We have the leading database industry in 
the world; the longer that we put off granting protection, the more 
we'll be seen as not setting a very great example. 

Frankly, to be honest, I don't think that there will be much activ- 
ity in the World Intellectual Property Organization until the 
United States acts. 

Mr. PEASE. Mr. Pincus? 
Mr. PINCUS. I think it would be useful to our position to show 

there already is a sui generis approach out there that's done and 
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enacted. It would be useful to show that there is an alternative 
that actually is a law somewhere so that when we make our argu- 
ment that I stated in response to your last question, that there are 
different ways of doing this, we actually have another way of doing 
it out there that we can point to. 

Mr. PEASE. I appreciate that. 
Thank you, Mr. Chairman. 
Mr. COBLE. Thegentlelady from California. 
Ms. LOFGREN. Thank you, Mr. Chairman. I think this testimony 

has been very helpful, permitting us to wrap our minds around the 
issues remaining. 

Given the tremendous progress made with the redraft, as I un- 
derstand you, Mr. Pincus, the last thing we want to do now is cre- 
ate a statute that is deficient constitutionally and doesn't protect 
anybody. So I think it is well worth our efforts to try to avoid that 
and come up with something that will survive a coiu^ test that will 
be stable itself and thus lend stability to the marketplace. 

As I understand it, you're really suggesting that tne more we de- 
fine this in terms of a market, the safer we're going to be in terms 
of the first amendment issues. I'm wondering, looking at section 
1402 of the bill, specifically the phrase, "measured either quan- 
titatively or qualitatively actual or potential market," whether that 
language in your judgement, if it could be tightened in some way 
woijdd help us define the market more precisely and assist us with 
the first amendment issues? 

Mr. PINCUS. Yes, Congresswoman. We especially focus in our tes- 
timony on the actual or potential market because there is a lot of 
concern that both of those terms could be, unless defined very 
tightly, susceptible to manipulation. I mean, for example, "actual 
market," how is that test met? If a database creator has a web site 
that offers licenses in lots of different markets even though there 
aren't really any sales in them does that mean that all of those are 
actual markets or potential markets? Add that leads to sort of a 
gold rush phenomenon where people staked claims broadly but ac- 
tually only are serving a much narrower market, but it prevents 
others from competing to serve those markets. 

So that's why with respect to actual or potential market we sug- 
gest a definition that's tied to either the actual market actually 
being served or some objective test of a commonly served market 
by the product to avoid that kind of staking out of a broader area. 

Ms. LoFGREN. I'm sorry, I have not yet read your fiill written tes- 
timony. Do you have actual language, you suggested in your testi- 
mony, in that regard? 

Mr. PINCUS. We suggest those concepts specifically. We don't 
have actual language but I don't think it woiild be that hard and 
we'd be certainly happy to work with you to figure out what some 
language might be. 

Ms. LoFGREN. One of the things of concern is misappropriations 
standard. The court uses this standard when it makes a determina- 
tion. But part of the value of giving protection for the effort to cre- 
ate a database is the certainty that what you've created and 
worked to accomplish is in fact yours. 

So my concern is the potential for variabiUty in court decisions 
that might really be impredictable at least to some extent, and that 
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would undercut the value of the database to its creator. Do you 
have any ideas on how we may give more certainty to judicial deci- 
sion-making to avoid such a result? 

Mr. PiNCUS. Well, we've tried in the written testimony to give a 
number of specifics about areas that we believe that could happen 
because it works both ways, of course. You want the database cre- 
ator, as you say, to know what the universe is that's protected. So 
that can help caUbrate the investment. That also obviously helps 
for the first amendment analysis as well. So we have a nvunber of 
suggestions. 

I think some of the terms here obviously have a meaning and 
that's useful. And to the extent that the statute is drafted to call 
upon common law misappropriation concepts that provides a whole 
body of knowledge out there that courts can look to to interpret it. 
So I think even apart fi^m changing the terms there is that to fall 
back on which is very useful. 

Ms. LOFGREN. Finally, for Ms. Peters, and for you, Mr. Pincus, 
as well, if you have a view, please consider the fact that in this 
Internet world that information, and sometimes misinformation, 
travels rapidly through this virtual world. There are concerns 
whenever anything is done, with regard to IP or copyright, that the 
nature of the Internet will change. How, in your judgement, would 
passage of this bill, even if tightened up in some of the ways we've 
discussed, change the Internet as it looks today to the consumer 
Internet user, if it would change it at all? 

Ms. PETERS. My guess is and my hope is that it wouldn't nec- 
essarily change it that much. It is true that people have important 
databases on the Internet and they may use technological protec- 
tions but that's going to happen with all types of works as we get 
more and more into electronic commerce. 

Much of what you see on the Internet is put on there by the cre- 
ator of the material, and I doi/t think that is necessarily going to 
change. When you have browser software you send your search and 
it gathers the information that people want you to have. So fi-om 
the very beginning I had thought tiiat people who want to make 
information totally available totally for fi^e are going to do that 
and there's going to be a lot of that. Then there are other products 
that are going to have more limited terms and conditions of use 
and I don't see this bill as changing that phenomenon. 

Mr. PINCUS. I think it will actually, as we say in the prepared 
testimony, encourage the availability of more information. I think 
some of these arguments were made last year—I know the sub- 
committee is familiar with them—in the WIPO debate. But I think 
it was the administration's view in that context and it's our view 
here that having clear protections that really work to the people 
who are considering whether to invest money in creating new infor- 
mation products, if you will, is the best way to encourage this new 
transmission medium has a lot of content to go over the wires. 

Ms. PETERS. I should have said what he said. [Laughter.] 
Ms. LOFGREN. Given that we have a large panel I'll yield back. 
Mr. COBLE. I thank the lady. 
The gentleman fi-om California, Mr. Rogan. 



46 

Mr. ROGAN. Mr. Chairman, thank you. First I want to apologize 
for being tardy, as often happens when members have competing 
hearings. Mr. Chairman, I'd like to pass on questions at this time. 

Mr. COBLE. Very well, I appreciate that. 
Mr. Delahunt, the gentleman from Massachusetts. 
Mr. DELAHUNT. Just to segue and maybe restate differently the 

point pursued by my friend from California—I think the problem 
that she alludes to will have to be dealt with for any creative work, 
which I think reaUy argues for supporting an environment that 
continues to promote state-of-the-art encryption so that we really 
don't face these problems. Would you like to comment, Mr. Pincus, 
on that particular [Laughter.] 

Mr. DELAHUNT. That was the question that was whispered in my 
ear. 

Mr. PINCUS. We'd like to try as much as possible. Saying any- 
thing about encrjrption [Laughter.] 

Mr. PINCUS. Our poUcy is to do that consistent with law enforce- 
ment. 

Mr. DELAHUNT. I just wanted to make a point, Mr. Pincus. 
[Laughter.] 

Mr. PINCUS. I do. 
Mr. DELAHUNT. And Fm trying to win some support over here to 

my right. 
I think it was you, Ms. Peters, who indicated that you don't an- 

ticipate any action by the World Intellectual Property Organization 
until we do something here in this country? 

Ms. PETERS. I think we aie a critical player. And if we're still 
stalling or not resolving it doesn't serve WIPO well. 

Mr. DELAHUNT. AS I'm sure you remember, during the 105th 
Congress we heard a lot of debate and a lot of diverse perspectives 
regarding WIPO, and it required a huge effort to formiUate legisla- 
tion in that regard. 

Given the scenario where we cannot resolve the differences and 
we do nothing during the course of the 106th Congress, are we in 
any danger in terms of this particular issue as it relates to the 
global market? 

Ms. PETERS. I would say yes on two fronts. One, you edready 
have a European directive that is in force in many countries of Eu- 
rope where protection is not going to be given to our databases that 
are not protected by cop5Tight and therefore covdd put our data- 
bases at a competitive disadvantage. And I beheve that countries 
that have a gap in their law like the United States their databases 
are at risk. 

Mr. DELAHUNT. So the reality is that it is incumbent upon not 
just this committee but this Congress to produce something that is 
legitimate and valid and maintains that comparative advantage I 
think you alluded to, Mr. Pincus. Is that a fair statement? 

Ms. PETERS. I'm ever hopeful that this committee is going to be 
able to resolve the difficulties. 

Mr. DELAHUNT. Thank you very much. I'm going to ask just a 
few wind up questions to Mr. Pincus, since you are from Com- 
merce, and these are easy questions. [Laughter.] 

Mr. DELAHUNT. They have nothing at all to do with encryption. 
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In terms of the significance to our economy can you in any way 
quantify what this issue really me£ins in terms of the United States 
economy and our balance or trade or imbalance of trade, if you will. 

Mr. PiNCUS. Well, it's clear—and we actually released a report 
last April that we're going to update this year—that the informa- 
tion technology sector as a sector is one of the key drivers of oxu" 
economic growth. It's one of our most vibrant export industries and 
anything we can do to keep that industry strong—and I should say 
on the technology side the cost reductions are one of the key factors 
that have limited inflation. So anjrthing we can do to keep that sec- 
tor of our economy strong and growing is something that's going to 
help keep our economy on the tremendous course that it's been on. 

Mr. DELAHUNT. The need to address this issue, you would sug- 
gest, is important in keeping that economy in a vigorous forward 
motion? 

Mr. PiNCUS. Well, I guess I'd say it's not called The Information 
Age for nothing. [Laughter.] 

Mr. DELAHITNT. That's a great answer, Mr. Pincus. 
Mr. Pmcus. Our economy is an information based economy right 

now and an5i;hing we can do to create, to keep new sources of infor- 
mation fee&ig into the economy and being exploited creatively by 
the people who do that has got to help us. 

Mr. DELAHUNT. One final question. You indicated that the Gov- 
ernment really is probably the most significant creator of databases 
in the world. Does the Government as a matter of course utilize 
databases that have been developed and created in the private sec- 
tor? 

Mr. PINCUS. The Government creates databases and certainly 
Government scientists and others do use private databases, yes. 

Mr. DELAHUNT. Therefore, if we don't maintain a high level in 
terms of our databases the Government itself would be at a dis- 
advantage in terms of all aspects of our national policy. Am I over- 
stating or is that a fair observation? 

Mr. PINCUS. I think it's clearly important. The other observation 
I think is that a lot of Government data—the Government doesn't 
disseminate a lot^f its data to the public, intermediaries do and 
it's obviously important that that data get out. We couldn't afford- 
you all wouldn't want to appropriate the money that it would take 
to get that data out, although the Internet makes that somewhat 
easier. But getting value added, getting intermediaries to add the 
value and to disseminate the information is important. 

Mr. DELAHUNT. Asking the question it occurred to me that the 
data that we're constantly requesting fi-om governmental agen- 
cies—I'm talking about this institution. Congress—is enormous. 
And here we are as members of the House of Representatives mak- 
ing, significant policy decisions in all aspects of our national life, 

£redicated on the information that we received both fi-om the pub- 
c sector and the private sector as far as our database is con- 

cerned. 
Mr. Pmcus. I think that's right. 
Mr. DELAHUNT. Thank you. 
Mr. COBLE. Thank you, folks. Today has the trappings of a very 

beneficial hearing and the questions put to you ail and your re- 
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sponses have gotten us off on the right foot, I think. We will be in 
touch subsequently, Fm siire. Thank you both for being here. 

If the second panel will come forward I will introduce them as 
you make your way to the table. 

Our first witness is Mr. James Neal, who is the Dean of the Uni- 
versity Libraries at Johns Hopkins University. Previously he was 
dean at the University Libraries at Indiana University and held 
administrative positions in the libraries at Penn State, Notre Dame 
and the City University of New York. For the past 4 years he has 
chaired the Information Policies Committee and the Copyright 
Working Group of the Association of Research Libraries. He had 
been selected by ACRL's 1997 Academic Research Librarian of the 
Year. 

Our second witness is Mr. Terrence McDermott, who is Executive 
VP at The National Association of Realtors. The National Associa- 
tion of Realtors is the Nation's largest professional association, rep- 
resenting nearly 700,000 members in sdl aspects of the real estate 
industry. Mr. McDermott has more than 25 years experience in 
media and publishing. He attended the Loyola University in Chi- 
cago and received a Bachelor of Arts Degree in organizational de- 
velopment from the National College of Education in Evanston, lUi- 
nois. He also served on the visiting faculty of the Radcliffe College 
Publishing Program and the Northwestern University's Medul 
School of Journalism. 

Our third witness is Marilyn Winokur, Executive Vice President, 
Micromedex, Inc. Micromedex is well known for its creation of new, 
pioneering products and is a leading pubUsher of computerized in- 
formation systems for health care and environmental health and 
safety. She has been with the company since its formation in 1974. 
Ms. Winokur received her Bachelor of Science Degree from the Uni- 
versity of Pennsylvania and her MBA from the University of Den- 
ver. 

Oirr next witness is Professor Joshua Lederberg, who is a re- 
search geneticist and a Sackler Foundation scholar and President 
Emeritus at the Rockefeller University in New York. He is testify- 
ing today on behalf of the National Research Council. In 1958, Dr. 
Lederberg received the Nobel Prize in physiology and medicine. Dr. 
Lederberg is a member of the National Academy of Sciences and 
a charter member of the Institute of Medicine. He was educated at 
the Columbia and Yale Universities, where he pioneered in the 
field of bacterial genetics with the discovery of genetic recombina- 
tion in bacteria. He has been awarded numerous honorary Doctor 
of Science and MD degrees and the LLB from the University of 
Pennsylvania. 

Our next witness is Mr. Ljom Henderson, who is President and 
CEO of the Doane Agricultural Services Company in St. Louis, 
Missouri. Founded in 1919 by D. Howard Doane, the 80 year old 
company is a leading provider of marketing and management infor- 
mation for agricultural producers and agribusinesses. Doane pub- 
lishes educational books and provides market consultation and cus- 
tomized communication for several agribusiness clients. Mr. Hen- 
derson, as a matter of interest, was reared on a grain livestock 
farm in Iowa. And he's an alimmus of Iowa State University at 
Ames. 
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Chir next witness on this panel is Mr. Mike Kirk, Executive Di- 
rector of the American InteUectual Property Law Association. It's 
good to see you again, Mr. Kirk. Mr. Kirk served as Deputy Assist- 
ant Secretary of Commerce and Deputy Commissioner of Patents 
and Trademarks from May 1994 through March 1995. In 1993 Mr. 
Kirk also served as the Acting Assistant Secretary of Commerce 
and Acting Commissioner of Patents and Trademarks. Mr. Kirk 
earned his Bachelor of Science in electrical engineering at the Cita- 
del in 1959, his juris doctor in 1965 from Georgetown University 
Law Center and his Master of Public Administration in 1969 from 
the Indiana University. 

I say to Mr. Pease, we have several from your State today, Mr. 
Pease. 

Mr. PEASE. We're well served accordii^ly. 
Mr. COBLE. Our next witness is Mr. Charles Phelps, who moved 

to the University of Rochester in 1984 as Director of Public PoUcy 
Analysis Program, a graduate program offered by the Department 
of Political Science in coiyunction with the Department of Econom- 
ics. In 1989 he left that position to become chair of the Department 
of Community and Preventive Medicine in the School of Medicine 
and Dentistry. He served in that role vmtil 1994 when he was se- 
lected for his current position as provost of the University of Roch- 
ester. As provost Mr. Phelps oversees the entire academic activity 
of the university, including all teaching and research in each of the 
university's six schools. Mr. Phelps trained in business economics 
at the University of Chicago with a PhD in 1973 emphasizing the 
economics of hemth care following his BA degree from Pomona Col- 
lege in Claremont, California in 1965 and an MBA in Hospital Ad- 
ministration from the University of Chicago in 1968. 

Folks, I apologize for these detailed introductions but I think it's 
important tnat you all, as well as we, know the background of 
these witnesses. 

Our final witness is Mr. Dan Duncan, who serves as vice Presi- 
dent for Govenunent Affairs at the Software & Information Indus- 
try Association, a group formed in January 1999 through a merger 
of the former Software Publisher's Association and the Information 
Industry Association. SIAA represents some 1,400 companies in- 
volved in the production and distribution of software ana informa- 
tion products, especially those targeted to the digital marketplace. 
Mr. Dimcan has responsibility for the overall management of 
SIIA's Government affairs program, including implementation of 
strategies to achieve the Association's policy goals. 

Mr. Duncan has a strong academic background in international 
affairs, including a study project in Germany as a Junior Fulbright 
Scholar, a Masters Degree in Grerman from Harvard University and 
Sost-graduate study in international law and economics at the 

ohns Hopkins University School of Advanced International Stud- 
ies in both Bologna, Itedy and Washington, D.C.. 

We have written statements from each of the witnesses on this 
panel and ask unanimous consent that they be submitted in their 
entirety at the end of the record. 

Ladies and gentlemen, it's good to have you all with us. If you 
will, be ever alert of the red light as it illuminates into your faces. 

We will start, Mr. Neal, with you. 
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STATEMENT OF JAMES G. NEAL, DEAN, UNIVERSITY 
LIBRARIES, JOHNS HOPKINS UNIVERSITY 

Mr. NEAL. Thank you, Mr. Chairman. 
Fm James Neal, Dean of the University Libraries at Johns Hop^ 

kins University. I'm testifying today on behalf of five of the Na- 
tion's major library associations. Collectively we represent 80,000 
librarians in research, academic, law, medical, public. State based 
and special libraries throughout North America. We serve mUhons 
and niilhons of users across this country every day. 

I very much value this opportvmity to ap]}ear before the sub- 
committee again to share our views on H.R. 354. As indicated, the 
full statement will be included in the record. 

Mr. Chairman, proponents of this legislation will argue that the 
concerns of the library and education commvmities have been ad- 
dressed by this new bill, and we certainly appreciate that H.R. 354 
includes new provisions which seek to address some of the objec- 
tions that were raised in the debate last year on H.R. 2652. These 
new provisions notwithstanding with others in the public and pri- 
vate sectors, we have significant continuing concerns about H.R. 
354. 

I would like to also introduce in the record a position statement 
that has been endorsed now by over 125 organizations, institutions 
and companies, and the niunber is expanding rapidly. 

Mr. COBLE. Without objection it will be done. 
[The information referred to follows:] 

POSITION STATEMENT 

The corporations, educational institutions, non-profit organizations and trade as- 
sociations listed below are users as well as creators in the compilation and value- 
added transformation of databases. The Information Age and digital technology pro- 
vide researchers and consumers across the globe with a unique opportunity to con- 
tinue to create, maintain, and use new and innovative databases that are essential 
to science, education, business, and the overall economy. 

Because databases are items of commerce in their own right, and are critical tools 
for facilitating electronic commerce, research and education endeavors, we support 
Federal legislation carefiilly tailored to provide database publishers with sumaent 
protection against incentive-eliminating piracy. Conversely, we oppose legislation 
which would grant the compiler of any information an unprecedented right to con- 
trol transformative, value-added, downstream uses of the resulting collection or of 
any useful fraction of that collection. 

The basic information policy of this country—a policy that has existed since the 
writing of the Constitution—has served us ertremehr well. The policy is that the 
building blocks of all information—facts, as distinct from the copjrrightable manner 
in which they are expressed—cannot be owned. 

The particular legislative approach that has been considered by the House Judici- 
ary Committee in the past three Congresses would mark a fundamental change in 
our nation's information policy. The problems raised by this change to commerce 
and competition were recognized by the Department of Justice, the Department of 
Commerce, and the Federal Trade Commission last year in separate letters to Con- 
gress identifying their concerns with H.R. 2652 considered by the 105th Congress. 
H.R. 354, the Collections of Information Antipiracy Act, is modeled on last year's 
bill and does not resolve these concerns. 

We support Federal legislation that will not harm legitimate research activities 
and small businesses, but will— 

• prevent unfair competition in the form of parasitic copying; 
• preserve the fair use of information; 
• promote the progress of science, education and research; 
• protect value-added publishers smd their customers; and 
• provide safeguards against monopolistic pricing. 
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We look forward to working closely with all Members of Congress to craft well- 
reasoned, targeted and balanced legislation that will punish database pirates with- 
out jeopardizing the thriving commerce in information long at the core of America's 
economic, scientific and intellectual life. 
Amazon.com, Inc. 
Amdahl Corporation 
American Association for the Advancement of Science 
American Association of Law Libraries 
American Association of Legal Publishers 
American Association of State Colleges and Universities 
American Committee for Interoperable Systems 
American Council on Education • • 
American Film Heritage Association 
American Library Association 
American Meteorological Society 
Americai^Society of Agronomy 
American Statistical Association 
Americans for Tax Reform 
Art Libraries Society of North America 
Association of American Physicians and Surgeons 
Association of American Universities 
Association of Research Libriu-ies 
Association of Systematics Collections 
AT&T 
Ball Research, Inc. 
Bell Atlantic 
Big 12 Plus Libraries Consortiimi 
Bloomberg Financifd Markets 
Brown University 
California Institute of Technology 
Case Western Reserve University •'•.•. 
CDnow, Inc. - • ..  .      '.> ' 
Charles Schwab & Co., Inc. 
Citizens' CoimcU on Healthcare ' 
College Art Association 
Columbia University 
Commercial Internet eXchange Association 
Computer & Communications Industry Association 
Computer Professionals for Social Responsibility Conference on College Composition 

and Communication 
Consortium of Social Science Associations 
Consumer Electronics Manufacturers Association 
Consumer Project on Technology 
Cornell University 
Council of Graduate Schools 
Council on Governmental Relations 
Crop Science Society of America 
Diamond Multimedia Systems, Inc. 
Digital Future Coalition 
Digital Media Association 
Diike University 
Dim & Bradstreet 
Eagle Forum 
Electronic Frontier Foundation 
Enso Audio Imaging, Inc. 
Excite • 
Florida Coastal School of Law 
Geocities 
Global Music Outlet, Inc. 
Harvard University 
Home Recording Rights Coalition 
Information Technology Association of America 
Inktomi 
Internet Socie^ 
Iowa State University 
Kent State University 
Linda Hall Library of Science, Engineering and Technology 
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Louisiana State University 
Lycos 
Massachusetts Institute of Technology 
MCI WorldCom 
Medical Library Association 
Missouri Council on Library Development 
Montana State University 
Music Library Association 
National Association of State Universities and Land-Grant Colleges 
National Council of Teachers of English 
National Initiative for a Networked Cultural Heritage 
National Writers Union 
NetRadio Network, Inc. 
Netscape Communications Corporation 
North Carolina State University 
Northwestern University 
Oklahoma State University 
Onmibot 
Online Banking Association 
Pennsylvania State University 
Queens Borough Public Library, NY 
RealNetworks, Inc. 
Rice University 
Rutgers University 
Soil Science Society of America 
Special Libraries Association 
Spinner Network, inc. 
Stanford University 
StorageTek 
Syracuse University 
Tunes.com 
U.S. WEST 
United States Catholic Conference 
University at Stony Brook, State University of New York 
University Corporation for Atmospheric Research 
University of Arizona 
University of California System 
University of Chicago 
University of Cincinnati 
University of Colorado 
University of Delaware 
University of Florida 
University of Kansas 
University of Kentucky 
University of Michigan 
University of Missouri-St. Louis • 
University of Missouri-Columbia 
University of New Orleans 
University of North Carolina—Charlotte 
University of Southern Csdifomia 
University of Tennessee, Knoxville 
University of Texas at Austin 
University of Utah 
University of Virginia 
University of Washington 
University of Wisconsin-Madison 
University System of Maryland 
Utah Agricultural Experiment Station 
Utah State University 
VanderbUt University 
Visual Resources Association 
Washington University, St. Louis 
Wells Anderson Legal Tech Services 
Yahoo! Inc. 
Yale University 

Mr. NEAL. Thank you. 
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We believe that there are other alternative approaches that could 
address the interests of those seeking additional protections for 
databases while maintaining the important balance between pro- 
ducers and users. We support a more targeted approach, a more 
narrow approach to additional protections for collections of infor- 
mation. 

Let me highlight our concerns with H.R. 354. It is noteworthy 
that these points also reflect the analjrsis and correspondence pro- 
vided to the Members of Congress by Department of Commerce, the 
Federal Trade Commission and the Department of Justice. 

First, the legislation is over broad in scope and it represents in 
many ways a radical departure from the current intellectual prop- 
erty framework that protects expression, not investment. There is 
clearly a Constitutional obligation in this country of protecting ex- 
pression rather than facts. 

H.R. 354 would overturn our 200 years of information policy in 
this country which has consistently supported imfettered access to 
factual information. Indeed H.R. 354 would provide more protection 
to databases and collection than is available for copyrighted works. 

Second, provisions in H.R. 354 would allow a producer or pub- 
lisher unprecedented control over uses of databases, including 
downstream transformative use of facts and Government works in 
the collection. The success of our Nation's systems of education and 
scholarship depend upon the ability to use public domain informa- 
tion to combine public and proprietary data to create new data- 
bases and to reuse existing data. Researchers typically create new 
knowledge by building upon the work of others. 

The use of the terms ' qualitativeljr" and "quantitatively substan- 
tial" leave the hbrarian emd researcher in a quandary. Why? Be- 
cause the librarian and researcher have no way of knowing which 
bits of information theproducer considers qualitatively or quan- 
titatively substantial. These provisions would neatly discourage 
the use, re-use and recompilation of data. The FTC shares these 
concerns. 

Third, the exemption for education and research activities are 
improved but they remain far too narrow. H.R. 354 includes a new 
provision for reasonable uses which did not appear in the earlier 
biU. This provision is certainly a step in the right direction in ad- 
dressing one of the serious concerns of the library community yet 
the provision as drafted falls short of what we in the library and 
academic community require to conduct a wide range of our cur- 
rently permitted research and educational activities. 

Section 1403 states that "no person shall be restricted from ex- 
tracting or using information." Very often libraries and educational 
institutions are the only market for particular databases or collec- 
tions. Thus by definition research use of the content of such collec- 
tions could be held to "harm directly the actual market" making 
the exemption of little practical value for the vast bulk of research 
and educational uses. 

In addition, the new reasonable use exemption applies only to an 
"individual act of use or extraction of information." Researchers 
routinely build upon prior knowledge. This entails limited use of 
particular data items. It does not entail copying entire databases 
and competing head to head in the commercial marketplace. That 
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is not how we conduct ourselves in libraries or in the research com- 
munity. This current practice would not be covered by this new ex- 
emption. 

Fueling our concern with this provision is the claim by pro- 
ponents of the legislation that any harm, even one lost sale, could 
trigger liability under this statutory regime. 

Fourth, the term of protection is, in effect, perpetual, at least for 
dynamic compilations is electronic form, despite the language that 
seeks to remedy this problem. 

A new provision in H.R. 354 attempts to correct the situation 
identified in its predecessor. Proponents argue that the mere main- 
tenance of a collection on a server should trigger another 15 year 
cycle of protection. The new language, however, falls short of fiilly 
addressing our concerns. Where dynamic electronic databases are 
concerned, the older versions, as a practical matter, may be un- 
available—making the right of access after 15 years recognized in 
the language, a hollow one. 

Even if the new language were to be interpreted to permit hbrar- 
ians and researchers to extract 15 year old data items from the 
current version of the collection, there is no system in place where 
a librarian or user can determine which portion of a database is 
more than 15 years old, thus no longer subject to protection. It is 
staggering to imagine the imphcations of thousands and thousands 
of researchers and librarians across the country tr3dng to deter- 
mine if each and every use was permitted. 

Fifth, the provision relating to Government information requires 
modification to ensure a continued robust public domain and to en- 
sure that information in Government mandated databases is not 
covered by this legislation. 

Many statutes mandate the collection and dissemination of cer- 
tain types of data: securities information, environmental data, 
labor statistics, for example. Under the terms of this legislation 
companies which provide data to the Government could exert prop- 
erty rights over this data. 

Significant collections of Government mandated information 
which have been publicly available could become luiavailable, avail- 
able only for a fee or available with significant restraints on use 
and re-use. 

Sixth, provisions do not address concerns regarding sole source 
databases and provisions in the bill could lead to increased trans- 
action costs in data use as identified by the Department of Com- 
merce. 

Mr. Chairman, in conclusion, we beUeve that if this legislation is 
enacted in its current form and with the cvurent approach it could 
fundamentally change the research enterprise and how members of 
this community use information and at significant cost. 

The approach taken in H.R. 354 could lead to a licensing fi-ame- 
work where facts. Government information and other information 
could not be used without permission and additional cost for use. 

The ability to tightly control uses of information, including down- 
stream and transformative uses could be at odds with the culture 
of building upon prior research and could undermine the basic 
mechanisms of scientific and educational data exchange. 
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We look very forward to working with the subcommittee on these 
issues to ensure the appropriate balance among all the commu- 
nities and sectors so that we have good legislation adopted. 

[The complete statement of Mr. Neal follows.] 

PREPARED STATEMENT OF JAMES G. NEAL, DEAN, UNIVERSITY LIBRARIES, JOHNS 
HOPKINS UNIVERSITY 

Mr. Chairman, I am James G. Neal, Dean, University Libraries, Johns Hopkins 
University and Past President of the Association of Research Libraries and a cur- 
rent member of the Executive Board of the American Library Association. I was a 
member of the U.S. delegation to the World Intellectual Property Organization in 
December 1996 as well. 

I am testifying today on behalf of five of the Nation's major library associations: 
the American Association of Law Libraries, the American Library Association, the 
Association of Reseeirch Libraries, the Medical Library Association, and the Special 
Libraries Association. Collectively, we represent 80,000 librarians in research, aca- 
demic, law, medical, public, state-based, and special libraries throughout North 
America. I very much appreciate the opportimity to appear before the Subcommittee 
again to share our views of H.R. 354, the "Collections of Information Antipiracy 
Act." 

Mr. Chairman, we appreciate that H.R. 354 includes two new provisions which 
seek to address, some of the concerns raised during the debate last year on H.R. 
2652. These new provisions notwithstanding, with others in the public and private 
sectors, we have significant continuing concerns with H.R. 354. We believe that H.R. 
354 as drafled would benefit a small number of companies while providing no com- 
parable benefits to libraries and the public they serve. The preservation and con- 
tinuation of balanced rights and privileges in the electronic environment are essen- 
tial to the &«€ flow of information. 

We do believe, however, that there are other alternative approaches that could ad- 
dress the concerns of those seeking additional protections for databases while main- 
taining the important balance between producers and users. We support a more tar- 
geted approach to additional protections for collections of information and would be 
pleased to work with members of the Subcommittee to achieve such legislation. 

Let me detail our concerns with H.R. 354. It is important to note that many of 
our concerns are reflected in the analyses and correspondence provided to members 
of Congress by the Department of Commerce (DOC, August 4, 1998), the Federal 
Trade Commission (FTC, September 28, 1998), and the Department of Justice (DOJ, 
July 28, 1998). Most if not all of these concerns remain valid, given the similarity 
between H.R. 2652 and H.R. 354. 

KEY CONCERNS 

• The legislation is overbroad in scope and it represents a radiced departure 
from the current intellectual property framework that protects expression, not 
investment. 

• Provisions in H.R. 354 would allow a producer or publisher unprecedented 
control over the uses of information including downstream, transformative 
use of facts and govemnient works in the collection. 

• The exemption for education and research activities, although improved, re- 
mains far too narrow. 

• The term of protection is in effect, perpetual, at least for d3'namic compila- 
tions in electronic form, despite the addition of language that seeks to remedy 
this problem. 

• The provision relating to government information requires modification to en- 
sure a continued, robust public domain and to ensure that information in gov- 
ernment-mandated databases is not covered by this legislation. 

• Ih-ovisions in H.R. 354 do not address concerns regarding sole source data- 
bases. And, 

• Provisions in the bill could lead to increased transaction costs in data use as 
noted by the Department of Commerce. 
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1) The legislation is overbroad in scope and it represents a radical departure from 
the current intellectual property framework that protects expression, not invest- 
ment. 

There is a constitutional obligation in the United States of protecting expression 
rather than facts. This imperative is based on a legal foundation that stimulates in- 
novations in the pubUc and private sectors, supports the educational process, and 
"promotes the progress of Science and the usenil arts." The new regime proposed 
in H.R. 354 constitutes a radical departure from our current system—a regime that 
would permit the protection of factual information by virtue of the investment made 
in collecting the data. H.R. 354 would overturn over 200 years of our Nation's infor- 
mation policy which has consistently supported unfettered access to factual informa- 
tion. The Department of Justice noted that an earlier version of this legislation 
"would instead also provide protection to ordinary facts, which are not now subject 
to copyright protection and may be unsuited to such protection as a matter of con- 
stitutional law." 1 Indeed, H.R. 354 would provide more protection to databases and 
collections than is available for copyri^ted works. 

Given this significant departure fi^m current policy, it is crucially important that, 
as the bill moves through the legislative process, a far more narrow, targeted ap- 
proach be taken to ensure that there are no negative or unintended consequences 
for a vast pubUc and private sector, including libraries, that properly relies on ac- 
cess to data and government works. 

To that end, it will be important to better define key terms. For example, the De- 
partment of Justice commented that, ". . . many of the critical, proposed statutory 
terms are not well-defined. Because of the ambiguity of many of these terms, it is 
impossible to know for certain how wide-ranging H.R. 2652's appUcations would 
be.* 2 

H.R. 354 has not remedied this serious concern. Key terms and concepts remain 
undefined. For example, what constitutes "a substantial part, measured quan- 
titatively or qualitatively?" What threshold qualifies as "investment of substantial 
monetary or other resources?" What is "harm" to the actual or potential market?* 
2) Provisions in H.R. 354 would allow a producer or publisher unprecedented control 

over uses of a database including downstream, transformative use of facts and 
government works in the collection. 

The success of our Nation's education and research systems is dependent upon the 
abiUty of researchers to access data and information for multiple purposes. Scientific 
and research progress depends upon the ability to use pubUc domain information, 
combine public and proprietary aata to create new databases, and reuse existing 
data. Researchers typically create new knowledge by building upon the work of oth- 
ers. This practice, often described as, "standing upon the shoulders of giants" is the 
basis for our Nation's global leadership in the research and education arenas which 
fuels all sectors of the economy. Surely, we want this long-standing practice to con- 
tinue and not be disrupted. 

Researchers need access to large and small amounts of data. Yet H.R. 354 pro- 
hibits the extraction, or use in commerce, of "a substantial part, measured either 
quantitatively or quaUtatively, of a collection of information. ..." By allowing the 
database proiducer to prevent reuses of "quaUtatively" substantial parts of a data- 
base, the legal standard which is at the heart of H.R. 354, the bill effectively pre- 
vents the reuse of any information. Why? Because the researcher has no way of 
knowing which bits of information the producer considers "qualitatively substan- 
tial." As noted by the FTC, "users might not be able tojudge whether a particular 
use of information is qualitatively substantial."^ The FTC states that, "this defini- 
tion may not give a user sufficient guidance to reasonably determine whether a par- 
ticular use of a collection of information would be quantitatively substantial enough 
to trigger civil and potentially criminal liability."'' 

In addition, libraries have yet another concern with the broad sweep of this legis- 
lation. If we have made information lawfully available to a researcher, can we or 
the researcher be held liable for subsequent reuse of that information by third par- 

' U.S. Department of Justice, Office of Legal Counsel, "Constitutional Concerns Raised by the 
Collections of Information Antipiracy Act, H.R. 2652," July 28, 1998, page 4. 

* U.S. Department of Justice, Office of Legal Counsel, Constitutional Concerns Raised by the 
Collections of Information Antipiracy Act, H.R. 2652,"July 28, 1998, page 3. 

'Federal Trade Commission, Letter to Chairman Bliley from Chairman Pitofsky, FTC, Sep- 
tember 28. 1998, page 4. 

^Federal Trade Commission, Letter to Chairman Bliley from Chairman Pito&ky, FTC, Sep- 
tember 28, 1998, page 3. 
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ties? Unless this ambiguity is resolved in the negative, the chilling effect on the re- 
search enterprise will be further exaggerated. 

In sum, these provisions would greatly discourage the use, reuse, and recompila- 
tion of data—the foundation of the research and education enterprise and would 
prevent Ubraries from supporting these endeavors. 
3) The exemption for education and research activities, although improved, remains 

far too narrow. 
H.R. 354 includes a new provision for "reasonable uses" which did not appear in 

H.R. 2652. This provision is a modest step in the right direction in addressing a 
serious concern of the library community, and we do appreciate its inclusion in H.R. 
354. Yet, the provision as drafted falls short of what tne Ubrary and academic com- 
munities require to continue to conduct a wide range of research and education ac- 
tivities. 

Section 1403 states that "no person shall be restricted from extracting or using 
information for nonprofit educational, scientific, or research purposes in a manner 
that does not harm directly the actual market for the product or service." Very 
often, however, libraries aind educational institutions are, in fact, the only market 
for particular databases or collections. Thus by definition research use of the content 
of such collections could be held to "harm directly the actual market" making the 
exemption of little practical value for the vast bulk of research and educational uses. 

In addition, the new reasonable use exemption applies only to an "individual act 
of use or extraction of information done for illustration, explanation, example, com- 
ment, criticism, teaching, resefirch, or analysis, in an amount appropriate and cus- 
tomary for that purpose." As already noted however, researchers routinely build 
upon prior knowledge by using selected items from particular databases on multiple 
occasions over time. This practice would not be covered by the exemption. I would 
note that this practice, so crucial to the research enterpri&e, entails limited, selec- 
tive use of particular data items; it does not entail copying entire databases and 
competing head to head in the commercial marketplace with the producer of the 
first database. 

Finally, the new reasonable use exception is limited according to certain criteria. 
The fourth criteria states, "whether the collection from which the use or extraction 
is made is primarily developed for or marketed to persons engaged in the same field 
or business as the person making the use or extraction." Most uses in the Ubrary 
and education communities would fall outside the scope of this exemption because 
as noted above, many times, the hbrary and education communities are the only 
market for these collections. 

Fueling our concern with this provision is the claim by proponents of the legisla- 
tion that any harm, even one lost sale, could trigger liability under this statutory 
regme. 

We do appreciate the inclusion of language that would reduce or remit monetary 
reUef if an mdividual in a nonprofit educational, scientific, or research institution 
or library or archives believes that his or her conduct was permissible. Nevertheless, 
the exemption under this new regime for nonprofit institutions would not permit the 
Ubrary and education communities to engage in many activities that are lawful 
today. 
4) The term of protection is, in effect, perpetual, at least for dynamic compilations 

in electronic farm, despite the addition of language that seeks to remedy this 
problem. 

A new provision in H.R. 354 attempts to correct a serious problem identified in 
its predecessor, H.R. 2652. Proponents argue that the mere maintenance of a data- 
base or collection on a server should trigger another 15 year cycle of protection. The 
new provision in H.R. 354 attempts to correct this serious problem, by making older 
versions of databases available for use even though newer ones remain protected. 
The new language, however, falls short of fully addressing our concerns. Where dy- 
namic electronic databases are concerned, the older versions may, as a practical 
matter, be unavsulable—making the right of access recognized in tne new language 
a hollow one. 

Even if the new language were to be interpreted to permit librarians and re- 
searchers to extract 15-year old data items fi^m the current or updated version of 
the database in which they are contained, there is no system in place whereby a 
Ubrarian or user can determine which portion of a database is more thaa fifteen 
years old, thus no longer subject to protection. And if such a system could be estab- 
lished, as was debated last fall during the negotiations sponsored by Sen. Hatch, 
implementation would be impractical and the economic implications for Ubraries 
ana educational institutions would be enormous. A Ubrary would need to check 
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every Use of information contained in a database to determine when the information 
was entered into the collection thus when it was no longer subject to protection. The 
burden on the institutions would be costly and extremely time consuming to dis- 
charge. It is staggering to imagine the implications for thousands of researchers and 
libraries across the country trying to determine if each and every use was per- 
mitted. 

Finally, the FTC notes that "it is unclefu- that a 15-year term is necessary in 
order to protect incentives to produce all tjrpes of databases.'"^ In particular, in 
some high-tech markets, product cycles are 6-18 months. The useful commercial life 
of some data, like stock prices, can expire in a matter of hours, if not minutes. The 
Commission also comments that the Umited legal protection afforded to information 
to date has been provided only to time sensitive or "hot" information such as current 
stock quotations, sports statistics, and the Uke. 

Thus, the new language incorporated in H.R. 354 does not solve one of the fun- 
damental problems of database legislation of this type. Like its predecessor, the 
practical effect of H.R. 354 would be to jeopardize the continued existence of a vital 
"public domain" of information. Under such legislation, the movement of information 
from commercial sources would be slow and uncertain, at best. At the same time, 
as explained below, the approach taken in such legislation would threaten the con- 
tinued availability of public domain government information for general pubUc use 
and—specifically—for research and educational purposes. 
6) The provision relating to government information requires modification to ensure 

a continued, robust public domain and to ensure that information in govern- 
ment-mandated databases is not covered by this legislation. 

The library community supports the intent of the drafters to make more govern- 
ment information publicly available without restriction. Yet it vrill be important to 
ensure that the significant part of the universe of government information—data 
collected under statutory mandate—is not subject to these protections in any final 
legislation. 

Many statutes mandate the collection and dissemination of certain types of data, 
e.g. securities information, environmental data, and labor statistics. This informa- 
tion is part of the public record and should be available for all to use. Moreover, 
the number of public and private partnerships in data collection is increasing. 
Under the terms of this legislation, companies which provide data to the govern- 
ment could exert property rights over this data. Thus some government information 
would become the intellectual property of private companies. Significant collections 
of government-mandated information which have been publicly available could be- 
come unavailable, available for a fee, and/or available with significant constraints 
on use and reuse. 

This latter point is especially important. These companies woiild have the ability 
to exert downstream control over information in government-mandated databases 
imder the terms of this bill. For example, edmost any kind of transformative use, 
such as abstracting fix>m one of these databases or combining some of the data fi-om 
one collection with information fitjm other sources to create a new and useful data- 
base, could trigger liability for third parties. The Department of Commerce states, 
"It is important that legislation not create inappropriate opportunities of incentives 
to "capture" government information or government-funded data with relatively 
small investments in maintenance, organization, or supplemental data."^ 
6) Provisions in HJi. 354 do not address concerns regarding sole source databases. 

Although the bill permits individuals to collect information independentiy in order 
to compete in the commercial marketplace, such independent collection often is vir- 
tually impossible or is economically infeasible. Historical data or data for field ex- 
periments are two common examples. We understand that tackling this issue is ex- 
tremely difficult. But by failing to address the sole source issue, the bill could create 
monopoly control over information of certain kinds. 

For libraries and users there would be littie recourse. The publisher or database 
producer is not obligated to permit transformative uses in a license nor is there any 
leverage in negotiating the license to moderate costs or permit downstream activi- 
ties. 

"Federal Trade Commission, Letter to Chairman Bliley from Chairman Pltofsky, FTC, Sep- 
tember 28, 1998, page 3. 

° U.S. Department of Commerce, Letter to Sen. Leahy from Andrew Pincus, General Counsel, 
August 4,1998, page 2. 
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7) Provisions in the bill could lead to increased transactions costs in data use as 
noted by the Department of Commerce. 

Finally, the library community shares the concern included in the Department of, 
Commerce letter regarding the increased costs in use of data. The library commu- 
nity acquires and licenses well over $2 billion of information resources each year. 
We do not seek information for free and we understand that unauthorized digital 
copying can lead to piracy. America's Ubraries depend, in part, upon the well-being 
of those publishers. Throughout our history, libraries have been among the most vo- 
racious, lawful acquirers of published works. But we cannot support legislation that 
would impose new economic and administrative burdens on our institutions and on 
the Nation's research enterprise. 

As noted in the Administration's letter of August 4, 1998 there are grounds for 
concluding that aspects of the "Collections of Information Antipiraqr Protection Act," 
"may increase transaction costs in data use, particularly in situations where larger 
collections integrate datasets originating from different parties or where different 
parties have added vsdue to a collection through separate contribution of gathering, 
refining, and/or maintaining the data. This is especially important for lai^e-scale 
data management activities, where pubUc investment has leveraged contributions 
from the public and non-profit sectors."'' 

In closing Mr. Chairman, we believe that if this legislation is enacted in its cur- 
rent form and with the current approach, it would fundamentally change the re- 
search enterprise and how members of this community use information and at what 
cost. The. approach taken in H.R. 354 could lead to a Ucensing fi-Emiework where 
facts, government information, and other information could not be used without per- 
mission and with additional costs for each use. The ability to tightly control uses 
of information including downstream, transformative uses would be at odds with a 
culture of building upon prior research and could undermine the basic mechanisms 
of scientific and educational data exchange. 

Another model which has widespread support in the Ubrary, education, and com- 
mercial sectors is a more narrowly tailored bill. This draft, the Database Fair Com- 
petition and Research Promotion Act, is focused on outlawing the parasitical copying 
of commercial databases. This alternative would prohibit a person from fully aupli- 
cating a database and then engaging in head to head competition in the market- 
place. It also would bar non-commercial online distribution of large quantities of 
data extracted fit>m commercial databases. In addition, the draft tackles the thorny 
issue of sole source databases and monopolistic practices. And finally, and most im- 
portantly the draft bill would permit transformative, downstream uses of informa- 
tion contained in protected databases. 

We look forward to working with the Subcommittee on these issues to ensure the 
appropriate balance between all communities and sectors. 

"The American Library Association is a nonprofit educational organization of 
57,000 Ubrarians, library trustees, and other fiiends of Ubraries dedicated to im- 
proving Ubrary services and promoting the pubUc interest in a fi'ee and open infor- 
mation society. 

The American Association of Law Libraries is a nonprofit educational organization 
with over 5,000 members dedicated to serving the legal information needs of legisla- 
tors and other public officials, law professors, and students, attorneys, and members 
of the general public. 

The Association of Research Libraries is an Association of 122 research libraries 
in North America. ARL programs and services promote equitable access to and effec- 
tive use of recorded knowledge in support of teaching, research, scholarship, and 
community service. 

The Medical librarv Association is an organization of over 3,800 individuals and 
1,200 institutions in the health sciences information field. MLA members serve soci- 
ety bv developing new information delivery systems, fostering educational and re- 
search programs for health sciences information professionals, and encouraging an 
enhanced public awareness of health care issues. 

The Special Libraries Association is an international association representing the 
interests of nearly 15,000 information professionals in 60 countries. Special librar- 
ians are information resource experts who coUect, analyze, evaluate, package and 
disseminate information to facilitate accurate decision-making in corporate, aca- 
demic, and governmental settings. The Association offers a mynad of programs and 
services designed to help its members serve their customers more effectively and 
succeed in an increasingly chaUenging environment of information management and 

'' Department of Commerce, Letter to Sen. Leahy from Andrew Pinciu, General Counsel, Au- 
gust 4. 1998, page 2. 
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technology. SLA is committed to the professional growth and success of its member- 
ship. 

Mr. COBLE. Thank you, Mr. Neal. 
Mr. McDermott. 

STATEMENT OF TERRENCE McDERMOTT, EXECUTIVE VICE 
PRESIDENT, THE NATIONAL ASSOCIATION OF REALTORS 

Mr. MCDERMOTT. Thank you, Mr. Chairman. 
My name is Terry McDermott. As mentioned, I'm Executive Vice 

President of the National Association of Realtors. In that capacity 
I represent not only our 750,000 Realtor members but our 1,600 
Realtor boards throughout the country and the 900 multiple Usting 
services that we use to provide real estate information to all of our 
practitioners, buyers and sellers, and increasingly directly to con- 
sumers. 

Our concern and our strong support for this bill is to allow us 
to continue to take one of the oldest and most significant databases 
in this country, founded in 1887 in San Diego, California, and con- 
tinue to provide it to the marketplace as an orderly market tool, 
and to allow consumers to use MLS data from our database in 
order to make a more significant considered purchase in home own- 
ership in this country. 

As you all know, in 1998 we reached our third consecutive year 
of record existing home sales, 4.8 miUion, and almost 68 percent of 
home ownership levels in this country. We feel that the MLS sys- 
tem is one of the information resources why that market continues 
to grow and why this coimtry continues to have the highest rate 
of home ownership. 

Our concern and our strong support of this bill is based on the 
fact that real estate as an industry is extremely information sen- 
sitive and intensive. It does have significant intrinsic value. It also 
represents—the information itself represents a contractual aCTee- 
ment between the lister, or the home seller, and the agent. When 
it exists within the confines of our database it is in fact protected 
by that contract, it is protected by State licensing laws, and indeed 
it is protected by the code of ethics of the National Association of 
Realtors. 

So the consumer sharing that data has many guarantees of pro- 
tection of information and both its use for immediate service and 
its downstream use. If someone is allowed without the ability for 
us to recoup that information or protect it to strip it and use it for 
other information all of those protections for the consumer dis- 
appear. 

Although we were founded in 1887 in the era of the quill pen and 
the typewriter, we have in fact today launched the Multiple Listing 
Service onto the Internet in 1997. Today Realtor.com, which is the 
collective information base of all the Realtor Ustings in the United 
States and represents 90 percent of the homes for sale in the 
United States, is in the top 20 Internet sites on the entire World 
Wide Web. We, in fact, have 475 miUion hits a month and service 
7 million consumers in their search for housing throughout the 
United States. 

We did that aggressively but also knowing under current law 
that we had some potential downstream Uabihty for the theft or 
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the piracy of that data. We have been challenged in court three 
times and currently have been successful. However, as everyone on 
the panel knows, protecting and adjudicating that on a copyright 
law oasis is both lengthy and extremely expensive. 

We think the abihty to use the Internet to again take a hundred 
year old database and its intention and to continue to provide the 
marketplace with an orderly market tool that makes housing more 
accessible to the American people, that makes it less expensive to 
obtain, and gives us not only the highest rate of home ownership 
but a methoa of home ownership which is in fact enviable to most 
other real estate economies and markets throughout the world is 
definitely something that needs protecting. 

We also want to protect the future. Six months in Internet days 
is 20 years in other markets and we want to be able to assure that 
as we develop more data and we are able to bring electronic com- 
merce to the real estate transaction that we're able to utilize infor- 
mation to make the real estate transaction less expensive and more 
efifective for the consumer. 

That well be able to do so without concerns that we are in fact 
exposing even more sensitive information about that process to peo- 
ple who would use it for their own commercial ends without ap- 
proval by the people who own it, either the owner of the property 
or the realtor who owns the contract listing, and not be able to use 
it to effectively enter into conunercisd relationships in which they 
had no participation and in fact have no liability. 

The National Association of Realtors obviously strongly is in sup- 
port of open competition, strongly in support of the protection of 
copyright and trademark laws. Obviously the term Realtor itself is 
well protected by that law and has been for more than a hundred 
years. But we also feel that we all need the protection in this new 
age of being able to aggressively pursue opportunities on the Inter- 
net without concern that others would take advantage of our rela- 
tionship with the client and take significant advantage of the value 
of the data downstream. 

Thsmk you, Mr. Chairman. 
[The complete statement of Mr. McDermott follows.] 

PREPARED STATEMENT OF TERRENCE MCDERMOTT, EXECUTIVE VICE PRESIDENT, THE 
NATIONAL ASSOCIATION OF REALTORS 

Good Morning. My name is Terry McDermott I am the Executive Vice President 
of the National Association of REALTORS* (NAR). We represent over 730,000 RE- 
ALTORS* involved in all aspects of the real estate industry nationwide. I would like 
to speak to you today about the "Collections of Information Antipiracy Act." First 
of all, I would like to thank Chairman Coble and Congressman Herman for their 
introduction of H.R. 354, as well as those members of the subcommittee who have 
cosponsored the bill. I want to assure you of NAR's commitment to support its pas- 
sage this year. 

Real estate is information sensitive. As reliance on sources of information in- 
creases, so does their value. REALTORS* have long used compilations of data relat- 
ing to property listings collected by the Multiple Listing Services (MLS) located 
throughout the United States. In addition, NAR offers information on property list- 
ings to the pubUc through its REALT0R.COM website. These services and long time 
practices are threatened by entities who pirate this information and utilize it to the 
detriment of REALTORS*. H.R. 354 would prohibit this harmful practice. 

REALTORS* believe in and welcome healthy competition. We do not believe that 
the ability to press a button and copy listings to another's site is healthy. It is, in 
fact unhealthy for both our profession and the consumer. REALT0R.COM gives the 
consumer a huge database of information useful to their homebuying and selling 
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process. There are many competing sites operating today which utilize legal and fair 
methods to obtain their listings. 

REALTORS^ abide by a strict Code of Ethics which provides a higher standard 
of care to consumers and punishment for wrongdoing. NAR believes that it is the 
right of the REALTOR* and the homeowner to decide where their listing should ap- 
pear. It is on this relationship that the whole process is based. REALTORS® are 
proud of the trust they earn n-ora consumers as a result. H.R. 354 would support 
nomeowners and REALTORS* by prohibiting unscrupulous parties fix)m seizing the 
fruits of this relationship, and utilizing them in an unfair and inappropriate way. 

NKED FOB ADDITIONAL PROTECTION 

REALTORS* invest substantial resources in obtaining, developing, and maintain- 
ing real estate listings. Indeed, these listings are the essence of the business of real 
estate. H.R. 354 would prohibit a competitor from extracting a substantied number 
of those listings and usmg them in a manner which harms REALTORS*. The bill 
would provide a complement to copyright, and represents a minimalist approach to 
the prevention of unfair duplication and marketing. 

MLS information is pirated for many purposes. Listing information is copied to 
a competitor's site as their own. They may sell advertising banners and may de- 
mand commission splits from listing agents for referrals of Duyers. Non-real estate 
entities may want this information for business referral ptuposes. H.R. 354 would 
prohibit the misappropriation of REALTORS^-* valuable commercial collections of 
real estate property listings by pirates who would grab them, repackage them, and 
market them to the detriment of REALTORS*. 

Consumers can also be effected by this misappropriation. A Ucensee has a fidu- 
ciary duty of care to the home seller or buyer. They are obligated to follow the laws 
and regulations of their jurisdictions. A pirating entity has no contractual or legal 
obligation to the homeowner or the consumer at all. There would be no protection 
of their identity or address. A pirated listing may not be subject to regulation, and 
thus the consumer would be without protection. So, although the bill is intended to 
protect a compiler's commercial interest, it may also provide consumer protections in 
the case of real estate listings. 

While REALTORS* will continue to rely on federal copyright law, state contract 
law, and underlying licensing agreements to protect our enormous investment in 
real estate listings, we feel that the gaps in this protection can best be filled by a 
new federal statute which will complement copyright law. 

H.R. 354, the "Collections of Information Antipiracy Act," will prohibit the mis- 
appropriation of our valuable listing data in a balanced and fair approach which 
maintains and reinforces existing protections for research and educational uses of 
information. In addition, the bill nas been strengthened in the area of the "fair use 
doctrine" to make clear that the new protections imder this statute would not effect 
that doctrine. 

Armed with the certainty that H.R. 354 would provide, REALTORS* could be ex- 
pected to maintain the most comprehensive real estate site in the world. This bill 
will ensure the value that a real estate hsting provides to the public. It will promote 
the continued investment and upgrading of internet-based real estate sites and in- 
creased access to the consumer In short, the bill will serve to broaden the consum- 
ers' ability to access information by protecting the collectors' investment in compil- 
ing that information. 

BACKGROUND 

Multiple Listing Services (MLS) 
The multiple listing service is one of the most valuable sources of information in 

the real estate industry. The compilation of data in an MLS is a valuable asset that 
needs to be recognized as such and protected. 

A multiple listing service is a system for the orderly correlation and dissemination 
of information about real property listed for sale with real estate agents who partici- 
pate in the system. An MLS also allows participants to make offers to other partici- 
pants to "cooperate" in the sale of a property. Typically, these offers of cooperation 
consist of a listing broker's offer to compensate another agent if the latter procures 
a rea<hf, willing, and able buyer for the property. 

MLS's are quite pro-competitive. Rem estate agents who participate in an MLS 
are not limited to marketing the properties of sellers who have hired them to sell 
their properties. Such agento can seeK to sell, and earn a fee on the side of, prop- 
erties listed with other real estate agents. Further, with many MLS's placing their 
listings on websites, such as REALT0R.COM, a prospective home purchaser can 
easily access information about a wide variety of properties for sale rather than just 
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those listed with a particular agent with whom the purchaser may be working. 
Property sellers also benefit from wider exposure of tneir properties to potential 
buyers than would be possible without the MLS. Thus, the system serves to benefit 
sellers, buyers, and real estate agents alike. 

In order to prevent dissemination of MLS information by participants to imau- 
thorized persons, MLS'B claim copyright protection for the MLS database. They also 
adopt rules which limit the extent to which MLS participants can use and distribute 
MLS information. Limitation of dissemination oi MLS information is necessary to 
shield property sellers from direct inquiries about the property and from bombard- 
ment by soUcitations for a variety of products and services attendant to real estate 
transactions, such as moving companies or home inspectors. 

Today approximately 900 multiple listing services operate nationwide. The first 
multiple listing service was set up in 1887 by brokers in San Diego, California, 
thougti it wasn't called that at the time. At approximately the same time, an MLS 
started in Cincinnati, Ohio. In 1907, a year before the National Association of RE- 
ALTORS* was founded, the term multiple listing service was first used. 

In 1968, the Long Island Board of REALTORS® made one of the first attempts 
at a computerized MLS. It failed due to the expensive and cumbersome equipment. 
In 1972, the Baltimore Board of REALTORS'*' instituted a centralized, computerized 
system for compiling MLS information. Starting as paper listings copied into bind- 
ers, multiple listing services have developed into sophisticated electronic databases 
utilized nationwide for instantaneous dissemination and viewing by the real estate 
industry. 

REALTOR.COM 

REALT0R.COM is an effort to bring this sort of instant and wide variety of list- 
ings to the public. Our website contains over 1.2 million homes for sale. Each Usting 
can be brought up by commimity, price, size and several other factors which the 
consumer chooses. Most listings contain photographs of the property. This site pro- 
vides the consumer with the breadth of information desirable to assist in the home 
purchase. Last month, over 6 million consimiers visited REALT0R.COM and 11.5 
million home searches were conducted. These results are clear evidence of the via- 
bility and success of real estate web sites. 

Both REALT0R.COM and MLS's are services which require constant mainte- 
nance and updating. They are expensive to maintain. Listings which become stale 
and outdated are useless to both the consumer and the REALTOR*. State real es- 
tate regulations often retjuire the listings to remain up to date. Thus the informa- 
tion contained on these sites is quite valuable to many different parties. The temp- 
tation to pirate this information has already been too great for some to avoid. 

CASE SUMMARIES 

Although legal actions under copyright law have been successful to date, they 
were based on the wholesade copying and use of real estate listings. Courts held that 
the inclusion of purely descriptive terms and abbreviations caused the works to have 
the requisite "creativity" to obtain copyright protection. REALT0R.COM and other 
internet real estate sites have rendered most of the historical abbreviations extinct. 
In addition, with the focus and publicity that these legislative efforts have given this 
issue, smart pirates may be emboldened to attempt the misappropriation of partial 
listing information, sticking to the facts. This uncertainty is exactly what H.R. 354 
would address. 

In Montgomery County Association of REALTORS'^ (MCAR) v. Realty Photo Mas- 
ter, 878 F. Supp, 804 (D. Md. 1995), a/fd, 91 F.3d. 132,1996 WL 412584 (4th Cir. 
1996) (Unpublished Disposition), the aefendants copied the MLS database, added 
photos of the listed properties, and sold the resulting product. 

Like many other MLS's, MCAR's system consisted of a computerized database 
containing information about the various properties for sale listed with MLS partici- 
pants. In 1988, RPM developed and began offering to MLS participants a software 
system which digitized and downloaded, to a real estate agents personal computer, 
photographs of homes that were offered for sale. In order to identify and photograph 
properties listed for sale in the system, RPM needed to gain access to the MCAR 
MLS. RPM persuaded an MLS participant to provide such access, and was then able 
to integrate its electronic photo display and aistribution service. RPM then sold its 
database of computerized photos ot homes to several MLS participants. RPM also 
sold software which allowed participants to simultaneously access the MLS-provided 
information about the home (such as the features and price of the property, the list- 
ing broker's identity and the terms of cooperation offered by the listing broker) and 
the RPM-provided photographic images of the home. 
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Upon discovering that RPM had access to the MLS database, MCAR sued RPM 
alleging that RPM^ use of its database constituted copyright infringement. ITfcie dis- 
trict court held that the computerized MLS database was copyrightable and that the 
copyright and copyright registration secured by MCAR were valid. The court re- 
jected RPM's claim that the MLS database was a mere collection of simple facts 
about the properties listed for sale. RPM claimed that like the white pages tele- 
phone directory in Feist Publications, Inc. v. Rural Tel. Ser. Co., 499 U.S. 340 
(1991), the MLS should not be entitled to copyright protection. However, the district 
court held that the MLS database possessed the "minimal degree of creativity" re- 
quired by Feist. In particular, the court pointed to the "marketing puffery" in the 
property listings ("elegant updated home, close to DC lines, gorgeous private back- 
yard, lovely sunroom off LR") and the "unique and elaborate system of abbrevia- 
tions" employed by MCAR in the database. Thus, the court held that inclusion of 
factual data about the homes listed (address, style, age, floor plan, price) did not 
negate the copyright protection to be afforded the original presentation and arrange- 
ment of the information. 

The district court's conclusion was consistent with the result in another post-Feist 
MLS-copyright case, San Fernando Valley Board of REALTORS'^, Inc. v. Mayflower 
Transit, Inc., No. CV 91-5872-WJR (Kx) (CD. Cal. 1993), where the court held that 
the manner in which hstings were selected for inclusion in the Board's MLS data- 
base, and the information about each listing which was included, made the MLS 
database entitled to copyright protection and copyrighted. 

Significantly, the district court did not reach the question of whether RPM vio- 
lated MCAR's copyright. Although RPM conceded that it downloaded the MLS data- 
base into its computer, it gained access to the database through an agreement with 
an MLS participant. Tlie court noted that the rules apphcable to MLS participants 
authorized them to disclose MLS data to "persons essential to the conduct of the 
participant's business"; thus, an issue was raised as to whether RPMs downloading 
was or was not authorized. A finding that there was such authorization would, of 
course, preclude copyright infringement Uability. 

This ruling was unfortunate because the matter of infringement was at least as 
significant as the question of copyrightability of the MLS compilation. While unau- 
thorized wholesale, intact electronic reproduction of the entire MLS database would 
almost certainly constitute prohibited copying, it was less clear whether more limited 
reproduction of only certain aspects or items of information in the database would 
constitute copying prohibited by the Copyright Act. This uncertainty works against 
associations with copyrighted databases. 

The Collections of Information Antpiracy Act would address the uncertainty cre- 
ated by the judicial decisions. It would create clear guidelines on what constitutes 
unfair duplication of compilations of information, and it would provide appropriate 
remedies for wrongdoing. In conclusion, the National Association of REAliTORS* 
once again thanks the sponsors of H.R. 354, and pledges its support for early pas- 
sage and enactment of the bill into law. 

Mr. COBLE. Thank you, Mr. McDermott. 
Ms. Winokur. 

STATEMENT OF MARILYN WINOKUR, EXECUTIVE VICE 
PRESIDENT, MICROMEDEX, INC. 

Ms. WINOKUR. Mr. Chairman, I wish to extend my appreciation 
to you and the members of the subcommittee for allowing me to 
testify today on behalf of the Coahtion Against Database Hracy, or 
CADP. CADP is an ad hoc group composed of small and large U.S. 
database providers who have joined together to secure enactment 
of effective, fair database protection legislation. 

I am Maril5Ti Winokur, Executive Vice President of Micromedex, 
located in Englewood, Colorado, and a member of the Thomson 
Corporation's Health Care Information Group. Micromedex pro- 
vides comprehensive databases of drug information, toxicology, 
emergency and acute care, occupational medicine, chemical safety 
and industrial regulatory compliance. 

I appear before you today as a businessperson, not as a lawyer. 
I don t know the magic words that will provide database producers 
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the protection that is needed. I just know that protection is needed. 
What I want to do is provide you and members of the subcommit- 
tee some sense of the enormous financial and human investments 
made in the creation of our databases and, more specifically, to 
convey some sense of the potential life threatening consequences if 
our databases are ripped off. 

Today more than 4,000 facilities in over 90 countries rely on 
Micromedex's knowledge bases. The Micromedex editorial board, 
comprising more than 450 practicing experts world wide, reviews 
and edits all information presented, compUed fit)m the most cur- 
rent peer reviewed medical journals available. 

Some of the subcommittee may be familiar with our Poisindex 
database as well as the Physician's Desk Reference, or PDR, or our 
sister company, Medical Economics. Poisindex provides medical 
professionals, usually emergency room physicians or poison control 
specialists, with immediate access to comprehensive listings of toxi- 
cological information, a crucial tool to complement their years of 
experience and training. Authorized users have unlimited access to 
this data 24 hours a day, 365 days a year in their own facilities. 

Poisindex contains more than a million entries describing sub- 
stances such as drugs, chemicals, commercial and household prod- 
ucts and biological threats. This database enables medical profes- 
sionals, for example, to identiiy a substance that a child may have 
ingested and then to provide instructions for critical immediate 
care. Treatments guided by this special database have helped save 
thousands of lives since Poisindex was created 25 years ago. The 
database lists each substance with its ingredients and links it to 
documents detailing its clinical effects, treatment measures, degree 
of toxicity and other relevant information. 

Not only do clinicians within the hospital setting and poison con- 
trol centers rely on the integrity of the data, many Grovemment 
agencies use the tiatabases in the treatment of people and environ- 
mental management. The risks faced by U.S. forces in Saudi Ara- 
bia diuing Desert Storm were not limited to the threat of conven- 
tional warfare. The conditions, including poisonous snakes and ex- 
otic plants, presented problems specific to the desert locations. 
Warfare amenta and risks of potential problems from contact with 
solvents, mels, chemicals used regularly by the miUtary were of 
added concern. 

Micromedex provided the military with Poisindex and other data- 
bases for use by the Air Force Tactical Air Command in Army field 
hospitals. In addition, telephone consulting services by three physi- 
cians and five pharmacists, all Micromedex employees with more 
than 10 years of experience in toxicology, were made available dur- 
ing Desert Storm. 

Other recent events in which our databases played an important 
role included the Oklahoma City bombing, the Olympics in Atlanta, 
the California and Mississippi floods and the Montana train derail- 
ment. 

As members of the subcommittee may now see, it is not nec- 
essarily melodramatic to say that the reliability, accuracy and thor- 
oughness of Poisindex are a matter of life and death. TTiat is why 
database producers can not and should not be under threat fi-om 
pirates. 
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Twentv-five years worth of data mEinagement and investment 
makes the Micromedex collection comprehensive and credible for 
clinicians' use. With our extensive review process and evolving 
medical practices, the content is constantly updated and evaluated. 
It is unlikely that someone who pirates the database would main- 
tain such accuracy and the results could be deadly. And if our valu- 
able information can be taken for free what incentive does 
Micromedex have to continue the investment in its data integrity. 

Again, Mr. Chairman, your commitment to a fair and balanced 
database protection bill is appreciated by database producers. If 
Poisindex, PDR and other important databases are to continue to 
exist into the 21st Century, legislation is needed and it is needed 
now. CADP looks forward to working with you and the subconunit- 
tee, and I'll be pleased to address questions that you may have. 

Thank you. 
[The complete statement of Ms. Winokur follows.] 

PREPARED STATEMENT OF MARILYN WINOKUR, EXECUTIVE VICE PRESIDENT, 
MICROMEDEX, INC. 

SUMMARY 

CADP is an ad hoc group composed of small and large U.S. database providers 
who have joined together to secure enactment of effective, fair federal dataoase pro- 
tection legislation. As a result of the efforts of CADP members and others in the 
U.S. database community, scientists, researchers, academicians, scholars, business 
people and consumers have ready access to a wealth of user-fnendly, reliable and 
up-to-date information. 

CADFs goal is simple and straightforward: the passage of legislation to deter pi- 
racy that causes commercial harm to database creators, while maintaining the tra- 
ditional balance between the respective interests of the owners and users of infor- 
mational products. The need for this legislation is underscored by (1) the vulner- 
ability of databases to illegal copying and dissemination—especially in a digital en- 
vironment; and (2) international developments—including the Ehiropean Union's 
Database Directive. 

The misappropriation approach set out in both H.R. 354 and in the versions 
passed twice by the House in the last Congress provides the necessary framework 
for a database protection law. 

H.R. 354 contains the essential features of a database bill, such as (1) a prohibi- 
tion against market harmful misappropriations of databases by competitors and 
non-competitors alike; (2) exemptions for the extraction or use of individual items 
and other insubstantial parts of databases—tmless such acts occur repeatedly or 
systematically; (3) express language permitting a second comer from independently 
creating its own databases fh)m the same sources as the original compiler; (4) an 
exclusion that precludes collections of information compiled by federal, state or local 
governments from claiming protection under the bill; and (5) a broad exemption for 
news reporting activities. 

In the last Congress, the Collections of Information Act was amended time and 
time again to accommodate the interests of the user community. These included: (1) 
the adoption of special liability rules governing nonprofit violators; (2) an express 
statement that uses or extractions for nonprofit purposes are actionable only ifihey 
harm a protected collection of information's actual, not potential, market; (3) the 
elimination of the bill's criminal penalties for certain nonprofit employees acting 
within the scope of their employment; and (4) placing a fifteen year outer limit on 
the protections afforded under the bill. 

Given the many changes made in the legislation in the last Congress to address 
the concerns of database users, any additional changes to last year's final bill must 
be viewed with great care and caution. We cannot so dilute the bill as to imdermine 
its effectiveness as a tool against database piracy or risk comparabiUty with the EU 
Directive. 

STATEMENT 

Mr. Chairman, my name is Mariljrn Winokiir. I am Executive Vice President of 
Micromedex, a leading pubUsher of clinical support databases and a subsidiary of 
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the Thomson Corporation. I appear here today on behalf of the Coalition Against 
Database I'iracy ("CADP"), of which the Thomson Corporation is a member. 

The Coalition Against Database Piracy ("CADP") welcomes the opportunity to 
share with the Subcommittee its views on why Congress should enact fair database 
protection legislation, in general, and its views on H.R. 354, "The Collections of In- 
formation Antipiracy Act," in particular.^ 
/. Introduction 

Mr. Chairman, CADP thanks you for your leadership in this important area. 0\ir 
members are especially grateful for your recognition of the crucial role that data- 
bases play in our information society and the need for Congress to enact legislation 
to fill the gap in database protection under U.S. law. 

CADP is an ad hoc group composed of small and large U.S. database providers 
who stand to suffer grievous harm—and whose thousands of employees' jobs will be 
at risk—if fair and effective federal database legislation is not enacted promptly. Its 
members include the American Medical Association; The McGraw-Hill Companies; 
the National Association of Securities Dealers; the Newsletter Publishers Associa- 
tion; the Newspaper Association of America; the New York Stock Exchange; Phillips 
Publishing International, Inc; Reed Elsevier Inc.; Silver Platter Information, Inc.; 
Skinder-Strauss Associates; the Software and Information Industry Association; the 
Thomas Publishing Company; The Thomson Corporation; and Warren Publishing, 
Inc. 

CADPs members are an integral part of the U.S. database community. Today, the 
United States is the world leader in the creation and distribution of informational 
databases. Our members employ or represent many thousands of editors, research- 
ers, and others who gather, update, verify, format, organize, index auid distribute 
the information contained in their vast array of database products. They also invest 
milUons of dollars annually in the hardware and software needed to manage these 
large bodies of information. 

Mr. Chairman, your bill, H.R. 354, addresses a basic unfairness in our legal sys- 
tem: its failure to protect adequately the interests of those whose hard work and 
substantial financial investments result in the creation and dissemination of valu- 
able databases. H.R. 354 is about eliminating the inequity in a legal regime that 
aUows an imscrupulous competitor to copy with impunity the contents of someone 
else's compilation and then destroy the first compiler's market by selling a compet- 
ing, less expensive product. It is also about rectifying the injustice that takes place 
when a dishonest customer or a "cyberprankster"—without permission—electroni- 
cally copies and makes it freely available over the Internet. In sum, it is about help- 
ing restore fairness to the database marketplace. 

CADFs goal is simple and straightforward: to deter piracy that causes commercial 
harm to database creators, while maintaining the traditional bfdance between the 
legitimate interests of owners and users of informational products. 

Mr. Chairman, your bill, H.R. 354, is a crucial step towards striking the correct 
balance between the interests of both creators and users of collections of informa- 
tion. As discussed in greater detail below, CADP beUeves that: 

(1) H.R. 354 contains the essential features of a database protection bill; and 
(2) Given that in the last Congress the Collections of Information Antipiracy 

Act was amended time and time again to accommodate the interests of the 
user community, any additional changes to last year's final bill must be 
viewed with great care and caution—otherwise, the biU may be so diluted 
as to undermine its effectiveness as a tool against database piracy. 

CADP believes the time for congressional action is now. The risks to database cre- 
ators will only increase as our society becomes more and more dependent on com- 
puters and digitized information and as technology provides new and more efficient 
ways to reproduce and distribute information products. The need for prompt con- 
gressional action is also underscored by the recent adoption of a database protection 
directive by the European Union ("EU").^ As discussed below, unless the U.S. enacts 
a database protection law that the EU deems comparable to the terms of its Direc- 
tive, U.S. database producers will be at a distinct commercial disadvantage in the 
EU and beyond. 

•H.R. 354, 106th Cong. (1999). 
"See Directive 96//EC of the Eur. Parl. and of the Council on the Legal Protection of Data- 

bases, Feb. 5, 1996 [hereinafter EU Directive]. 
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//. Brief Overview of Database Industry 
Databases available in this Information Age are a far cry from the traditional 

printed compilations that have existed for centuries—both in terms of content and 
methods of delivery. U.S. databases provide the world with information on every- 
thing from antidotes to poison, to prescription drues, to the keys to building safer 
cars, to comprehensive compilations of patents and related information. They pro- 
vide a vast array of comprehensive data vital to the successful operation of our econ- 
omy—including information about health, communications, finance, banking, busi- 
ness, news, travel and defense. 

By giving consumers and professionals accurate, thorough, and up-to-date tools, 
database creators play a crucial role in our information-driven society. The work 
that they do in collecting, compiling, arranging, standardizing, correcting, indexing, 
updating, cross-referencing, and verifying adds immense value to a mass of other- 
wise unintelligible, disparate data. Moreover, the investments of database creators 
in creating, organizing, and maintaining these products greatly reduce the time and 
effort consumers need to conduct important research and ensure the reUability of 
the facts included. Without the hard work of database producers, vast amounts of 
valuable and systematically organized information would be unavailable to many 
users who themselves could not repUcate the financial and human investments 
made by the database compiler. Many American jobs depend on a healthy, vibrant 
U.S. database industry.^ 

///. Vulnerability of Databases 
Although creating, maintaining and disseminating databases is expensive and 

time-consuming, copying and distributing databases without permission is cheap 
and easy. The advent of digital, high-speed computer networks adds greatly to the 
threat of piracy. Today, database pirates can use widely available technologies to 
make and print unauthorized copies of electronic databases and send them aroimd 
the world. Internet users can duplicate and distribute large collections of informa- 
tion with the click of a mouse and at a fraction of the enormous costs of their devel- 
opment. This risk will only increase as our society becomes more dependent on com- 
puters and digitized information, and as technologies provide new and even more 
efficient ways to copy and distribute informational products. 

Without effective legal protection, databases are easy prey for parasitic competi- 
tors who are free to unjustly—and harmfully—harvest the fruits of the creator's 
hard work. These risks are not limited to competitors' market-destructive acts. For 
example, LaMacchia v. United States* demonstrates that non-competitors can en- 
gage in activities that inflict serious commercial harm on publishers. In LaMacchia, 
an MIT student uploaded commercial software (such as WordPerfect and Excel) onto 
an electronic bulletin board.'^ He encouraged others to download these applications 
free of charge, and although unmotivated by any desire for pecuniary gain, his ac- 
tions cost the affected software developers over $1 million in losses.^ 'The indictment 
against LaMacchia was dismissed because he acted without the commercial motive 
required in cases of criminal copyright infringement.^ In response. Congress passed 
the -T^o Electronic Theft (NET) Act.^s 

Regrettably, data pirates of all stripes have Uttle to fear because existing U.S. law 
does not effectively deter such blatantly unfair practices. It is time for Congress to 
fill this gap in U.S. law. 

IV. The Gap in U.S. Law 
Although existing legal doctrines—including copjright, contract, and misappro- 

priation law—all offer important protections, they are insufficient, particularly in to- 
day's digital world, to deter database piracy effectively. As the Register of Copy- 
ri^ts, Marybeth Peters, told this Subcommittee in the last Congress: 

While various bodies of law . . . protect database producers, each falls short in 
coverage. . . . The bottom line is that in many circumstances there is no legal 
recourse for a database producer when the essence of the value of the database, 
and the core of its investment, are Uiken without permission or compensa- 

^ Appendix A contains examples of databases produced by CADP members. These examples 
help to illustrate the importance of these products to our society. 

«871 F. Supp. at 535 (D. Mass. 1994). 
s/rf. at 536. 
8W. at 536-37. 
Ud. at 545. 
«Pub. L. No. 105-147 (1997). Significantly, the ^fET Act offers no protection to 

uncopyrightable databases. 
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tion. . . . Since Feist,^ the source and extent of legal protection for the commer- 
cially valuable contents of databases has been uncertain, requiring reliance on 
a patchwork of different, individually insiifficient legal theories.'" 

New legal protection must be added to U.S. law to complement existing doctrines 
so that database creators will have the incentive to continue making the enormous 
expenditures necessary to produce, update £md market reliable and innovative data- 
bases. 

A. Copyright Law 
For many years, database makers could take solace in the fact that some federal 

courts of appeals recognized the so-called "sweat of the brow" doctrine under which 
copyright protection was based on the compiler's significant hard work and invest- 
ment in developing its compilation.'' In those circuits, "sweat of the brow" afforded 
compilers an important tool against the unauthorized takings by "free riders." That 
is no longer the case. 

In Feist v. Rural Telephone Co., Inc., 499 U.S. 340 (1991), the Supreme Court dis- 
carded the sweat of the brow approach under copyright law and made it clear that 
a compilation will enjoy copyright protection only if it evinces sufficient "originahty" 
in the manner in which its facts are arranged, selected or coordinated.'^ After Feist, 
the amount of time, effort and money expended by a compiler is irrelevant to a de- 
termination of whether or not a work qualifies for copyright protection. 

Feist also noted both that facts were not copyrightable and even where protection 
exists for compilations, its scope is thin because it extends only to the original selec- 
tion, arrangement and coordination of the database. The message given to the data- 
base community by Feist wtis clear: the factual contents of the database are not pro- 
tected by copyright, and may be copied with impunity by data pirates.'^ 

Lower court interpretations of Feist have caused additional reasons for consterna- 
tion in the database community. First, inconsistent decisions have caused database 
owners to speculate whether a federal court will afford a particular compilation any 
copyright protection at all. Initially, some database creators thought that they could 
take solace in Feist's statement that "the requisite level of creativity is extremely 
low; even a slight amount will suffice. The vast m^ority of works will make the 
grade quite easily. . . ."'^ Unfortunately, such has not always been the case. For 
example, two federal appellate courts have reached profoundly different results with 
respect to whether yellow page directories contain me necessary degree of original- 
ity to warrant copyright protection. Compare Key Publications, Inc. v. Chinatown 
Today Publ'g. Enter., Inc., 945 F.2d 509 (2d Cir. 1991) (copyright protection held to 
exist) with Bellsouth Adver. & Publ'g. Corp. v. Donnelley Info. Publ'g., Inc., 999 F.2d 
1436 (11th Cir. 1993) (en banc) (coming to the opposite conclusion), cert, denied, 114 
U.S. 943 (1994). 

More recently, the United States Court of Appeals for the Eleventh Circuit set off 
alarm bells in tiie database community when it ruled against Warren Publishing, 
a CADP member, in Warren Publ'g., Inc. v. Microdos Data Corp., 115 F.3d 1509 
(11th Cir. 1997), cert, denied, 118 S.Ct. 397 (1997). The court denied any form of 
meaningful copyright protection to Warren's Television and Cable Factbook—a com- 
prehensive directory of television and cable systems—despite the fact that the selec- 
tion of cable systems in the Factbook used a unique definition of "cable system." '^ 
This decision raises grave concerns that the level of originality required for copy- 
right protection may be far higher than the Supreme Covirt's language in Feist rea- 
sonably implied. 

Second, post-Feist cases underscore the fact even where compilations meet the 
originality test, copyright law provides only "thin" protection and wholesale copying 
of the contents of these labor-intensive works is condoned. As the Copyright Office's 

*Fei3t Publications, Inc. v. Rural Telephone Service Co., 499 U.S. 340 (1991). 
"> The "Collections of Information Antipiracy Act": Hearing on H.R. 2652 before the Subcomm. 

on Courts and Intellectual Property of the House Comm. on the Judiciary, 105th Cong., 1st Sess., 
Statement of Marybeth Peters, Register of Copyrights, at 3-4 (Oct. 23, 1997) (emphasis added) 
[hereinafter Peters Statement]. See also H.R. Rep. No. 105-525, at &-8 (1998). 

'' "Throughout the nineteenth and well into the twentieth centuries, U.S. courts consistently 
recognized copyright protection for labor-intensive works of information . . ." T'Ae 'Collections 
of Information Antipiracy Act": Hearing on H.R. 2652 Before the Subcomm. on Courts arul Intel- 
lectual Property of the House Comm. on the Judiciary, 105th Cong., 1st Sesa., Statement of Pro- 
fessor Jane GinsDurg, Morton Janklow Professor of Law, Columbia University, at 5 (Oct. 23, 
1997) (footnotes omitted) [hereinafter Ginsburg Statement]. 

'^See Feist, 499 U.S. at 345. 
" See Id. at 349 (describing the exposure of factual content to unauthorized copying). 
"fetst, 499U.S. at345. 
"^Warren Publ'g., 115 F.3d at 1520. 
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1997 Report on the Legal Protection of Databases states, "most of the post-Feist ap- 
pellate cases have found wholesale takings from copjoightable compilations to be 
non-infringing. The trend is carrying through to district coiirts as well." '^ 

Third, post-Feis< cases give short shrift to two key characteristics tjrpical of many 
valuable databases—their thoroughness and the human and financial resources ex- 
pended in creating and marketing them. 

The greatest irony of all is that the more thorough the database, the more time, 
money and effort that goes into making it—and hence the more valuable it may be 
to a user—the more likely it is a court will find it lacks the requisite degree of origi- 
nality to quahfy for copyright protection.^' This result is inconsistent with sound 
public poUcy.'^ 

In sum, after Feist and the demise of the sweat of the brow doctrine, it has be- 
come increasingly clear that the copyright law is ill-equipped to protect informa- 
tional products that are the result of substantial human, technical and financial re- 
sources. 

B. Contracts 
Although private contracts are very valuable in protecting the works of database 

creators, they do not provide protection at a level sufficient to induce the creation 
and distribution of diverse types of databases of the diversity that are increasingly 
in demand today. Contract law suffers from various infirmities, including: 

• it does not provide legal relief against malfeasors who have not entered into 
a binding contract with a database provider. "Once the information is 
accessed by someone not bound by the contract, any control over misuse is 
lost irrevocably;" ^^ and 

• it does not provide uniform coverage throughout the United States. While Uie 
contours of contract law are roughly equivalent across the 50 states, there are 
important variances among state contract schemes and there are cir- 
cumstances under which the contract laws of two sister states may provide 
different results if apphed to the same legal problem;^" and 

• state law solutions are of decreasing value given the global nature of elec- 
tronic commerce. 

C. Misappropriation 
The common law tort of "misappropriation," derived from the Supreme Court's de- 

cision in International News Service v. Associated Press, 248 U.S. 215 (1918), has 
had an uneven history, at best, with respect to protecting copyrightable and 
uncopyrightable works from behavior that might fall under the general rubric of 
"copying." 

Like the law of contract, the misappropriation doctrine is a creature of state law, 
and does not provide database providers with uniform, nationwide protection. In 
fact, the state misappropriation doctrine is even less uniform than state contract 
law. Moreover, state misappropriation laws may be available only in extremely nar- 
row circumstances, particularly in light of the influential Second Circuit's recent de- 
cision in National Basketball Association v. Motorola, Inc., 105 F.3d 841 (2d Cir. 
1997). There the Court indicated that given the breadth of the Copyright Act's pre- 
emption provision, the misappropriation doctrine is only available in those special 

'«United States Copyright Office, Report on Legal Protection of Databases at 17 (1997) [here- 
inafter Copyright Office Iteportj. 

"C/: Warren Publ'g., Inc. v. Micrxxios Data Corp., 115 F.3d at 1518 (stating that by selecting 
the "entire relevant universe known to it," Warren made its directory commercially useful ana 
therefore forfeited the protection of the Copyright Act). 

'* Copyright Office Report, supra note 16 at 75 ("A database of meteorological, environmental 
or medical information, for example, must be comprehensive, accurate, and up-to-date, or the 
results could be ii\juriou8 to health or safety. . . . Subjective selection or a unique arrangement 
may impede the database's utility or ease of access."). 

'* The "Collections of Information Antipiracy Act" Hearings on H.R. 2652 Before the Subcomm. 
on Courts and Intellectual Property of the House Comm. on the Judiciary, 105th Cong., 2nd 
Sess., Statement of Robert E. Aber, Senior Vice President and General Counsel, the NASDAQ 
Stock Market, Inc., on behalf of the Information Industry Association, at 9 (Feb. 12, 1998). More- 
over, it has been recognized that "Even contract law has significant limitations when mass-mar- 
keted information products are sold to persons not in privity with the makers." J.H. Reichman 
and Pamela Samuelson, Intellectual Property Rights in Data, 50 Vand. L. Rev. 51, 137 (1997). 

^Compare Bussard v. College of St. Thomas, 200 N.W.2d 155 (Minn. 1972) (excluding evi- 
dence of prior negotiations when determining whether an agreement is integrated) with 
Masterson v. Sine, 436 P.2d 561 (Cal. 1968) (looking to all relevant circumstances including 
prior negotiations to determine whether an agreement is integrated). 
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and limited instances where, among other things, the information pirated is "time 
sensitive' or "hot news," and the defendant directly competes with the plaintiff.^^ 

As a consequence, the doctrines value to database producers is quite limited. 
Many databases do not disseminate "hot news," but instead contain information 
with far longer "shelf lives;" in fact, the contents may be of historical, long-term 
value.22 Additionally, as Congress' recent consideration of the NET Act reveals.^s 
commercial harm can be inflidted by competitors and non-competitors tdike. 

V. The Time for Congress to Act is Now 
Mr. Chairman, the time for congressional action is now. Without appropriate leg- 

islative relief, the accumulated enects of domestically sanctioned piracy will cause 
the shrinkage of the U.S. database market, the loss of thousands of American jobs 
and the end of our worldwide preeminence in this area. Ultimately, everyone loses 
as the availability of valuable information products to the public decreases. 

A. Technological Threats 
The dawn of the Information Age has begun to change radically the way people 

do business. In "^e old days," commercial customs developed over appreciaoly 
longer periods of time. If a user ordered a compilation from one of the CADP mem- 
bers, for example, it is very likelv that papers would be exchanged and goods would 
be shipped according to terms which both parties understood from decades of trade 
usage. 

Imagine now that same transaction occurring at the speed of hght as contract of- 
fers, acceptance and performance occur not through the mails, but over fiber-optic 
networks. Commercial practice—whether scrupulous or not—develops at a pace ex- 
ponentially greater than that of just a decade ago. By the same token, the destruc- 
tive effects of piracy that we see right now soon will become much, much worse, as 
the gap in our current law—a gap that Register of Copyri^ts Peters stated "is lead- 
ing to real world consequences"^—becomes more and more apparent to database 
pirates. 

Before long, the shortcomings of our legal framework will cause irreparable harm 
to the database marketplace. Creating floppy disks (or, for that matter, CD-ROMs) 
requires little or no overhead when compared to the cost of publishing and distribut- 
ing a printed volume or of assembling the data in the first instance. In Warren, for 
example, the Eleventh Circuit held that the copyright law effectively allowed the de- 
fendant to appropriate the entire contents of the Factbook, from which it then made 
a competing product. Similarly, in the ProCD case, the defendant loaded the data- 
base onto the Internet, &om whence it could be downloaded by anyone with the de- 
sire to do so. In LaMacchia, the harm caused to the software owners from one pirate 
exceeded $1,000,000. Our current legal regime does not effectively deter such piracy, 
and fact patterns like those in Warren will proliferate unless Congress intervenes. 

The harm created by database piracy does not fall on the shoulders of producers 
alone; it inures to the detriment of everyone. First, scientific and academic research 
will be curtailed. In the current database market, many producers charge a much 
lower access fee (if any) to nonprofit institutions such as universities, and recoup 
those losses in their sales to commercial entities.^ Price differentiation makes eco- 
nomic sense, however, only if the for-profit market is secure and those who can ac- 
quire the database cheaply do not provide it to those who would otherwise have paid 
its original developer a higher price. As the cost of piracy becomes a greater part 
of doing business, this tiered pricing structure will level out—forcing database own- 
ers to charge colleges and libraries the same prices they ask of for-profit corpora- 
tions. Protective legislation will preserve current pricing flexibility, to the benefit of 
database owners and users alike. 

Second, as fi:«e-riders, database pirates—who have expended a fraction of the re- 
sources invested by the original compiler—cannot be expected to spend the monies 

"See National Basketball Ass'n. v. Motorola. Inc.. 105 F.3d 841 (2d Cir. 1997) (emphasis 
added). 

^See H.R. Rep. No. 106-525, at 11 (1998) (recognizing the commercial value of investments 
that need to be made in order to create databases). See also infra note 40 and appendix A (dis- 
cussing examples of CADP members' historical databases). 

*^ See discussion supra page 7. 
"Peters Statement, supra note 10, at 5. See also H.R. Rep. No. 105-525 at 8 ("Already today, 

the lack of appropriate protection has begun to have a negative impact, with several court deci- 
sions that have resulted in serious damage to markets, and producers exhibiting a reluctance 
to make their products widely available over the Internet or in other easily copied formats."). 

^"^The "Collections of Information Antipiracy Act": Hearing on HJi. 2652. Before the Subcomm. 
on Courts and Intellectual Property of the House Comm. on the Judiciary, 105th Cong., Ist Sess., 
Statement of Dr. Laura D'Anarea l^son, Law and Economics Consulting Group, at 15 (Oct. 23, 
1997). 
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necessary to update the contents they stole. The consequences of this failure to keep 
the data current could prove devastating, particularly in cases involving health, 
safetv or environmental data. In contrast, legislative protection for these collections 
of information maintains an economic incentive for compilers to keep their products 
acciirate, current, and comprehensive and helps reduce piracy by making it clearly 
illegal. 

B. International Concerns 
In March, 1996, the EU adopted a sui generis database protection directive.*^ The 

Directive constitutes an obvious effort by the EU to ratchet up its share of the 
world-wide database market, primarily at the expense of U.S. database providers. 
Under the Directive, in general, database companies outside of the European 
Union—such as those in the United States—gain no protection from the Directive's 
provisions unless their own countries provide a level of protection that the EU 
deems "comparable" to its own. Without comparable U.S. legislation, U.S. databases 
will suffer a significant comp>etitive disadvantage in the huge EU market; databases 
fix)m EU nations will enjoy the benefits of sui generis database protection and U.S. 
products will not.^' If the U.S. does not act promptly, existing and future databases 
created in this country will be free for the taking in EU member states, while EU- 
produced products or those pirated by EU producers from the U.S. database market 
will be protected in the EU. 

Consistent with the Eli's reaiiirements, many of the United States' m^gor trading 
gstrtners in the EU have alreaay implemented comparable database protection laws, 

•elgium, Sweden, Austria, Denmark, Finland, Germany, Spain, France and Great 
Britoin have all passed database protection legislation.^ As time passes, however, 
the vulnerability of United States databases will not be limited to the EU alone. 
The U.S. may also suffer disadvsmtages in developing markets. 

Many Latin American countries, for exEimple, nave bilateral reciprocity-based re- 
lationships with Spain, which will require the enactment of similar statutes. In ad- 
dition, Eastern European countries, either in the interest of gaining admission to 
the EU, or as a result of bilateral agreements, wUl probably also pass database pro- 
tection laws within the next few years. That was certainly the prediction of Dr. Jorg 
Reinbothe—the European Commission official overseeing the implementation of the 
Directive by EU member states—when he spoke at the spring 1998 conference on 
database protection sponsored by the U.S. Patent and Trademark Office. 

A clear trend among the nations of the world wiU emerge towards the enactment 
of reciprocity-based database protection legislation, most likely containing much 
more restrictive terms of use than those present in H.R. 354. Prompt passage of a 
fair, effective database protection bill would enable the U.S. to counter this trend 
and continue its leadership role at the World Intellectual Property Organization in 
creating reasonable, workaole treaties governing intellectual property r^hts. 

C. The Handwriting Is On the Wall 
Congress must act promptly—before domestic and international piracy under- 

mines U.S. world leadership in database production.^^ As Congress recognized when 
it passed the Semiconductor Chip Protection Act, "a finding that an industry has 
done well in the past without legislative protection does not mean that threats to 
present and future investments fall outside Congressional concern."*" Congress has 
no obligation to wait until the harmful ripples created by the gaps in current law 
become a tidal wave. As the Supreme Court recently noted, "[ajn industry need not 

^*The Directive embodies a two-tiered approach to databaee protection. First, it requires com- 
Bilations to meet an "intellectual creation" standard in order to receive copyright protection. EU 

irective, supra note 2, art. 3. Second, it creates sui generis protection for databases that pro- 
hibits the unauthorized extraction of substantial aspects of a database produced as a result of 
substantial investment. Id., art. 7. 

2' It appears the only other option for non-EU databases to gain protection in the EU, given 
the somewhat ambiguous language in the Directive, is for their producers to create a substantial 
presence in Europe, at the expense of jobs in the United States. 

2'The Commission recently began the formal procedure for bringing legal action against the 
remaining six states. Those states not currently meeting their obligations can be expected to 
do so in the near future. 

^Cf. H.R. Rep. No. 92-487, at 3 (1984) (describing with approval the U.S. semiconductor chip 
industry's position as a world leader, as well as the industrys stress on innovation and develop- 
ment-friendly pricing structures). 

^ H.R. Rep. No. 92-487, at 3 n.5. The position of database producers bears a striking similar- 
ity to that of semiconductor chip manufacturers. Cf. id. at 2-3 (describing how the cost of dupli- 
cating a chip design runs at less than one thousandth of the cost of original development); id. 
at 4 (describing how other bodies of law, such as patent and copyright, could not protect chip 
design). > 
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be in its death throes before Congress may act to protect it." 3' Recently, as part 
of the Digital Millennium Copyright Act,^^ Congress added a new and unprece- 
dented safe harbor for online service providers, intending to prevent any chilling ef- 
fect that vicarious copyright liability would have on the growth of digital net- 
works.^ Enactment of this safe harbor was a pre-emptive strike by Congress; it 
passed despite a lack of case law or empirical evidence demonstrating that online 
service providers were "suffering" under the traditional, common law rules of sec- 
ondary liability. 

As the Register of Copyrights testified before this Subcommittee, 

Congress has not historically required empirical evidence to legislate market 
conduct. This includes the area of intellectual property, where exceptions as 
well as rights have over the years been added, expanded or clarified based on 
individual cases or on concerns about future applications of the law. . . . Con- 
gress should be able to take steps to prevent fiiture harm, before substantial 
damage is done to particular parties or, more importantly, the pubhc interest 
generally.^-* 

In fact, in late 1997, the NET Act was enacted in direct response to a single federal 
court decision that exposed an important gap in U.S. law. More specifically. Con- 
gress passed the NET Act "to reverse the practical consequences of United States 
V. LaMacchia,^ which held . . . that criminal sanctions available under titles 17 
and 18 of the U.S. code for copyright infi-ingement do not apply in instances in 
iriiicfa a defendant does not realize a commercial advantage or private financial 
gain."** Congress did not require proponents of the law to demonstrate 'compelling 
empirical evidence;' it acted because the "practical consequences' of the LaMacchia 
decision would only worsen dramatically as technology continues to make piracy 
easier.^'' 

VI. Key Components of a Database Protection Bill 
Mr. Chairman, since its formation in early 1997, CADP has made known its com- 

mitment to the adoption of balanced legislation that will deter piracy that causes 
commercial harm, but will not result in adverse consequences for scientists, edu- 
cators, news gatherers, and other database users. Throughout this debate, CADP 
members have also urged that the provisions of any forthcoming legislation maxi- 
mize the likelihood that the European Union will find a U.S. database law in con- 
formity with the Directive, thereby ensuring that U.S. databases are protected in 
the European Union. 

Early on, CADP also expressed its support for the sui generis approach contained 
in the EU Directive; the drafl; World Intellectual Property Organization ("WIPO") 
treaty; and then-Chairman Moorhead's bill in the 104th Congress, H.R. 3531. We 
also noted our initial uneasiness and uncertainty over the dramatic shift that H.R. 
2652 represented fi^m the sui generis approach. As we told this Subcommittee in 
the last Congress, we would have preferred instead that Congress use H.R 3531 as 
its starting point—retaining its sui generis approach, but modifying that proposal 
to meet legitimate concerns and questions raised regarding that bill. 

Nonetheless, our members now believe that the misappropriation approach adopt- 
ed first in H.R. 2652 and now found in H.R. 354 is an approach that CADP can 
support. The misappropriation model contained in H.R. 354 contains the necessary 
framework for fair and efiective domestic legislation. Its overall thrust is one with 
which we agree wholeheartedly: to protect investment in the production and dis- 
tribution ef valuable collections of information by prohibiting harmful misappropria- 
tions without chilling legitimate uses by news reporters, educators, scientists, librar- 
ians, consumers and other users. 

We would like to share with the Subcommittee a number of specific comments 
with respect to H.R. 354. 

"Turner Broadcasting Sy*-, Inc. v. Federal Communicatiom Comm., 117 S. Ct. 1174, 1197 
(1997). 

«Pub. L. No. 105-304 (1998). 
»S. Rep. No. 105-190, at 19-20 (1998). 
** Peters Statement, supra note 10, at 7. 
»871 F. Supp. 535 (D. Mass. 1994). 
»H.R Rep. No. 105-339, at 3 (1997) (internal citations omitted). 
"W. at 3-4. 
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A. H.R. 354 Contains the Essential Features of a Fair and Effective Database 

Protection Bill. 
1. The heart of the bill—'^prohibition against misappropriation"**—would fill the 

gap in current law by providing database owners with the means to combat data 
piracy. There are several key facets to this provision, including its: 

• recognition that collections of information that result from the expenditure of 
substantial monetary or other resources are deserving of legal protection sep- 
arate and apart fh)m the important, yet Umited protection afforded such data- 
bases under current law; 

• acknowled^ent that commercial harm can be caused by competitors and 
non-competitors adike, and one need not have a commercial motive to inflict 
market damage; 

• focus on the harm suffered by the plaintiff rather than the identity of the of- 
fending actor. While the bill contains nimierous important, specific provisions 
limiting significantly the Uability exposure of nonprofit users,** it does not 
give them a blanket exemption from liability; 

• explicit statement that an extraction or use of a quantitatively insubstantial, 
but qualitatively substantial, part of a collection of information is actionable, 
where such extraction or use creates commercial harm. This provision recog- 
nizes that a use or extraction of a relatively small—but crucial—part of a col- 
lection can cause real harm to the owner's actual or potential mtuliet. 

2. For compelling reasons, H.R. 354 rejects the suggestion that protection should 
be limited to "hot news" and recognizes that many collections oi information tire 
time sensitive and may have short shelf lives. A hot news" limitation would se- 
verely undercut the efficacy of any federal misappropriation statute. For example. 
Warren Publishing's Factbook does not contain "Tiot news," and a federal law that 
extends only to time-sensitive factual information would be of no benefit to Warren 
and many other database pubUshers. 

Instead of a "hot news" requirement, H.R. 354 was amended last year to include 
a maximum 15-^ear term of protection. This change was made despite the fact that 
unfair competition laws—including trademark and misappropriation statutes—his- 
torically have not had time limits because protection under tnese types of laws at- 
taches only as long as the product or mark retains commercial value. Nonetheless, 
in response to concerns that the legislation could be read to provide perpetual pro- 
tection, it was amended to require that a lawsuit must be brought within 15 years 
finm the time the: 

"investment of resources [was made] that qualified for protection that portion 
of the collection of information that is extracted or used. . . . [PJrotection will 
not be perpetual; the substantial investment that is protected under the Act can- 
not be protected for more than fifteen years. . . . [T]he provision avoids provid- 
ing ongoing [perpetual] protection to the entire collection of information every 
time there is an additional substantial investment. . . ."*" 

The 15-year term in H.R. 354 is very much a compromise provision. As drafted, 
this provision prevents database providers fi-om exploiting fully those historical 
works whose commercial value exceeds the 15-year time limit,''i and does not in any 
way guarantee 15 years of protection. Protection exists only if the defendant's ac- 
tions harm the market for the plaintiffs products and in no circumstance does it 
extend beyond 15 years fix)m the time the qualifying investment was made.''^ If the 

*'§1402. 
•For example, section 1403 of H.R 354 permits nonprofit uses that do not "harm directly 

the actual market for the product or BerYice?* Thus, H.R. 354 draws a distinction between for- 
profit and nonprofit uses inasmuch as the former encompasses harm to the actual or potential 
market and the latt«r reaches only harm to the actual market. Moreover, if the nonprofit acted 
in good faith and within the scope of employment, section 1406(e) require.^ a reviewing court 
to reduce or remit damages entirely. The worst thing that can happen to a nonprofit which 
impermissibly uses database contents is that a court requires it to cease and desist. 

«>H.R. Rep. No. 105-525, at 21 (emphasis added). 
*' For example, the Congressional Information Service ("CIS") compiles exhaustive lists of 

Senate and House reports, hearing records, and other executive and legislative material from 
the 1800s. Much of the investment that went into the huge task of rendering this sea of infor- 
mation usable was made before the bill's protection could attach. Nonetheless, CIS's databases 
have—and will continue to have—lasting historical and commercial value well beyond H.R. 354*8 
abbreviated term of protection. 

" In this regard, CADP has no objection to the new language in § 1408 (c) of H.R. 354 de- 
signed to further clarify that the legislation shall not provide perpetual protection to collections 
ofinformation. 
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product's commercial value has expired, the defendant's conduct cannot harm the 
plaintifTs market and is not actionable. Some databases will lose their commercial 
value long before the 15-year period expires. Thus, H.R. 354's 15-year term is the 
outer limit for protection, whereas copyright law guarantees copyright owners a far 
longer and fixed term of protection.*^ 

Mr. Chairman, CADP urges the Subcommittee to rebuff any attempts to shorten 
the 15-year provision and further inhibit the ability of various database providers 
to exploit their works. Such action would seriously threaten the legislation's prob- 
abiUty of meeting the EU Directive's comparability requirement given the Direc- 
tive's own 15-year term of protection.** 

3. H.R. 354 leaves facts in the pubUc domain; it "does not allow the producer of 
a collection of information to lock up' individual pieces of information contained in 
the collection."*^ Specifically, it exempts the extraction or use of individual items 
of information and other insubstantial parts of collections of information—un^ss 
such acts occur repeatedly or systematically in a commercisdly harmful manner.*^ 
This subsection also makes dear that an individual item of information, including 
a work of authorship, shall not itself be considered a substantial part of a collection 
of information. 

4. Section 1403(c) expressly permits a second comer to create independently its 
own database from the same sources as the original compiler. The second comer is 
prohibited only from free riding on the investment of the original compiler. In short, 
the bUl supports fair competition in the marketplace. 

5. H.R. 354 protects access to government information by excluding collections of 
information compiled by federtd, state or local governments from protection. Section 
1404(a) also expressly denies protection to a database produced under an exclusive 
contract between a government entity and a private party. Collections of informa- 
tion compiled by government employees, agents or licensees acting within the scope 
of their employment, agency or hcense are similarly exempted from protection. 
Databases produced at taxpayer expense are not protected by H.R. 354 and are free 
for all to acquire, store, and reproduce as they desire. 

In addition, H.R. 354'8 carenil and thoughtful demarcation of non-government in- 
formation ensures that the public will have access to valuable products for many 
years to come. To encourage the wide dissemination of government data to the user 
community, the bill grants protection to value-added products containing govern- 
ment data, but does not take the underlying government information out of the pub- 
lic domain. No one is precluded from going to a government agency to obtain the 
underlying data. In addition, the biU correctly provides that the exclusion for gov- 
ernment databases should not apply to information required to be gathered by secu- 
rities, fiitures exchanges and clearing organizations operating under the "Securities 
and Exchange Act of 1934" or the "(Commodity Exchange Act."*^ Without adequate 
protection for the data streams which provide vital trading information to large, me- 
dium, and, especially, small investors, the open distribution model used by these fi- 
nancial markets may contract drastically. 

6. Section 1403(e) of H.R. 354 demonstrates the legislation's recognition of the "es- 
sential role that the press plays in our constitutional system."** This provision is 
intended to "neither inhibit legitimate news gathering activities nor permit the la- 
beling of conduct as 'news reporting' as a pretext for usurping a compiler's invest- 
ment in collecting information."*^ CADP strongly supports this provision in its cur- 
rent form; however, we would urge the Subcommittee to resist any effort to broaden 
this exemption. CADP is concerned that too broad an exemption for news reporting 
activities could lead to condoning activities that stray beyond traditional reporting 
and commercially harm the owner of a collection of information. 

7. H.R. 354 expressly provides that the bill's protections in no way affect rights 
and remedies that may be available under other legal regimes, such as copyright 
and contract law. Section 1405 appears to ensure that result. 

8. The bill evinces a keen sensitivity for the legitimate interests of the user com- 
munity. To begin with, H.R. 354 recognizes that the normal day-to-day activities of 

*^ The term is generally life of the author plus seventy years. 
**See EU Directive, supra note 2, at art. 10 (term of protection) and art. 11 (reciprocity re- 

quirement). 
«H.R. Rep. No. 105-525, at 14. 
«§ 1403(b). 
<'As the Committee Report accompanying H.R. 2662 noted, this provision is necessary to pre- 

clude these financial entities from being deemed agents or exclusive licensees of the Securities 
and Exchange Commission or the Commodities Futures Trading Commission. See H.R. Rep. No. 
106-526, at 17. 

«H. Rep. No. 105-525, at 16. 
«»W. 
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many users, including librarians, scientists, students, researchers and educators, 
typically do not cause commercial harm and therefore simply are not subject to the 
bill, "[llie legislation] would not, for example, prevent scientists firom sharing data 
sets or publishing the results of their analysis of data, since such acts do not ordi- 
ntuily involve use in commerce that would harm the market for the database."^" 
A student preparing a course-related research project could, for example, routinely 
use part or even all of a database, inasmuch as such uses typically are not dissemi- 
nated in a way likely to cause harm to the producer's market. 

B. The pending legislation also contains a number of other provisions specifi- 
cally protective of the interests of the user community, especially nonprofit 
entities. In addition to the provisions mentioned above,^' HJi. 354 con- 
tains myriad other provisions designed to protect user interests. 

1. H.R. 354 effectively incorporates prongs of the fair use test in § 107 of the Copy- 
right Act—separate and apart from the newly added reasonable uses provision. For 
example, the amount and substantiality of the portion used and the effect of the use 
upon the potential market are elements of the cause of action created by the bilL 
However, unlike copyright law where fair use is an affirmative defense, under H.R. 
354 the burden is on the plaintiff to prove: (1) the existence of the taking of a sub- 
stantial portion of his or her collection; and (2) harm to the plaintiffs actual or po- 
tential market. ^2 

2. The current bill allows scientists and others to make use of databases for the 
purpose of internal verification.^^ "This permitted act may be of particular impor- 
tance to scientists and other researchers, ensuring that they can check the results 
of their research, despite the fact that doing so may entail the use of an entire data- 
base."" 

3. H.R. 354 contains special Uability rules governing nonprofit violators. If a non- 
profit employee violates the bill while acting within the scope of employment, but 
believes that his actions were lawful, a court must reduce or eliminate any damages 
awarded.^^ As a result, in "good faith" cases, courts will not award monetary 
awards, but will only enjoin the entity fi^)m continuing their harmful activities. 

4. The ciurent bill requires a database producer who brings a "bad faith" lawsuit 
against a nonprofit to pay the nonprofit user's court costs and attorney fees.^^ 

5. H.R. 354 exempts librarians, educators, or researchers acting within the scope 
of emplojrment from any criminal penalties.^'' 

6. 'The current bUl permits federal and state educational institutions to claim pro- 
tection for their databases even if they are taxpayer-funded.** 

7. H.R. 354 allows users—for-profits and nonprofits alike—to continue to Ucense 
information products from database makers.*^ 

8. H.R. 354 exempts from liability those collections of information gathered, orga- 
nized or maintained to access, transmit or store online communications.^" Thus, tiie 
databases which are used by Internet servers to aid in the functional operations of 
the Internet retain their current legal status. 

«>H.R. Rep. No. 105-525, at 13. 
*'See, e.g., § 1404(a) (no protection for government compiled databases): 51403(b) (no protec- 

tion for individual items and insubstantial parts): §1403(aXl) (nonprofits liable only for acts 
that harm directly the actual market for the product or service); and 11403(e) (exception for 
news reporting). 

'2 H.R. 354 §1402 (Prohibition against misappropriation); see also Peters Statement, supra 
note 10, at 7 (discussing that the prerequisites of substantial part" and harm to the "actual 
or potential market" are not elements of an affirmative defense). 

"§ 1403(d). 
"Peters Statement, supra note 10, at 7. See also H.R. Rep. No. 105-525, at 14-15. 
»§ 1406(e). 
OS § 1406(d). 
"§1407(aX2). 
'»§1404(aXl). 
"" 11405(e). It's worth repeating here that licenses with nonprofit institutions often allow ac- 

cess at prices substantially below those paid by their commercial counterparts, and are fipe- 
quently free of charge. See Copyright Office Report, supra note 16, at 25 (noting that database 
producers either charge nothing or charge "greatly reduced fees" to nonprofit and educational 
users). 

^§ 1404 (c). CADP believes that as currently written, this provision is overbroad. It could be 
read to exclude collections of information regarding the Internet itself, such as a directory of 
web links. Therefore, we urge the Subcommittee to amend this provision as follows: on page 9, 
line 9, delete all that appears after "maintained" and insert in lieu thereof the following; "to 
perform the function of addressing, routing, forwarding, transmitting, or storing digital online 
communications or the function of receiving connections for digital online communications." 
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C. Given the many changes made in the legislation in the last Congress to ac- 
commodate the interests of database users, any additional changes must 
be viewed with great care and caution. 

Mr. Chairman, as you are well aware, the "Collections of Information Antipiracy 
Act" was amended time after time in the 105th Congress in response to concerns 
raised by the user community. CADP did not object to those changes. Our members 
supported the final version of the Collections of Information Act that was passed 
twice by the House in the last Congress. That version was fair and effective; it care- 
fviUy balanced the legitimate interests of database users and providers. 

We are wary, however, that other changes beyond those incorporated into last 
year's final bill may upset that fragile balance. We cannot so dilute the legislation 
as to (1) undermine its effectiveness as a tool against database piracy; or (2) risk 
comparability with what is becoming the world standard—the EU Directive. Thus, 
we remain fully committed to working with the Subcommittee and other interested 
parties in resolving any additional legitimate concerns that may persist, but must 
review any new changes with special care and caution. The database community 
cannot—and will not—accept just any legislation. 

In that regard, we are weighing carefully your new "fair use" language.^' We rec- 
ognize that there is interest in Uie Administration and the user community for a 
new provision governing fair or transformative uses. Clearly, the burden is on the 
proponents to demonstrate why the new language is needed. This burden should not 
be met by vague claims about how the old Teinguage fails to protect their ability to 
make "transformative," or "value-added" uses of the hard work of the original com- 
piler.^^ If a second compiler "creates" a new product by using a substantial portion 
of a protected collection of information arxd that use harms the market for the origi- 
nal collection, then such use should be actionable. Users should not be free under 
the guise of "transformative," or "value-added" actions to make market-destructive 
uses of another's collection. Should the Subcommittee determine that a new "fair 
use" provision is needed, we will work with the Subcommittee and other interested 
parties to perfect the language in § 1403(aX2). 

Mr. Chairman, we understand that there is a continuing interest among skeptics 
of the bill in deleting or altering the reference to "potential market" in H.R. 354. 
CADP adamantly opposes deletion of the "potential market" language from the bill. 
The legislation must provide protection against haxm to potential, as well as actual 
markets. Business people need to plan ahead. Consideration of potential markets 
and derivative uses of database products are highly relevant factors when a busi- 
ness decides to proceed with a particular project. As the Register of Copyrights told 
this Subcommittee in October, 1997: 

[Llooking only to actual markets would be too restrictive; those who invest in 
creating information products should have some leeway to recoup their invest- 
ment over time by exploiting those products in various markets.^ 

It is essential that the "potential market" prong be retained in the legislation. 
Moreover, we will approach any change to the bill's "potential market" language 

with care and caution, especially given that the legislation was amended last year 
to provide that harm to a potential market is only a consideration with respect to 
for-profit uses. This is a significant change inasmuch as the ability to market to a 
potential market is a relevant consideration in business planning, irrespective of 
whether such a market is for-profit or nonprofit in nature. It impacts directly on 
those database providers both in and out of CADP whose primary markets are non- 
profit—such as those who market to educational institutions. 

Nonetheless, in an effort to reach consensus on this legislation and speed it to- 
ward enactment, in the past, CADP has expressed a willingness to consiaer the de- 
letion of the reference to "current and demonstrable plans" from the definition. 
CADP is willing—albeit with some reluctance and trepidation—to once again con- 
sider such a deletion. We believe that this change, combined with the existing case 
law interpreting the phrase "potential market," should put to rest all concerns re- 
garding the breadth of this phrase. 

•• 5 1403 (aX2). 
" For examjple, proponents of this type of change should demonstrate why it is needed given 

that (1) H.R. 354 already contains the elements of fair use like provisions, see, eg., supra pages 
33-36, and (2) the bill does not prohibit: (a) any use or extraction that does not harm the collec- 
tion's market; or (b) any use where any resulting harm is indirect or collateral. See, e.g., H. Rep. 
No. 105-525 at 8 (discussing that the legislation is not intended to cover indirect harm to the 
market for a product). 

^Peters statement, supra note 10, at 13-14. 
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VJI. Congressional Power 
Mr. Chairman, we believe a review of the text of the Constitution and relevant 

case law reveals ample authority under the Commerce Clause (Art. 1, §3, cl. 3) to 
support congressional enactment of legislation such as H.R. 354. In the past. Con- 
gress has used its Commerce Clause power in virtually every area of federal legisla- 
tion ranging from civil rights to environmental to trademark legislation. Apuying 
this power in the current context is entirely consistent with past congressional exer- 
cises of that authority. The constitutional history of our trademark laws provides 
an extremely apt illustration of Congress's exercise of its Article I, section 3, cl. 3 
power. 

Although it is now firmly established that the Commerce Clause forms the con- 
stitutional source of power undergirding our trademark law, that was not always 
the case. In fact, that law was voided by the United States Supreme Court in its 
landmark 1879 decision, the Trade-Mark Cases, 100 U.S. 82 (1879). According to the 
Court, the first trademark law unconstitutionally premised trademark protection on 
tiie Patent/Copyright Clause of the Constitution because trademarks were neither 
"discoveries nor writings" as required by Art. 1, §8, cl. 8. Significantly, all subse- 
quent federal trademark laws have been premised on the Commerce Clause.^ 

Congress may use its power under the Commerce Clause to enact legislation such 
as H.R. 354. Trademarks are indicia of origin that regularly travel in and affect 
interstate commerce. It seems equally clear that collections of information are items 
of commerce and it is beyond debate that the U.S. database community provides a 
wealth of these informational products to users both here and abroad. Just as Con- 
gress has chosen to protect trademarks under the Commerce Clause, it has the 
power to protect valuable compilations that are the product of substantial effort and 
money from harmful misappropriations. 

VIII. Conclusion 
Mr. Chairman, American database producers need legislation to protect them, and 

we need it now. Our goal is not to 'lock up" data, or prevent access to information; 
it is to protect our work product from the commercial harm caused by free riders 
and thereby assure the continued availability of valuable resotirces. Your bill rep- 
resents a welcome and important step towards accompUshing that goal. We look for- 
wiu-d to working with you and your colleagues in enacting a database protection 
quickly. Thank you for giving us the opportunity to share our views with you. 

APPENDIX A 

1. WARREN PUBLISHING, INC.'S Television and Cable Factbook. The Factbook is a 
directory containing business profiles of all U.S. cable TV systems, licensed broad- 
cast video faciUties (i.e., full-power TV stations) tmd related industries and services 
(program suppliers, eqxiipment manufacturers, regulatory agencies, et al.). The 
Factbook is comprised of 3 volumes totaling more than 5,000 pages annually and 
also is available on CD-ROM. 

In addition to the print products, the databases used to produce the Factbook are 
widely used by various sectors of the U.S. telecommunications business and aca- 
demic communities. Warren P'ublishing makes electronic sales of the Factbook data- 
bases to clients for analyses on their own computers, and performs customized anal- 
yses upon commission by clients. 

Warren Publishing assigns 18-20 ftill-time employees to the Factbook. They gath- 
er, verify, edit and format data for use in both the print and electronic versions. 
Two other people are employed full-time for sales and fHilfillment of customized re- 
ports and databases, representing more than one-third of Warren's total workforce. 
In addition, Warren Publishing annually hires an average of 10 independent con- 

" Significantly, just three years ago, Congress used it's Commerce Clause powers to enact a 
form of unfair competition legislation to protect intangible rights in investment from misappro- 
priation or "free-riding." In 1995, it passed the "Federal Trademark Dilution Act," Pub. L. No. 
104-98, which prohibits the use of a famous name in a manner that dilutes the name despite 
the absence of consumer confusion: 

Even in the absence of confiision, the potency of a mark may be debilitated by another's 
use. This is the essence of dilution. Confusion leads to immediate injury. While dilution 
is an infection which, if allowed to spread, will eventually destroy the . . . mark. The 
concept of dilution recognizes the substantial investment the owner has made in the 
mark and the commercial value and aura of the mark itself, protecting both from those 
who appropriate the mark for their own gain. H.R. Rep. No. 104-374 at 3 (1995) (em- 
phasis added). 

The Commerce Clause provides the constitutional basis for the anti-dilution statute; it does the 
same for the Collections of Information Antipiracy Act. 
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tractors to input data from returned Factbook questionnaires. Warren spends tens 
of thousands of dollars and man-hours each year on original research conducted 
through mailed questionnaires and telephone surveys. 

2. REED ELSEVIER'S MDL Information Systems rMDL") produces a range of data- 
bases that, taken together, oner chemists an electronic library that covers chemical 
suppliers and pricing, handling and safety information for 100,000 chemical prod- 
ucts, organic chemistry syntheses and preparative methods, xenobiotic trans- 
formations and compounds, and structural and biological activity data for 70,000 
drugs. MDL is a U.S. based company with more than 330 employees worldwide that 
creates, produces and distributes databases and computer programs used around 
the globe by, among others, the pharmaceutical and chemical industries, as well as 
by government and education organizations involved in basic scientific research. 

3. THE THOMSON CORPORATION'S POISINDEX. This invaluable database provides 
medical professionals, usually emergency room physicians or poison control special- 
ists, with immediate access to comprehensive Ustin^ of toxicological information— 
a crucial tool to complement their ^ears of experience and training. Authorized 
users have unlimited access to this information at their own facilities 24 hours a 
day, 365 days a year. POISINDEX enables them, for example, to identify a sub- 
stance that a child may have ingested and then to provide instructions for critical, 
immediate care. Treatments guided by this specialized database have helped save 
thousands of lives since POISINDEX was created over twenty-three years ago. 

POISINDEX contains about 1,000,000 entries describing substances such as 
drugs, chemicals, commercial and household products and biological materials. More 
than 30 professionals with training in nursing, pharmacology, toxicology and medi- 
cine are responsible for reviewing tnese substaiices and obtaining pertinent informa- 
tion on them. In addition, more than 200 practicing clinicians from over 20 countries 
participate in the editorial process as members of the POISINDEX editorial board. 
llie database lists each substance and up to four full-text documents detailing its 
clinical effects, treatment measures, degree of toxicity and other relevant informa- 
tion. Software engineers develop computer software to store, edit, sort and retrieve 
the data and to maintain, test, produce and support the database. 

4. SKINDER-STRAUSS ASSOCIATES' Lawyers Diary and Manual. Attorneys in New 
Jersey, New York, Massachusetts, Florida and New Hampshire routinely use the 
Lawyers Diary, or Red Book, as their daily reference and clirectory for information 
regarding courts, judges, government agencies, and the members of the bar. Practic- 
ing lawyers rely upon its comprehensive and accurate databases to assist them with 
their day-to-day communications, and many regard the Red Book as their most es- 
sential source for this information. A third-generation, family-owned business, 
Skinder-Strauss has more than 40 full-time employees who are actively engaged in 
the daily activities of data collection, verification, editorial compilation, research and 
data entry. The various databases managed by the company require contact with 
more than 400,000 individuals and entities at least once a year. All contact and ver- 
ification research is initiated by the company through extensive direct mail, tele- 
marketing and other proactive efforts. These initiatives involve the expenditure of 
significant sums, thousands of man-hours and the pride and dedication of those so 
engaged. 

5. PHILLIPS BUSINESS INFORMATION, INC. provides a broad range of information 
products for distinct business markets, including more than 35 directory and direc- 
tory related products. For example, the Phillips Satellite Industry Directory and ac- 
companying Satellite Industry Directory Buyers Guide is just the type of informa- 
tional product that, given the fast growing satellite marketplace, is vital to main- 
taining our leadership in the global arena. It Unks the reader to more thsm 6,000 
decision-makers in satellite operations, equipment manufacturing, transmission 
service, broadcasting, and more. 

The directory also provides users with exhaustive industry profile sections which 
include service offerings, key personnel, and contact information. It also offers easy- 
to-use index pages detailing satellite systems, satellite operators, services offered, 
and geographic locations, and includes listings of industry regulators, agencies and 
companies providing satellite products and support services. In addition, Phillips' 
Satellite Industry Directory is the first to offer a web site index to leading compa- 
nies in the satellite industry. 

Compiling this directory requires one full-time project manager and up to one 
dozen freelance researchers to gather, inspect, and update more than 6,000 names, 
addresses and telephone numbers, plus an independent contractor to assist with 
programming. 

6. THOMAS PUBLISHING CO., located in New York City, has published industry in- 
formation products for a century. Its 400 employees, with a payroll of more than 
$21,000,000 per year, publish 24 major buying guides, 29 product news magazines. 



80 

two product information exchange services, a magazine on factory automation, three 
software comparison guides, and a publication to help buyers select the most cost- 
efficient transportation modes for their inbound freight. Its Register of American 
Manufacturers compiles purchasing information about 155,000 companies, classified 
under more than 60,000 product and service headings. 

The Thomas directories are primarily supported by advertising. In that connec- 
tion, independent entities throughout the United States solicit advertising orders, 
provide advertising related material, as well as editorial information to the com- 
pany. Those organizations are paid in excess of $50,000,000 for their services. 

7. THE AMERICAN MEDICAL ASSOCIATION'S (AMA) Physician MasterfUe. This com- 
prehensive database contains information regarding approximately 800,000 physi- 
cians, including both AMA members and non-members. Its physician demographic 
data—including state medical licensing and educational information—helps protect 
the public from fraud and abuse by enabling the ready confirmation of the creden- 
tials of those holding themselves out as physicians. The Physician MaaterfUe's 
unique physician identifiers allow many industries to bring up-to-date information 
to physicians regarding the availability of new drugs and their side effects, and to 
protect the public in the event of drug recalls by the Food and Drug Administration. 

8. THE MCGRAW-HILL COMPANIES is a global publishing, information, media, and 
financial information services conglomerate with 16,000 employees located in over 
40 states and 30 countries. The McGraw-Hill Companies has developed and pub- 
lishes a significant number of databases for the education, construction, business, 
industry, financial and professional mzu-kets, which are available in print or elec- 
tronically through online services, over the internet or on CD-ROM. Millions of pro- 
fessionals, analysts, researchers, investors and students rely on databases produced 
by The McGraw-Hill Companies to make critical decisions. 

For example, the Standard & Poor/DRI's US Central Database(USCEN) includes 
23,000 series of U.S. economic, financial and demographic statistics. Coverage in- 
cludes data on U.S. trade, population, production, income, housing, employment, 
and finance. USCEN is one of the largest available economic databases in the world. 
Substantial collections of information begin in the 1940's; some date as far back as 
1900. Major private source data from both DRI and third-party sources—including 
public information—gives the database added vfdue. like many of Standard & Poor/ 
DRTs economic databases, there is significant commercial value associated with ac- 
cess to complete and accurate historical data, particularly when analyzing trends in 
the economy over time. 

9. THE NEW YORK STOCK EXCHANGE, INC. ("NYSE") is the world's largest stock 
exchange for the trading of equity products. As an agency-auction market, the 
NYSE brings together public buyers and public sellers, giving both the maximum 
opportunity to interact and trade directly with eadi other without the unnecessary 
expense of first having to trade with a dealer. By bringing all buyers and sellers 
together at a central location, the buyers and aeUers interact to arrive at a point 
where the highest bidder meets the offer of the lowest seller, thereby achieving effi- 
cient pricing that is the standard relied upon worldwide. Prices and quotations for 
3,400 listed securities are dynamically updated and made available to thousands of 
vendors, broker-dealers and investors and to over 100 countries. 

The NYSE licenses ^ its real-time database to brokerage houses and on-line secu- 
rities traders; market data vendors such as Reuters and Bloomberg, television net- 
works like CNBC, dozens of internet sites, and individual investors. Moreover, 
NYSE has helped set an industry trend of disseminating market data to the widest 
possible audience. For example, in 1997, it was the first market to make real-time 
market data available on cable television. Non-professional investors can receive 
NYSE real-time market data for $5.25 month. In addition, market data more than 
15 minutes old is^available without charge on the NYSE's website (www.nyse.com), 
as well as numerous other internet sites. 

Mr. COBLE. Thank you, Ms. Winokur. 
Professor Lederberg. 

^As a market for securities, NYSE must make its data available pursuant to Section llA 
of the Securities and Exchange Act of 1934, and its contracts for the provision of real-time data 
streams are monitored closely by the SEC. The SEC approves the contracts and the fees that 
the NYSE charges for market data, requiring that the Exchange make its market data available 
on terms that are fair, reasonable, and not unreasonably discriminatory. 
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STATEMENT OF JOSHUA LEDERBERG, PROFESSOR, SACKLER 
FOUNDATION SCHOLAR, THE ROCKEFELLER UNIVERSITY 
Mr. LEDERBERG. I'm grateful, Mr. Chairman, for this opportunity 

to comment on behalf of the National Academy of Sciences, the Na- 
tional Academy of Engineering, and the Institute of Medicine, [the 
"Academiesn, as well as the Association for the Advancement of 
Science. Our written testimony for the record will elaborate on the 
legal issues. 

With my own voice I offer you the perspectives of a professor, 
former president of Rockefeller University, from a long career as a 
researcher in molecular genetics and biouiformatics, as an advisor 
to Government science agencies and scientific publishers; and not 
least as a creator and active user of both commercial and not-for- 
profit scientific databases. I've been an advisor to some of these en- 
terprises, including some that Ms. Winokur is very familiar with 
but Fm here formally representing only the Academies and the 
AAAS. 

Access fi-ee of unreasonable incumbrance to and use of factual 
data is essential for furthering our understanding of nature, the 
medical and technical progress to the validation of scientific claims 
and the kinds of things Ms. Winokur was just talking about. In- 
deed, the currently thriving public domain for data fostered by 
Government policies that nourish research and guarantee full and 
open access to data benefits all downstream users, including the 
commercial database industry. 

At this time, barring instances of gross piracy, there is no crisis 
in the development of new databases, commercial or otherwise. Sig- 
nificant legal, technical emd self help protection measures to protect 
proprietary databases are already available. We support the adop- 
tion of new diplomatic initiatives and new legal measures as may 
be needed to address egregious wholesale database piracy. How- 
ever, we are opposed to responses to those grievances which go be- 
yond solving tnat problem and would erect unprecedented and un- 
justified new rights in factual data. These would undermine our 
Nation's successful research and education system and put a heavy 
hand on the scale of legitimate competing interests. 

We appreciate the changes to H.R. 354 since last year's bill but 
along with the administration and other critics—and I was particu- 
larly impressed by Mr. Pincus's testimony—we find that the legis- 
lation as currently proposed still needs some remediation. 

Our objections to H.K. 354 in its current form include an overly 
and unnecessarily broad scope of protection for factual data, one 
that would siipersede copyright for collections of works of author- 
ship; an insunicient carve-out for not-for-profit scientific and edu- 
cational users; an incomplete Government data exemption, particu- 
larly for Government databases disseminated by the private sector, 
tiie retroactive application of the legislation; the unduly long term 
of protection in light of the breadth and depth of the scope of pro- 
tection; the blanket prohibitions on traditional, legitimate commer- 
cial, value-added uses; the lack of reasonable limitation on the inor- 
dinate market power conferred by this legislation on sole source 
data providers; and absent or vague definitions of important terms. 

There was reference to understanding ex ante what the bound- 
aries of the legislation would be. I will confess to understanding 
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what ex ante means perhaps unique among my biological col- 
leagues, but I also feel that I need advice of counsel in trying to 
understand exactly what is and what is not permitted and that's 
the core of many of the problems that we face here. 

Together with a broad cross section of research, education, li- 
brary and consumer groups, as well as many commercial pubUshers 
and database providers, to encourage legislation we prefer alter- 
native legislation such as The Database Fair Competition and Re- 
search Promotion Act of 1999. That targets database piracy by fo- 
cusing on true unfair competition principles without creating un- 
precedented new property rights in data and unwarranted controls 
m downstream uses of data, maintains a reasonable balance be- 
tween the interests of database producers and users, including le- 
gitimate and economically important value adding activities, pre- 
serves essential public interest uses, including customary scientific, 
educational and library activities, adheres to our Constitutional 
principles and provides protection against monopolistic pricing by 
sole soxuxe data vendors in situations where competition breaks 
down as a preferred approach to balancing economic interests. 

If this simpler and properly focused alternative is not taken then 
a much more complex bill like the one that was in the course of 
being drafted in the Senate Judiciary Committee negotiations last 
summer would need to be used. 

The Academies and the AAAS remain committed to working with 
Congress and with you on developing a well reasoned and balanced 
database protection bUl that serves the interests of our Nation. 

Thank you. 
[The complete statement of Mr. Lederberg follows.] 

PREPARED STATEMENT OF JOSHUA LEDERBERG, PROFESSOR, SACKLER FOUNDATION 
SCHOLAR, THE ROCKEFELLER UNIVERSITY 

INTRODUCTION 

My name is Joshua Lederberg. I have been asked to testify on behalf of the U.S. 
National Academy of Sciences, National Academy of Engineering, Institute of Medi- 
cine (the "Academies"), and the American Association for the Advancement of 
Science (AAAS). As you know, the three Academies were chartered by Congress to 
provide advice to the federal government and to the nation on scientific, technical, 
and medical issues. The AAAS is the umbrella organization for over 250 professional 
scientific and engineering societies in the United States, with more than 140,000 in- 
dividual members. I was elected as member of the National Academy of Sciences 
in 1957 and am a charter member of the Institute of Medicine. I also am Fellow 
of the AAAS. My biographical summary is attached at the end of this statement. 

I am grateful to have the opportunity to testify to you today about H.R. 354, the 
"Collections of Information Antipiracy Act." This proposed legislation concerns a 
topic about which the Academies, the AAAS, and indeed the entire resesirch and 
education community, have an abiding interest and continuing concerns. It also is 
one that I have had the opportunity to consider from several pertinent perspectives: 
as a professor and former president at Rockefeller University; as a Nobel prize wrin- 
ning researcher in molecular biology, genetics, and bioinformatics; as an adviser to 
government science agencies and to scientific publishers; and not least as a creator 
and user of both commercial and nonprofit scientific databases. I remain an adviser 
to such enterprises, but I am here formally representing only the Academies and 
the AAAS. Nevertheless, it is this integration of^perspectives and interests from the 
private sector, government, and academia that I believe is so important to balancing 
the interests in the pending legislation of both original database creators and pro- 
viders on the one hand, and of all downstresun users on the other. 

I would like to make several points in this testimony: 
• Access to factual data is essential to furthering our understanding of nattire, 

to medical and technical progress, and to the validation of scientific claims. 
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llie essence of the scientific method is relentless critical discourse; without 
it, the authenticity of knowledge clstims rapidly deteriorates. Indeed, a thriv- 
ing public domain for data, fostered by government policies that guarantee 
full and open access to data, benefits all downstream users, including the 
commercial database industry. 

• One of the major drivers for new database legislation in the United States 
is the reciprocity clause of the European Union's Directive on Databases. As 
discussed below, the Directive imposes strong economic and legal restrictions 
on the conditions of availability and use of tactual data in databases in Eu- 
rope. The Directive could have adverse consequences not only in Europe, but 
for cooperative U.S.-E.U. academic endeavors. Before adopting equivalent 
strong and unprecedented database protection in our country to satisfy a Eu- 
ropean reciprocity provision of questionable vaUdity, it is essential to consider 
carefully the unaerlying rationale and potential impacts to our research and 
education base and to our economy. 

• Significant legal, technical, and self-help protection measures to counter data- 
base piracy are already available. There is no evidence of a crisis in the devel- 
opment of new commercial databases. While we support the adoption of new 
measures that are designed to address specific problems, such as wholesale 
database piracy, we are opposed to the creation of unprecedented and ui\justi- 
fied new rights in factual information that do not balance the legitimate com- 
peting interests. 

• Although we appreciate the two changes that were made to H.R. 2652 in H.R. 
354, we find the bill as currently proposed to be unacceptable. We would like 
to draw the Committee's attention to the legislative proposal, "The Database 
Fair Competition and Research Promotion Act of 1999," which we support, as 
well as to the progress made on achieving a compromise on H.R. 2652 in ne- 
gotiations sponsored by the Senate Committee on the Judiciary last summer. 

• The Academies and the AAAS remain committed to working with Congress 
on crafting a well reasoned and balanced database protection bill that serves 
the interests of our nation, and not just one segment of the publishing com- 
munity. 

I also would like to note at the outset that we are introducing into the official 
record several attachments to this testimony. The first, labelled Appendix Al, A2, 
and A3, presents an abridged selection of the Academies' analytical summeuies emd 
alternative proposals to Title V of H.R. 2281, the successor bill to H.R. 2652, which 
were submitted during the Senate Committee on the Judiciary negotiations last 
summer. The second is a September 4, 1999 letter from Professor Harvey Perlman 
of the University of Nebraska Law School to Senator Orrin Hatch about unfair com- 
petition law. 

THE NEED TO MAINTAIN OUR TRADITIONAL PUBLIC DOMAIN FOR FACTUAL DATA 

Scientific and engineering research drives our nation's progress. Society uses the 
fruits of such research to expand the world's base of knowledge and applies that 
knowledge in myriad downstream applications to create new wealth and to enhance 
the pubuc welfare. Indeed, the policy of the United States has been to support a 
vibrant research enterprise and to assure that its productivity is exploited for na- 
tional gain. Thus, freeidom of inquiry, the open availability of scientific data, and 
the open pubUcation of results are cornerstones of our research system that U.S. law 
and tradition have long upheld. 

The consequences of these wise policies has been spectacular. For many decades, 
the United States has been the leader in the collection and dissemination of sci- 
entific and technical data and in the discovery and creation of new knowledge. Our 
nation has used that knowledge more effectively than any other nation to support 
new industries and applications, such as the biotechnology industry and the discov- 
ery of new diagnostics and cures for hereditary and other diseases. 

A necessary component of these past and continuing achievements has been the 
wide availability of^ scientific and technical data and information, ranging from raw 
or minimally processed data to cutting-edge research articles in newly developing 
fields. This information has been assembled as a matter of public responsibility by 
the individuals and institutions of the scientific and engineering communities, large- 
ly with the support of public funding. 

Data are the building blocks of knowledge and the seeds of discovery. They chal- 
lenge us to develop new concepts, theories, and models to make sense of the pat- 
terns we see in them. They provide the quantitative basis for testing and confirming 
theories and for translating new discoveries into useful appUcations for the benefit 
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of society. They also are the foundation of sensible public policy in our democracy. 
The assembled record of scientific data and resulting information is both a history 
of events in the natural world and a record of human accomplishment. 

The recent advent of digital technologies for collecting, processing, storing, and 
transmitting data has led to an exponential increase in the size and number of data- 
bases created and used. A hallmark trait of modem research is to obtain and use 
dozens or even hundreds of databases, extracting and merging portions of each to 
create new databases and new sources for knowledge and innovation. However, not 
only researchers and educators, but all citizens with access to computers and net- 
works, constantly create new databases and information products for both commer- 
cial and noncommercial appUcations by extracting and recombining data and infor- 
mation from multiple sources. The rapid and continuous synthesis of disparate data 
by all segments of our society is one of the defining characteristics of the informa- 
tion age. The abiUty of individucds and organizations to use information in a wide 
variety of innovative ways is also a measure of success of the original data-collection 
efforts. 

Progress in the creation and use of new knowledge for the national good depends 
both on the full and open availabUity of government and government funded data, 
and on fair and equitable availability of data from the private sector. By "full and 
open" we mean that data and information derived from publicly funded research are 
made available with as few restrictions as possible, on a nondiscriminatory basis, 
for no more than the cost of reproduction and dissemination. Fair and equitable 
availability of data from the private sector mestns that if commercial content provid- 
ers receive enhanced protections in their databases, that preferential terms of^access 
to and use of those data by researchers, educators, libraries, and other public-inter- 
est entities, firmly rooted in our Constitution and legal tradition, are retained and, 
when necessary, adapted to the digitsd and online environment. Moreover, le^ 
rules must ensure that private firms cannot by contract and market power override 
the traditional Constitutional rights of access and use by the research and edu- 
cational communities. 

WHY THE UNITED STATES SHOULD NOT BE COMPELLED TO FOLLOW A FLAWED 
EUROPEAN MODEL FOR DATABASE PROTECTION 

It is our view that any domestic legislation, such as H.R. 354 (or its predecessor 
drafts in this Committee), that seeks to impose the same or "equivalent legislation 
to the E.U. Directive on Databases wouJd be unacceptable. The sui generis Database 
Directive, adopted by the European Communities in March 1996, is an inappropri- 
ate model for the United States because of the following major problems: 

• The creation of an imprecedented, absolute exclusive property right in the 
contents of databases, which would decrease even pubUc-interest access to 
data and reduce competition; 

• An overbroad definition of databases that potentially includes every informa- 
tion product that has heretofore been freely available from the public domain; 

• The use of other undefined terms 2ind concepts, creating significant uncertain- 
ties in the law's scope and application; 

• The introduction of long and potentially perpetual terms of protection, with 
a resulting possibility of no evolving public domain from wnich previously 
compiled data could be freely used; 

• The absence of sufficient public-interest exceptions for the preservation of 
public-good activities such as research, education, and libraries, as well as 
significant curtailment of other users' rights; 

• No mandatory legal licenses or other limitations requiring sole-source provid- 
ers to make data available on reasonable terms and conditions, with due re- 
gard for the preservation of competition and the public interests of research 
and education; and 

• The introduction of strong civil (and possibly even criminal) penalties for in- 
fringement that likely would have a chilling effect on the full and open ex- 
change of data for research and educational purposes. 

It is important to emphasize that these unwarranted restrictions have been placed 
on access to and subsequent uses of factual data, which traditionally have been in 
the public domain and, for good reason, have not been covered by copyright or other 
exclusive rights. Moreover, these restrictions apply as well to collections of "works 
of authorship" such as journals, textbooks, and anthologies, thus superseding copy- 
right protection. In the case of the research and educational communities, the poten- 
tial negative effects are exacerbated by the fact that most sources of scientific data 
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are natural monopolies, either because the data contents are unique and not repro- 
ducible, aa in the case of all observational data of transitory natural phenomena, 
or they are generated for esoteric niche markets that have a customer base too 
small to support more than one producer or supplier. 

Our concerns are further amplified by the fact that the sui generis restrictions 
apply as well to publicly fiinded data in Europe and that this could lead to tremen- 
dous strains, or even the breakdown, in certain areas of scientific cooperation be- 
tween the United States and Europe. Such cooperation is becoming increasingly im- 
portant for accelerating scientific progress and for sharing costs in such areas aa 
genomic research and global remote sensing studies, yet signs of this tension are 
already appearing in these important areas of research. 

It is possible that the E.U. Directive's reciprocity clause will be found to violate 
the terms of existing intellectual property and trade conventions regarding national 
treatment of law requirements. However, even if a legal challenge to the reciprocity 
provision were to fau, other countries, especifdly those in the developing world, may 
begin to institute their own sui generis intellectual property rights without nationEd 
treatment, and discriminate against foreign innovators. Such a resiilt could (juickly 
undermine the now universal norm of national treatment, which was a pnnciped 
foal of the recent TRIPS agreement under GATT. Thus, the mere fact that the E.U. 

as adopted a flawed new legal regime for database protection and coupled it with 
an unwise, and possibly illegal, reciprocity requirement should not induce the 
United States to emulate it. Rather, our government should challenge the reciproc- 
ity provision and independently craft legislation that targets database piracy in a 
manner that reasonably balances {dl legitimate interests. 

LEGISLATIVE ALTERNATIVES TO H.R. 364 

We are pleased that the process of deliberating m^or changes to the U.S. intellec- 
tual property law for databases has become more open and appears to have slowed 
to a rational pace, that the E.U.'s sui generis model is no longer the sole option 
under consideration, and that the participation by representatives of nugor poten- 
tially affected end-user groups, as well as by a broader cross-section of the commer- 
cial database and information services industir, has become institutionalized. We 
especially wish to draw your attention to an alternative legislative approach, "The 
Database FEUT Competition and Research Promotion Act of 1999," whicn was intro- 
duced into the Congressional Record by Senator Orrin Hatch, Chairman of the Sen- 
ate Committee on the Judiciary, on January 19, 1999, and which we support, as 
well as to the outcome of Senate Judiciary Committee negotiations on database pro- 
tection legislation last summer, in which some key concerns of the scientific and 
educational communities were addressed. 

Before discussing these two important developments, we wish to note that we 
were encouraged by the two changes that already have been made to this Commit- 
tee's previous version of this legislation, H.R. 2652 (and subsequently Title V of H.R. 
2281), in H.R. 354: (1) trying to eliminate the potential for indefinitely prolonging 
the 15-year duration of protection in section 1408 (c), and (2) expanding the scope 
of the exemption for certain nonprofit educational, scientific, or research uses in sec- 
tion 1403 (a). The first revision addresses one of Uie Constitutional defects that was 
pointed out by various critics of last year's version of this bill; the second one re- 
sponds to some of the concerns we had conveyed last year regarding the potential 
negative impacts of the legislation on public interest uses, generally, and on our na- 
tion's research activities, specifically. Despite these positive developments, we re- 
main troubled by the scope and substance of a number of the provisions in H.R. 354, 
and by its approach to addressing the problem of database piracy overall, which 
seeks to maintain legal equivalency to the E.U. Database Directive. 

As you know, in late July of last year. Senator Hatch invited representatives of 
the various stakeholder groups to participate in a series of closed negotiations, 
which lasted from the beginning of August until efirly October. This process resulted 
in a series of legislative drafts, culminating in a version dated October 5, 1998, 
which was introduced into the Congressional Record by Senator Hatch on January 
19, 1999 as well (referred to as the "Hatch Database Draft" below). Because of the 
importance of this legislation to the interests of the research community, the Acad- 
emies took the unusual step of participating directly in these negotiations. We sub- 
mitted a series of emalytical commentaries and specific alternative proposals (see 
Appendixes Al, A2, and A3 for an abridged selection of those submissions), almost 
all of which remain relevant to H.R. 354. 

The other concerned parties to the negotiations, including a broad cross-section 
of nonprofit and industry organizations and companies, also submitted constructive 
proposals in good faith and these were given due consideration by the Senate Judid- 
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aiy Conunittee. Perhaps most significant, the Administration provided a consensus 
critique of H.R. 2652 in an August 5, 1998 letter from the Department of Commerce 
General Counsel, Andrew Pincus, to Senator Hatch. In addition, the Department of 
Justice submitted a legal memorandum to Senator Hatch on July 28, 1998 regard- 
ing the Constitutional problems of the legislation, and the Chairman of the Federal 
Trade Commission, Rooert Pitofsky, wrote to the Honorable Tom Bliley, Chairman 
of the House Committee on Conmierce on September 28, 1998 concerning its the po- 
tential anticompetitive effects. 

Although the direct negotiations of the stakeholder parties produced no mtgor 
breakthroughs or compromise solutions, the final phases of the negotiations, as me- 
diated by tne Senate staff, resulted in the October 5, 1998 draft, which produced 
some far-reaching modifications to Title V of H.R. 2281. Most of these changes sub- 
stantially implemented important aspects of the Academies' own position, the high- 
lights of whicn may be siunmarized as follows: 

• The quasi exclusive property right approach of H.R. 2281 was ultimately 
abandoned in favor of a more reasonable "misappropriation" (unfair competi- 
tion) approach (see Appendix B, a letter from Professor Harvey Perlman to 
Senator Hatch dated September 4, 1998, for a critique of why Title V of H.R. 
2281—and the current H.R. 354—is not an unfair competition law). This was 
accomplished by conditioning liability on acts that "cause substantial harm to 
the actual or neighboring market" of*^database proprietors (section 1302 of the 
Hatch Database Draft, emphasis added) and by inviting courts, in the legisla- 
tive history, to determine "substantial harm" in light of "whether the harm 
is such as to significantly diminish the incentive to invest in gathering, orga- 
nizing, or maintaining the database" (see the proposed Conference Report 
Language on section 1302 in the Hatch Database Draft). 

• A ftUl carve-out that would immunize customary scientific and educational ac- 
tivities was adopted in place of the weak exception provided under section 
1303(d) of H.R. 2281, and the limited and unacceptable "fair use" approach 
that the Administration had recommended during the Senate negotiations. 
We considered a "fair use" approach, modeled on copyright law, as inadequate 
because other basic copyright immunities and exceptions, including the idea- 
expression dichotomy, are not carried over into the database protection envi- 
ronment. On the contrary, because the proposed database law would protect 
collections of facts and data that are ineligiDle for protection under our copy- 
right law, most scientific activities that were previously permissible would be- 
come infi-inging acts under such a law. The burden would then be on sci- 
entists to show that a vague fair-use exception should excuse some of these 
infringing acts from whatever test of harm was adopted. In contrast, we suc- 
cessfully argued that traditional scientific activities should remain unham- 
pered by any new database protection law, as the Administration's consensus 
position in the August 5 Pincus letter also maintained. To this end, § 1304 of 
the final version of the Hatch Discussion Draft stated that "nothing in this 
chapter shall prohibit or otherwise restrict the extraction or use of a database 
protected under this chapter for the following purposes: 

1) for illustration, explanation, or example, comment or criticism, internal 
verification, or scientific or statistical analysis of the portion used or extracted; 
and 

2) in the case of nonprofit scientific, educational, or research activities by 
nonprofit organizations, for similar customary or transformative purposes" 
[emphasis added]. 
Only if a scientist were to cause substantial harm to the database maker by 
using unreasonable and non-customary amounts of the collection for a given 
purpose, or if the scientist in fact made a substitute for the original, or other- 
wise sought to avoid paying for the use of research tools devised as such, 
would liaoility kick in. Under this approach, the burden would be on publish- 
ers to show that scientists had crossed the line of permitted, traditional, or 
customary uses, which are immunized. Our operating principle that science 
should be left no worse off after enactment than it was before, would thus 
have been substantially implemented. This same line of reasoning extends to 
our preference for this language over that proposed in section 1403(a) of H.R. 
354. 

• Additional immunities and exceptions favoring certain instructional and li- 
brary uses of databases also were defined (see section 1307 of the Hatch 
Database Draft), although we beUeve that greater flexibility would need to be 
given educational users in this context. 
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• The need for regulation of licensing terms and conditions was expressly recog- 

nized in a series of provisions requiring periodic studies of the misuse doc- 
trine (see Sec. 4 and Proposed Conference Report Language, pages 36-37, in 
the Hatch Database Draft). It is our view, however, that these restraints on 
Ucensing should have been codified in the operative clauses of the Act itself. 

• The legislative history also clarified the definition of databases in ways that 
tended to exclude ordinary literary works, and it denied protection to any 
ideas, facts, procedure, process, system, method of operation, concept, prin- 
ciple, or discovery, as distinct from the collection that is the product of invest- 
ment protected by this Act" (see page 31 in the Hatch Database Draft). Again, 
in our view, it would be much better to codify this definition expressly in the 
Act itself. 

We considered these revisions to Title V of H.R. 2281, while not necessarily opti- 
mal, to be representative of the progress that could be made in achieving a more 
balanced database antipiracy legislation. Nevertheless, there were other iinportant 
provisions of the legislation that still required substantial work to make H.R. 2281, 
and its successor bul, H.R. 354, even marginally acceptable, including, among other 

• the blanket prohibitions on traditionally legitimate commercial value-adding 
uses; 

• the retroactive application of the legislation; 
• the incomplete government data exemption, particularly for government data- 

bases disseminated by the private sector, 
• the excessive length of the term of protection in light of the breadth and 

depth of the scope of protection; 
• the absence of any reasonable Umitations on the greatlv increased market 

power granted by this legislation to sole-source data proviaers; and 
• the lack of adequate definitions regarding important terms. 

Although both the extent of progress in the Senate, as well as the unresolved 
issues, indicate that a great deal more work would need to be done on H.R. 354 to 
bring it into some reasonable balance among all the legitimate competing interests, 
we believe a better alternative, as noted above, was introduced into the Congres- 
sional Record by Senator Hatch. Without going into extensive detail at this time 
about the relative merits of the two approaches, we wish to emphasize that we con- 
sider the approach taken in The Database Fair Competition and Research Pro- 
motion Act of 1999" to be preferable because it: 

• Targets database piracy by using true unfair competition principles, without 
creating unprecedented new property rights in data and unwarranted control 
in downstream uses of data; 

• Maintains a reasonable balance between the interests of database producers 
and users, including legitimate and economically important value-adding ac- 
tivities; 

• Preserves essential public interest uses, including customary scientific, edu- 
cational, and Ubrary activities; 

• Adheres to all Constitutional principles; and 
• Provides protection against monopolistic pricing by sole-source data vendors 

in situations where competition is not a de facto reasonable method of sus- 
taining balance of economic interests. 

We trust that you and your Committee will review this alternative carefully to 
make your own determinations. We believe it is especially worthy of note that this 
alternative is supported by an impressive array of not only research, educational, 
library, and consumer organizations and institutions, but by many commercial pub- 
lishers and information service providers. 

Later this spring, the National Research Council will publish two reports that will 
address in greater depth many of the fundamental issues regarding intellectual 
property rights in the networked environment, and reviewing the policy options for 
promoting access to and use of scientific and technical data for the public interest. 
Also toward the end of this year, AAAS will issue recommendations of an expert 
group it has convened on the connection between intellectual property and electronic 
pubhshing in science. 

We hope that these studies will help promote a deeper understanding of the 
issues underlying the current debate, and we look forward to continuing to work 
with Congress in this important area. Thank you again for providing us with the 
opporttinity to testify at this hearing. 
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Synopsis of the Proposed Amendments to H.R. 2281 

Section 1301 - DmNiTiONS 

1301 (2) - laformation. Inclusion of "worlcs of autltprship" in the definition of 
"infonnation" is queried on constitutional grounds. 

1301 (3) - '^tential market" b limited to • '^tentiai market for an existinc 
product" However, we believe that any "potential market" test is 
unconstitutional, and propose a pure misappropriation test in Section 1302. 

1301 (S) - We believe odier definitions are desirable, including some for 
"eiclraction" and "use." 

Sectjoa 1302 • PROHIBITION AGAINST MiSAPmOPRIATlON 

We reject the "harm to market test" as unconstitutional and formulate liability in 
terms of "unfeir, improper, or market-destructive'' conduct that "seriously harms 
or impairs the opportunities for" investors "to recoup [their] investment and turn a 
reasonable profit." This formula replaces the language of a de fiu^ exclusive 
property right with a true misappropriation standard that does not strike at 6nr 
foUoweis. 

Section 1303 - PERMlTrED ACTS 

1303 (a) - Individual items of information and other insubstantial parts. The 
amendment prohilnts contractual overrides of the right to use insubstantial parts of 
a database for any purpose (as occurs under the E.C. Directive). 

1303 (b) • Gathering or use of information obtained through other means. 
The proposed amendment states expressly that when independent creation of data 
is not economically or physically practicable database owners must license the 
contents to anyone on &ir and reasonable terms. 

1303 (c) and (d) combined - Nonprofit educational, scicntiflc, or research 
nics. 

1303 (c) (i) - The amendment clarifies that anyone may extract or use information 
to verify the accuracy of any protected collection. 

1303 (c) (Ui) - Establishes an unrestricted right of statistical analysis and imposes 
on database providers a general duty not "to impede the extraction or use of 
information for nonprofit educational, scientific, or research purposes." No 
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liability attaches for any such use or extraction unless effected by un&ir, 
improper, or marlcet-destiuctive means that seriously impair the opportunities to 
recoup investment and turn a profit 

1303 (c) (Ui) - Sets out legal criteria for detennining the limits of the above-stated 
exemption (loosely drawn &om the "fair use" provision of copyright law, but 
focused on improper harm to investment rather than markets); an exception to the 
exception for scientific use is made to recognize a duty to pay firms substantially 
engaged in the construction of databases as research tools. 

1303 (c) - Alternative Proposal (ibnpic modd): This pT<^x>sal exempts 
educational, scientific, or research uses and extractions of information fivm 
liability if "such use or extraction is not part of a consistent pattern engaged in for 
the purpose of direct competition in the relevant market" 

1303 (c) (iv) - Under either approach, the above exemptions apply to all databases 
that have been made available to the public, without regard to whether or not the 
database has been "published" in the technical sense of the term. 

SectioB 1303 (t\ - TRANsroitMATiVE Us«s 

These amendments sedc to dispel the unconstimtional in^>licatioas of creating 
reserved markets (on analogy to "derivative works" under copyright law) without 
sacrificing the database maker's iix^entives to compile and wiAout creating a free- 
rider loophole. Specifically: 

1303(^ (1) • Dbtant Maricets: Allows competitors operating in distant markets 
to use even substantial parts of a protected database if they indqjcndently generate 
the remainder and all subsequent updates, and also pay reasonable royalties until 
the expiry of the tenn of protection (now IS yean). 

1303 (g) (2) - Direct CompctitioB: Allows competitors operating in direct 
competition (on the same market segment) to use a substantial part (but not all or 
virtually all of a protected collection) after a three-year lead-time period if they 
independently generate the remainder plus updates, and if they also pay 
reasonable royalties to the end of the term. 

1303 (K) (3) • Non-Protected Sonrces: Reconfirms the rights of anyone to make 
a new database that incorporates less than a substantial part of another database. 

1303 (g) (4) - Allows certain private uses of lawftilly obtained information. 

1303 (g) (5) - Preserves a general right to extract or use information for 
illustrative or explanatory purposes. 
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Section 1304 - ExCLUMOWS 

(a) Government collections of information 

These amendments further refine the exclusion for govenunent-fimded data as 
follows: 

1304 (a) (3) - reconfiims the right to replicate any government-funded data, 
wherever found (except as othowise provided for state universities and stock 
exchanges). 

1304 (a) (4) - limits payments to be charged for access to or use of government 
data to those established by federal lav» and regulations. 

1304 (a) (S) - requires value-adding private firms to make underlying government 
data available when not otherwise available elsewhere (and in the absence of a 
registration system). 

1304 (a) (() - ensures the public availability of data collected under statutory 
obligations. 

Section 1304 tM - COMPUTER PROGRAMS 

1304 (b) (2) - clarifies that the database law cannot afiiect die legal status of 
computer programs under other laws. 

Section 1305 • RELATIOWSHIP TO OTHER LAWS 

1305 (a) - Other rights not affected: This amendment expressly stibjects the 
. general principle respecting the independence of other laws to existing exceptions 
(b) and (c) and to new exceptions (d) and (e). 

1305 (d) - Antitrust 
(2) Establishes "tying" as a prima facie antitrust violation; and expressly 

legitimates a defense of "misuse" of the rights created in the database 
bilb; 

(3) expressly empowers non-profit educational and scientific organizations 
to bargain collectively concerning implementation of any aspect of the 
database law 

1305 (c) - Licensing 
(1) Requires that contracts in^>lementing database rights should not 

violate the policies and provisions governing both rights and duties 
under this law and under other federal intellectual property laws. 
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Allows edudtan, scientists, and reseaichets unrestricted access 
(online or otherwise) to both publicly and privately generated data in 
retun for equitable compensation; sets out the criteria for determining 
such compensation; and reconfirms that no other charges shall apply to 
data accused for educational or research purposes. 
[(2 A) ALTERNATIVE PROPOSAL: Inlicttoftfaeabovesohilion, 

creates a "sword of Damodes" clause requiring both access and end- 
user comracts (online «r otherwise) to be made on reasonable temis and 
conditions, with due regard for science, research, education, &ee speech 
and competition; sets out criteria for evahiatii^ reasonable fees for 
such uses; and reconfirms that no other charges shall <{)ply to data 
accessed for educalioaal or research purposes.] 

(2) AfiBims that contracts varying these dauses are unenforceable. 
(3) AfiBrms that technical devkes, including encryption devices, cannot be 

used to defeat these clauses. 

SectioB 1307 <•) f 1) - CRIMIWAL Omvsss 

llielfareshold for oiminal liability is elevated from SIO.OOO to $30,000; also 
in&ales that misdemeanors and felonies should be differentiated. 

-13M <rt <n - AAlWflMl 1 .iBittaHoin ITwm of Dwratkiiili Three opttoM are 

OpHem t: Thelerm of pcotection is left at 1S years only if our proposals on 
lnuafouuative uses [summarized above -Section 1303 (g)] and pennitted acts 
(SectioB 1303] are accepted. 

Opdam2: Otherwise, Option 2 limits protection to a ihtthiee-year head start 
Ood-time) period. 

OfttomS: lUs option would require re^strationfor a fiill ten-year tenn, but 
•Dow protection of aU unregistered databases for two years (NB: A registration 
system is not inconsistent with Option 1, and it would finrorJiasemination of 
•eientific and research data). 

UW (e) (2) • UiKier any option, tMs claose ensures public access to all protected 
dsteatfliB end of the prescribed teim, and it seeks to avoid the constitutional 
hnplifalioos of perpetual {Hotection for dynamic databases. 

1308 (d)-Allows only prospective, not retroactive, protection. 

62-506 00-4 
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Corrigenda of the Text of Proposed Ameadments as 
Distribated on August 6,1998 

Note: In the intoest of providing a wocidng dnft of Ae proposed amendments as quickly 
as possible on August 6, some technical and substantive errors were made. The following 
Sections of the text distributed on August 6,1998 have been revised and iocotponted 
into the fiill text distributed on August 11,1998, as set out below. 

1. Section 1303(c) (i) was enoneously described as Section 1303 (ei) 
2. Sections 1304 (3), (4), (5X which fiirdxr refine the exceptions for 

govenunent-generated data, WCR impropetly restricted in ways that are 
tnconsiatent with existing statutes and regulatioos. Consistent with Ibe 
government's position paper of August 6, 1998, these sections have been 
redrafted and included in the fiill text below. The previous version is 
necessarily withdrawn from considetatioit 

3. Section 130S (e) (2) [Option 2] omitted a necessary refereiKc to freedom of 
speech. In any event, the govetimient's position paper of August 6,1998 
would seem to mandate Option 1, as indicated in the Explanatoty 
MemoraixluiiL 

4. Section 1307(b)-It is finther suggested that misdemeamts be distinguished 
fiom criminal penalties. 
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Full Text of the Proposed 

Amendments 

(including Corrigenda) 
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Full Text of the Proposed Amendments 
Hachidiiig Corriycnda. M of Auymt 11.1998^ 

All refcwBcw arc to HJL 2281, u tidopted mi Angntt 4,1998, TItk V-"ColfcttioM 
«f laformation Antipfracy Act" 
[Additions to the Bill are underlined; deletions are struck through.] 

Sec 1301 Definitions 

As used in this charter 

(1) COLLECTION OF INFORMATION - The term coUectioo of information means 
infboTwrion that has been collected and has been organized tor the purpose of bringing 
discrete items of infonnation together in one place orihrough one source so diat usen 
may access them. 

(2) INF0RMATIW4- The term 'informatioa' means &cts, data, works of authorship, or 
aigr other iatangible material oqnble of being collected and organized in a systematic 

fNB: We Question the inclusion of "SwHta of authorship" here.] 

(3) POTENTIAL MARKET- The term 'potential market' means wy market for an 
existing product or service that a person claiming protection under section 1202 has 
current and demonstrable pbms to exploit or that is commonly exploited by persons 
offering similar products or services incorporating collections of information. 

[Np- The niynifjr^,!^ ^f thi> ehtmat, U much diminished under the general approach w^ 
hwreadoBtcd W wr think it wise to preserve thb pwrooiffli f^mgff in 9«e our woposals 
Ml to cairvL 

(4) COMMERCE- The tem 'commate' means aD conMnerceTyMehmay be lawfiilly 
regulated by the Congress. 

(5) PRODUCT OR SERVICE- A product or service inooipoialiiig a collection of 
information does not include a product or service incorporating a collection of 
infonnation 
gaAered, organized, or maintained to address, rode, fi>rward, transmit, or store digital 
online commnnications or provide or receive access to^conneoliotis for digital online 
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fNB: Other definitiom are needed, including the terms "MX" and "extraction"] 

Sec. 1302. Prohibition against misappropriation 

Any person who extracts, or uses in conimen:e, all or a substantial part, measured either 
quantitatively or qualitatively, of a collection of information gathered, organized, or 
maintained by another person through the investment of substantial monetary or other 
resources, so as bv unfair, improper, or maricet-destructive means, to seriously harm or 
impair the opportunities for that other person to recoup his or her investment and tum a 
reasonable profit for aawae hami to the aatuai or potantial maritet of that other f ewoni ot 
a ouaoeeeor in intewot of that other pewoiij foi .a product or service that incorporates that 
collection of information and is offered or intended to be offered for sale or otherwise in 
commerce by that other person, or a successor in interest of that person, shall be liable to 
that person or successor in interest for the remedies set forth in section 1306. 

Sec 1303. Permitted acts 

(a) INDIVroU AL ITEMS OF INFORMATION AND OTHER INSUBSTANTIAL 
PARTS- Nothing in thin ohaptw-shall prevent the extraction or use of an individual item 
of information, or other insubstantial part of a collection of information that has been 
mn«te ivflilabte tg ttw PUblit. in itstdf and any wnttKtVfll provision contrary to the 
purpose of this provision shall be unenforceable as a matter of federal law. An individual 
item of information, including s wodc of audiorship, shall not itsdf be considered a 
substantial part of a collection of information under section 1302. Nothing in this 
subsection shall permit the repeated or systematic extraction or use of individual items or 
insubstantial parts of a collection of information so as to ciicumvem the prohibition 
contained in section 1302. 

(b) GATHERING OR USE OF INFORMATION OBTAINED THROUGH OTHER 
MEANS - Nothing in this chapter shall restrict any person from independently gathering 
information or using information obtained by means other than extracting it from a 
collection of information gathered, organized, or maintained by another person through 
the investment of substantial monetary or other resources. However, when it becomes 
objectively impracticable, physically or economically, to independently gather 
infnmmtion tniiHe «viiil«% ^ ijif m]l]\r., lyj ^ lirnjlaf wllwtiW of information is 
available from other sources, the person who gathered the colleclion protected under tiua 
chanter Aall not refuse to license the use or extraction of the informatj?" '< amtMns nn 
reasonable terms and conditions for any purpose whatsoever. 

1303 fcl and fdl combined - NONPROFIT EDUCATIONAL. SCIENTIFIC. OR 
RESEARCH USES 
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1303 (c) G) USE OF mgOBMATKW FOR VBMFlCAnOM Nothing in tins cfaapler 
Aall watrict any peaon from wrtiacting iBfon>mi"|f ^ frnr^ iwinff «<!nll#«rinti nf 
infanoatioo widiki any entity or organization, for the sole purpose of verifying the 
accnmcy of infbimation independently gathered, organized, or maintained by «ha»anv 
r^^ W fff K^nmiltiyn "therwise lawfalW nhteinerfunder this Chapter. 

'"^ N" nny" «'^' mmkc the protection provided bv this chapter to nrohibit the 
!nmiIiarflT*'"H "' "Mlvsis of anv oollet^on of infiwmation bv statiittiwil or other 
aeienrificmedioda or 10 impede the extraction or use of infoimation for nonprofit 
fttuTftimnill- scientific or research ptgposes. 

No person vrfio. for educational, scientific, or research nuiooses. extracts or uses 
information nattieted or collected bv another person or pHty ^11 incur liability under 
this chanter so long as such use or extraction does not bvimfiiir innpmper, nr ifflff^W*- 
^fedniriivB pi«in< MriMiriv harm or imniiir the nptyirtmities for that Other person to 
recoup his or her investment and turn a reasonable profit 

rim In ttetefminina the annlicabaitv of sabKcdwi <ii\ courts m«v •^^f mtlT "rwrm' 

m  tilCPlinffflBairitiMTffnTT1Tfthe"«e<»«lracti(m: 
•  t^^ 'Mm fff Ihenrotected collection of information. iff??'H»?nB **» ^'^ *^ j* 

rJiave constituted a commercial research tool developed or sold bv a 1 unu Lfina 
wbattntaitY mttni m the pro<h>gti«i of awh tools; 
f^ ntptmn and subsf rniyli«Y nf thg infr>)m^»tion used Or extracted in relation 
to the troduct or service incorporating the collection of information: 
MriT?lC^flffPtofthe use or extraction on the padierers'opportunities to recoup 
their investments and turn a profit in the market for that same product or 

[Possible ahematiVB to Cu) and fiii^ above: No person wbn fnr wtnr^nmi. scientific, or 
reaeawAparpoaes extracts or uses iribrmation collected or generated bv another petaoB 
or eniitvsh^|linfifrli»f»ilityiffi^rtiffCh«ater so long as such use or extraction is not 
part ofa consistent pattern engaged in for the purpose ofdirect competition in flie 

(do MO>n'ROFrr EDUCATIOWAL, fiClEWnFlCt on RESBARCM USES Mofliiiig in 

aanial wpemtinlwathtfof thapwdualofsatvi—wfcmdtoiHB—tioB laOfli 
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fiv) TTie fact that a collection of information is unpublished shall not of itself render 
impemiis^hle the use or extraction of information otherwise allowed within the criteria 
set out in this provision, so Long as that infotmarion has otherwise been made available to 
the public. 

(e) NEWS REPORTING- Nothing in diis chapter shall restrict any person &om extracting 
or using information for the sole purpose of news reporting, including news gathering, 
dissemination, and comment, unless the information so extracted or used is time 
sensitive, has been gattiered by a news reporting entity for distribution to a particular 
market, has not yet been distributed to that market, and the extnction or use is part of a 
consistent 
pattern engaged in for the purpose of direct competition in that market 

(f) TRANSFER OF COPY- Nothing in this chapter shall restrict the owner of a particular 
lawfiiUy made copy of all or part of a collection of information &om selling or otherwise 
disposing of the possession of that copy. 

(g) Transformative or Comnetitive Uses 

(1) pisttflt maitols - Ng^hiny in this chapter shall prevent any person from extracting or 
uaing a substantial nart of flie information in a collection protected viK«?r S"**"" 
1302 to fonn a new collection of infoimatinn that is sold or distributed in (fifferem 
maAet semnatts from that in which the initial gatherer of flie collection normallv 
qPfratW. P^V'"f!'^^ tflff the person or entity makini^ ft^y lfi*T«i'1 use or extraction 
•ihall have indeoendegtly ttjr^ *he remainder of die non-comp^ng gnjlert^"" «n^ 
?f all F''''ffnmH WrfrttH irr iTnrnrywnena of its cnntentn. and tlmt MJH permn ^hall 
alao pay reasonable rovahies to the person or entity who made the relevant 
mywmwim for 'irt gtfl"?rine of the iafbrmation initinMv "!^ AT extracted, and such 
mvultifti «h«ll ^ecnie from the dat*! of such usc Or girtractinn unril the expiry of the 
term of protection set out in Section 1308 below. 

m Direct competition - Nothing in tfiia chapter shall prevent any person from extracting 
nr iffanq a aulwtantial part of flie infnnn^nn in a collection pmterted under Stgri^fl 
1302 nwt not all or yirh'll'Y T" fff «uch information) to form a new collection of 
infarmarinn rtmt it «nld or distributed in the same market segments in v^iiich the initial 
fpiriigrer nnnnallv npi!r«ti>t pmviHwi thm 

(i) such use or extraction occurs more tiian three years after the investment of resources 
thiit <^lMlifil^<^ the portion of the collecrinn of infonniition for prot^rtinn imdw thi« 
jIlfptPTthiit is extracted or used: 

rii^ frt the pawn mulfiny nieli mrtiaction nr use shall iiy^mifn^lentlY hawj ffthinw) A^. 
remainder of the competing collection and all subsequent updates or imnrovements of 
its contents: 

""^ Wri grT"'<^ ft"T*"T %ll "^ P"•" ""H"y «'^J' extraction or u-ie !«hall also nav 
reasonable royalties to die person or gitiiv thfl pi«fe the relevant investments for the 
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BMhering of the mfotmiffi?n m>«f«VY ya^ or extiaetf^ ftym \tr '^'- "^ "-^h TlTlrn 1ft 
the expiry of flie term of protection act out in Section 1308 betow. 

f 3^ NottPTOttcted Sources • Nnthiny in this chapter shall restrict any oeraon from 
«tt«criTiy nr mgng tnfommion from a Collection of infonnation protected under 
Section 1302 to form a new coUection of itf^TjMtinn yf yhich wibstantial part- 
measured either gualitativelv or ouantitativelv. was obtained from a source other than 
the protected collection of mfiwmation. 

IThe followint 'jlmtt IBpv be held in reserve pending the outcome of diacussiona 
bearing on the afotfrinciitioped proDosals:! 

U\ IJftthing jn fci« ;hMrtr "Vlll T^'^ any person from condensing, fll?ri''r"B. OT 
mmilPgir"? • mllWliffn of information protected under Section 1302. PROVIDED 
tlMt th^ fMihiny f^Hii^on of infonnation is not distributed to the public. 

(<n Nnthiny in thi« thBTl" **"" "'"Ha anv person from extracting or using infoimarion 
from a coUectiop of information protected under Section 1302 and incorporating it in 
a work for ilhislralive n^ g^nJir^tnTv purposes. 

Sec. 1304. ExdaskHis 

(a) GOVERNMENT COLLECTIONS OF INFORMATION- 

(1) EXCLUSION-Pisiection under tfaia di^iter shall O0t extend to coUectiona of 
infonnation gmhwwl, "•[}"••-"^t. ormaintained by or for a government entity, wfaether 
Federal, Stale, oriocd, inchading any employee or agent of sudi entity, or any petson 
exclusively Boeiwfd by wuek endty, widdn the scope of the employment, agoKy, <nr 
license. Nodiing in this subsectian shall piedode protection under this chapter for 
infonnaiioa gathered, organized, ormaintained by such an agent or licensee that is not 
widun tbe scope of such i^eoEy or license, or by a Federal or Stale educational institution 
in the contie of engaging in education or scholarship. 

(2) EXCEPTION-The exclusion under paragiqA (1) doesjiot qiply to any infonnation 
. teqoiied to be coHeded and dtsaeminated- 

. (A) under the Securities Exchange Act of 1934 by a national securities exchange, a 
' tcgisteted securiliw association, or a tegisieted aecurities information processor, sutjeq 
. to aection 1303(g) of tins title; or 

(B) under the Commodity Exchange Acti>y a contnct market, subject to section 1305(g) 
of this title. 
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a^ Nothing in this chanter shall prohibit any use of portions, however substantial of 
coUections of infonnation when those portions are replicated without oianifioont 
8haae»^f iinprovem»nt-from collections of information weda8«4 generated bv 
federal, state, or local governments, or otherwise substantially oriffinafri' rith TMHr 
fimds. except as otherwise provided for educational institutiops in Section 1304 (a) 
rn and for the securities exchanges m^ ^ftnmff rf^xtkets coveted bv Section 1304 (a) 
I2i. 

(41 Whenever a given coUection of information is substantially fimded bv eovemment 
and made available to the public anyone seeking access to that infonnation 
krfMBwtion for eduaotional. cmwitififc or wotawh wif ODM mu^ V}\ ^ TtWTged any 
fiees inconsistent with those authorized in the Paperwork Reduction Act of 1995. 
j^^^CT'^ing 44 ^ ^«; r ^s. and other applicable Federal laws and regulations. 

(S^ Private firms that add value to ^oveninient-fiinded collections of inffrvm^^n falling 
within Sw-tinn 1304 fa^ (W (2) and that benefit from this Act y/bep mnUny tiv. 
resulting value-added coUections available to the public, must aUow anyone to access 
Ifae orieinfll collections funded bv government gwrnmert fttr aduaalional. floieMfio. 
awee—wh iwpocM if such collections are not otherwise available to the public for 
AaB»«waB«B use and extraction: gnj jmhW fv^nt. such users must not be chanted 
any fises-inchiding access fees, that exceed those authorized by the Paperworic 
Reduction Act of 1995. and other applicaMe Fedewl laws and regulations. 

(6\ The exclUMon under Section 1304 (a\ fn does not anplv to any infonnation required 
tn hB mll»rt«H< »rui Hiwrminntwt hy ^ non-govenmient entity pursuant to a statute. 
regulation, or court order. Notwithstanding any prevision of this chapter, such 
infiMmation m\7!\ H mwk gvailable to the public in accoirjflnK wi^ t^ mW^. 
rCWlltim ?^ order pursuant to which the information was collected. 

(b) COMPUTER PROGRAMS- 

(1) PROTECTION NOT EXTENDED- Subject to paragraph (2), protection under this 
chapter shall not extend to computer programs, including, but not limited to, any 
computer program used in the manufacture, production, operation, or maintenance of a 
collection of information, or aiqr element of a computer program necessary to its 
operation. 

(2) INCORPORATED COLLECTIONS OF INFORMATION- A coUecdon of 
information that is otherwise subject to protection under this chapter is not disqualified 
fiom soch protection solely because it is incorporated into a computer program. 
The mcorooration of a collection of infnrm«rinn that U subject to ifr?^*Ml Mlriff tfljff 
chanter into a cominiter program shall not otherwise eypivi nr riimii^itti if H«i «*«V'« «< 
a computer program under other kws or regulations. 

Sec 1305. Relationship to other laws 
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(a) OTH^ RlCXrrS NOT. AFFECTED- Soiqect to sabsectians (b), MiudisCLaDdie}. 
•acAii^ io-ibaM chapter shall a£fect tigfats, lunitatioitt, or imwiiliM concerang copyright, 
oc any other limits or obligatioiis relating to iofixinaDon, iiKhidmg laws with re^)ea to 
patent, tademark, design rights, amitnist, trade MCRts, privacy, access 10 public 
documents, and the iawof ooottact. 

(b) PREEMPTION OF STATE LAW- On or after the effective date of tfiis chapter, all 
- rigfaisJthat are eqaivaient to the rights specified in section 1302 with respect to the subject 

matter of thb chapter shall be governed exclusively by Federal law, and no person is 
entitled to any equivalent right in such subject matter under the common law or statutes 
of any State. State laws with respect to trademaric, design rights, antitnist, trade secrets, 
privacy, access to public docunMnts, and the law of contract shall not be deemed to 
provide equivakot rights for puiposes of this subsection. 

(cXRELATIONSHIP TO COPYRIGHT- PtotecticHi under diis chapter is independent 
o(, and does not aCfoct or enlarge the scope, duration, ownership, or subsistence of, any 
copyrigjit protection or limitation, inchichng, but not limited to, &ir use, in any woik of 
authoT^np that is contairked in or cmisists in whole or part of a collection of infonnation. 
Thn diapter does not provide any greater protection to a work of authorship contained in 
a collection of information, other than a viatk that is itself a collection of information, 

. tiian is available to that work under any other chapter of this title. 

(d)-(^ANTlTRUST- 

(1) -Nothing in this chapta shall limit in any way the constraints on the manner in which 
prodncts and services may be provided to the public that are imposed by Federal and 

. State antitrust laws, including those regarding single supplios of products and 
services. 

Q) The relief provided under seetioM np6 and 1307 .shall not he available to a person 
vibo conditions the hcense or sale of a collection of information protected under this 
chanter on the acmriiition or license of anv other product or service or on the 
petfbnnanceofanv action not directW related to the license or sale, or who otherwise 
misuses a collection of information. fPFCl 

fV\ It dmll notbe « vmlntipn of the antitrust htws or of anv related trade rcfulation laws 
fiar nonprofit educational, scientific ty rwenrch <wy«niT«rinn« tn hwynin enllectivelv 
wtdi anv persons or entiiie* tht hmefit from thenrotections of this chanter 
concerning anv rights, duties, liabilitjt* ffM-ptimw. or immimitwa arising fiom anv 
provisions of this chanter. 

(e) UCENSINO- 
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(1) Nothing in this chapter shall lesaict 6ie rights of patties freely to enter into licenses 
or any other contiacts with respect to the use of coUectioas of infbrmatioiL so long as 
those licenses or contracts are not inconsistent with the policies and provisions 
impl^piental ip thi» chapter, or in other federal intellecnjal property laws JBtWwg 
SW^'TT' } "*"? (1^ fffTWt""" contracts that impede cMraction or use of insubstantial cait^ 
of protected coUectiops. and Section 1305 (e^ (2). concerning licenses or contracts 
governing access to protected collections of information for educational, scientific, or 
research pumosesr 

[PREFERRED OPTION 1:] 

m Whenever a given collection of information not substantially fimded bv government 
within the purview of Section 1304 above is made available to the public bv electronic or 
other means, those who benefit fixwn the protection of this Act must allow anyone to 
access that information for educational, scientific or research purposes in exchanpp % 
fair and equitable comneni^itinn ^ tal^es into account 
 fi> the nrivate vendor-ji cnit nf pwwfutino and delivering the rglevam infhrmiirinn; 
 m the uset^s ability reasonably and fairiv to contribute to offsetting diose costs 
'^•''^ (^#"'"? '*-" educational, scientific, or research missions: and 

f iii^ the extent to vyhich the activities in Question are of a commercial nr not-fnr- 

Use or extraction of the ii^fi;\pnation once accessed undtr thlff WV'^io«> for 
nonprofit educational, scientific, or research purposes is not subject to additional 
charges, as provided in Sections 1303 fc^ and fd^ above. 

f ALTERNATTVE OFHON1. TO CONSIDER ONLY IF THE BILL IS OTHERWISE 
SATISFACTORILY AMENDED1 

a) All licenses or other contractual agreements governing access to collections of 
;nfi«m«rinn wittiin thi« Act regardless of the medium in which thev are conveyed, or 
that imnniie reatrictions on end users of such collections, shall contain fair anri 
reasonable terms and conditions, vyjth due regard for the public interest in education- 
science, research, firedom of speech, and the preservation of a competitive 
mariceti>lace  In determining the reamnableness of any fm rhanffd tn «r<yss 
information for such purposes, the courts may consider 

(i) the extent to which the information is not substantiallv funded bv yovenunent witlua 
the purview of Section 1304 (a.) and jff nH^T flYHJI^Me to the oMic: 

<if> the private vendor's costs of penerating and delivering the relevant information: 
fiii^ the user's abiMtv reasonably and fairly to contribute tn ofTsetting those costs while 

fillfill'"? '•^ "H»r^"»i'l scienrific- nr reacMcfa missions: and 
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^ivVthe extent to whfch the acttvitica in ouMtion are of a r«nni«^iil n, nnt.for-pmfit 

Uae orextraction of the infomuitinn onee accea«ed under tfaia provision for nonprofit 
ediicaiioBal. gcientific. or r'^<«irr^ m'Tft*^ " ""» "iKWVt "f IM''*''^"•' '•h«ryiN^ i« 
prowded in gyaions 1303 (c) and (S) above. 

(3> Wjlh-respcct to collections of information that have been made available to the public. 
Ajinv Wcenv at contractual noTMtnent that attempa ty contradict or Umit the conditions 
ynvpTniny «rcegsio and use of such collections for educational, scientific or research 
purposes, as elsewhere set out in this chapter, shall be deemed impermissible and 
i^f^nfrfTOlMe °" grounds of public policy. 

f 4^ Thoae who benefit from the protection of this chapter mav not use technical measures 
or devices (c th». m^nnyment of information or die ri^its therein, including 
KfTirmilTTir'cations networks, computer pmyr»m«. nr encryption dcvitw. K n VlfWJrlV 
or mmioperlv to defeat or impede fte educational, scientific or research activities 
authorized bv this chanter. 

(f) COMMUNICATIONS ACT OF 1934- Nothing in Ait chapter sbaU affect the 
operation of the provisions of the Communications Act of 1934 (47 U.S.C. 151 et seq.), 
or shall restrict any person from extracting cr using subaciiber list infbrmatioa, as such 
tenn is defined in section 222(fX3) of the Communications Act of 1934 (47 U.S.C. 
222(iX3)), for the purpose of publishing telepiwiK diiectories in any format 

(g) SECURITIES AND COMMODITIES MARKET INFORMATION 

INB: the several new subsections under suha^tinn (y) )iave not been «HH.^ tn thU 
version due to time cnn-dTaintii nn^l hTm»5e we have no sunysted revision to them.1 

Sec 1306. Ovil remedies 

(a) CIVIL ACTIONS-Any person M^ is ii^ured by a violation of section 1302 may 
bring a civa action ft>r«udi a violation in an^tHMopiiale United States district court 
widtout fcgaid to die amount inconuti'versy, except diat any action against a Stale 

entity mqr be bnisgfat in any court dmhas jurisdiction over clafans against such entity. 

(b) TEMPORARY AND PERMANENT INJUNCTIONS- Any court having jurisdiction 
of a civil action under this section shall have the power to giant tempotaiy and permanent 
iiqinictions,8ccoitliiig to the priociples of eqiaty and upon such terms as the court may 
deoDTeaaonable, topfevent a violtticn of section 1302. Any such ii^unction may be 

• served anywhere in the United States on the person enjoined^and may be enforced by 
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proceedings in contempt or otherwise by any United States district court having 
jurisdiction over that person. 

(c) IMPOUNDME34T- At any time whUe an action under this section is pending, the 
court may order the impounding, on such terms as it deems reasonable, of all copies of 
contents of acoUection of infoimation extracted or used in violation of section 1302, and 
of all masters, tapes, disks, diskettes, or other articles by means of which such copies may 
be reproduced. The court may, as part of a final judgment or decree finding a violation of 
section 1302, order the remedial modification or destruction of all copies of contents of a 
collection of information extracted or used in violation of section 1302, and of all 
masters, t^ies, disks, diskettes, or other articles by itieans of which such copies may be 
reproduced. 

(d) MONETARY RELIEF- When a violation of section 1302 has been established in any 
civil action arising under this section, the plaintiff shall be entitled to recover any 
damages sustained by the plaintiff and defendant's profits not taken into account in 
computing the danu^es sustained by the plaintiff. The court shall assess such profits or 
damages or cause the same to be assessed under its direction. In assessing profits Ae 
plaintiff shall be required to prove defendant's gross revenue only and the defendant shall 
be required      to prove all elements of cost or deduction claims. In assessing damages 
the court may enter judgment, according to the circumstances of the case, for any sum 
above the amount found as actual damages, not exceeding three times such amount The 
court in its discretion may award reasonable costs and attorney's fees to the prevailing 
party and shall award such costs and fees where it determines that an action was brought 
under this chapter in bad fiuth against a nonprofit educational, scientific or research 
institution,      library, or archives, or an employee or agent of such an entity, acting 
within the scope of his or her employment 

(e) REDUCTION OR REMISSION OF MONETARY RELIEF FOR NONPROFIT 
EDUCATIONAL, SCIENTIFIC, OR RESEARCH INSTITUTIONS- The court shaU 
reduce or remit entirely monetary relief under subsection (d) in any case in vAadi a 
defendant believed and had reasonable grounds for believing that his or her conduct was 
permissible under this chapter, if the defendant was an employee or agent of a nonprofit 
educational, scientific, or research institution, library, or archives acting within the scope 
of his or her employment. 

(0 ACTIONS AGAINST UNTIH) STATES GOVERNMENT- Subsections (b) and (c) 
shall not apply to any action against the United States Government 

(g) RELIEF AGAINST STATE ENTITIES- The relief provided under Ais section shall 
be available against a State governmental entity to the extent pennitted by applicable law. 

Sec 1307. Criminal offenses and penalties 
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(«) VIOLATION- 

COIN GENERAL- Any pcfWD ^uribo violates section 1302 Mvilifnlly, •od- 

(A) does so fat direct or indiKct cominerdal advantage or finaixMl gain; or 
mSxaiaes loss or damage aflgre«nttin£ SlOiOOO S50.000 or mote in sav l-vear period to    | 
the pen» W1K> gathered, organized, or maitMiiied the iiifbimation concerned, shall be 
punished as provided ia subsection (b). 

(2) INAPPLICABILITY-This section shall not apply to an employee or agent of a 
nonprofit educational, soentific, or research institution, library, or archives acting widiin 
the scope of his or her employmenL 

(b) PENALTIES-An o£fense under subsection (a) shall be punidiabie by a fine of not 
more than S2S0,000 or imptisooment for not aore than 5 yeais, or both. A second or 
subsequent offense under subsection (a) shall be punishable by a fine of not more than 
SSOO.OOO or impdsomnent for not more than 10 years, or both. 

f]^; Kfi-^^naspMS and felonies should be difftrenliatedl. 

Sec 1308. Liaiitations OB actiou 

(a) CRIMINAL PROCEEDINGS- No criminal proceeding shall be maintained under tins 
chapter unless it is cammenced within three years after the cause of action arises. 

(b) CIVIL ACTIONS- No civil action shall be maintained under this chapter utiless it is 
commenced within three years sAer the cause of action arises or claim accrues. 

(c) ADDITK^^AL UMTTATION - ITennofDutationl 

fOPTTON 1 • If the tnartmentof triwfhniMtivf; ii«« mnfimns to the tyrvpnoU ^ n,f^ 
esriier. then the following pmvimon may Mim^; 

(c) (UNo criminal or civil action shall be maintained under this chapter for the extraction 
or use of all or a stdtstantial part of a collection of information that occurs more than 15 
years after the investment of resources that qualified the portion of Ae collection of 
infonution for protection onikr this chapter that is extracted or used.'. 

fQPnON2: Iflfaetreatmemofdie transformative uses does not confoim to the 
proposals set mftww rtum th» twm nf duration in Section 1308 fc^ should not exceed 
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rOPTION 3: Impose a rettistralion reouifement. with two veara of protection if not 
registered and ten years of protection if reyistCTed. Registration also may affect remedies. 
rModeUed after the Semiconductor Chip Protection Act of 1984^1 

[Under either option 1.2 or 3. the following additional safeguards are required:! 

1308 (c) (D - When a substantial investment of new resources in ui?Hirti^g of jmnrgving 
M gxistilg collection of information that has ah'cadv qualified for protection under this 
chanter should reoualifv paTf<! nf thit Mme collection for another term of protection as 
provided above, then no person who extracts or uses all Qf 8 SUfrSTff"*''*! part of the pre- 
existing infinmation as preyjously configured shall incur liability under tfai« fhnptw f^ 
penon w}ip ffHtilg » renewed tenn of protection for undated or improved txMtions of an 
^ytii)g pnltection covergj t^ thi» 9^pter as specifi^^ aW^ ?ball xm^l Uw pfe-e«»aing 
version available to the public on request, and for the mere costs of deUvery. from the 
time when new acts of invesnnent otherwise qualified the relevant part or parts of an 
existing collection for an additional period of protection. In no case shall the renewal of 
protection for any part or parts of an existing collection of infoimation owing to the 
investment of new resources in upgradej ffr JlTIPIVvements. prevent any use or extraction 
of the pre-existing configuration at the expiration of the term prescribed above, and no 
liability under this Chapter shall thereafter attafh fn nirh acts of use or exftaction. 

1308 M) Limitation on Retroactive Application 

Nn criminal or civil action «hiill he nmiiitiiinKl iinrier this chanter for the extraction OT uae 
of all or a substantial part of a collection of information for which the investment of 
resources which qualified &e coUection of infonnation for protection under this chanter 
occurred prior to the effe<nivf 'MB ftf thjit M, 

SEC. 4. CONFORMING AMENDMENT. 

The table of chapters for title 17, United States Code, is amended by adding at the end the 
following: 

1301. 

SEC. 5. CONFORMING AMENDMENTS TO TITLE 28, UNITED STATES CODE. 

(a) DISTRICT COURT JURISDICTION- Sectioa 1338 of title 28, United StMes Code, is 
amended— 

(1) in Ae sectioa beading by inserting 'misappropriations of collections of infoimation,' 
after 'trade-marks'; and 

(2) l>y adding at the end the following: 
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(d) The district courts shall have origiiial jurisdiction of any civil action arising under 
dupta 12 of title 17, relating to misappropriation of collections of information. Such 
jurisdiction shall be exclusive of the courts of the States, except that any action against a 
State governmental entity may be brought in any court that has jurisdiction over claims 
against such entity. 

(b) CONFORMING AMENDMENT- The item relating to section 1338 in the table of 
sections for chapter 85 of title 28, United States Code, is amended by inserting 
misappropriations of collections of information,' after 'trade-marks,'. 

(c) COURT OF FEDERAL CLAIMS JURISDICTION- Section 1498(e) of title 28. 
United States Code, is amended by insetting 'and to ptotectioos afforded collections of 
information under chapter 12 of title 17 after 'chapter 9 of title 17'. 

SEC. 6. EFFECTIVE DATE 

(a) IN GENERAL- This Act and the amendments made by this Act shall take effect on 
the date of the enactment of this Act, and shall apply to acts committed on or after that 
date. 

(b) PRIOR ACTS NOT AFFECTED- No person shall be liable under chapter 12 of title 
17, United States Code, as added by section 3 of ttus Act, fc« the use of inframation 
lawfiiily extracted fiom a collection of information prior to the effective date of this Act, 
by that penon or by that person's predecessor in interest 
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Explanatory Memorandum 
(Part 1) 

1. ScrioittCoiutitatkMuilBflnnitieiofELR.2281 

As proposed by HJL22SI, Sections 1301 and 1302 attach liability for acts that 
"cause hann to the achial or potential nuuket" of the protected investors (Section 1302X 
and tbe term "potential market" is defined to include "any maricet" for which the iirvestor 
"has current and daoonstrable plans to exploit or that is commonly exploited" by 
similarly situated producers" (Section 1302 (3)). The definition of "information" in 
Section 1301 (2) also brings "works of authorship" within the "harm to actual or potential 
market tests." 

We believe these clauses conflict with both the First Amendment and the 
Copyright Clause of the Constitution. As the Department of Justice's Office of the Legal 
Counsel recently afiBimed, to the extent that the proposed legislation "...would prohibit 
extractions or uses of substantial portions of fictual compilations by direct competitors, it 
is much more likely to be held constitutional than if it would prohibit extractions or uses 
by potential consumers for noncommercial purposes. By contrast, if the provision were 
construed to provide protection against uses by potential consumers, and not simply 
direct competitors, it would appear to be of almost limitless scope and therefore to raise 
constitutional concerns that would appear insurmountable" (Memorandum for William P. 
Marshall. Associate White House Counsel, from William Michael Treaoor, Deputy 
Assistant Attorney General, OfiSce of Legal Counsel, U.S. Department of Justice, July 28, 
1998, p. 8). 

For some forty years, the late Professor Melville Nimmer, a leading authority in 
both copyright protection and First Amendment law, taught that copyri^t protection 
would violate First Amendment guarantees of free speech, were it not for the judicial 
exchision of ideas and Gacts from the reach of the exclusive property rights granted to 
authors and artists. In 1976, Congress codified that exclusion in §102 (b) of the General 
Revision of Copyright Law, and in 1991. the Siqnreme Court, m Feist Publications, Inc. 
V. Rural Telephone Service, Co., teconliimed the constitutional prohibition against an 
exclusive property tight in either £9cts or ideas. 

Ptopooeats of H.R. 2281 openly concede that the "harm to actual or potential 
markets" test was drawn from § 107 (4) of the 1976 Copyright Law, which codified the 
£>ir use provisions. This is a constitutionally fotal admission because the very purpose of 
§107 (4) is to confirm dutt protection of the author's market interests in both primary and 
secondary markets is the true goal of the copyright law's exclusive rights, exacdy as 
Judge Frank declared in his fiunous opinion in Amsiein v. Porter (2d dr. 1943). 
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When tfansplaiited to the database context, however, the protection of mete 
invtstment in datrijoses that do not rise to the level of creative works of authorship 
against "hann to actual or potential markets" indirectly creates an exclusive property tight 
in noncopyrightable collections of data, that governs both primary and secondary 
markets. Onoe collected, no one can make further use of the fects and data contained in 
Ibe collection without the compiler's peimission, even though Section 102 (b) of the 
Copyiigfat Law states that fiicts and ideas are not fit subjects of an exclusive property 
tight True, H.R. 2281 doea allow "independent creation" of databases in Section 1303 
(b), and Section 1303 (d) exempts nonprofit educational, scientific, and research uses 
fiom liability for causing hann to "poientiar markets. But su<:h defenses in the proposed 
database regime are no more curative of these constitutiotial flaws than they would be in 
the copvriyht regime, for Ae reason that no one can cmaritMrionallvobUga all persons nof 
to use facts or htantiMthByebeentnade available to the poMic. Facts and ideas that the 
copyright law must leave to unrestricted public use cannot constitutionally be withdrawn 
fiom public use under the First Amendment by a database law that protects against 
extraction and use on bodi primary aad derivative markets. 

In this connection, one should recall that the copyright iew,.iinlike the patent law, 
does not protect against use as such of even tfaeprotected CKpression, as die Supreme 
Court established in Baker v. SeUen (I S79, leaffinned in Febl). The paotection of non- 
copyright^le data and facts against jus on both primary -and secondary markets thus 
impermissiUy disrupts the balance established in the federal copyright and patent laws, 
which in^ilement the constitutioaal FnahHng Clause. Notwitfaatanding the public's right 
to use facts and ideas under the First Amendmem aad notwitiutanding the constraints 
limiting Congressional action under the constitutional EiMbKng Omwe, Sections 1302 
and 1303 of H.R. 2281 create copyright-like ptolectioa ibr use of noncopyrightable 

. matter create a de facto dcrivMive work right in noocopyrighlable compilations; and 
prohibit traasfotmative uses - however pro-competitive in nature - thM hann this 
reserved or derivative raaiket on the potential bum test 

-No iirvocation of unfair coaq)etition law can disguise die fact that a "haaa to 
aetoal or potential jnaricets" test that does Bot ibcus on unfair or improper conduct 
ex|)iess» the language of exclusive property rights, vttich is eaiactly the fiincdon that 
§107 performs in the Copyti^Law. In this comtection, we have pointed out that 
scaentificand research data frequently are physically or economically impracticable to 
i^geneiate-from scratch, which only enhance* the potential restBunts on fiee speech under 
iUL 2281 as it staods, by riddngthe withdrawal of fada and data as such from the public 
donaiiL Pram the policy perspective, the federal anwilalecauits have consisteotly 
dedaied tfaM awoidiag the costs of legenentiiig known facts and ideas constitMes a basic 
econonucTumise underlying the constraints on intellectual propeity protection deriving 
from bothdief list Amendmeat and the Ppabimg Clause. 

The broad definitioas of both "ooUeetiao of information" (}I301 (1)) aad 
'^infennation'' ({1301 (2)) aggravate these constitutioiial infinnide* fay drawing '^vofks of 
autborihip" iato the Jtatan of a competing and ovetiappiiig intellectnal property right, and 
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also by casting legal doubts upon the future ability of third parties to make untiaimneled 
use of public domain matter. Anytime someone would use data, including historical data, 
that are made available to the public contained in a "collection of infonnation" protected 
by the proposed law, that user would be exposed to claims that he or she will have 
harmed the database originator's actual or potential markets if that producer had also used 
the same or similar data. This broad risk of liability cannot fail to have a chilling effect 
on the use of known facts and noncopyrightable databases in both the commercial and 
aaocommercial spheres; and it is of little consolation to reseaicheis and educators that 
they mast fear oidy harm they might cause to actual markets, rather than to potential 
markets, as welL 

Mofeover, the database originator has no obligation to license value-adding or 
transformative uses, and if the originator is a sole-source provider (as frequently occurs, 
especially in specialized scientific and technical niche markets), there is no incentive to 
bargain. As a ptactical matter, this means that once data are collected and used for one 
purpose, such as to prepare a compilation of poisons and antidotes, there will be a strong 
disincentive to use the same data for other purposes lest those uses violate the liatm to 
other markets" principle. 

By the same token, database recompilers or value adders would incur the risk of 
lawsuits for infringement every time their new database resembles some pre-existing 
database, whether those data were used or not Even Ae exception that permits anyone to 
make uae of "insubstantial parts" of a collection of infonnation is vitiated by the language 
inflicting liability for harm to the investor's "actual or potential market" (only the "actual 
market" in the case of tumprofit educational, scientific, or research uses under Section 
1303 (d)). Because the user catmot know such matters in advance, the "potential harm" 
lest emasculates dw "insubstantial parts" exception in practice. 

In contrast, a true unfiur coinpetition approach would attach liability only when 
the third party harmed the database maker's actual or potential market by improper, 
on&ir, or dishonest means. Such an approach would not inhibit competitors who "harm" 
the market by honest and iimovative means, and it would not impede true transfomuitive 
uses diat promote competiticm and the public interest in science and education. 

The "actual or potential markets" test is thus so broad that it would hinder &ir 
competition simply because every successful competitor harms a prior entrant's market 
by definition and because would-be competitors would never know in advance when the 
use or extraction of protected data may tum out to cause harm to some unknown potential 
market In this and other respects, the "harm to markets" test actually cloaks a reserved 
market formula, in the manner of die exclusive rights to reproduce and to prepare 
dmvative works granted by §106 (1), (2) of the 1976 Copyright Law. Use of this 
fomiula in the database context invites other industries to apply for similar protection 
against harm to their actual or potential markets; and the cumulative anti-competitive 
effects of recognizing such special-interest protectionist pleas could seriotisly undermine 
the ability of the Uiuted States to conqiete in an integrated global maike^ace. 
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A. Cwteg the ConstitattoBal Dcfccta 

The logical vray to remcwe the coastitudonal defects kkntified above is to leptace 
the "hann to actual or potential markets" test wifli a tmemiaippfopriation test Sucha 
test shottid forbid unfair, improper, or marlcet-destnictive conduct that deters future 
investmem without creating a de ftcto exchisive property right in data and without 
unduly restricting public access - and especially rdiKational. scientific, and research 
access - to Acts and data that &U under the protective sway of the First Amendmem. 
The new test also must avoid creating a de £acto exclusive rigirt in secondary, or 
derivative, Buokets by unduly inhibiting pnxompetitive transfbnnative uses tiiat are 
carried out by honest 01 proper means. These goals, identified as being of crucial 
constitutional impact for both the Administration as a wiule^aee the letter firom Andrew 
J. Pincus, General Counsel to the Depertment of Commeice, to Orrin G. Hatch, Chairman 
of the Senate Committee on the Judiciary, August 4,1998, p. 3 (final bullet)), and the 
Department of Justice are achieved-by our proposed amendments to H.R. 2281, as 
analyzed below. 

2<^ScctioB 13412 - Protaibilion Afunst Minpprapiiitiiw 

Because the "haim to marlcets" test is both unwotkableand imconwitutional, the 
proposed amendment to Section 1302 recasts liability in tennsof^m&ir, improper, or 
madcet-destructive" conduct dial "seriously hanns or impairs the opportunities... to 
recoq>.. .investment and turn a reasonable profit" This formula accurately reflects the 
misappropriation doctrine as it has evolved from IN.S. y. A.P. (U.S. 1918) to Judge 
Winter's opinion in National Basketball AatocUxtion v. Motorola, Inc. (2d cir. 1997). 
This fomiula, however, does not limit protection merely to time-sensitive data, as these 
cases might do, lest the compiler's incentive beioo narrowly dicumscribed. 

According to Professor Harvey Perlman, fsimer Dean of the University of 
Nebraska Law School and Repoiter for the American Law Institute's RESTATEMENT 
(THIRD) OF UNFAIR COMPETITION (1993),tbe proposed revised standard doesnotun&iriy 
limit access to information or lunecessarily raise issues of constitutional constraints on 
intellectual property laws. At die same time, it would becooielo^cal to delete works of 
iunfaoiship firom the definition of''infi>nnation" in 1307 (2), as we have done, and also to 
delete any fktfaer tt&nux to "potential market" in Section 1301 (3). Until this change 
of formula in Section 1302 is agreed upon, however, we have retained some language 

• Umiting the definition of"potential markets" inSection 1301 (3)10 "any market for an 
. existing product or service." 

3. Freeing Transfbrourtive or CiMBpctitive Uses in ScetiOB 1303 (|0 

To avoid creating, directly or indirectly, an impemiissibie "reserved markef 
effect, in the manner of an exclusive right to prepare databases that are derived fiom an 



115 

existing database, the proposed regime could simply confer a very short term of 
protection - say, two or three years. If, instead, a longer term is prefened, it mtist 
expressly forbid the making of value-adding compilations by un&ir, improper, or maiket- 
destnictive means, while expressly authorizing fair followers to invest in value-adding 
compilations that increase knowledge, improve existing collections of data, and lower 
prices in a more competitive environment. While legal criteria such as "unfair" and 
"improper" are necessarily open ended, they are terms of art drawn from centuries of 
domestic and foreign unfiur competition law, to which courts have given meaning case by 
case. One could even protect the database maker's opportunities to exploit potential 
maricets from unfair or improper conduct that impairs the incentive to invest 

Accordingly, our proposed amendments to §1303 (g) distinguish value-adding 
collections that compete in distant markets from those devised to compete in the same 
market segment as a protected database. With respect to distant markets, competitors 
should be allowed to extract and use even a substantial part of a protected database if diey 
independently generate the remainder of the non-competing database and all subsequent 
updates, and if they also pay reasonable royalties from the date of extraction or use to the 
end of the specified term (currently fifteen years in the proposed legislation, which, it 
shoidd be noted, we consider excessively long and not adequately justified). Under this 
approadi, nothing prevents the originators from exploiting distant markets as quickly as 
possible, and presumably, with all the head start advantages that first comen seem 
ioherently to possess in the database market Moreover, second comers operating in 
distant markets cannot ai^noiniate the originator's costs of inputs beceuise they must pay 
reasonable royalties, based on such costs, while defraying tbeii own costs of 
iodependently generating the remainder of the database (as re-configured to meet the 
needs of a distant market). Needless to say, unless the second comer also defrays the 
costs of updates, the non-competing database will soon become obsolete. Hence, there is 
00 free-rider effect At the same time, the first comer cannot invoke a misappropriation 
law to slow the pace of itmovation on distant maikets. 

With respect to value-adding users who seek directly to compete on the same 
market segment as that of a protected database originator, it does seem necessary to defer 
the right to use a substantial part of such a database for a fixed period of lead time in 
which originators may seek to recoup costs and establish their trademarks. A three-year 
period of unmunity seems more than adequate for this purpose, given the rapidity with 
wdiich any given collection is likely to become obsolete, and it is worth noting that 
Japanese law has reoendy recognized a three-year head start with respect to the 
misappropriatioa of product designs. 

Under our proposed amendments to Section 1303 (g) (2), moreover, a direct 
competitor would never be free to use all or virtually all of any protected datdMse; that 
Gooqietitor would always have to compile both the remainder of the value-adding 
databaie and all iqxiates or improvements; and he or she would always have to pay 
reasonable royalties for use of the underlying data to which value is added from the date 
of die use (i.e., after 3 yests or more/until the end of the tenn (now fifteen years)). Once 
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again, diere is no firee-rider effect, while competition is promoted without undennining 
either the incentive to invest or tiie incentive to innovate. 

4. Dcfeading Educatioa, Scicacc, Rctcarch, and Other PnbUc-G4>od UMIV aod 
Related Conctrainti on Licensing 

The success of our basic research and education system is ptedicated on the 
unfettered access and use of &ctual information; on a robust public domain for data; and 
on easy re-use, recompilation, and transformative applications of data, it is important to 
i-mphatiTP that dHtafaHsns created and used in the pursuit of basic research and education 
typically are done for incentives other than economic—for the creation of new 
knowledge, the thrill of discovety, and the enhancement of professional status. As 
currently drafted, however, the proposed legislation places an overwhelming emphasis on 
protecting original investments and on enhmcing purportedly necessary additional 
economic incentives to create new databases. At the same time, it tmdervalues the 
potential adverse effiects on scientiSc and technical progress, as well as the more general 
economic and social costs inbercitt in restricting and discouraging the downstream 
a^lications and transformative uses of noocopyrightable databases. 

Although the iiill extent and precise nature of potential irnpacts on our nation's 
research and education community from the proposed legislation are difficult to predict, 
vittl is certain is that the pending changes to the law portend very negative results. For 
reasons explained in this memorandum, we believe that if this bill is enacted in its present 
form, that the costs of data and related research will increase significantly, the public 
domain for data will be diminished unconstitutionally, ttansfomiative applications of data 
will be curtailed, the open availability of publicly-funded data will be compromised, and 
there will be large-scale lost oppwtunity costs for both research and education as a result 
of the multiplied traasactional burdens. 

In seeking to avoid unintended harm to education, research, and the national 
system of innovation on which U.S. technological pre-eminence depends, one most avoid 
two pitMls at the oulaeL First, simj^e-minded analogies to the fair use exception in 
copyright law are likely to obscure the appropriate analysis for the Hiitiih««> context 
Second, any fiiir use-like exceptions for research and educational uses of protected data 
must be coordinated with the costs of accessing such data, especially in an online 
environment, lest higher prices for one be allowed to offiwt lower piices for the other. 

Fair use, rooted in harm to reserved markets, is an appropriately minimalist 
excqnion to the exchisive rights of copyrii^ low precisely because facts and ideas are 
left open to uniestiicted useand the author's market interest extends only to protected 
e^qiression. Moreover, when &ir use occurs, that privileged use comes fiee of charge. In 
contrast, the misappropriation doctrine of unftir competition law creates no valid market 
interest, as previously explained, beyond legal protection against improper or market- 
destructive fonns of conduct Hen, predady because dau and information ate the 
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lifeUood of science and education, there is a need to immunize most nonprofit uses of 
data for such puiposes from any liability under a database law, except when those usera 
engage in proscribed unfiur, improper, or market-destioying conduct Otherwise, 
educators, scientists, aiKl researcheis, who could previously use data and information 
contained in both copyri^table and noncopyrightable conq>ilations without liability, 
would suddenly have to pay to use the same data when delivered under the new regime. 
However, we do recognize that some firms develop databases that are primarily research 
tools for science and education, and in such cases our proposal would require scientists 
and educators to pay the market price. 

The second point in need of clarification is that any immunity for educational or 
scientific use of protected data must be carefully linked to, and coordinated with, express 
constraints on the licensing of the same data, especially in the online cnvironmenL 
Indeed, the prospects that providers will increasingly transmit databases to the public 
onhne is one of the aigiunents most relied upon to justify a new form of protection in the 
first place. Yet, a standard practice among online providers of information is to subdivide 
charges according to the type of use, widi one fee typically charged for accessing the 
desiied informatiun in readable, unencrypted form, and another fee charged for 
downloading or other uses of the data once accessed Unless the permissible range of 
both types of fees ate coordinated by consistent, integrated legal rules, an exception for, 
say, science, cast in tenn oi^vac," may simply lead to demands for higher "access" 
charges than before. 

Suppose, for exanq>le, that a private firm charges 2 utiles a frame for accessing its 
data and 4 utiles a frame for downloading it to an electronic receiver. If the receiver is a 
nonprofit scientific or educational institution, which is - we assume - exempt from the 
use charge under an immunities clause, that clause may not prevent the database provider 
from jacking iq> the cost of access to 6 utiles a frame, while nominally charging nothing 
for scientific or educational "use" as such. Science and education would nonetheless 
incur lising costs of data, limited only by the inability of the seller to sell its data beyond 
a certain price. Past experience with privatized Landsat data in the 1980s is not 
enoouragiiig in this regard, however. In that case, the costs of access rose fixnn S400 per 
fiame to over S4,000 per frame, which resulted in well-documented adverse effects to 
earth science and remote sensing research (see. Bits of Power: Issues in Global Access to 
Scieni^ Data, National Academy Press, 1997, Chapter 4). 

This does not mean that puUishets who privately generate data of interest to 
science should waive all charges to science for accessing such data. On the contrary, 
taearchers should be willing to pay a &ir return on the publi^ier's investment in online 
delivery. What is needed ate le^il incentives (not just market incentives) for publishers 
to charge &vorable or preferential access charges to noiQ>rofit scientific and educational 
institutions and, where feasible, to differentiate ttieii products for the profit and nonprofit 
lecloa (see, BUs of Power, Chapter 4). 
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AixMber very impeitaa reason ftr legultfiiig access to datafaeaes, espedaUy in the 
online enviromnent, is Aat scientists must avoid burdensome transaction costs when 
constructing coaq>iex databases &om a multiplicity of somccs. As recognized in (he 
Administiation's position, tbere is deep coooem about a potential to "increase transaction 
costs... particularly in situations whoc larger collections integrate data sets originating 
fiemtlifCbeat parties or wbere difiereat parties have added value to a collection through 
SQMuate contributions," and also 'Vhere public investment has leveraged contributions 
fiom the private and nonprofit sectors" (Ptneus letter, p. 2). The erection of artificial 
banias to .the use of nmltiple data sources would have highly negative conseqaeaces in 
research and educabon by discouraging data-inteauve and interdisciplinary vtoA that is 
so mrnrtiw to resolving many of «urnation*s most pressing problems. 

Here, again, one must not allow measures to maintain the unrestricted flow of 
scientific data to obscure the private publishers'right to a fiur return on their investments. 
Rather, the object is to establish de&ih rules diat will encourage publiriiers and scientists 
to achieve bargaiaed-for solutions without allowing the former to interrupt the flow of 
upstream data and without allowing scientists a fiee ride, either. 

It fbUows fiom these general consideiatiaos that the scientific and educational 
communities need: 

* access to data on fiur and reasonaUe terms and conditions; 
* the ability to use die data dius accessed for any research ot educatiottal 

purposes; and 
* fieedom fiom contractual or technical interfsrencewidi these privileges. 

To achieve these goals, we have developed a number of proposed amendments 
bearing on research and educational uses in SectionI303 (Permitted Acts) and we have 
placed amendments regulating access to data for scientific and educational purposes in 
Section 1305 (RelatioiLdup to OAer Laws), because H.R. 2281 is organized in this way. 
Nevertheless, we repeat that the two sets of proposals must be read conjunctively, not 
diquncdvely, if die scientific and odiicatiowil enterprise is to be left unbanned. 
Moreover, these provisions also nuist be read in conjunction with other key provisions, 
especially the exception for govemmeDt-fimded data in Section 1304 and the provisions 
fixUdding perpetual protection in Section 1308 (c). 

(a) SadkM 13t3 - PcraaMcd Ads 

To immuDize educational and scientific users fiom unintended harm, the 
following proposals have been advanced: 

ScctiM 13«3 (a) - faMUvidHal ItCBs of lofbnMtion and Other ludwtantial 
Parts. T jmguage has been added to prevent contractual overrides of the exception 
far insubstantial pans, viz: 
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(a) INDIVIDUAL ITEMS OF INFORMATION AND OTHER 
INSUBSTANTIAL PARTS- Nothing a thia ohaptw-shall prevent the 
exuactioii or use of an individual item of infonnation, or other insubstantial 
part of a collection of infonnation that has been made available to the public 
in itaJf. flaj j,py pJn^|||c^lly^ nrovision conttafv to the wiryose ^f i;\>a 
prr^vimnn ihM he Unenforceable as a matter of fisderal law- 

Section 1303 M - Gathering or use of infonnation obtained for other means. 

This section allows anyone independently to generate the same collection of data 
that a protected database may contain. However, many types of data cannot be 
independently gathered because their sources are unique or time-dependent and cannot be 
reaeated after the &ct In science, one major category of such data is observations of 
physical {dienomena, such as climate trends or various natural disasters. Still other 
databases may not be recreated fiom scratch for reasons of commercial unpredictability, 
as, for examine, might occur if a second comer had to launch a satellite, but the market 
for the resulting data were too small to allow that second provider to recoup such huge 
firont-end costs. 

In all such cases, "the ability to gather or use information obtained through other 
means," as suggested by Section 1303(b), is not a potential option, and no substitutes 
may be available at any price. To avoid the monopolistic stumbling blocks inherent in 
this situation, the proposed amendment prohibits a refusal to license, and it requires that 
the resulting licenses contain iak and reasonable terms. The revised text is as follows: 

(b) GATHERING OR USE OF INFORMATION OBTAINED THROUGH 
OTHER MEANS - Nothing in this chapter shall restrict any person fix>m 
independently gathering information or using information obtained by means 
other than extracting it from a collection of information gathered, organized, or 
maintained by another person through the investment of substantial monetary or 
other resources. However, when it becomes obiectivelv impracticable, physically 
or economically, to independently gather informalion made available to the 
public and no similar collection of information is available from oAer sources, 
the person who gathered the collection protected under this chanter shall not 
refuse to license the use or extraction of the information it contains on reasonable 
temw and conditions for any Duroose whatsoever. 

One should note diat dus soft, "sword of Damocles" approach does not penalize 
sole-souice providers as such. It only kicks in when die data cannot practicably be 
regenerated as^ the sole-source provider oveneaches. Even then, the uncertainty inherent 
in the de&ult rule should normally stimulate the parties to bargain around it withotit 
resorting to the courts. 
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\vr\ M md fdl combined • NONPROFIT EDUCATIONAL. SCIENTmC. OR 
RESEARCH USES 

The first step is to ensure that anyone can use any information to verify the 
accuracy of any collection, vir 

1303 Ic) (i) USB OF PfFORMATIOM FOR VSRff ICATION Nothing in this 
chapter sbail restrict any person from extracting information, or from using a 
coQection of infonnation within any entity or organization, for the sole purpose of 
verifying the accuracy of infonnatian independeolly gathered, otganissed, or 
mainlained bv that nnv person or of infonnation otherwise lawfally nt<^in«j 
under Ais Chanter. 

The second provision expressly allows any statistical analysis, and it goes onto 
state the general rule aUowing unrestricted use of nifoimation for research or education. 
This same provision goes on to establish the outer limit of this exemption, namely, the 
point at which a scientist or educator crosses the line by engaging in unfair, improper, or 
market-destructive conduct The-language is tfins amended as follows: 

UaJar na aitaunMlaiwiifi nhnll Ihs infoimi 
1 aoUeation nnri mada availabU to athaw im a mminai lliat liaiiiiadiTBetlv 

•{ot potantial] waiteat for the aallaatioa of infowwatioB ftat wMah it is 

fnt No person MAO. for educatitmal. scientific or leaearcfa purposes^ extracts or 
Maw mftr^lt'"' t<V^>°*^ f" collected bv another person or entiN «»»HI innir 
Habtiitv under this chanter so long ».fnrhPiff Iff wrtraction does not bv unfair, 
imnmper, or market-dialnictive meaiw. «»rin««lv harm or impair rt« npnnrttinitit^ 
for that other person to recoup his or her investment and turn a reasonable profit 

The tfaiid provision applies only if titeie emeiges a giey area vrfmejt is imcertain 
whether the edncatioiial or scicoti& use crosses the line into a prohibited toe. Insueh 
cases, criteria drawn from die fiur use provisioiis of copyright iawjiaqr ineaningiiilly be 
invoked. Atttesametime, we recognize dw duty of scientists to pay for the use of 
xuiiimeii.iat research tools devel<yed by firms engaged m this spffwiliTfd field. Tbese 
provisioas ait as follows: 

(m In detemminp the anplicabiHtv of subsection fii^. courts mav fK* <"«» y^mnnt- 

• ihe purpose and charactet of Aeuaeori 
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• the nature of the protected coHection of infotmaiion. including the fact that it may 
have constituted a cnmmereial research tool developed or sold bv a firm 
substantiaUv encaged in the production of such tools: 

• the amount and substantiality of the infonnation used or extracted in relation to 
the product or service incorporating the collection of information: 

• and the effect of the use or extraction on the yatherers' opportunities to recoup 
their investments and turn a profit in die market fnr thAt «nw product or service. 

At this point, we inject a possible alteniative to the foregoing Section 1303 (c) (i), 
(ii), (iii), vAach is drawn from one of the solutions set out in the excq>tions for stock 
maiket data, vir 

rPossible alternative to (ii\ and ftii'> above: (c\ No person wh^ f^r tduyirtiffiMli 
scientific, or research purposes extracts or uses information coUected or generated 
bv another person or entity shall incur liability under this Chapter so lony as such 
use or extraction is not part of a consistent pattern engaged in for the purpose of 
direct competition in the relevant market.1 

In any event, the existing "harm to market test" is again deleted, vis 

(d) MOMPROFTT EDUCATlOMALt SCIENTIFICt OR RESEARCH USES 
Notfaing in thia ahap»» flhall rwnriet any pemon from eictHwting omeiag 
infonnntion for nonprofit aduoatiomilt ooiantifiai ot waeatah purponeo in a monnar 
that doaa not hnnn directly tho antual or pmawtial writat fot tha product or oarvi— 
wfamd to in Deation U03i 

Finally, the application of this exception to all data - "published" or 
"uiqmblished" - is clarified, without impairing the operations of trade secret law, viz: 

fiv^ The fact tiiat a collection of infomwtion is unpublished shall not of itself 
lender impermissible the use or extraction of information otherwise allowed 
within the criteria set out in this provision, so long as that information has 
lytherwJM! hem marie available to the public. 

(b) Section 1305 - ReUtionship to Other Lawi: 1305 (c) - Uccuing 

At this point, we must necessarily connect the exceptions for research and 
fdiimtinnal uses just described with the need for research and educational users to gain 
access to data (especially in the online environment) on terms that do not vitiate or of&et 
those same exceptions. As previously noted, when the private sector or oAer 
nongovernmental entities fimd the generation or distribution of data that are made 
available to the public, the ability of scientists and educators to gain access to those data 
for public-good activities remains indispensable. Here the problem is diat the ability of 
science and education to pay the going, commercial rates charged for access may not be 
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conunensuiate with their leaources or whh the pubUc interest in a strong, bosk scienufic 
and edocatiaaal ettablidunent The tohitioD is not to shunt the probtema of science onto 
publisheis, who faa(ve tteir own business rides to manage, but te ensure that publishers 
who beoefil fitm legal protection of their databases cbnge scientific and educational 
users ftir and equitidtle access fees that take account of die overriding public interest at 
stake. 

Wlien,.accordingly, data not funded by govenuneot are made available to the 
public under a new law that protects investments in databases, that law should preclude 
the provider from denying access to (and use of) Ae data on fiur and equitable terms and 
conditions for researdi or educational pmposes. The law could also requne that 
researchen and educators who thus obtain privately fimded data should pay equitable 
compensation for tiiese uses. 

In anch cases, the quantum of equitable compensation to be paid for access to 
such data for researdi and educational purposes should take account of. (l)the private 
vendor's costs of geneiating-and delivering the data; (2) the user's ability reasonably and 
fairly to contribute to ofbeuing those costs while fiilfilling its research or educational 
mission; and (3) the extent to which the activities in question are of a commercial or not- 
foi^profit character. Whenever fieasible, this calculus should always be made on die basis 
of a blanket or multi-use license permitting unrestricted access to and use of the data in 
question, and not on a pay-per-use basis, which would render data too expensive for diese 
aodally important claaes of uien. 

It should remain clear that any penoatv entity that has gained access to data by 
means of these provisions would remain &ee to make any use of tike data so obtained, for 
research or educational^naposes, without further or additional paymem to the data 
vendor beyond the equitable compensation just described. Data vendors accordingly 
should be prohibited from using technical measures or devices for the management of 
data or the rights therein, including telecommunications nctworics, computer programs, or 
encryption devices, to defeat or inqiede the research or educational activities govoned by 
diese principles. Similarly, atteoqjts by data vendors to vary, coottadict, or limit the 
stated conditions of access to data for research or cdmatinnal purposes by contractual 
agreement should be deemed unenforceable oo grounds of public policy. 

Hiese provisions are efBsctuated in Section 1305 (e), as we sedc to amend it, and 
are reproduced bdow. In evaluating this indispensable proposal, one also should recall 
diat the Administration implicitly supports such action when it calls attention to the need 
to reduce tiansaction costs in constructing complex databases. The proposed amendment, 
whidi qiplies on/y to access contracts with educational, scientific, and research entities, 
allows the unrestricted flow of upstream sdentifk data to continue, while promoting 
bargaining between the paities wifli a view to establishing price discrimination and, 
where, feasible, product differentiation. 

Here is me proposed amendment in its entirety: 
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Section 1305 (e) - LICENSING 

(1) Nothing in this chapter shall restrict the rights of parties fi«ely to enter into 
licenses or any other contracts with respect to the use of collections of 
information, so long as thosy licenses or contracts are not inconsistent with the 
iwlicies and provisions implemented in this chapter, or in other fedn?! jptplltyfil 
property laws, including Section 1303 (a), forbidding contracts that impede 
extraction or tise of insubstantial parts of protected collections, and Section 130S 
M (2\. concerning licenses or contracts governing access to protected collections 
of information for educational, scientific, or research puroosesr 

(2) WheMver a given collection of information not substantiallv fimded bv 
goveroment within the purview of Section 1304 above is made available to the 
public bv electronic or other means, those who benefit from the protection of this 
Act must allow anyone to access that information for educational, scientific, or 
research purposes in exchange for fair and equitable compensation that takes into 
accotmt 
 (il the private vendor's cost of generating and delivering the relevant 
infomwtiffn: 
 fii^ the user's ability reasonably and fairiv to contribute to offeettittg those 
costs while fialfilline its educational, scientific, or research missions: and 
(iii) the extent to which the activities in question are of a commercial or not-for- 
profit character. 
Use or extraction of the infonnation once accessed under this provision for 
nonprofit educational, scientific, or researoh purposes is not subject to additional 
efiBTge^, ap pTpvided in Sections 1303 (c) and <d) above. 

[An alternative approach, based on the "sword of Damocles" clause mentioned above, is 
not discussed here because it fails to satisfy all the exigencies identified in the 
Administration's position, as set out in die August 4 Pincus letter]. 

[End of Part I] 

(c) Otkcr important aaendmentt, including those bearing on 
gwcnunent data, tiie pnbiic domain, and the term of protection 

[To be continued] 
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Explanatory Memorandum 

I. In response to the diacuasions on August 19. we have fiiither refined our ptevious 
submission concerning "pennitted acts kt scientific, educational, and research 
parposes" (dated August 19,1998) as follows: 

(a) by adding a clause to Section 1303(cXiXQ to cover "illustration and 
explanitfinn in tiie course of teaching or classroom instruction;" and 

(b) by adding a clause to Section 1303(cXiiiX^) on the purpose and character of 
the use, to allow courts to consider "Xht extent to which such extraction or use 
is of a commercial nature or is intended for nonprofit educational or research 
purposes." This meets a need rtused by the proponents at the last meeting. 

However, we are unwilling to tinker with the rest of this provision, including the 
exception for verification, in order to cover the many colorfiil scenarios and 
hypotheticals pertaining to "rogue" scientists or publishers that proponents wish to 
cover by specific legislative enactments. We believe all the proponents' legitimate 
seeds and concerns are covered by our Section 1302(cXii), which adopts solid 
criteria proposed by proponents themselves. 

As representatives of the proponents have rqieatedly observed, this is a new Act and 
neither side can or should attempt to legislate now about a myriad of unforeseen or 
:unforseeable events. Ratter, our object is to clariiy the space in vdiich science and 
education can legitimately operate without interference fiom publishers and without 
harming the publisher's legitimate commercial expectations. We have done this by 
creating standards (rather than rules) that allow scientists and educators to pursue the 
same activities that were previously legitimate under the copyright law, so long as 
they do not cross the line into the commetcial territory protected by this Act The 
guiding principle is that science and education should be left no worse off than they 
were before, and thb is accomplished by our proposal. If proponents desire a 
compulsory arbitration clause for disputes arising in the research and education 
environment, we would consider that with attention. 

2. We propose a new, basic exclusion of protection for discrete &cts, ideas, principles, 
etc., as such, which would reinforce the definition of "collection of infoimation." 
This appears as a new Exchision, Section 1304(c). 

3. As matructed, we have also added language to the legislative history regarding 
XIarification of Definitioo -1303 Collection of Information." Our proposal builds on 
points developed in precediiig discussions, and also addresses the potential conflict 
widi trade secret law. 

«2.S06 00-3 
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We cail your attention to the tact that our proposals concening "permitted acts for 
scientific, educational, and research puiposes" (§1303 (c)) must be correUled with the 
Academies' various proposals conceniing licensing in our previous submission. 
These include: 

a) 1303(a) - Prohibition on contractual oveiride of the insubstantial use 
exception; 

b) 1303(b) - No refusal to license on reasonable tetms and conditions when a 
given collection caimot be independently regenerated (sole-source problem); 

c) l30S(eXi) - All licenses must respect other federal laws; 
0    130S(eX2) - Compulsory license for access contracts affecting educational, 

scieotific, and research entities; 
0   130S(eX3) - Licenses not to overrule excq>tions or limitations provided by 

tfusAct; 
0    1305(eX4)-Technical measures and devices not to defeat or interfere with 

exceptions and Utnitatioiis provided in this Act. 

In this couwctioii, we call your attention to ?"T Itliri alternative proposal for a 
genetal licensing clauaf Mmlcr § 1 '^<}^iY2) " '•^ ""* *>"" "'"^ prpfw^iM n^irinn 
a compulsory license for scietKe and education, is not adopted. For convenience, 
we atocfa this third proposal to this submissiott as Alternative 3 to S130SfeV2'> - 
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September 4,1998 

Academiea' Rcviaed Prepoaed Amendment to HJt. 2281 Concerning 
Permitted Acts for Scientific Edncational. and Reaearch Purposes 

[N3.: UndaUned ttxt bekw is new.] 

1383(e^(R Nothing in tliis chapter shall prohibit or odierwiae restrict the exiiaction &t»n 
or use of a collection of tnfomutioo protected under this chapter for the following 
piBpuaea: 

(A) for the purpose of verifying the accuracy of information independently 
gathered, organized, or maintained by any person or of information otherwise 
lawfully obtained; 

O) for the purpose of summarizing or analyzing a collection of information by 
statiitical or other scientific method; or 

(Q fior educational, scientific or research pmposes, inrlvriiPg f'!i"ti«tinn anri 
explanation in the course of tcartmrtf Pr T'"*"^"' in^igtinn sn Innp •« mrh 
use or extraction is not part of a consistent pattern engaged in for the purpose 
of direct coeopetition in the relevant market 

0Q A use peunitted imder subsectioD (i) of this section diall not be permitted if: 

' (A) the amount of the collection of ia£amiation extracted ornsed is mote than is 
reasonable and customary for the purpose; 

(B) the extracti(»i or use is intended, or is likely, to serve as a substitute for all or 
a substaidial part of die collection of information &om which the extraction or 
use is made; or 

(C) die extraction or use is part of a pattern, system, or repeated practice by the 
same, related, or concerted parties with respect to the same collection of 
information or a serieaof leiated collections of inibnnatioiL 

flffi In detemiiiiing die applicability of subsection (cX courts may consider the following 
bctors: 

(A) die purpose and character of the extraction or use. espeaaHY wfrni i\ Pff*»fia 
to criticism. commenLteachiny ^nholimJiip. pt research, and die extent to 
which SUdl extraction or uae is of««vmnieidiilnimin.mi« intended for 
nonnrofit educatjffnill ftr mearch purposes: 

(B) the nature of the protected collection of information and the purpose for which 
it was produced, including the foct that it may have constituted a commercial 
research or educational tool developed or sold by a firm substantially engaged 
in the production of sudi tools; 

(C) the amoum and substantiality of the information used or extracted in relation 
to the product or service incorporating the collection of information; and 
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(D) the efifect of the extraction or use on the gatherers' opponunities to recoup 
their investment and turn a reasonable profit in the market for that same 
product or service. 

Eliplfiniition 

Together with other critics of H.R. 228 i, we oppose any legislation that 
would engraft an exclusive property right on data, or collections of data. We 
believe that such a bill would contain serious constitutional infirmities, as raised 
by the July 28 Department of Justice memorandum and as noted in our 
^q>Ianatory Memorandum of August 13. We do support a tiue misapiHOptiation 
approach, such as the one that was put on die table in these negotiations, and we 
bdieve it could become a model for the rest of the world. It effectively resolves 
the problem of database piracy in a constitutionally sound manner; it is simple and 
adaptable to the evolving needs of the information economy; it could be extended 
to other industries without diminishing competition; and it does not threaten to 
disnqrt science, education, and research. 

Under any approach that might be adopted, however, we remain confident 
that Congress would not want to harm science and education in Ae ways that the 
Commerce and Justice Departments have deemed likely to occur under H.R. 2281 
as it now stands. To help avoid such harm, we submit a carefully considoed 
proposal for an amendment to Sectionl 303(c) concerning permitted acts for 
sdentific, educational, and research purposes. 

This amendment builds on language that proponents of the bill have 
themselves used in other connections, and it also draws upon some of die 
teachings and practices of the fair use doctrine under copyright law. Our proposal 
safeguards research practices \^4iile ensuring that the free-riding practices that 
database {voviders most fear are made illegal. It also appears likely that many 
similar amendments dealing witii the needs of other sectors - both commercial 
and nonconunercial - will be needed, and will require considerable time and 
effort to work these out in the public interest 

We believe that under any circumstance. Congress would want to enact a 
bill tlut contains these minimal safeguards for science and education, and that it 
would not wish to put the national system of innovation at risk. 
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StctioB 1304 ExcliMJoM 

Insert new SeclicMi(c> 

(c) FACTS AND IDEAS AS SUCH. 

In DO case does the protection afforded a collection of infbmution within the provision of 
this Aa extend to any idea, facts, procedure, process, system, method or operation, 
coQcept, principle or discovery, as distinct &oni the collection that is the product of the 
investment prstected by this Act 



180 

CUirifiqttioB of Ptfinitikm 

1301(1) COLLECTION OF INFORMATION. - The tenn "coUectkm of infomution" 
means infiDtmatioa that has been collected and has been organized for the puipose of 
bfinging discrete items of information togetfaa in one place or through one source in 
order diat usen may access those diactete items. 

Proponciita' Propoaed Addttton 

We believe ftirdier clarificatioa is best treated in legislative history, such as - but not 
necessarily exactly the same as-feat already in the House report The statutory changed 
made here are matters of emphasis. The use of "in ordei^ is to emphasiye that the 
purpose of die collector is determinative. Thus, the £Kt that a user may consult a 
conventional history book to discover Ae dates of a king's reign does not convert that 
book into a "collection of information." Similarly, the use of "those discrete items" is to 
make absotnteiy dear that it is the collector's puipose to provide users with access to te 
Items diemaelvea, not merely to the coUecticHi, that is critical 

Opponente' Propoaed Addition 

In elaborating iqion diis definition, the guiding principle is that the Act is not 
meant to be infinitely elastic, but rather it is meant to apply only to collections of 
information that would be regarded as a "database" in the ordinary and conventional 
sense of the word. If a given production is not what would conventionally constitute 
either a print or electronic database, then courts may find that it is not a database for 
purposes of attracting protection under this Act 

Moreover, when any given collection of infonnation qualifies for protection under 
this Act, it is understood that the protected element is die effort and expose of coUectioo 
itself^ and not the bets or ideas or discrete items it contains, including works of 
authorriiip as such (see proposed exception 1304 (c)). If the copyright law protects any 
discrete item or items included within a collection covered by this act, then that degree of 
copyright protection should suffice for the discrete item or items in questioa There is, 
thus, no intention to ntigmrnt or expand the protection that any such discrete item or 
items might obtain under the copyright law or other relevant laws, including state trade 
secret laws. 

In this connection, it is understood that the protection provided by this Act cannot 
be used to hinder or obstruct the reverse engineering of secret, unpatented innovation by 
honest or proper means. The puipose ofteverse engineering would normally be to leveal 
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the nqnotectabk &cts, ideas, methods, concepls, systems, principles, or discoveries that 
are expitssiy excluded from tins Act by our proposed amendment to Sectjon 1304 (c), 
above. Intfae evem that activities peitaining to the practice of teverse engineering I7 
pmpcr means shooldxonflict with a claim of database protection under this Act, a 
piesun^tioa of validity logically attaches to the activities in question. This piesumption 
lecoguiaes the competitive and economic fnacticms that reverse mgineering by proper 
means perform,'and of die constitutional underpinnings courts have developed with 
regard to sudi activities [set Restatement, Third, of Un&ir Con^ietition, section 43, 
commem b, wfaicfa states: "Similarly, others remain free to analyze products publicly 
madceted by the trade secret owner and, absent protection under a patent or copyright, to 
exploit any infoimation acquired throu^ such 'levene engineering.' A person may also 
acquire a trade seoet duough an analysis of published materials or dirot^ observatioa 
of objects or events that are in public view or otherwise accessible by proper means.", at 
493.]. However, such a presumption becomes rebuttaUe whenever the end product 
resulting from the practice of reverse engineering tends to substitute for or commercially 
exploit the contents of a protected database, or wiien it adversely nSects the ability of a 
database maker to recoup their investmem and turn a reasonable profit in the maricet for a 
given collection of information. 
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SectioH 1305feV2^ - LiceHginy in Gemnl • Third Alternative PropoMi 

(2)      No license or other contractual agteement goveroing access or use of collections 
of inibnnation witUn this Act shall contain tenns or conditions, including charges for 
access or use, that are contrary to die public interest in the promotion of education and 
research or in the preservation of a competitive marketplace. If a court as a matter of law 
finds that a term or condition is impennissible under this section, the court may refuse to 
enforce the conmct, or it may enforce the remainder of the contract without the 
impenmisaible tenn, or it may so limit the application of any impermissible term as to 
avoid any vioiatioo of this sectioa  In determining whether a term or condition is 
impermissible under this section the courts may consider: 

(i) the extent to which the information contained in the collection was or was 
not originally funded by govenunent within the purview of Section 1304 (a) and 
the extent to which it was initially developed for public purposes; 

(ii) Ae prrvate vendor's costs of generating and delivering the relevam 
information and the extent to which the use by the person granted access to the 
collection of information is likely to seriously rfiminiah the likelihood that the 
vendor will have a fiur opportunity to recoup his or her investment and turn a 
reasonable profit in the market for which tiie collection of information was 
initially ofifered or intended to be offered for use; 

(iii) tfae extent to which requiring the user to contribute to the costs of 
•cquiring or maintaining the collection will hamper education or research or 
adversely affect conqietition: and 

(iv) die extent to which die user's activities are of a commercial or not-for- 
profit charKter. 

Use or extraction of the infonnalion oace •cccned under this provision for nonprofit 
educational, scientific, or research purposes is not subject to ad£tioaal charges, as 
prtivkled in Sections 1303 (c) and (d) above. 
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Eiplanatorv Memorandum 

In response to the discussions on August 19, we have fuither refined our previous 
submission cooceming "permitted acts for scientific, educational, and research 
puiposes" (dated August 19,1998) as Mows: 

(a) by adding a clause to Section 1303(cXiXQ to cover "illustration and 
explanation in the course of teaching or classroom instruction;" and 

(b) by adding a clause to Section 1303(cXiiiXA) on the purpose and character of 
the use, to allow courts to consider "the extent to which such extraction or use 
is of a commercial nature or is intended for ixxiprofit educational or research 
purposes." This meets a need raised by the proponents at the last meeting. 

However, we are unwilliog to tinker wi& the rest of this provision, including the 
exception for verification, in order to cover the many colorfiil scenarios and 
hypolheticals pertaining to "rogue" scientists or publishers that proponents wish to 
cover by specific legislative enactments. We believe all the proponents' legitimate 
needs and concerns are coveted by our Section 1302(cXii), which adopts solid 
criteria pnqxMed by proponents themselves. 

As representatives of the proponents have repeatedly observed, tiiis is a new Act and 
neither side can or should attempt to legislate ix>w about a myriad of unforeseen or 
unforseeable events. Rather, our object is to clarify the space in wfaidi science and 
education can legitimately operate without inteiftaeuce fiom publidiers and without 
harming the publisher's legitimate commercial expectations. We have done this by 
creating standards (radser than rules) that allow scientists and educators to pursue the 
same activities that were previously Intimate under the copyright law, so long as 
they do not cross die line into the conmiercial territcxy protected by this Act The 
guiding principle is that science and education should be left no worse ofif than tbey 
were before, and this is accomplished by our proposal. If proponents desire a 
compulsory arbitration chnise for diqnites arising in the research and educatioa 
environment, we would consider that with attentioo. 

We propose a new, basic excitision of protection for discrete ftcts, ideas, principies, 
etc., as such, which would reinforce the definition of "collection of infiormation." 
This appears as a new Exclusion, Section 1304(c). 

As instructed, we have also added language to the legislative history regarding 
"Clarification of Definition • 1303 Collection of Information.'' Our proposal builds on 
points developed in preceding discussions, and also addresses the potential conflict 
with trade secret law. 
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We call your attention to the fiKt that our proposals concerning "pennitted acts for 
scientific, educatioiial, and research purposes" (§ 1303 (c)) must be conelated with the 
Academies' various proposals conceming bcensing in oni previous subniission. 
Tliese iiKlude: 

t) 1303(a) - ProhitMiiop on cotm>.uuJ override of the insubstantial use 
exception; 

b) 1303(b) - No refusal to license on reasonable terms and conditions when a 
given collection cannot be indq>endently regenerated (sole-source problem); 

c) I30S(e)G)-All Hoenses must respect other federal laws; 
0   130S(eX2)-Compulsory liooise for access contracts aflfecting educational, 

sricntific. and research entities; 
0    130S(eX3) - licenses sot to overrule excqxions or limitations provided by 

this Act: 
0    130S(eX4) - Technical raeasiuvs and devices iK)t to defeat or.interfere with 

exceptions and Umitations provided in this Act 

In this connection, we call your attention to (yyr thirrt ulternative proposal for a 
fcneral liaamng Claiff* nnder 81305feV2'>. in the event that our preferred option, 
a compulsory license for science and education, is not adopted. For convenience, 
we atacfa this third proposal to thb submission as Ahemative 3 to 61 SOSfeVl't - 
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September 4,1998 

Academiea* Revised Propoaed Amendment to H.R. 2281 Concernim 

Permitted Acts for Scientific. EdncationaL and Research Purposes 

[N.B.: Underlined text below is new.] 

1303 (rt ffl Nothing in this chafMer shall prohibit or otherwise restrict the extraction fiom 
or use of a collection of information protected under this chqxer fot the fiidlowiiig 
purposes: 

(A) for the purpose of verifying the accuracy of information indqxndemly 
gathered, organized, or maintained by any person or of information otherwise 
lawfully obtained; 

(B) fbt die purpose of summarizing or analyzing a collection of information by 
statistiod or other scientific method; or 

(C) for educational, scientific or research purposes, ir^^l^iriing illustration and 
eitr|im«rion in d>e course of teaching or cHi^-ny^'ni i/1?t^'^fn, so long as such 
use or extraction is not part of a consistent pattern engaged in for the purpose 
of direct competition in the relevant market 

flQ A use permitted under subsection (i) of this section shall not be permitted if: 

(A) the amount of the collection of information extracted or used is more than is 
reasonable and custonury for the purpose; 

(B) the extraction or use is intended, or is likely, to serve as a substitute for all or 
a substantial part of the collection of information fiom \^ch the extraction or 
use isma<le;or 

(C) the extraction or use is part of a pattern, system, or repeated practice by the 
same, related, or concerted parties with respect to the same collection of 
information or a series of related collections of information. 

fiifl In determining the afqilicability of subsection (c), courts may consider the following 
fitctors: 

(A) the purpose and character of the extraction or use, especiallv when it pertains 
to criticism, comment teaching, scholardup. or research, and the extent to 
v^idch such extraction or use is of a commercial nature or is intended for 
nonprofit educational or research purposes: 

(B) the nature of the protected collection of information and the purpose for which 
it was produced, including the fact that it may have constituted a commercial 
research or educational tool developed or sold by a firm substantially engaged 
in the production of such tools; 

(C) the amount and substantiality of the infoimation used or extracted in lelatioa 
to the product or service incorporating the collection of infomiation; and 
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(D) the effect of die extixction or use on the gatheters' opportunities to recoup 
their investment and turn a reasonable profit in the market for that same 
product or service. 

Together with other critics of H.R. 2281, we oppose any legislation that 
would engraft an exclusive property right on data, or collections of jdata. We 
bdieve that such a biU would contain serious constitutioDal infirmities, as raised 
by die July 28 Departmentof Justice memorandum and as noted in our 
Explanatory Memorandum of August 13. We do support a true misappropriation 
«fif)roach, such as the one that was put on the table m these negotiations, and we 
believe it could become a model for the rest of die world. It effectively resolves 
die problem (tf database piracy in a constitutionally sound manner, it is simple and 
adaptable to the evolving needs of the information economy; it could be extended 
to other industries without diminishing competition; and it does not threaten to 
disnqpt science, edcacatioa, and research. 

Under any q)proach that might be adopted, however, we remain confident 
that Congress would not want to harm science and education in the ways that the 
Conmierce and Justice Dqnrtmcnts have deemed likely to occur under H.R. 2281 
as it oewstaads. To help avoid such harm, we submit a carefully considered 
proposal foraiLamendment to Sectionl303(c) concerning permitted acts fw 
^scientific, educational, and research purposes. 

This amendment builds on language that proponents of the bill have 
themselves used in other connections, and it also draws uprni some of the 
tcwchtngs and practices of die ftir use doctrine under copyright law. Our proposal 
safeguards research practices while ensuring that die free^riding practices that 
datwhase providers most fear are made illegal. It also appears likely that many 
simiiar amendments dealing with the needs of other sectors - both commercial 
and noncommercial - will be needed, and will require considerable time and 
cfifott to work diese out iathe public interest 

We believe that under any circumstance. Congress would warn to enact a 
bill that contains these minimal safeguards for science and education, and that it 
would not wish to put the national system of innovation at risk. 
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Section 1304 E»ciuaioM 

Inaert new Section (cl 

(c) FACTS AND IDEAS AS SUCR 

In no case does the protection ififorded a collection of infonnation widiin Ae provision of 
this Act extend to any idea, £acts, procedure, process, system, method or opeiation, 
concept, principle or discoveiy, as distinct from the collection that is the product of die 
investment protected by this Act. 
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ClariflcatioB of Definition 

1301(1) C0LLECn(»4 OF INFORMATION. - The tetin "collection of infonnation" 
meais uifDrmation that has been collected and has been organized for the puipose of 
bringing discrete items of infornuoon together in OIK place or through one souice in 
order that users may access those discrete items. 

Proponenta' Proposed Addition 

We believe fuftfaer clarification is best treated in legislative hiatoty, such as - but not 
necessarily exactly the same as-that already in the House report The statutory changed 
made here we matten of emphasis. The use of "in order" is to emphasize that the 
purpose ofthe collector is determinative. Thus, the foct that a user may consult a 
conventional history book to discover the dates of a king's reign does not convert that 
book into a "collection of infoimatioa" Similarly, the use of "those discrete items" is to 
make absolutely clear that it is the collector's purpose to provide users witivaccess to the 
items themselves, not merely to the collection, that is criticaL 

OpDoncnts' Propoacd Addition 

In ehdMtating upon ftis definition, the guiding principle is that the Act is not 
meant to be infinitely elastic, but rather it is meant to apply only to collections of 
information that would be regarded as a "database" in the ordinary and conventional 
sense of die word. If a given production is not what would conventionally constitute 
either a print or electronic database, then courts may find that it is not a database for 
purposes of attracting protection under this Act. 

Moreover, when any given collection of in£3iination qualifies for protection under 
tins Act, it is understood that the protected element is the effort and expense of collection 
itself, and not the facts or ideas or discrete items it contains, including woAa of 
authonfaip as such (see proposed excqition 1304 (c)). If the copyright law protects any 
discrete item or items included within a colIecti(»i covered by this act, then that degree of 
copyright protection should suffice for flie discrete item or items in question. There is, 
thus, no intention to augmem or expand the protection that any such discrete item or 
Items might obtain under the c(^>yrig}it law or other relevant lows, including state trade 
secret laws. 

In this coimection, it is understood that the protection provided by this Act cannot 
be used to hinder or obstruct the reverse engineering of secret, unpotented iimovation by 
honest or proper means. The purpose of reverse engineering would nomially be to reveal 
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the improtectable &cts, ideas, methods, concepts, systems, principles, or discovoies that 
ae e^qMcssly excluded fiom this Act by otiT proposed amendment (o Section 1304(c), 
above. In the event that activities pertaining to the practice of reverse enguoeering by 
proper means should conflict with a claim of database protection under this Act, a 
presumption of validity logically attaches to the activities in question. This presumption 
recognizes the competitive and economic functions that reverse engineering by proper 
means petfonn, and of the constitutioiial underpiimings courts have developed with 
regard to such activities [see Restatement, Third, of Unfiur Competition, section 43, 
comment b, which states: "Similarly, others tcmain fiee to analyze products publicly 
marketed by the trade secret owner and, absent protectioo under a patent or copyright, to 
exploit any nifinmatian acquired through such 'reverse engineeriog.' A person may also 
acquire a trade secret through an analysis of published materials or through observation 
of objects or events that are in public view or otherwise accessible by proper means.", at 
493.]. However, such a presumption becomes rebuttable whenever the end pnxhict 
resulting from the practice of reveise engineering tends to substitute fat or coaunercially 
exploit die coments of a protected database, or when it adversely afifects die abili^ of a 
daabasc maker to recoup their investment and turn a reasonable profit in the market for a 
given coUectioa of infonnatioiL 
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Section 1305^^2^ - LiceMing in Ctneral • Third Alternative Propoaal 

(2)      No license or other contractual agreement governing access or use of collections 
of information within this Act shall contain terms or conditions, including charges for 
access or use, that are contnvy to the public interest in the promotion of education and 
research or in die preservation of a competitive matketplace. If a court as a matter of law 
finds that a term or condition is impermissible under this section, the court may refuse to 
enforce the contract, or it may enfixce the remainder of the contract without the 
impermissible term, or it may so limit the application of any impennissible term as to 
avoid any violatioa of tiiis section.   In determining whether a term or condition is 
impermissible under this section the courts may consider 

(i) the extent to which the information contained in the collection was or was 
not originally fuivied by government within tlie purview of Section 1304 (a) and 
the extent to which it was initially developed for public purposes; 

(ii) die private vendor's costs of generating and delivering the relevant 
information and the extent to which the use by the person granted access to the 
oollectioa of information is likely to seriously diminisb the likelihood that &c 
vendor will have a &ir opportunity to recoup his or her investment and turn a 
reasonable profit in the maticet for which the collection of information was 
initiaUy offered or intended to be ofiered for use; 

(iii) the extent to which requiring &e user to contribute to the costs of 
acquiring or maintaining the collection will hamper whrntion or research or 
adversely afiixt competition; and 

(iv) the extent to whidi tlie user's activities are of a commercial or not-for- 
profit chmdei. 

Use or extraction of tiie information once accessed under this provision for nonprofit 
fdnratitwal. scientific, or research purposes is not subject to additional charges, as 
pnwided in Sectioas 1303 (c) and (d) above. 



142 

Tbe Honofable OirinC. HMch 

Commiaee on the Jucfidaty 
U. S. ScMle 
Wnfaingtoo, DC 20510 

The Honotabie PKrick Leahy 
Ranking Member 
Coaunittee on the Jodidaiy 
U.S. Senate 
Washington. DC 20510 

Dear Senator Hatch and Senator Leahy: 

I am writiiig to cjqiress my concern with tfte tUmtimr protection proviaians of HR 22S1 
as dxy passed the House of Repreaetdativea. I understand diat similar database legislation will 
be con^deied by yoor committee. I will outline below my leasoos for urging you to support 
changes in the le^dation.  I am a Professor ofLaw at the UnivenityofNditasIa College of 
Law. I have taught in the fiekl of unfiiir competition and intellectual property for over 30 yean, 
andlhaveacasebookmtheiieldtfaathasbeen widely adopted by law schools throughout the 
country. 1 also served recently as oo-repotter for the American Law Institule's Rcstatemeot, 
Third, of Unfair Conqietitioa.   I do not regard myself as partial to eitfacr the creators or useis of 
imellectual property (I am both a creator and a user) but my study of the history of intellectual 
property protectiaa convitKes me that inteUectual and industrial piugiess depends on acfaieving a 
proper balance between creaton and users. HR2281, as itcuirently stands, does not, in my 
opinion, strike the proper balance and thus may jeopardize our national iitfeieaL 

Coneotly, the infimiation industries oftite United States are die envy of flie world. It 
does not require an empitkal study to rtoogniTe that cunetil law, without sy<rmatir protectioo 
for databases, has created a legal climate conducive to the developmem and commetcializatioD 
of databases of all kinds. To be ceitain, databaaes in the digital environment may be mote 
vulnerable to copying and unfoir exploitation, and the United States must be vigilaot to protect 
this important industry.  However, the central lesson of our intellectual property laws is that the 
level of creative activity can be advosely affected by too much legal protection for mteilectual 
output as well aa by too Uttfe. 
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The problem is well illusmted by Feist PuUicatioiis, Inc. v. Rural Telephone Service 
Co., 499 VS. 340 (1991), the Supreme Court case that held "sweat of the brow" databases wen 
not protected by copyright law and which led, in pait, to the efforts to enact a database bill In 
Fttst, the defiftufaint wanted to combane the white pages of 11 small niial telephone companies 
into an area-wide directny. Of the eleven companies, only the plaintiff reftised to license the use 
of its directory.  The court held there was no copyright protection for plaintifTs directory. 
Piotection of the plaintiff's databaiie in this case could have resulted either in (1) DO aiea-wide 
directory which would have been a loss to consumen, or (2) a license payment to the plaintiff 
that would have created less incentive for defendant to pnxluce the diiectoiy. Moreover, it is 
inqwitant to lecognize diat the defeadam was willing to invest in developing its area-wide 
dinoocy even Aough diere was no datebaae protectioa available to it 

The challenge confronting Congress m considering additional database protection is how 
to enhance the current level of protection in order to encourage additional investment without at 
the same time unduly increasing the coats of acquiring the information in the fint place. In 
doing so, it would appear to me that two fundamental options are available in fashioning this 
additional protection. The first is to model the statute aiber the copyright and patent statutes and 
create a sui generis intellectual property regime fior datahasrs  The second is to address in mote 
naaow tenns the types of behavior on the part of second-users that are patticulady unfidr and 
diaupliveofiiiveslineatsindatabaaes.  This second approach would model itself after the law of 
ua&ir coinpetitifln 

There are lessons to be ieamed aboM a property approach. The oopyri^ law confers a 
property interest in an artist's estpression. However, in order to achieve a proper balance. 
Congress added a general fair use privilege and an elaborate set of specific privileges for 
particular industries.   HR 2281 goes much fiother than the copyright regime by providing 
protection for the underlying data within a database rather than the 'expression'' of that data. 
This broader sc<^ should require even closer attention to the types of privileged uses that are 
necessary to achieve a ptoper balance and to assure no disraption in the creative process. 
Protecting the data itself is much more analogous to the type of protection accorded by the patent 
system. In the patent system whero the property right extends to the ideas incorporated m the 
inventiao. Congress dninandcd proof of a significantly high level of invention and established an 
dabonte pre-issuance examination process. Moreover, die patent system, in return for the 
property interest, demands of the inventor fiiU disclosure of the invention-a disclosure that 
would be unlikely to occur in the absence of the ofBa' of patem protectioiL 

Although HR 2281 appears to create a sui generis property interest in databases, it lacks 
either the carefully refined set of privileges evidenced in the copyri^ statute or the high level of 
invention and the return beiiefit of disclosure of the patent laws. Thus the current database 
protection proposal departs significantly from the balances that intellectual property law has 
adopted to mhanrr piogiess in science and the useful arts. In doing so, it runs the risk of 
ittiniiii«hing the advantage the United States now possesses in intellectual creativity. 
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Lei me turn to die proviskms of KR 2281 to explain my cotxenis in moie detail. Section 
1302 prohibits "misappropriation" or collections of inibnnation and thus purports to implement 
an '^mfiur competition'' approach to the protection issue. However, the language of the section 
exwoda far broader protection dian the normal lules of unfair competition. The most problemalic 
.language in tUs aaction is that which makes an extraction or use from a ptxttected database 
actionable if it causes harm to the "actual or potentia] maricet" of the original. "Potential martcet" 
is defined in§ 1301 as one that the owner "has current and demonstrable plans to exploit or that 
is commonly exploited by persons ofTering similar products or services "  This carves out 
for the originator a monopoly in broad terms. A database owner by documenting an intention to 
exploit all markets of economic significance and by designating a matlcet-developmem agent (o 
constantly explore economic opportunities would appear to be able to foreclose almost all 
maticets.  Moreover, it is not clear to what time frame the "cmrent and demonatiable plans" 
language relates.  A second-user who through its own sweat ofthe brow or creativity develops 
ao entiiely new and innovativa use for an existing database mi^t be foreclosed fixnn exploiting 
that market if the originator, upon learning of this new market, made its own "current and 
demonstrable pbos",  Thoa it is cooceiv^e that a market ionovator could be uprooted from a 
market by the originator. Thb will serve to discourage iimovation and is a significant departure 
fitom any un£ur competition model. 

Thelangnageoff 1303 establisbespemiitled uses. Rather than assuring a proper 
balance, this provisioDS may make matters worse.  Subsection (e) regarding news rqxnting is 
the subsection moat closely aligned with traditional notioas of unfair competition in the copying 
of information unprotected by copyright or petetit It permits extraction and use of information 
-for news reporting purposes, "Sinless the information... ia time sensitive, has been gathered by a 
news reporting entity for distribution in a particular market, has not yetbeen distributed to that 
market, and the exttactioa or use is [part ofa consistent pattern].  TJua sabaection describes the 
activity present in International News Service vs. Associated Press, 248 U.S. 215 (1918), fiom 
which the misa;q>ropriation doctiine is derived. It desciibes At type of condtict that destroys the 
original market for the work and thus significantly reduces the.incentive to produce the wodc in 
the first place. 

The difference between aJaection (e) and siibaectioo (d) which retates to fthicational. 
adeottfic, or research uses is striking. For tbeaelstterusea, which I submit ate as important as 
news reporting, a moch more limited use is pamitted-ooe that does oot directly harm the actual 

-martet of the originator.  This is a much narrower privilege than accorded news leporting ai¥i 
the scope of and the time for determining the "actual" market are unclear. I diink a number of 
^xstions can be furiy asked:  Fiat, bow will courts distinguisfa between news gathering and 
rqxxting on tbe one hand andreseaicfa and scientific publiodion on the other, siiKe in a ceotnd 
sense sdeotific research and puUication is Ibe gathering and Teporting of news. Second, 
awmming UK can draw a distinctioo between publishiDg m the New York Tuaea and p'M'f'"ng 
in the New Englaod Joutaal of Medicine, why wouM one wu to do ao7 
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Such a limit oo scientific teseaich is dangetous. Amune Conqiaiiy A collects su£Bcient 
data to soppoit a new drug a{>plication for the treatment of a particular disease. Company B uses 
the data, verifies it is accurate, but manipulates the database to demonstrate that in bet the new 
drug has significant side-efTects. Company A's databasf itself has value because it could be 
licensed to others wanting to produce the drug, but the subsequent research by Conqwny B harms 
the actual mailcet of Company A and is thus in violation of die Act 

The potential social costs of diis broad privatiaiig of infinmatiaD are multiplied by the 
breathtaking scope of the definition of "coUection of infoimation" which covers, at least, all of 
ifae raw data upon which education and scientific research is based and by the fact that HR 2211 
provides protection for the underlying facts and ideas in a database as well as the database itself. 
For example, a liteial reading of HR 2281 would make any book baaed on scientific research a " 
product or service that incorporates that collection of information'' under § 1302 and thus any use 
of the data to challenge the thesis of the book (which might thereby harm the actual market for 
die book) would violate the Act This would be an incredible interference with the fiee 
marketplace of ideas and a destnictive blow to scientific progress. 

The absence of any privilege in S 1303 for transformative uses other than for news 
reporting and education and scientific research coupled with the broad definition of "potential 
TOMtkaT means that every transformative use of an existing collection of information resulting in 
new uses or new innovations is vulnerable to a claim of violation and the threat of litigation or 
enforced payments. 

1 tndetstand that providing protection for databases does not inevitably result in 
exclusion of otben bom Ihetr use. First, potential second-users can theoretically regenerate the 
database by collecting the data fiom original sources.  Given the scope of the definition of 
coUectioiis of information," there will be many instances in which the economic returns fiom the 
data will be sufficiently small or risky to make regeneration infeasible. Many significant 
databases appear to be single source collections. Consider the array of fossils collected by Louis 
and Mary Leaky fiom Olduvai Gorge in Afiica thought to show the evolution of himian life This 
anay would seem to be a "collection of information'' under the act and Awould be impossible to 
legencnte. 

Potential usen, of course, can negotiate with database owners for use of the database and 
can arrive at a fair market royalty for each use.  In terms of creating overall incentives for 
investments in intellectual creativity, however, such licensing arrangements are at best a wash. 
Any additional incentive license fees provide to the originator to invest in the original database 
detracts fiom the incentives on others to invest in utilizing the database for new and socially 
useful purposes.   For example, in government sponsored research, license fees for access to 
databases are Ukely to be passed on to the granting agency which will either require additional 
tax resources or result in less supported research.   Moreover, owners of databases will retain an 
incentive to deny use entirely to any user who might undetmine the validity or market value of 
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pradnda, services, of icieatific theories based on die protected database. 
In additioo to these impoilant policy issues, the breadth of protection provided in this 

bill may raise issues of eonstitatioasl dimension. Altbough I acknowledge that the coistitutioiial 
limits on Congress in providiog piotection are br from dear, the protection of ideas and factual 
infimnalion that can not qualify for patent protection raises serious (picstions, both under the 
Article I, Section 8 and uiKler the First Amendment  The reverse esgineeriiig of pubbcly 
available ideas and in&rmation by cotnpetiton is an important element of a competitive 
nitketplace and may hswe cemlilutioiBl undetpiimings.  In any event, I remaia convinced that 
the regime of naiiowly fbeaMd protectiea for inlnllrrtial pcopoty coopied with protection of a 
public domain of ideas and infbanation have served our ecotmny sad our country well. 

For these leaaoiM, I hope your coounittee will consider HR 2211 with a cautious eye, one 
fbensed on the need for acfaievii^ a careAiI balance by prohibiting conduct tfiat is demons^rabty 
unfur and destructive of incentives to create but also by clearly permitting uses Oat assure 
intellectaal progress. I bebeve it would be poaaibie in relatively short order to draft a provision 
modeled on unftir competition piitKipies that wotild provide sufficient protection to enhance 
inueulivesfariMiovalion.  Providing broader protection and at the same time achieving an 
^pn(siate balance would nquiie a long and caBfid study of the narluie sod scope of appropriate 
pel milled uses to preserve both edtKatioaal and scientific inquiry and also competitive vitality. 
Such an approach would also need to carefiilly consider limitiiig protecticHi to the effint 
ncrrasiy to create the datahasr while awniing that the underiying ideas sad bets themaelvBa 

. ifinaiimrt in the public domaiiL 

Uifvey reilijjau 
ProCesMirofLaw 
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Mr. COBLE. Thank you, Professor. 
Mr. Kirk. 

STATEMENT OF MICHAEL KIRK, EXECUTIVE DIRECTOR, 
AMERICAN INTELLECTUAL PROPERTY LAW ASSOCIATION 
Mr. KIRK. Thank you, Mr. Chairman. 
I'm pleased to have the opportunity on behalf of the 10,000 mem- 

bers of the American Intellectual Property Law Association, first of 
all, to wish you a happy birthday, and secondly, to express our 
views on H.R. 354. 

The need to protect databases created through the investment of 
time and money against free riders who would copy them has been 
clearly establisned. Feist reversed nearly two centuries of copjright 
law jurisprudence under which American courts protected against 
copying databases created by a compiler's investment of time, effort 
and money. After Feist the more comprehensive and complete a 
database, the less likely that meaningful, if any, protection under 
copyright law will exist. 

Other forms of protection, as was noted earlier today, simply do 
not fill in the gap created by Feist, leaving the investment m the 
creation of databases for use by businesses, researchers and edu- 
cators at risk. 

Another compelling reason for enactment of H.R. 354, in our 
opinion, is the European Database Directive, which requires Euro- 
pean member states to implement a sui generis form of protection 
for databases on a reciprocal basis. A database created in the 
United States by a company with insufficient European presence 
will only receive protection under the directive if the United States 
offers comparable protection to EU databases. This directive was 
motivated by the imbalance in the investments in the database sec- 
tor between the community and other countries. 

Just last month the European Union again signaled its intention 
to modify its IP laws to help European industry, in this case to en- 
courage greater efibrts in the creation and patenting of computer 
software. The message to us is clear: the EU is committed to 
amending its IP laws to strengthen the international competitive- 
ness of European industry. We believe the United States can afford 
to do no less. 

H.R. 354 reflects continuing efforts by you and members of the 
subcommittee, Mr. Chairman, to fill this void created by Feist. It 
continues the misappropriation approach for the protection of data- 
bases first set forth in the last Congress in H.R. 2652. It protects 
against the free rider who harms the market of the database cre- 
ator through the sale of products generated by the taking of a sub- 
stantial part of the creator's database. 

At the same time this protection is carefully balanced with Umi- 
tations and exclusions including a newly added "fair use type" ex- 
emption permitting use or extraction for teaching, research or anal- 
ysis if reasonable under the circtimstances; a clarification that ex- 
traction of individual fact is not precluded; and an express con- 
firmation that nothing in the bill restricts the use of such informa- 
tion for news reporting; Government-generated information, com- 
puter programs and information used to facilitate the functioning 
of the Internet are also excluded. Finally, another new provision in 
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H.R. 354, commented upon earlier, establishes a 15 vear term by 
precluding any action for the extraction or use of a collection of in- 
formation that occurred more than 15 years after that collection 
was first offered for sale. 

AIPLA recognizes that the incentives provided in H.R. 354 miist 
be balanced to assure that access to information for educational 
and research needs is not unduly inhibited. However, to ensiu-e 
that these balancing exceptions and limitations do not create un- 
certainty for the creators of databases or their users—and I would 
say undue uncertainty—we would suggest that guidelines and il- 
lustrative examples be included in the report language of this bill. 

If I might digress just a moment, there will be no bright lines. 
That simply is not going to happen. Both sides can argue, I think, 
that the line is not clear and should move one way or the other. 
In the final analysis, however, there will be judgements as to 
where the line is to be drawn and the court will nave to determine 
that. That exists today in the copyright law and many other fields 
of law. 

Mr. Chairman, you and the other members of the subcommittee 
have made significant strides toward the balanced measure that we 
need to fill the void created by Feist. We believe that H.R. 354 will 
re-establish the incentives for continued American leadership in 
the field while addressing the legitimate needs of users. H.R. 354 
is fundamentally sound and should be promptly enacted. 

Thank you, sir. 
[The complete statement of Mr. Kirk follows.] 

PREPARED STATEMENT OF MICHAEL KIRK, EXECUTIVE DIRECTOR, AMERICAN 
INTELLECTUAL PROPERTY LAW ASSOCIATION 

Mr. Chairman: 
I am pleased to have the opportnnity to present the views of the American Intel- 

lectual Property Law Association (AEPLA) on H.R. 354, the "Collections of Informa- 
tion Antipiracy Act." 

The AIPLA is a national bar association of approximately 10,000 members en- 
gaged in private and corporate practice, in government service, and in the academic 
community. The AIPLA represents a wide and diverse spectrum of individuals, com- 
panies and institutions involved directly or indirectly in the practice of patent, 
trademark, copyright, and unfair competition law, as well as other fields of law af- 
fecting intellectual property. 

INTRODUCTION 

The AIPLA supports the protection for coUections of information or databases as 
set forth in H.R. 354. We expressed our support for H.R. 2652, the predecessor of 
this biU, in conjunction with hearings held in October 1997 and February 1998. The 
legislation has undergone significant revisions since our earlier expressions of sup- 
port to address concerns raised by the educational, scientific and research commu- 
nities as well as by the Administration and the Register of Copyri^ts. Although 
we have a few suggestions regarding spedfic provisions of the legislation, they re- 
late principally to report language. We believe that you have done an admirable job 
in crafting a balanced approach to provide the needed incentives for the continued 
creation of databases in uie United States as well as to ensure their protection in 
owe mcyor foreign markets. 

THE NEED FOR DATABASE PROTECTION 

The AIPLA beUeves that the need for protection t>f databases, created throu^ the 
considerable investment of time and money, against those who would copy them 
without permission or compensation is settled. The Supreme Court's rejection of the 
"sweat of the brow" basis for protecting compilations under copyright in Feist Publi' 
cations v. Rural Telephone Service Co., 449 U.S. 340 (1991) marked a sea change 
in the protection of oatabases. As detailed in Section I of the Report on Legal Pro- 
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tection for Databases (Beport) prepared by the Copyright Office in 1997, for nearly 
two hundred years prior to Feist, American courts protected databases under copy- 
ri^t law agunst copying based on the compiler's investment of time, effort and 
money. After Feist, a compilation or database can be protected under copyright only 
if the selection, coordination, or arrangement of its contents satisfies the creativity 
standard of the copyright law. The reality of the gap created by Feist can perhaps 
best be appreciated when one realizes that the more comprehensive and complete 
and therefore valuable a database is, the less judgment will frequently be exercised 
in the selection, coordination or arrangement of its content and consequently the 
less likely that meaningful (if an^) protection under copyright law will exist. Surely 
the ade<^uacy of the existing re^me for protecting dataoases under copyright must 
be questioned when it presumably grants greater protection to a smaller, Mghlv se- 
lective database of arguably less general utility than to a large, all inclusive data- 
base of more general utility. 

The problem is fiirther compounded by the impact of Feist on the scope of copy- 
right protection for databases. Stating that copyright in a factual database is "thin," 
the Supreme Court observed in Feist that a subsequent compiler is free to use the 
facts contained in another person's database as long as the selection and arranp;e- 
ment are not copied. In Bellsouth Advertising & Publishing Corp. v. Donnelly Infor- 
mation Publishing, Inc., 999 F2d 1436 (11th Cir. 1993), the Eleventh Circuit held, 
in a case where copyririitability had been stipulated by the parties, that the copyinx 
of all of the names, addresses and telephone numbers of advertisers in the plaintifrs 
yellow pages did not infringe, because the plaintiff's selection, coordination and ar- 
rangement was either unprotectable or not copied. The Report observes that most 
of the poet-Fetst appellate cases have found wholesale taking of information from 
oopyri^table compilations to be non-infringing and that district court cases are 
trending in this direction. 

Whether the problem is that databases simply do not possess the requisite cre- 
ativity in their selection, coordination or arrangement to quali^ for copyri^t pro- 
tection or whether the problem is more that copyright in databases is "thin," the 
incentive to invest in the compilation and collection of lar^ amounts of information 
and data for use by businesses, researchers and educators is at risk. 

Other forms of protection for databases cannot close the ^u> created by Feist. 
Trade secret law is only available to protect databases used insiae a business vdiere 
the requisite level of secrecy can be maintained. Disclosure of a database through 
sale or an online service precludes resort to trade secret protection. While contract 
law has been used to protect databases against unauthorized use, the lack of privity 
with unrelated third parties and the law of uniformity of contract law from one 
state to the next reduce ita effectiveness. 

State common law misappropriation is also mentioned as a possible basis for pro- 
tecting databases, espedaOy after the Second Circuit's decision in National Basket' 
ball Aatodation v. Morotola, Inc., 106 F2d 841 (2d Cir. 1997). However, that case 
called for the information to be tiiae-sensitive, or "hot," a criteria that could be fatal 
for the protection of a comprehensive, historical collection of information. Also, as 
with otlMT forms of state law, the law of misappropriation which varies widely firom 
state to stete, would deny database compilers the uniformity and certainty needed 
to justify the substantial investments required for many of today's most us«ful date- 

Pinally, technological protection is increasingly being looked to by database pub- 
lidiers. While technological protection may be an increasingly important means of 
protecting databases in the digital era, it is not a complete answer. Such means af- 
fect ease of use, increase costs, can be circumvented, do not prevent the use of • 
database that someone improperly obtains, and is primarily effective only for date- 
bases in electronic form. 

Tliere is another compelling reason for enactment of H.R. 354 and that is the Eu- 
ropean Database Directive adopted in 1996. The Directive requires the member 
Btatee of the European Union to implement a sui generis form of protection for date- 
bases. Under the directive, an EU national or habitual resident who creates a date- 
base through substantial investment is given the right to prevent the extraction 
and/or re-utiUzation of all or a substantial part of the datebase. A datebase created 
in the United Stetes by a company with insufficient European presence will only 
reoeiye wotection under the Directive if the United Stetes oners comparable protec- 
tion to EU datebases. Failure of the United Stetes to provide the arguably com- 
parable protection of H.R 354 will mean that United Stetes-based database vendors 
will be increasingly placed in a disadvantageous competitive position vis-a-vis their 
EU counterparte in toe large EU information market. 

HM issuance of the Database Directive was motivated in part by concern about 
Uke "veiy great imbalance in the level of investment in the database sector ... be- 
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twe«n the Community and the world's largest database-producing countries.' lliis 
willingness -on the pajrt of the European Union to promote investment in important 
market sectors was evidenced again just last montn in The follow-up to the Green 
Paper on the Community Patent and the Patent System in Europe." Noting that 

• 6% of all patent applications in the United States are for computer prognuna 
as compared to less than 2% of Europe, 

• 75% of the 13,000 European patents covering software are held by very large 
non-European companies, and 

• investments in developing information technology and software programs are 
approaching $40 billion annually, 

the European Commission stated its intuition to present, as soon as possible, a 
draft Directive to harmonize and clarify the patentaoiUty of computer programs and 
to encourage EU members of the European Patent Convention to take steps to mod- 
ify that Convention to remove computer programs from the list of unpatentable in- 
ventions. The message is clear: the European Union is committed to amending EU 
intellectual property laws to strengtiien the international competitiveness of Euro- 
pean industry. The United States cannot afford to do less to promote its inter- 
national competitiveness in the database arena. 

The AIPLA is not alone in its conclusion that there is a need for protection of 
databases. The Clinton Administration 

". . . supports legal protection against commercial misappropriation of collec- 
tions of information . . . there should be effective legal remedies against "fi-ee 
riders' who take databases gathered by others at considerable expense and re- 
introduce them into commerce as their own." (August 4, 1998 letter to Senator 
Patrick Leahy from Department of Commerce General Counsel Andrew Pincus) 

In her testimony before this Subcommittee in October 1997, Register of Copyri^ts 
MarybeUi Peters stated that the general level of protection previously available for 
databases under the "sweat of the brow" copj/ri^t approach should be restored and 
that the Copyright Office agrees that legislation to address the shortcomings in cur- 
rent law is desirable. 

THE PROTECTION PROVIDED BY H.R. 364 

The provisions of H.R. 354 reflect the continuing efforts by you, Mr. Chairman, 
to craft a balanced solution to fill the void which currently exists in the protection 
available for databases. H.R. 2652, as originalfy introduced in the 105th Congress, 
first set forth the misappropriation approach ror the protection of databases. This 
approach, with clarifications, is continued in section 1402 of H.R. 354. It establishes 
avil and criminal remedies against any person who extracts, or uses in commerce, 
all or a substantial part of a collection of information gathered, organized or main- 
tained by another person, so as to harm that other person's market for a product 
or service using that collection. Most of the improvements reflected in H.R 354 over 
H.R. 2652 as introduced were already incorporated into H.R. 2652 in the version 
that passed the House last year. 

Sections 1403 and 1404 set forth a number of permitted acts, limitations and ex- 
clusions to strike a balance with the prohibition set forth in 1402. Thus, section 
1403- 

• provides that use or extraction of information for non-profit educational, sci- 
entific or research purposes that does not harm the actual market for the 
database creator's products is permitted. 

• provides a "fair use-type" exemption fiwm section 1402's reach for an "individ- 
ual act" of use or extraction for illustration, explanation, example, comment, 
criticism, teaching, research or analysis, if "reasonable imder the cir- 
cumstances," along with four factors to aid in determining reasonableness. 
The exemption would not apply if the extracted information is offered for sale 
and is likely to be a substitute for the creator's database. 

• clarifies that the prohibition of section 1402 does not reach individual itevoB 
of information—facts—unless part of a scheme to circumvent the prohibition. 

• clarifies that anyone is fne to collect the same facts and information fit>m dif- 
ferent sources. 

• permits the use of a database within an organization to verify the accuracy 
of information independently compiled by another. 

. • permits use of information for news reporting, unless the information is time 
sensitive, was gathered by a news entity, and is used for direct competition. 
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Section 1404 excludes firom the prohibition of section 1402— 
• collections of information created by or for a government entity, with certain 

exceptions, 
• computer programs, and 
• collections of information used to address, route, or transmit digital online 

communications to facilitate the proper functioning of the Internet. 
The relationship of H.R. 354 to other laws is set forth in section 1405. In addition 

to expressly clariryring that nothing in H.R. 354 affects the rights, obligations, limi- 
tations, or remedies with respect to federal IP and antitrust laws as well as trade 
secret, privacy and contract law, section 1405 expressly pre-empts state ri^ts 
equivalent to the ri^ts contained in section 1402. 

Section 1406 establishes civil remedies for a violation of section 1402, including 
temporary and permanent injunctions, monetary relief, and the destruction of copies 
of information extracted or used in such a violation. The bill provides special protec- 
tions for non-profit, educational, scientific, and research institutions by providing for 
the award of costs and attorney's fees for actions brought against them in bad faith 
and the reduction or elimination of any monetary reuef against the employees of 
such organizations who, with reasonable grounds, believed that their conduct did 
not violate section 1402. Section 1407 sets out die criminal sanctions for a willfiil 
violation of section 1402, but exempts their application to employees of nonprofits 
acting within the scope of their employment. 

Fiiudly, section 1408 sets forth hmitations on the commencement of both civil and 
diminal actions, including a limitation on bringing any action for the extraction or 
use of a collection of information that occurs more than 15 years after it was first 
offered for sale or used in commerce. 

SUGGESTIONS FOR CLARIFICATIONS 

AIPLA believes that the prohibition against the misappropriation of collections <rf 
information in section 1402 is well crafl«d. At the same time, we recognize that the 
incentives provided by this protection must be balanced to ensure that the continued 
avaUatbility of information for educational and research needs is not unduly inhib- 
ited. We compliment you, Mr. Chairman, for the carefiil balancing act evidenced in 
H.R. 354. We offer only a few comments for clarifications in the report. 

As a general matter, we note that the exceptions provided in section 1403, to the 
acts pronibited by section 1402, do not require that the copy of the collection of in- 
formation fniD which an extraction is made and used be a lawfully-acquired copy. 
In this regard, we note that the exception contained in section 6 of H.R. 3531 re- 
quired that the person extracting from a database be a lawful user of that datebase. 

Turning now to the specific exceptions, we recognize that the Administration and 
others have argued that the bill snould provide exceptions analogous to "fair use" 
principles of copjrigfat law, in particular to minimize any affects on non-commercial 
research. While we do not oppose such exceptions as a matter of principle, we would 
urge that any such exceptions be cau-efiilly crafted so as to not unduly dilute the 
incentives provided in section 1402 for the creation of datebases. 

In this regard, we recognize that the four factors listed in section 1403(aX2XA) 
to assist in determining whether a use or extraction of date is "Reasonable imder 
the circumstances" must necessarily be flexible. Too much flexibility, however, will 
result in uncertainty as to where the line is drawn for both datebase creators and 
users. For example, as regards the third factor, the inclusion of some illustrative 
examples or guidelinea in the report regarding what degree of "difference" would 
(and would not) lead to a determination that an extraction was reasonable would 
be most helpful. 

Similarly, in the fourth factor, further clarification of the purpose of the term "pii- 
mariljr" would be desirable. Woiild extraction from a datebase by a person in a busi- 
ness different fix>m that for which the datebase was primarily developed, but which 
business was nonetheless a very significant user of the datebase, be exonerated by 
this factor? 

In the last paragraph of section 1403(aX2XA), we would assume that the phrase 
"offered . . . otherwise in commerce" would not literally require cm extracted por- 
tion to be offered in commerce. We would hope that the paragraph would deny the 
exception, for example, to a for-profit entity that extracted portions of a datebase 
for use internally as a substitute for purchasing copies. Clarification would be help- 
fill. 

Finally, a word about the term of protection accorded to a collection of informa- 
tion. Section 1408(c ) provides that nothing shall prevent the use or extraction of 
information from a collection of information after 15 years firom the date on which 



it was first offered for sale. The obvious question, ia this era of electronic databases 
which are constantly updated with new information which would qualify for protec- 
tion, is how will one determine what is 15 years old and therefore freely useable? 
We understand tiiat there was some discussion last year of creating a deposit sys- 
tem within the Copyright Office. We believe that such a solution could be the an- 
swer, provided that a practical system could be developed that would not be unduly 
expensive or burdensome for database creators or users. 

CONCLUSION 

Mr. Chairman, the evolution of the legislation to fill the void left by the Feitt deci- 
sion has taken us ever closer to our goal. With H.R. 354, the AIPLA believes that 
we are indeed very near the balanced approach needed to reestablish the incentives 
for continued American leadership in the field while addressing the legitimate needs 
of users. We are ready to work with you and with other interested in^viduals and 
organizations to resolve anv remaining issues to fadUtate the prompt enactment of 
this important and needed legislation. 

Mr. COBLE. Thank you, Mr. Kirk. 
Mr. Phelps. 

SlATEMEm OF CHARLES PHELPS, PROVOST, UNIVERSITY OF 
ROCHESTER 

Mr. PHELPS. Thank you, Mr. Chairman, members of the sub- 
committee. I appreciate this opportunity to present the views of 
three major higher education associations on H.R. 354. 

First, I want to thank you for your responsiveness to our pre- 
vious concerns. You've maae a number of changes in your bills over 
Hie last year and H.R. 354 contfdns further improvements in ac- 
cepted uses for university research and educational purposes. We 
acknowledge and tiiank you for your responsiveness. Therefore, at 
the risk of seeming ungrateful, 1 must state that we beUeve that 
more work needs to be and yet can be done ezpeditiously. 

A single core principle directs our thinking on database use and 
Srotection: the preservation of access to facts as a part of the public 

omain for use by all. Our longstanding national information policy 
has fostered the unfettered flow of isformation for research and 
education and has served this Nation well. 

As the Supreme Court said in Feist, "all facts—scientific, histori- 
cal, biograpnical, and news of the day . . . are part of the public 
domain available to eveiy person." The raw facts and the compila- 
tion may be copied at will. This result is neither unfair nor unfor- 
tunate. It is the means by which copyright advances the progress 
of science and art." 

"Hie U.S. leads the world in science and technology. The Nation 
benefits economically, mihtarily and in the quality of life and the 
products of ectmomic research .and advanced education. 

Moreover, the higher education enterprise itself is one of the 
most successful sectors of the economy. The quality of U.S. hi^er 
education has attracted far more students from abroad than has 
that of any otiier country in the world. Perhaps only professional 
basketball has succeeded more in international competition than 
hi^er education. We should not put that success at risk. 

Given the importance of our national research and educational 
enterprise and the role that our enli^itened national information 
p(^cy plays in sustaining tiie creativity and productivity of this en- 
terprise we beheve Congress should always move to protect access 
te mformation and to preserve the ability of science, scholars and 
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educators to use information to advance their research and edu- 
cation missions. If in doubt, you should err on the side of access. 

To preserve access to information we believe that the database 
protection legislation should meet three critical standards. First, 
the protection should only target specifically identified wrongfiil 
conduct rather than establishing a broad prohibition ag£unst use. 
Second, protection should apply only to clearly defined classes of 
materials, to compilations and not the facts they comprise. And 
third, the protection available for compilations in this domain 
should not exceed that now provided for original creative works of 
authorship through copyright law. 

We believe that H.R. 354 does not yet meet these standards. Oiu: 
specific concerns are the following: first, the prohibition on extrac- 
tion or use in commerce is unreasonably broad and grants substan- 
tial control over information itself long ailer it is extracted from 
the protected collection. The term '^ise" has no meaningful boimd 
and could cover virtually emy academic conduct involving the infor- 
mation. 

At each step of the way in using information a professor or stu- 
dent will be required to know the origins of and the investment in 
the information, whether it represents a quantitatively or quali- 
tatively substantial part of the collection, whether the specific use 
is licensed and whether the use harms a market. While there 
might be enough attorneys to guide us through this legal maze as 
we carry out our academic work, we could not afford them. 

I have seen Ms. Winokur's written statement on behalf of the Co- 
alition Against Database Piracy and agree with her that the real 
threat to the database industry are unscrupulous competitors and 
cyber-pranksters, but I do not beheve you need H.R. 354 in its cur- 
rent form to address those threats. I believe you need only a fo- 
cused bill perhaps making extracted material available to others in 
a manner that is likely to serve as a market substitute for the 
original collection. 

Second, the definition of "protected collection" is so broad that it 
Uterally covers almost any academic publication, including and ar- 
ticle, a textbook, or a report in a scientific study with its accom- 
panyii^ data. It should be narrowed in the text of the bill. I under- 
stand from the written statements that the Copjrright Office agrees 
with this goal. We do disagree with the Office's belief that the lan- 
guage in the bill now accomplishes that and my written testimony 
does provide alternative approaches. 

Third, liability under H.R. 354 should not be triggered where a 
taking is either quantitatively or quahtatively insubstantial. The 
essence of compilation is quantity. If you protect the quantitatively 
insubstantial you protect the facts themselves. A single fact or sev- 
eral are just facts, no matter how important. In order for liabihty 
to attach, the taking must be quantitatively substantial. Further, 
the material that is taken must itself be the result of substsmtial 
effort and investment that the bill protects. 

Fourth, the bill's concept of market harm far exceeds the tradi- 
tional bounds of misappropriation and imfair competition law and 
provides database proprietors with the ability to define markets 
and thus liabihty. Harm should focus on the dissemination of a 
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market substitute. If extraction is prohibited it should be hmited 
to extraction that causes substantial harm to the primary market. 

Fifth, the bill's exceptions for educational activities and other 
reasonable uses contain conditions that substantially restrict their 
usefulness. For example, the non-profit academic exception is con- 
ditioned on the absence of "direct harm to the actual market." That 
soimds fair until you realize that direct harm means non-payment 
of the fee and "frcnn actual market" can be anything that the pro- 
prietor wants. That is far from the result the Copyright Office says 
is appropriate, to quote: "Where such use is a serious and imme- 
diate threat to the producer's investment." And the user is a mem- 
ber of the market for which the database is produced. 

Sixth, the bill fails to protect the pubUc against unreasonable 
market power from compilations not readily available frt)m com- 
petitive sources and fails to secure access to older, no longer pro- 
tected versions of protected compilations. This could lead to a death 
trap of perpetual protection. Again, I understand that the Copy- 
right Office agrees that further work on tliese issues may be need- 

The bill also does not protect for institutions that act as on line 
service providers from imreasonable Uability for the conduct of 
third parties. And all imiversities and colleges serve this function 
for their community. 

My written statement amplifies these concerns and proposes spe- 
cific solutions. When you consider the threat that oveny broad pro- 
tection poses to the foimdation of the scientific, academic and re- 
search communities we hope you will give our proposals full consid- 
eration. We'd be most happy to work with you to clarify the lan- 

ank you. 
[The complete statement of Mr. Phelps follows.] 

PREPARED STATEMENT or CHARLES PHELPS, PROVOST, UNIVERSITY OF ROCHESTER 

I am Charles E. Phelps, Provost of the Universi^ of Rochester. I appreciate this 
opportunity to testify before the Subcommittee on H.R. 354, The Collections of In- 
formation Anti|nracy Act." My testimony is presented on behalf of the Association 
of American Universities, the American Council on Education, and the National As- 
sociation of State Universities and Land-Grant Colleges, which together represent 
over 1,500 colleges and universities. These Associations understand the need to pro- 
tect databases, and they support legislation targeted to address unfair competition 
and database piracy. Indeed, universities and colleges often are creators of collec- 
tions of information. 

We verv much appreciate the revisions to H.R 2662 contained in H.R. 354 that 
seek to address concerns raised about acceptable uses of databases and the potential 
for perpetual protection of databases. We are concerned, however, that the protec- 
tions provided to collections of information in H.R. 354 remain overly broad in a 
ntimber of key respects that will impede the core academic activities of research and 
teaching. We are prepared to work with the Subcommittee and with other interested 
parties to develop a consensus approach that can be supported by all. 

We approach tAe issue of database protection wiUi a single core principle: Because 
data ana information are the cornerstone of scientific and scholarly research, teach- 
ing and learning, we believe it is imperative to preserve the fundamental premise 
of this nation's information policy that no one may own facts or information, or may 
prevent the full, unfettered use of facts and information. As the Supreme Court said 
in Feist, "all facts—scientific, historical, biographical, and news of the day . . . are 
part of the pubUc domain available to every person." Feist Pubs., Inc. v. Rural Tele- 
phone Service Co., 499 U.S. 340, 348 (1991), quoting Miller v. Universal City Stu- 
dios, Inc., 650 F.2d 1365, 1368 (5th Cir. 1981). "[T]he raw facts [in a compilation] 
may be copied at will. This result is neither unfair nor unfortunate. It is the means 
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by which copyright advances the progress of science and art." 499 U.S. 340, 350 
(1991). 

This policy has served the country well. The United States stands at the forefront 
of learning, science and technological achievement, and the nation has benefited 
richly from this leadership in international economic competitiveness, lifesaving ad- 
vances in medicine and health care, technological superiority in defense, and an en- 
riched quality of life for our citizens. We believe that the enlightened information 
policies of this nation have played a significant role in sustaining the creativity and 
productivity of the research and education programs that led to these benefits. Con- 
gress should avoid any legislation that could threaten this fiindamental principle 
that facts and information remain in the public domain. Educators and researchers 
should not be required to have an attorney on caU at all times. Wherever decisions 
are to be made about the proper scope of protection for compilations of information. 
Congress should err on the side of caution and access to information. 

Based on this principle, we can identify several critical standards that any legisla- 
tion to protect compilations of information should meet: First, protection shomd be 
targeted to deal with specifically identified wrongful conduct. Second, protection 
should be addressed to a clearly defined class of materials and should be limited 
to compilations as compilations, not the facts or the information per se. Third, the 
protection available for compilations of information should be no broader, or strong- 
er, than the protection avadlable for original, creative works of authorship. 

Regrettably, H.R. 364 fails to meet these standards. We do not lightly conclude 
that, as written, H.R. 354 threatens to chill research and education and to place in- 
formation in the control of a limited number of commercial interests. But we do con- 
dude that we cannot support H.R. 354 in its current form. 

Our three associations and their member colleges and universities have the fol- 
lowing specific concerns. 

• H.R. 354's prohibition on "extraction or use in commerce" is unreasonably 
broad and grants substantial control over information itself, long after it is 
extracted from a protected collection. The bill should focus its prohibition on 
one who makes extracted material available to others in a manner that is 
likely to serve as a market substitute for the original collection. Certain ex- 
traction may also be prohibited. 

• The definition of a protected collection is so broad that it literally covers al- 
most any publication, including an article, a textbook, or the report of a sci- 
entific study (with accompanying data). It should be narrowed in the text of 
the bill. 

• Liability under H.R. 354 should not be triggered where a taking is quan- 
titatively or qualitatively insubstantisd or where the portion that is taken was 
not the subject of substantial investment. 

• The biU's concept of "market harm" far exceeds the traditional bounds of mis- 
appropriation and unfair competition law and provides database proprietors 
with tne ability to create markets, and thus, liability. 

• The exception for non-profit educational activities contains a broad, vague 
condition that vitiates its protection. 

• The exception for other reasonable uses is insufficiently flexible, and contains 
conditions that greatly limit its benefit. 

• The bill fails to protect the public against unreasonable market power from 
compilations that are not readily available fnva competitive sources. 

• The bill should secure access to older versions of protected compilations, in 
order to prevent perpetual protection. 

• The bill does not protect institutions that act as online service providers from 
unreasonable liability. 

• The bill lacks clear exemptions from Uability for non-profit teaching activities, 
akin to the exemptions in Copjrright Act section 110. 

In the following statement, the Higher Education Associations provide an over- 
view of the basic academic activities uiat are threatened by H.R. 354. We then am- 
plify the three standards we have identified. Finally, we discuss our specific con- 
cerns with the bill and offer suggestions for improving the legislation. It is impor- 
tant to stress that these suggestions are not presented as a menu from which a few 
items may be chosen. We believe that each of the fundamental issues discussed 
below should be addressed in order to preserve the flow of information and the 
progress of science and learning. 
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I. THE ACADEMIC ENVIRONMENT AND ACTIVmES THREATENED BY H.R. 364 

The research and teaching missions of colleges and nniversities are fiindamentaUy 
tied to information and the translation of information into knowledge: through the 
production, analysis, verification, interpretation, and dissemination of information, 
scientists and sdiolars expand tne frontiers of knowledge and transmit that ever- 
encpanding knowledge to colleagues and to students. The results of research are pub- 
licly disseminated through articles, books, workshops, conferences, and increasingly 
through distal networl^ as well. Research results so disseminated are used oy 
other scientists and scholars—to build on, to critique, to re-examine and re-inter- 
pret. Through the give and take over what may be initially conflicting data or inter- 
pretations of data, new phenomena are understood and verified, and knowledge is 
advanced. 

The process of translating data into knowledge requires the open exchange of in- 
formation among allied scholars and critics alike. Increasingly, research is con- 
ducted in teams, often from several institutions. Data are drawn bora multiple 
sources, recombined and merged with new data to produce data sets that may lead 
to new and unanticipated findings. Data sets vary from the results of a single exper- 
iment, captured in a table in a single journal article, to the vast databases of infor- 
mation compiled from meteorological remote sensing instruments, geographic infor- 
mation systems, particle accelerators, and systematic aggregations of research re- 
sults to produce databases of genomic, chemical, and meoical information, and much 
more. 

Databases supporting research and scholarship are not limited to the sciences. 
Databases supporting work in the humanities and social sciences are proving in- 
creasingly essential to advancing knowledge in these disciplines; specialized diction- 
aries, annotated bibliographies of worldwide research resources, census information, 
and compilations of text citations are just a few of the systematic compilations of 
information critical to humanistic and social science research. 

In the academic community, these databases are dynamic instruments: they are 
not only sources of information, but thev themselves—or components of them—be- 
come ingredients in new products, both through the combination of multiple contem- 
poraneous data sets to produce quaUtatively new products, and throu^ the re-anal- 
ysis of prior data from new perspectives provided by new findings or new analytic 
tools. A scientist may apply a formula developed from his or her research to a dif- 
ferent set of data, yielding a different interpretation of that data; multidisciplinai^ 
researchers may combine components of databases from ph)r8ical, biological, chemi- 
cal, and meteorological data to understand the dynamics of ecological systems; social 
sdentists may combine elemente of databases of demographic, economic, legal, and 
political information in comparative analyses of national or regional populations 
worldwide. 

Some of the best education is learning by doing and by discovering, and students 
are increasingly using datebases to draw their own conclusions, duplicating the re- 
search process to learn through discovery under the guidance of faculty. 

For {dl of these research and educational activities, faculty and students must be 
able to have open and easy access to compilations of data of all sizes, from single 
research results to large databases, and they must be able to work with these com- 
pilations—extracting, combining, and aggregating sets of data—to advance the fron- 
tiers of knowledge and educate students about those advances. 

These academic uses of information do not require that all information be free; 
indeed, universities now pay substantiad sums for commercial databases. But these 
uses do require sufficiently flexible conditions of use, conditions that can be stul- 
tified by a proprietary protection scheme that makes use, reuse, and recombination 
difficult and militates against the ability to exchange information with colleagues 
and students. 

n. THE STANDARDS AGAINST WHICH LEGISLATION TO PROTECT COMPILATIONS SHOULD 
BE JUDGED 

In general, the Associations share the view of the Administration, as expressed 
last year by the Department of Commerce, that "any [law to protect compilations 
and databases] should be predicteble, simple, minimal, transparent, and based on 
rough consensus." Letter from Andrew J. Pincus, General Counsel, Department of 
Commerce, to Senator Patrick J. Leahy, August 4, 1998 (the "Pincus Letter*). In 
particular, we emphasize three importent criteria. 

First, the protection should be targeted to dead with specificallv identified wrong- 
fill conduct. We respectfully believe mat it is not good policy to adopt a broad, catch- 
all prohibition, which is subject to potentially broad but ambiguous exceptions that 
are subject to judicial construction and application. Such an approach will ensura 
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that any activity that arguably falls within the scope of proscribed conduct will need 
to be evaluated by attorneys. Researchers, educators and scientists perform func- 
tions that serve vital public purposes. They should not be required to have an attor- 
ney looking over their shoulder at all times. I can assure you that, while this might 
be good for our attorneys, it will not be good for scholarship or for science. 

Second, protection should be addressed to a clearly denned class of materials. If 
the goal is to protect incentives for the creation of large databases that require ex- 
tensive effort to develop and organize, the legislation should be crafted to apply to 
just such works. The risk of spill-over into other tjrpes of works should be mini- 
mized. Further, it is essential that the legislation protect the compilations as com- 
pilations, not the facts or the information contained in the compilations per se. 
While this is a difficult Une to draw, it is critical that it be drawn properly. 

Third, in no respect should the protection available for compilations of information 
be broader, or stronger, than the protection available for original, creative works of 
authorship. Similarly, the exceptions and privileges applicable to the new legislation 
should be no narrower in any respect than the exceptions and privileges applicable 
to copyrighted works. Given the importance of the free flow of information to learn- 
ing and science, there can be no justification for granting broader protection for 
compilations than exists for creative, copyrighted works. 

III. FUNDAMENTAL CONCERNS WITH H.R. 354 

A. The Legislation Should Not Broadly Target the "Use" of Information. 
The conduct proscribed by the H.R. 354's operative prohibition, "extraction or use 

in commerce" is unreasonably broad and creates a danger that database proprietors 
wUl be permitted to exercise substantial control over information itself, long after 
it is extracted from their protected collection. By including "use" as a prohibited act, 
H.R. 354 violates our first and third standards. 

The term "use" has no meaningful bo\md. Copyright law does not even prohibit 
"use;" rather it prohibits five defined acts (reproduction, public distribution, creation 
of derivative works, public performance and public display). 17 U.S.C. § 106. "Use" 
conceivably covers may acts fiiUy permitted by copyright law (including reading, re- 
search, lecturing about, discussing, using to support debate, etc.). Indeed, any activ- 
ity involving information from a collection is a form of "use." i At each step of the 
way, a professor or student would be required to know, on pain of liability (i) wheth- 
er the information originated in a protected collection of information, (ii) whether 
the collection was gathered, organized, or maintained by {mother person through the 
investment of substantial monetary or other resources, (iii) whether the information 
used represents a quantitatively or qualitatively substantial part of collection from 
which the information originated, (iv) whether the specific use is the subject of a 
license to use the information, (v) the actual and potential markets for the collection 
of information, (vi) whether the specific use will cause harm to one of the actual 
or potential markets, and (vii) whether the conduct falls within one of the several 
exceptions to the rights granted by the legislation. Many of these questions will re- 
quire knowledge of unknowable facts. Many will require knowledge and understand- 
ing of ever-developing judicial interpretation. This simply makes no sense. It is a 
boon to lawyers. It wul be a bane to scholarship, science and education. 

Proposed Alternative. We submit that database legislation should be targeted at 
specific wrongful conduct. We understand and accept the need to limit the ability 
of competitors or others who would offer a true substitute collection from free riding 
on the work of the originator. This purpose may be served by creating a cause of 
action against one who extracts substantial portions of a collection and makes the 
extracted material available to others in a manner that is likely to serve as a mar- 
ket substitute for the original collection.^ This is comparable to the approach rec- 
ommended last year by the Administration—"there should be effective legal rem- 
edies against 'free-riders' who take databctses gathered by others at considerable ex- 
penses and reintroduce them into commerce as their own." Pincus Letter at 1. It 
also is comparable to the approach taken by the alternative "Fair Database Com- 
petition" bill placed into the Congressional Record for discussion purposes by Sen- 

' The term "use" would also appear to cover activities, such as the internal creation of deriva- 
tive compilations, that might be within the scope of copyright rights when applied to original 
works of authorship, but which should not be within the protection afforded to collections of in- 
formation. Nor is use in commerce" likely to be a meaningful limitation, given the breadth of 
the term "commerce." Any entity whose use of information from a collection of information in- 
volves an instrumentality of interstate or foreign commerce (e.g., telephone, mails, or the Inter- 
net) would be acting "in commerce." 

'We discuss the types of "markets" that should be considered in Part III.D., below. 
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ator Hatch on January 19, 1999.^ The central focus of any legislation should be to 
prevent free-riding competition in the marketplace. 

We also understand that there is a desire simply to prohibit unauthorized extrac- 
tion of information from protected collections. The concern, as we understand it, is 
that a user should not be allowed to avoid paying for access to a collection that has 
been developed at great cost and effort by the proprietor. We submit that this con- 
cern is likely to be addressed adequately by methods of protection in common use 
today, including technical restrictions on access and contract. Further, we are con- 
cerned that a prohibition directed solely at extraction moves dangerously close to 
the creation of an intellectual property right in information qua information. As the 
Supreme Court said in Feist, facts are in the public domain; they "may be copied 
at will;" it is the means by which the progress of science and art are advanced. Feist, 
499 U.S. at 348, 350 (emphasis added). 

Notwithstanding this compelling authority, in the interest of compromise, we are 
willing to work with the Subconunittee do develop an appropriately tailored prohibi- 
tion on unauthorized extraction when that extraction wiO cause a substantial injury 
to the incentive necessary to undertake the investment and effort of creation. We 
believe the strongest argument for such a prohibition lies within the primary mar- 
ket for the collection. If the primary market is destroyed, there will be little incen- 
tive for creation. See Restatement (Third) of Unfair Competition, §38, comment c 
("Appeals to the misappropriation doctrine are almost always rejected when the ap- 
propriation does not mtrude upon the plaintiffs primary market.") It is not clear 
that the same is true of subsidiary markets. See point III.D., below. Again, we stress 
that if Congress is to err in setting the scope ot this new legislation, it should err 
on the side of caution and the pubUc domain. 

Further, the extraction should not be merely an extraction of some information 
firom the collection, it should be an extraction that captures the sweat anA effort of 
the originator. We discuss this substantiality standard in part III.C, below. 

We do not propose that the analysis end with the definition of the scope of prohib- 
ited conduct. Just as the Copyright Act contains exceptions that, in appropriate cir- 
cumstances, permit conduct that falls within one of the exclusive n^ts, so too 
should appropriate exceptions be included in le^lation to orotect collections of in- 
formation. Thus, there will be highly beneficial non-pront activities and trans- 
formative activities that deserve encouragement and protection. We discuss these 
exceptions below. However, it is critical that the bill start from a clearer, and nar- 
rower concept of prohibited conduct. 
B. The Legislation Should Clearly Define Protected "Collections' 

The bill protects "collections of information," which are broadly defined as "infor- 
mation that has been collected and organized for the purpose of bringing discrete 
items of information together in one place or through one source so that users may 
access them." This definition is so broad that it literally covers almost any publica- 
tion, including an article, a textbook, the report of a scientific study (with accom- 
panying data), or even, for those of you who are lawyers, a casebook. Each of the 
foregoing collect information, arguably discrete items of information, for the purpose 
of making the information accessible. Thus, this definition is inconsistent with our 
second standard—clarity of subject matter. 

Last year's House Report on identical lamguage in H.R. 2652 made clear that the 
biU is not intended to aad to the cop)fright protection available for articles, texts and 
reports. The Supreme Court recognized almost 120 years ago in Baker v. Selden 
that 

The very object of publishing a book on science or the useful arts is to commu- 
nicate to the world the useful knowledge which it contains. But this object 
would be frustrated if the knowledge could not be used without incurring the 
guilt of piracy of the book. 

101 U.S. 99, 103 (1880). It reiterated this identical statement in Feist, 499 U.S. at 
350. Rather, it is our imderstanding that the bill is intended to fill a hole in the 
protection available to large collections that require great effort undertaken for the 
purpose of gathering and presenting the collection as a collection. Unfortunately, the 
text of the bill fails to achieve the desired goal. We £u^ not comfortable leaving such 
an important issue to legslative history. 

Proposed Alternative. The definition of protected collections should be modified to 
make clear that protected collections encompass only compilations that comprise a 
large number of discrete facts or other items of information collected fkim numerous 

^ We understand that there are objections that the competition bill's scope is too narrow, and 
are prepared to work with the Subcommittee to satisfy its concerns. 
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sources with the expenditure of substantial monetary or other resources. The term 
"database" used in the Fair Database Competition Act and Senator Hatch's Discus- 
sion Draft more accurately captures the type of protected work thitn the term "col- 
lection of information" used in H.R. 354. Further, the definition should expressly ex- 
clude tejctbooks, articles, bioeraphies, histories, other works of narrative prose, spec- 
ifications, and other works that include items of information "combined and ordered 
in a logical progression or other meaningful way in order to tell a story, commu- 
nicate a message, represent something or achieve a result," as set forth in the 
House Report on H.R. 2652. 

C. To Be Actionable, an Extraction Should Take Material that Is Quantitatively and 
Qualitatively Substantial and Should Appropriate the Effort and Investment of 
the Creator of the Original Collection. 

The quantum of misappropriation that tri^ers liability imder H.R. 354 is unrea- 
sonably broad in two key respects. First, the Dili improperly prohibits a taking even 
if the taking is quantitatively or qualitatively insubstantial. Second, the bill may be 
read to prombit a taking even if the portion taken was not the subject of substantial 
investment (as long as other material in the collection was the subject of such in- 
vestment). Only a taking that is both quantitatively and qualitatively substantial, 
and that appropriates content embodying substantial investment by the creator, 
should fall within the scope of protection. Any other rule violates the core principle 
that should govern H.R. 354—it grants to the originator of a collection the abiuty 
to claim a monopoly on facts themselves. 

Section 1402 pronibits an extraction or use of a "substantial part" of a protected 
collection. Pursuant to section 1402, the substantiality standard is satisfied if the 
part is either quantitatively or qualitatively substantial. This standard grants inap- 
propriately broad protection. 

liiere is no justification for protecting a part of a collection that is not quan- 
titatively substantial. The essence of "collection" that is protected by H.R. 354 is the 
substantial investment necessary to gather large quantities of data or other informa- 
tion fix>m disparate sources. It simply makes no sense to subiect a user to potential 
liability for removing small quantities of material, regardless of how important 
"qualitatively" they may be. Indeed, such small quantities are precisely the individ- 
ual items of data or information that should not be the subject of protection. A sin- 
gle fact, two facts or three facts remain simply facts, regardless of how "qualitatively 
important they are* 

Likewise, there is no justification for prohibiting the appropriation of even a large 
quantity of material that is queditatively insubstantial. The oft-stated rule of de 
minimis non curat lex is as simple as it is wise. The law should not concern itself 
with trifles. If the extracted material is qualitatively unimportant, there should be 
no cause of action. 

The bill also lacks appears to lack a requirement that there be a nexus between 
the protected investment in the collection and the taking. It is the investment that 
should be protected, not the facts themselves. A cause of action should exist only 
if the defendant has taken content embodying a substantial amount of protected ef- 
fort. This is best illustrated by example. Consider a large database of information, 
half of which was taken by the compiler ftt)m a pre-existing, public domain database 
that required very Uttle effort by the creator of the large database. A user whose 
only extraction is of the pre-existing material should not be subject to Lability even 
if the extracted material qualifies as qualitative and quantitatively "substantial." 
Granting protection to that which was not the subject of the creator's substantial 
investment does not serve the purpose this bill seeks to serve. 

Moreover, extending protection to such material would extend protection far be- 
yond the analogous protection extended by copyright law. Copyright law protects 
only the creators own expressive contribution. 'Thus, for example, a copyright in a 
derivative work does not extend added protection to the unaerlying material on 

'Subsection 1403(b) also reflects H.R. 354'8 problems in this regard. Although this subsection 
appears intended to foster the principle that individual facts are not protected, it may actually 
have the opposite effect. The first sentence states that the bill does not "prevent the extraction 
or use of an individual item of information or other insubstantial part. The second sentence 
provides that an individual item of information shall not, itself, be considered substantial. Of 
course, stating that insubstantial parts of a collection are not prohibited adds nothing to section 
1402 which purports to prohibit only the taking of a "substantial part" (however broadly that 
is defined). We are concerned that by explicitly stating that a single item of information may 
never be substantial, subsection 1403(b) implies that two or three items of information may be 
substantial. A better approach would be to tighten the substantiality standard of section 1402 
and make clear that the extraction of a relatively small portion of the collection would not be 
deemed substantial. 



160 

which the derivative work was based. 17 U.S.C. § 103(b). If the underlying material 
is in the public domain, it is fully lawfiil to extract the underlying materisJ firom 
the derivative work. Similarly, the protection for a work (including a work that is 
not derivative work) does not extend to material not created by the author. See, e^.. 
Computer Assocs. Intern., Inc. v. Altai, Inc., 982 F.2d 693, 710 (2d Cir. 1992) (ex- 
cluding from copyright protection elements of a work taken from the public domain, 
each of which "is me for the taking and cannot be appropriated by a single author 
even though it is included in a copyrighted work"); Gates Rubber Co. v. Bando 
Chem. Indus., Inc., 9 F.3d 823, 837 (10th Cir. 1993) ("a court must filter out [from 
copyright infringement analysis] all unoriginal items of a [computer] program, in- 
cluding those elements found in the public domain."). 

Proposed Alternative. Only a taking that is both quantitatively and qualitatively 
substantial should be prohibited. Further, a cause of action should exist only if t^ 
defendant has taken content embodying a substantial amount of protected effi>rt. 
D. The Market Harm Standard Is Undefined and Far Exceeds the Injury Cognizable 

in Unfair Competition Law. 
It is our understanding that the "market harm" standard is intended to be venr 

broad, including as market harm even non-pajonent of a license fee. Such a stand- 
ard essentially places the definition of "actual markets" within the control of the 
proprietor and means that each activity involving information taken from a collec- 
tion may be unlawful. This standard is inconsistent with long-standing principles 
of unfair competition and misappropriation law. Instead, it approaches the very con- 
cepts of intellectual property law from which this legislation is intended to depart 

If "market harm" means lost license fees, the proprietor merely needs to identify 
all possible uses and structure a set of licenses to capture different fees for different 
uses. Even if the proprietor does not at first have such a licensing structure, once 
a use is discovered or otherwise identified, the proprietor can easily establish a new 
form of license. At that time, the market becomes an "actual market." 

The bill's inclusion of "potential markets" merely exacerbates the problem. The 
proprietor need not even create the license structure, it need only demonstrate that 
it might do so. 

The concepts of "actual" and "potential" markets are both unacceptably broad and 
extend far lieyond traditional unfair competition and misappropriation law. As the 
Third Restatement of Unfair Competition states: 

the recognition of exclusive rights in intangible trade values can impede access 
to valuable information and restrain competition. . . . The recognition of exclu- 
sive rights may thus deny to the public the full benefits of valuable ideas and 
innovations by limiting their distribution and exploitation. In addition, the prin- 
ciple of unjust enrichment does not demand restitution for every gain derived 
from the efforts of others. . . . The better approach, and the one most likely to 
achieve an appropriate balance between the competing interests [between pro- 
tection and access], does not recognize a residual common law tort of misappro- 
priation." 

Restatement (Third) of Unfair Competition, §38, comment b at 409, 411 (emphasis 
added). Accordingly, courts 

"have recognized that broad application of the unjust enrichment rationale in 
a competitive marketplace would unreasonably restrain competition and under- 
mine the public interest in access to valuable information. ... In most of the 
small number of cases in which the misappropriation doctrine has been deter- 
minative, the defendant's appropriation, like that in [AP v. INS], resulted in di- 
rect competition in the plaintiffs primary market. . . . Appeals to the misappro- 
priation doctrine are almost always rejected when the appropriation does not in- 
trude upon the plaintiff's primary market. 

Id. at 412-13. In short, traditional misappropriation law remedies harm to plain- 
tiflPs "primary market," not "actual" or "potential" markets. 

The bill's use of broad market harm concepts departs radically from the misappro- 
priation doctrines that the bill is supposed to adopt. Rather, the use of such broad 
terms effectively creates a new species of quasi-intellectual property law, one that 
threatens to access to information. 

Proposed Alternative. Concerns over the breadth of market definition can be sig- 
nificantly ameliorated if the actionable conduct proscribed by the bill is limited as 
described in Part III.A. The bill should prohibit the further dissemination of sub- 
stantial quantities of extracted material in a manner that is likely to serve as a 
market substitute for the original in plaintifTs primary market. Further, if extrac- 
tion of substantial quantities of materisd is itself to be prohibited, it should be lim- 
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ited to extractions that cause substantial harm to plaintiffs primary market Sub- 
stantial harm should not simply mean lost hcensing fees. 
E. The Exception for Non-ProfU Educational Activities Contains a Broad, Vague 

Condition that Vitiates its Protection. 
Subsection 1403(a) includes an exception for non-profit educational, scientific or 

research uses that addresses some of the concerns of the education community. 
However, the exception is limited to those uses that do "not harm directly the actual 
market for the product or service." Unfortunately, as discussed in Part III.D., above, 
this limitation may be so broad that it destroys the exception of much of its value. 

As discussed in Part III.D., the term "actual market" is infinitely flexible, and can 
mean anything the proprietor wants it to mean. All the proprietor must do is de- 
clare the existence of a license to cover a particular use or type of use, and it has 
created an "actual market." Further, there is no explanation of how "direct harm" 
dififers from any other kind of harm. The House Report on H.R. 2652 stated that 
even loss of license fees was intended to constitute a "direct" harm. 

Further, because the provision is crafted as an exception, the burden of proving 
that conduct qualifies for protection likely falls upon the educational institution. The 
burden should fall on plaintiff to demonstrate that wrongful conduct has occurred. 

In other words, subsection 1403(a) provides a database proprietor with sufficient 
ammunition to eliminate the exception entirely, and foreclose the very educational, 
scientific and research activities that should be preserved. At the very least, the ap- 
pUcation of the exception to any case of nonprofit use can be subjected to costly hti- 
gation, which itself threatens to ciull these important activities. 

Proposed Alternative. To ensure that nonprofit educational, scientific and research 
activities receive appropriate protection, two changes should be made to the bill. 
First, the scope of protection should be narrowed, as discussed in Parts IILA. 
through in.D., above. This will ensure that educational, scientific and research ac- 
tivities are only subject to liabiUty when they are the primary market for the origi- 
nal coUection of information and the activity causes substantial harm to that mar- 
ket. To make this absolutely clear, we would support language such as "under no 
circumstances shall non-profit educational, scientific or research activity that would 
otherwise violate this chapter constitute a violation of this chapter if plaintiff fails 
to bear the biu-den of proving that the activity is causing substantial harm to the 
primary market for its protected collection of information." Second, even in these 
circumstances, coiuts should have the discretion, through consideration of a flexible 
'Veasonable use" exception, to consider the facts and circumstances of the particular 
case. See Part III.F., below. 
F.. The Exception for Other Reasonable Uses Is Insufficiently Flexible, and Contains 

Conditions that Greatly Limit its Benefit. 
The exception in paragraph 1403(aX2), for "other reasonable uses," represents an 

improvement over H.R. 2652. However, it is constrained by absolute conditions that 
restrict its usefulness and that limit its application beyond the considerations ap- 
plied in traditional copyright fair use analysis. Thus, it does not serve its intended 
purpose and resiilts in protection for compilations that is greater than that provided 
by copyright. 

Unlike the fair use exception in cop}rright law, which provides courts flexibiUty 
to consider all relevant factors for virtually any kind of use, the "reasonable uses" 
provision contains absolute conditions that restrict that flexibiUty. A more flexible 
approach, coupled with a narrowing of section 1402, is necessary. 

IndividtuU Acts. The most notable limitation in paragraph 1403(aX2) is the limita- 
tion to "an individual act of use or extraction of information." An "individual act" 
is defined as an act that "is not part of a pattern, system or repeated practice by 
the same party, related parties, or parties acting in concert with respect to the same 
collection of information or a series of related collections of information." Of course, 
by its nature, scholarship, teaching, and research require repeated acts and patterns 
of acts. Thus, many of the acts that should be covered by a reasonable use exception 
fall outside of the scope of the exception as written. 

There is no justification for limiting this exception to a single act of extraction 
or use. The extraction of a quantimi of information has the same impact regardless 
of whether it occurs in a single act, or as part of several acts. Courts have the flexi- 
bility to aggregate multiple acts that are part of a pattern or repeated practice by 
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related parties in their consideration of the exception. That should be sufficient to 
ensure tnat the exception is not abused.^ 

Amount of Extracted Material. The exception is not available if the amount ex- 
tracted is more than is "appropriate and customaiy" for the purpose. Although this 
is a factor considered in copyright fair use analysis, it is not an absolute condition 
for application of the fair use doctrine. It is easy to envision a situation in which 
more than "appropriate and customary" is extracted, but the excess extraction does 
not have a significant effect on the market, or may have been extracted by accident 
or on the basis of a misapprehension of what was needed. Alternatively, the particu- 
lar purpose may not have a "customary amount." There is no justification for courts 
to be reauired to bar use of the exception if the amount extracted exceeds an 
amount that is "appropriate and customary." As in copyright fair use, the amount 
of the taking should be a factor that is considered like ail other relevant factors. 

Market Substitution. Ilie exception may not be appUed if the extracted material 
is ofiiered in commerce and is likely to serve as a market substitute for the collec- 
tion. Such activity is not an automatic, absolute bar to a finding of copyright fair 
use. It should not be an automatic, absolute bar to the reasonable use exception 
here. 

Every day, material is extracted fi-om collections and used in research and other 
academic work. The extracted material is often transformed by the extensive effort 
and energy of the original extractor, who develops, selects, and organizes the mate- 
rial to make it useful to others in the field. The resulting work could be a break- 
through in science, social science, philosophy, economics, medicine or any one of 
scores of other fields. It may not even take tiie form of a compilation or database. 
The resulting work may have far greater value to others in the field than the origi- 
nal, imdigested database. As a result of the work, others may not need to duplicate 
the extractor's efforts, and the resulting work may "substitute" for the broad, 
undigested database. This is precisely the type of work that should be encouraged, 
not sanctioned. 

Proposed Alternative. A "reasonable extraction and use" exception should be craft- 
ed which is similar to the copyr^ht fair use exception and which does not contain 
absolute bars to its application. For example, the factors should include the nature 
of the use, amount of the material extracted or used, and effect on the market for 
the work. Sub-factors may be identified, including (i) the extent to which the extrac- 
tion or dissemination is commercial or nonprofit, (ii) if the extracted material is in- 
corporated into an independent work or collection, the extent of transformation, (iii) 
whether the amount of material extracted is appropriate and customary for the pur- 
pose of the extraction, (iv) whether any resulting collection is marketed to persons 
engaged in the same field or business as the extractor, and (v) the extent to which 
a resulting collection that is offered in commerce is likely to serve as a significant 
market substitute in the primary market for the original collection. Courts should 
also be instructed to take into account that the nature of the collection, as a collec- 
tion of facts, is ordinarily entitled to less protection against fair use than an original 
work of creative authorship iinder copyripit law. 

This reasonable use exception should be combined with the narrower scope of pro- 
tection discussed in Parts IILA. through ni.D. 
G. The Bill Should Protect the Public against Unreasonable Market Power from 

Compilations that Are Not Readily Available from Competitive Sources. 
The public ordinarily is protected fit)m unreasonable prices arising froia a seller's 

unconstrained market power through the operation of the marketplace. If excessive 
prices are charged, large profits will be earned, which in turn vnll encourage the 
entry of competitors. Unfortimately, there are many reasons that this mechanism 
might not work for compilations of information. The information contained in a com- 
pilation may not be readily available from competing sources. It may be under the 
control of the compilation provider; it may be historical information that is no longer 
available to the public; or it have been collected at substantial cost over a long pe- 
riod of time, creating a barrier to competitive entry. In these cases, providing the 
protection contemplated by H.R. 354 could grant substantial market power, result- 
ing in excessive prices for information and returns greater than that needed to stim- 
ulate development of the information products. As the Federal Trade Commission 
cautioned in its September 28, 1998 comments on last year's Collections of Informa- 

''At most, the exception could provide that "acts that are part of a pattern, system, or re- 
peated practice by the same party, related parties, or parties acting in concert with respect to 
the same collection of information or a series of related collections of information should be ag- 
gregated for consideration of the applicability of this paragraph." 
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tion Antipinu^ Act, "glides the further entrench the market power of amgle-souice 
data providers could have an unintended potential for anticompetitive conduct." 

In its consideration of granting these new rights over information products, Con- 
gress should ensure that such power is not created. There is no public policy jus- 
tification for granting super-competitive market power to the providers of informa- 
tion products. The incentive to create wUl be maintained by providing reasonable 
retunia, not monopoly returns. Conversely, as discussed at the beginning of this 
statement, there are strong public poUcy reasons to ensure that information is made 
available to the pubUc on a reasonable basis. 

Antitrust law does not provide adequate protection against market power that 
may be created by legislation. The Federal Trade Commission recognized this point 
in its comments last year. Market power is not per se unlawful under the antitrust 
laws. It may be gained in numerous ways that are lawful, including the granting 
of rights by Congress. Even if charging high prices or imposing unreasonable terms 
did violate the law, it is extremely difficult aiMi expensive to bring an antitrust case. 
Such suits are not viable protection from the mEU-ket power that this bill creates. 

Proposed Alternative. There are several possible approaches to address the issue 
of unreasonable market power. For example, the bill could encourage database pro- 
prietors to charge reasonable royalties by providing that it shall be a complete de- 
fense to an action that plaintiff did not make the compilation available for a reason- 
able royalty. Alternatively, the bill could limit the available remedy to a reasonable 
royalty in cases in which competitive sources of the information in the compilation 
did not exist. These limitations should apply with respect to any extraction right 
that is included in the bill and to the incorporation of information into a trans- 
formed product (to the extent such conduct remains actionable under section 1402). 
H. The Bill Should Secure Access to Older Versions of Protected Compilations, in 

order To Protect Agairist Perpetual Protection. 
The revision of section 1408(c), which provides that investment in the mainte- 

nance of an existing compilation cannot extend the term of protection for that com- 
pilation, is a valuable addition to the bill. We are concerned, however, that it is only 
a partial solution to ensuring that the bill does not result in perpetual protection 
for continually updated compilations. It does little good for the biU to end protection 
for an old compilation if the compilation is no longer accessible by the public. Access 
to older versions of compilations that have fallen into the public domain should be 
preserved. 

Proposed Alternative. One means of preserving access, of course, is to create a reg- 
istration and deposit ^stem using the Copyright Office. This approach would have 
the advantage of the Copyright Office's experience in protecting access and would 
ensure that protection would be contingent on access following expiration of protec- 
tion. However, this approach would entail administrative costs that Ck)ngre88 may 
not wish the public to bear. 

Another approach that could work would be to require the pitrty seeking protec- 
tion under the Act to maintain expired versions of the compilation in a manner fi-ee- 
ly accessible to the public. Failure to comply with this requirement would preclude 
protection for more recent revised versions of the compilation. In order to ensure 
that the public is aware that earUer versions are available, the proprietor of a data- 
base should be required to include a notice with the compilation setting forth the 
year protection was first claimed and, after older versions become available, where 
they may be found. 
/. The Bill Should Ensure that Institutions that Act as Ordine Service Providers Are 

Not Subjected to Liability. 
As the higher education community pointed out in last years' debate on H.R. 

2281, the Digital Millennium Copyright Act, universities and colleges frequently 
ofiTer their students and faculty access to the Internet and other computer networks. 
Congress recognized that these institutions could not reasonably be held accountable 
for file online conduct of such persons who infringe copyrights. It is even more dif- 
ficult for an institution providing such online services to oifTerentiate between the 
f^cts and information that form me basis of academic discourse, and protected "com- 
pilations." 

Unfortunately, as it is now drafted, a system that transmits or stores a collection 
or a part of a collection could be said to be "using" that collection. Even narrowed 
as reconmiended in Part III.A., a system that is used to disseminate extracted mate- 
rial coiild be said to be participating in the dissemination. Such a result would not 
be appropriate, and for aU of me reasons discussed in the debate last year, should 
be expressly precluded. 
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The prohibitions of H.R 354 should be targeted at the person or entity engaging 
in the specifically proscribed conduct, not on intermediaries whose si^tems or net- 
works are used by those persons or entities to transmit information. The bill should 
make clear that no liabiliW attaches to such intermediaries. 

Proposed Alternative. The Senator Hatch's Discussion Draft and the Fair Data- 
base Competition Act both include a provision making dear that online service pro- 
viders are not subject to Uability. This provision should be included in H.R. 354. In 
addition, universities and colleges need language making clear that the conduct and 
knowledge of faculty members and graduate students engaged in research or teach- 
ing activities will not be imputed to the institution. 
J. Non-ProfU Teaching Activities Should Be Granted a Clear Exemption from Liabil- 

ity, Akin to the Exemption in Copyright Act Section 110. 
Non-profit teaching activities are entitled to clear exemptions from Uability under 

Copyright Act section IKXaXD & (2). These provisions ot copyright law make clear 
that it is not an infringement to perform, display or transmit a copyrighted work 
in the course of instruction by a non-profit educatioDal institution. These exemp- 
tions are not subject to the risk of fact-intensive litigation that surrounds more gen- 
eral claims of fair use. In keeping with the principle that H.R. 354 should not offer 
protection that is not available to copyrighted works under copyright law, similar 
exceptions should be provided for compilations protected by H.R. 354. 

Proposed Alternative. Tlie extraction and dissemination of information for pur- 
poses of display or distribution to pupils in the classroom (or the distance education 
equivalent) should be granted a clear exception fivm liability. 

rv. TECHNICAL CONCERNS 

In addition to the m^or substantive concerns discussed above, the Hi^er Edu- 
cation Associations have a few comments of a more technical drafting nature. We 
assume that the firsttwo are simply drafting oversights. 
A. Overly Broad Monetary Relief. 

The bill provides for monetary relief that is significantly greater than that pro- 
vided under copyright law. As drafted, subsection 1406(d) mandates recovery of de- 
fendant's profits not taken into account in computing the damages sustained by the 
plaintiff." Curiously, however, the subsection does not contain a critical limitation 
contained in Copyright Act section 504Cb), after which it wais modeled. Specifically, 
recoverable profits are limited to those "^at are attributable to the infirngement." 
Similarly, subsection 504(d) permits a defendant to prove and deduct "^e elements 
of profit attributable to factors other than the copyrighted work." The analogous lan- 
guage is not found in subsection 1406(d). It is inconceivable that H.R. 354 con- 
templates the recovery of all of the violator's profits, relief that far exceeds that 
available under copyright law. 
B. Limitations on Penalties and Criminal Liability for Nan-Profit Educational Insti- 

tutions. 
The Higher Education Associations appreciate the two limitations of liability for 

employees and agents of non-profit educational institutions contained in the bilL 
Section 1406(e) provides for the reduction of monetary reUef in cases in which the 
defendant is the employee or agent of a non-profit educational institution acting in 
good faith. Section 1407(aX2) precludes criminal penalties against the employee or 
agent of a non-profit educational institution. In each case, the provision applies to 
employees or agents of educational institutions, but inexplicably fails to provide 
equivalent protection to the institution itself. It is certainly possible that suit will 
be brought directly against a non-profit educational institution in its own right, 
rather than against an employee or agent. Each of these limitations should ex- 
pressly apply to the institution as well as to its agents and employees. 
C The Protection of State University Databases under Section 1404(a). 

As we noted at the outset of this statement, universities and colleges are not only 
users of compilations of information, they also act as creators of collections that 
should be protection to the same extent as collections created by commercial provid- 
ers. In this statement, we have argued for specifically targeted protections for collec- 
tions of information. Whatever level of protection Congress ultimately deems appro- 
priate should be available to universities and colleges on the same terms. Moreover, 
there is no reason to discriminate against state universitiee and colleges when they 
act as creators. For these reasons, we appreciate the recognition that collections de- 
veloped by state educational institutions are not precluded from protection under 
section 1404. We are concerned, however, that the language "^ the course of engag- 
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ing in education or scfaolarahip'' might be misconstrued to exclude research or other 
activities of the inBtitution. For that reason, we suggest that the final nine words 
of paragraph 1404(aXl) be stricken. 

Mr. COBLE. Thank you, Mr. Phelps. 
Mr. Duncan. 

STATEMENT OF DAN DUNCAN, VICE PRESmENT, GOVERN- 
MENT AFFAIRS, SOFTWARE & INFORMATION INDUSTRY AS- 
SOCIATION 
Mr. DUNCAN. Thank you, Mr. Chairman. You've already de- 

scribed me and my trade association so I won't go into that again. 
I had hoped, Mr. Chairman, that we could afl come here today 

and offer you a nice, big birthday cake of recognition and com- 
promise on database protection but fix)m what I'm hearing from tJbe 
administration and from some of the continued opponents of this 
legislation it seems the^re constructing a cake that's made more 
of aspartame. It may look good and it may even taste good at first 
bite but there's not a whole lot of substance to what they're propos- 
ing. 

The database industry is very concerned. It is concerned because, 
as many of us have already noted and the subcommittee found out, 
there is no general Federal protection for databases. 

The industry is also concerned because of what's going on over- 
seas. The fact of the matter is that nine EU nations have already 
enacted a database law. Each of those database laws has a reci- 
procity provision in it. That means that no database that's not lo- 
cated in another European Union nation or in a nation that has a 
comparable law will ever be protected. That's a threat to trade. 
One that's so great that last year the USTR noted that threat to 
the Americsm database industry in its special 301 report. 

I want to go over briefly what H.R. 354 does do and what it does 
not do. Let's say what it does not do first. It does not create rights 
like copyright. It does not prevent use of databases. It will only 
allow a coiirt to stop the misappropriation of somebody else's prop- 
erty if that piracy has the ability, the proven abiUty, to harm a 
market for a database. 

It does not take facts out of the public domain but rather, en- 
coiirages database owners to seek out facts and make them avail- 
able to the general public in comprehensive, useful, reUable and ac- 
ciurate formats and products. 

It does not interfere with legitimate first amendment rights of 
fi:«e speech, commentary, criticism or the exchange of ideas. 

Covuls have balanced these kinds of protections against first 
amendment rights for many, many years and we would trust—I 
think we should trust—in the courts that they will do a good job 
of doing so once this legislation becomes law. 

It also doesn't interfere with the operations of the Internet. 
What this bill does do, Mr. Chairman, is aUow a very limited 

ability for a database owner to stop further market threatening ac- 
tivities only after he has invested substantial resources in creating 
a database and offer that database in commerce, and only after the 
harmful activity has been proven. 

It clarifies that anyone is fi^e to gather facts and data from anv 
place other than such a database and go on to create their own col- 
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lection of information. It promotes even greater access to and dis- 
semination of Government information. It assures that freedom of 
the press is maintained and it preserves the sanctity of laws re- 
garding privacy protection, antitrust and contract. 

But even this limited protection is farther constrained under the 
bill, Mr. Chairman. There are broad concessions already provided 
to educators, scientists, researchers, libraries £uid their patrons. 
There's a big general fair use provision in this bill. There are spe- 
cial concessions for verification of a person's own data by using an- 
other database, which is an important activity for the scientific and 
research community. 

It limits the harm standard applicable to these users only to ac- 
tivities that directly affect the actual market for the database. 

There are no statutory damages imder this bill as there are 
under copyright law, Mr. Chairman. There are no criminal pen- 
alties that can ever be assessed against an educator, researcher or 
scientist. And there's a mandatory reduction of actual damage 
awards for those tjrpes of users which, as anybody who has ever 
tried to go into court and get actual damages, understands how 
hard that is to begin with. And these are the only damages that 
a database producer is ever likely to recover. These users also will 
be awarded court costs and attorneys fees should a database pro- 
ducer be found to have brought a false claim. 

There's also a further constraint on this limited right, Mr. Chair- 
man. It alters the traditional notions of unfair competition and 
misappropriation laws and it does put a term limitation here. Nor- 
mally there are no term limitations on these kinds of laws because 
the protection lasts as long as the market value of the item to be 
protected lasts. 

There has been some talk also about alternative legislation and 
in reading over some of the written statements I want to see if I 
can't clesu- up some confusion. 

This legislation has never been introduced. It was mentioned in 
a floor statement by Mr. Hatch on the 19th of January along with 
two other bills, one of which, Mr. Chairman, was your biU from last 
yesir. He put them forth simply as examples as to how we might 
want to address the database problem. But there's a big difference 
between what you have done, Mr. Chairman, along wiQi yoiu" col- 
leagues on the subcommittee, and what that bill proposes, and let 
mejust go over a couple of those items. 

llie harmfiil activity standard in that legislation is limited only 
to duplication of a database. That means entirely copying the whole 
database. I beheve that is a prohibited activity under the copyright 
law today, even after Feist, and I don't really see that this gets us 
much in terms of protecting what is really needed to be protected 
in terms of investment in databases. 

It also limits to 3 years the time that a database owner would 
have to bring such a suit against harm. And if there is concern 
from the other side about prices rising because of protection for 
databases you can imagine what will happen if producers think 
they have only 3 years to try and recoup the total investment they 
put into a database before it can be harmed and taken away fi^m 
them. 
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It would also prevent database owners from stopping misuse of 
their products and services by the non-profit community iintil a 
clear pattern and practice of abuse has been established and that 
abuse must be for purposes of direct competition or of avoiding pay- 
ment of "reasonable fees." 

Mr. Chairman, SIIA feels that H.R. 354 is duly balanced and fair 
but we also feel that the time to act is now. We are cautious about 
the new provision under section 1403[a][2]. We are looking forward 
to hearing what the proponents of that particular language really 
seek to gain. We feel it may open a very wide door to potential mis- 
chief, not only because it benefits non-profit users but also for-prof- 
it users. SIIA feels the biU is more than fair and balanced without 
this addition. 

Most importantly, however, action to pass database protection 
law must come quickly. A similar bill, as you noted, was passed 
twice last year by the fiill House under the suspension calendar. 
AU interested parties have had more than ample time to express 
their views and have them fairly considered by the subcommittee 
and your colleagues in Congress. Without this law industry will 
suffer, fewer databases will be produced, maintained and widely 
marketed. 

The database industry is looking to Congress to pass a law that 
protects property and encourages creative innovation. That is what 
this debate is really about. That is what this bill would accomplish. 
Without such a law the database industry, its customers and the 
overall U.S. economy will eventually pay the price. 

Thank you, Mr. Chairman. 
[The complete statement of Mr. Duncan follows.] 

PREPARED STATEMENT OF DAN DUNCAN, VICE PRESIDENT, GOVERNMENT AFFAIRS, 
SOFTWARE & INFORMATION INDUSTRY ASSOCIATION 

SUMMARY 

Good morning, Mr. Chairman and Members of the Subcommittee, thank you for 
the opportunity to testify on H.R. 354, the Collections of Information Antipiracy Act. 
I am Dan Duncan, Vice President for Government Affairs at the Soflwtire & Infor- 
mation Industry Association (SIIA). First off I would like to express SIIA's apprecia- 
tion for yoiu- continued leadership, Mr. Chairman, in pursuing a fair and balanced 
statute to protect collections of information, or what are commonly known as data- 
bases. 

The Software & Information Industry Association was formed in January of this 
year through a merging of the Software Publishers Association and the Information 
Industry Association. SIIA represents some 1400 companies that produce informa- 
tion and software products. As such, SIIA's members have a strong interest in the 
creation and further development of intellectual property laws, including copyright, 
patents, trademarks, and protection for databases. 

What brings us here today is the inadequate state of our laws regarding the pro- 
tection of databases. Developments in technolo^ and in the legal framework here 
and in other parts of the world have increased the urgency with which action must 
be taken. Congress in the past has readily taken action when confronted with these 
circumstances. Statutes such as the Digital Millennium Copyright Act and the No 
Electronic Theft Act, enacted in the 105th Congress, illustrate this institution's abil- 
ity to a create legislation that is balanced, but also forward looking. 

This bm, which is essentially the same legislation that passed the House twice 
last Congress, sets out a misappropriation approach to protecting databases. The 
bill would allow a database provider the ability to bring suit against a parUr that 
used a substantial portion of a product in a manner that affected the producer's 
ability to continue exploiting an actual or potential market for that product or a 
service of which it is a part. 



168 

As is well known, this is quite a distance from where we started. Early on, a 
ri^ts-based protection similar to the type the Europeans have adopted, was consid- 
ered and abandoned. The database community did not oppose this step because we 
recognize the need to take into account important societal principles concerning the 
free flow of information. Within this legislation a number and variety of exclusions 
and exemptions have been established that take these principles into account. 

H.R. 354 also has some new provisions in it. Subsection 1408(c) clarifies that the 
protection under this bill will last for only 15 years. SIIA supports this clarification, 
while also noting that under traditional doctrines of misappropriation, protection 
lasts as long as the product or service has value in the market. One new provision 
we cannot support at this time is in subsection 1403(aX2), "Additional Reasonable 
Users." While this provision appears similar to language found in the Copyright 
Act's section 107, SIIA fears that it may open the door to wide potential mischief 

As our Foimders understood, and as is reflected in much of tneir handiwork in 
our Constitution, markets operate optimally when a predictable legal framework ex- 
ists. The database community awaits the Congress' action to bring a reasonable and 
balanced piece of legislation to fruition. 

INTRODUCTION 

Good morning, Mr. Chairman and Members of the Subcommittee, and thank you 
for the opportunity to testily before you today on H.R. 354, the Collections oflrAir- 
motion Antipiracy Act. My name is Dan Duncan, and I am Vice President for Gov- 
ernment Affairs at the Software & Information Industry Association ("SKA"). SnA 
appreciates your continued leadership, Mr. Chairman, in establishing a fair and bal- 
anced law to protect databases, or collections of information, and sees your introduc- 
tion of H.R. 354 as yet another important step in accomplishing that goal. 

My remarks today wiU be brief and to the point: America's database producing 
community and its customers need a new federal law to protect databases that are 
otherwise noncopyrightable, and a law very much like H.R. 354 should accomplish 
that go£d. Such a statute is absolutely critical if this important industry sector is 
to continue creating and maintaining high-quality, accurate and reliable products 
and services to meet the ever-growing market demand for comprehensive collections 
of information. Without such a law, market instability will only grow, due to a com- 
bined fear of unfair competition and unstoppable piracy. 

SIIA AND ITS INTEREST IN DATABASE PROTECTION LEGISLATION 

The Software & Information Industry Association was formed in January of this 
year through a merger of the former Software IHiblishers Association and the Infor- 
mation Industry Association. SIIA represents some 1400 companies that produce 
valuable information and software products crucial to the growth and value of elec- 
tronic commerce. As such, SIIA and its members have a strong interest in establish- 
ing laws to protect all types of intellectual property, including copyri^ted works, 
patents, trademarks and otherwise noncopyrightable databases. 

The Association counts among its members the majority of the world's database 
producers, including The McGraw-Hill Companies, Reed-Elsevier, Inc., and The 
Thomson Corporation, as well as many small and medium-sized owners of collec- 
tions of information, such as SilverPlatter, Inc. SIIA also represents the interests 
of a large number of other organizations whose primary business lies outside the 
area of database production but that nevertheless provide important collections of 
information as a function of their operations—the securities and commodities mar- 
kets being prime examples of these types of organizations. SIIA is also a member 
of the Coalition Against Database Piracy, whose representative is also testifying 
today. 

As Congress has repeatedly recognized in the last few years, new technologies 
present a growing threat to the ability of intellectual property owners to adequately 
guard against unfair competition and piracy. SIIA members strongly supported pas- 
SEige of Qie Digital Millennium Copyright Act and the No Electronic Theft (NET) Act 
in the 105th Congress. These are only two examples of instances in which this Sub- 
committee and its colleagues recognized a need to act quickly to ensure market sta- 
bility by strengthening our laws. 

Database owners are asking for no more and no less. Demand is growing for more 
and more information in digital formats, but at the same time, the technologies as- 
sociated with the Internet are making it easier for collections of information to be 
copied and redistributed without the original owner's knowledge or permission. Yet, 
as I will outline below, the current U.S. legal environment is at best uncertain, and 
America's database owners face a clear commercial threat frtim overseas. 
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More and more, these companies are reassessing whether they should risk having 
their products widely distributed in digital formats that are so easily pirated. As 
their willingness to provide wide access to these valuable, reliable and accurate in- 
formation products begins to falter, other industries will also suffer. For example, 
many software producers wUl have to forego business opportunities to create and 
market their products and services that aid in search and retrieval of information 
contauned in databases. 

Thus, it is SIIA's goal and commitment to you, Mr. Chairman, to work hard to 
see that a fair sad balanced bill to protect collections of information is enacted in 
the 106th Congress. It will benefit the database industry and its customers and will 
create even more opportimities for ancillary industries to grow and prosper. 

STATUS OF INADEQUATE PROTECTION AND THE THREAT FROM ABROAD 

Collections of information are of increasing importance and value in the Informa- 
tion Age. These compilations of facts and data are expensive and time-consuming 
to build and maintain, yet their value to researchers, business professionals, govern- 
ment officials, and everyday citizens is immeasurable. Whether the database is a 
directory of names and adcb-esses, a collection of Eigricultural, medical or economic 
data, or a compilation of laws and court decisions, it is most likely used extensively 
everyday by someone who needs to make a decision and to do so quickly and con- 
fidently. 

America's database companies—large and small—-produce about two-thirds of the 
databases available in the world market, and their products and services have con- 
sistently contributed positively to the U.S. balance of trade. The tens of thousands 
of Americans employed by database producers, and the millions of dollars invested 
in plant and product, have clearly contributed to the growth of the nation's economy 
at the dawning of the Information Age. 

Yet, these investments and jobs are under increasing threat. Unlike other tjrpes 
of intellectual property—such as cop3Tight, trademark and patent—collections of in- 
formation are not protected adequately by uniform federal law. Because of this gap 
in the law, databases are likely to become even greater targets for theft and piracy 
from competitors and unscrupulous users here and abroad, unless Congress acts 
soon to establish a new, fair and balanced protection statute. 

Following a 1991 U.S. Supreme Court decision in Feist Publications v. Rural Tele- 
phone Service Co., 499 U.S. 340 (1991), lower courts have continued to chisel away 
at what were generaUy believed to be the groundrules for copyright protection for 
databases. Under the 1976 Copyright Act, databases are considered compilations, 
and those compilations are protected only to the extent that the factual material 
within them is originally selected and arranged. The Supreme Court ruling antici- 
pated that even thou^ an arrangement of facts in a white pages phone directory 
(the subject of the Feist case) did not meet this "originality Uireshold," most other 
databases would etuoy protection, although the facts contained within them could 
not be the subject of copyright protection. 

However, as lower courts continue to interpret the Feist decision, there is increas- 
ing uncertainty about which databases wiU pass the copjright originality test. Even 
for those that do, courts have stated that a competitor or user is fi-ee to take all 
the facts contained in a database and reproduce them without fear of legal repercus- 
sion. For most databases, once the facts are pirated and reproduced, the substantial 
investment in time, money and personnel required to create the original database 
is difficult, if not impossible, to recover. Should that occur, the incentive for the 
database owner to continue production and innovation would be greatly jeopardized. 

Nor are other forms of protection potentially available to database owners under 
U.S. law adequate either to assure market stability or to create incentives for qual- 
ity production and maintenance of databases. Numerous studies—including the Na- 
tional Research Council's 1997 study entitled Bits of Power; the U.S. Copyri^t Of- 
fice's 1997 Report on Legal Protection for Databases and the U.S. Patent and Trade- 
mark Office's Report on and Recommendations from April 1998 Conference on Data- 
base Protection and Access Issues—have all addressed this issue. It generally is 
agreed that neither contract law nor state misappropriation doctrines provide suffi- 
cient, uniform protection. Likewise, as indicatea during the two hearings this Sub- 
committee held in the last Congress, technological protections are inadequate and 
will simply increase costs and burdens for access to collections of information. 

In addition to the growing legal uncertainties at home, American database owners 
face additional problems overseas. In 1996, the European Union (EU) finalized its 
Directive on the legal protection of databases. Under that law, each of the 16 EU 
member countries—among them many of America's largest trading partners—is re- 
quired to implement new laws that protect databases that are not deemed copy- 
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rigfatable. As part of these new laws, however, each countiy is precluded from ex- 
tending protecldon to databases produced outside an EU nation, unless the home na- 
tion oftne database owner has comparable" laws in place. EU officials are aggres- 
sively pursuing implementation of the Directive and encouraging their trading part- 
ners in Europe to enact similar laws. Although just at the beginning stages of imple- 
mentation, tnis "reciprocity" provision is a clear threat to America's leadership in 
the database marketplace, so much so that last year the U.S. Trade Representative 
added a special caution about the Directive's potential effect on America's database 
industry in its Special 301 Report. 

Outside Europe, other nations are beginning to act as well. Mexico has had a 
database protection law in place since 1997, also with reciprocity provisions. Brazil 
has adopted a similar law. Last year, Canada did its own study on database protec- 
tion,' which reviewed the current state of Canadiem law and summarized that no 
general legal protection exists in that nation for the protection of databases that are 
otherwise noncopjrrightable. Yet, as the world moves forward, we in the United 
States seem to be stymied, and while we should not adopt laws just to respond to 
other nations' actions, neither can we, in today's global marketplace, willingly relin- 
quish our leadership in important issues affecting our crucial industries and tiieir 
customers. The longer we wait, the more likely that the EU model—strong copy- 
right-like protections extended only to producers in countries where similar laws are 
already in force—will prevail. 

KEY PROVISIONS OF THE COLLECTIONS OF INFORMATION ANTIPIRACY ACT 

Clearly, these threats to market stability for America's database producers and 
their customers, whether at home or abroad, have been growing steadily in the past 
few years. The questions of whether databases have adequate protection under U.S. 
law or whether there is a potential trade threat to America's aatabase industry are 
settled. What we must address now is the Wpe of protection that both addresses 
the necessary components of U.S. database legislation and that assures the least 
possible controversy over whether our law will be viewed as comparable by other 
nations either within or outside the European Union. 

H.R. 364 is essentially the same legislation that passed the fiill House twice and 
unanimously in the 105th Congress—once as H.R. 2652 and again as Title V. of 
H.R. 2281. That bill was strongly supported by the database industry, even though 
it fell far short of what the industry would have preferred or what has been enacted 
in other nations. For example, rather than creatmg rights for databases owners, as 
does the EU Directive or as does copyright law for copyright owners, the legislation 
simply allowed database owners to go to court to stop a misuse of their products 
and services, only after the harmful activity ensued. Even then, the level of harm 
incurred would be judged by whether all or a substantial portion of the collection 
of information was misused and by whether such activity affected the abUity of the 
owner to continue exploiting the actual or potential market for the product or serv- 
ice. 

The legislation approved by the House last year made numerous exceptions even 
to this lunited protection. As Title V of H.R. 2281, the bill provided nonprofit edu- 
cational, scientific or research users a special exemption, in that their potential mis- 
use could be judged only as to whether it harmed the actual market for the data- 
base. For the many database producers who create and market their products par- 
ticularly or even primarily for those customers, this was—and remains—a nugor, 
problematic concession. Moreover, the legislation contained a special provision stat- 
mg that use and extraction of individual items or insubstantial portions of a data- 
base could never be considered harmfiil. It also provided that uses of databases for 
purposes of verifying one's own independently gathered data—an important activity 
m the science and research communities—would not be actionable. 

The bill also mandated that courts automatically reduce any monetary dsunagea 
that might be assessed against "good faith" nonprofit uses and stipulated they 
would never face criminal penalties. It fiirther required producers that bring bad 
faith suits against these users to cover court costs emd attorneys fees. Given the 
breadth of these amendments to the legislation you introduced in September 1997— 
which provide more deference to "fair uses" than is the case under copyright law— 
it is puzzling to the industry why the fair use communities continue to oppose this 

' Howell, Robert, Database Protection and Canadian Laws (prepared for Industry Canada and 
Canadian Heritage), October 1998. The paper has an extensive discussion of Tele-Direct (Publi- 
cations) Inc. V. American Business Information Inc. (1996), 74 C.P.R. (3d), 72 (F.C.T.D.) affd 
(1997), 76 C.P.R. (ed) 296 (F.C.A.), and notes that as a result of that decision, Canadian courts 
will now have to adopt a Feiat test when considering whether databases are protected in that 
country. 
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legislation. The industry recognizes the special concerns and needs of these non- 
profit customers, and we are ready to endorse again a bill that contains these excep- 
tions. 

Title V of H.R 2281 did—as does H.R. 354—contain other important provisions 
that help assure that access to raw facts and information remains as open as pos- 
sible. This is an important point. However, such access should not be confiised with 
the need to protect collections of information and facts in which a producer has in- 
vested substantial resources and risk to bring to market. Just as m the last Con- 
gress, H.R. 354 provides that anyone can still independently gather or use informa- 
Uon from an original or third party source to create a competing database. The bUl 
also contains a special provision assuring that collections of government informa- 
tion—whether feaeral state or local, and regardless of whether they are produced 
directly by a government entity or by an entity's agent or exclusive licensee—will 
never be granted protection.^ The legislation also provides an important and special 
exception for a broad array of newsreporting purposes and contains a provision 
equivalent to the copyright law's first sale doctrine. Finally, H.R 354 contains a spe- 
cial section designed to assure that databases crucial to the functioning and oper- 
ation of digital, online communications—including the Internet—will not be pro- 
tected. All of these provisions are supported by the database industry, in recognition 
of the pubUc's need for broad access to facts and data, especially in the digital world, 
while still encouraging companies to produce valuable and reUable information 
tools. 

OTHER ISSUES 

SnA is well aware that despite your attempts to address the objections raised by 
many parties during the 105th Congress, some concerns may still remain. The Asso- 
ciation would caution, however, that in attempting to address these concerns, a 
careful approach be taken. 

Perhaps the most succinct summary of outstanding concerns was provided in the 
letter sent to you and many of your colleagues last August by Mr. Andrew Pincus, 
General Counsel of the Department of Commerce, on behalf of the Administration. 
As you will recall, the letter was sent just as the House was about to pass unani- 
mously the Collections of Information Antipiracy Act for the second time. The views 
expressed in that letter are well worth noting and deserve comment. 

The first point is that this legislation "may increase transaction costs in data use." 
That issue, Mr. Chairman, is one that is hard to refute, but also hard to confirm. 
With the advent of the Information Age, facts and data have become increasingly 
valuable, and although some may dispute that information is a commodity, it cannot 
be denied that as data become more valuable in the marketplace, prices will respond 
to the laws of supply and demand. SIIA would respectfully suggest that the issue 
is not whether prices may rise, but rather whether a competitive marketplace can 
be sustained in which those who wish to produce valuable information sources and 
those who wish to purchase and use them nave sufficient sources available. Without 
legislation such as H.R. 354, the answer should be clear: collections of high-quality, 
reliable information will diniinish, and some may even disappear. With such a law, 
however, the incentive will remain for both profit-seeking and nonprofit organiza- 
tions to provide a wide variety of databases to meet customer and user needs. As 
a result, supply should increase to meet demand, and even more comprehensive 
databases, oflered with varying price structures, should arise. 

A second concern raised is that the Collections of Information Antipiracy Act may 
not go far enough in terms of assuring that government information sources remain 
available. In tms regard, critics call for Congress to include provisions that recog- 
nize data policies set forth in circulars issued by the Office of Management and 
Budget ("OMB") and the many different Eurrangements under which government- 
funded data are gathered, maintained, and organized. As an Association whose 
members have a long histonr of promoting open access to and redissemination of 
government information, SIIA finds this argument somewhat spurious. 

Many SHA members have worked tirelessly to assure that OMB's Office of Infor- 
mation and Regulatory Affairs enforce fully the provisions of the Paperwork Reduc- 
tion Act of 1995 (45 U.S.C. 3506(d)). That law, passed under the current Administra- 
tion, applies onlv to federal executive branch agencies. By contrast H.R. 354 would 
encourage equally broad access to and dissemination of government data in every 
branch of government at every level of government. Nothing in H.R. 354 hinders 

'It is worth noting, that the lack of protection for government databases does not extend to 
those created by federal or state educational institutions, despite the fact that such data is also 
publicly funded. 
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or prohibits implementation of the law already on the books, which is itself in con- 
cert with 0MB Circular A-130. Both the statute and the Cinnilar require agencies 
to: (1) ensure that the public has timely and equitable access to their public infor- 
mation; (2) regularly solicit and consider public input on their information dissemi- 
nation activities; (3) provide adequate notice when initiating, substantially modify- 
ing or terminating significant information products; and (4) prohibit exclusive, re- 
stricted or other types of distribution arrangisments that interfere with the availabil- 
Hy of pubUc information, including restricting use or resale or charging fees or roy- 
alties for such information. 

Unfortunately, despite the clarity of this law, it has not been adequately enforced. 
Agency after agency—including some within the Department of Commerce—has dis- 
regarded nearly every one of these tenets. 

A database protection statute is not needed to address the concerns regarding in- 
adequate enforcement of the law already on the books. Rather, the government itself 
can solve this problem through responsible and lawful agency activities and through 
enforcement ofcurrent law by OMB. Critics of the government information provi- 
sions in H.R. 354 are aiming at the wrong target. Their concerns would be more 
easily allayed if they would join industry efforts in working to strengthen and en- 
force existing laws and regulations. 

A third issue raised in the letter regards the inadequacy of "fair use" under your 
bill, Mr. Chairman. I have already given the industry perspective on this issue, and 
will not repeat here the many provisions of H.R. 354 that more than adequately ad- 
dress the needs of nonprofit educational, scientific and research communities, as 
well as those secondary database publishers who have in the past been vocally op- 
posed to database protection. 

Another concern raised regards the harm that misuse of collections of information 
may cause to "potential" markets. SIIA would note that this term has long been 
present in our Nation's intellectual property laws. Indeed, under the 1976 Copyright 
Act, the effect of a use upon the potentied market is mentioned among the four ele- 
ments that courts must consider in determining whether fair use has been made 
of a work.3 Yet unlike copyright law—where fair use is an affirmative defense— 
under H.R. 354 the burden is on database owners to prove harm to their actual or 
potential market. 

Regardless of the wisdom in adopting a long-standing and tested standard from 
another set of intellectual property law, there is a practical consideration here, Mr. 
Chairman. Businesses do not today, and will not tomorrow, make mf^or investments 
in products and services with the belief that they can exploit only the current, ac- 
tual market in which they desire to offer such products and services. Database pro- 
ducers should not be precluded from meeting new demands and exploiting new uses 
for their products ana services during the limited 15-year period during which this 
legislation provides them limited means to combat unfair use of their work. 

One final concern that continues to be raised is whether a law similar to H.R. 
354 would be constitutional. There can never be complete certainty regarding the 
constitutionality of any law Congress enacts, for that is solely and ultimately up to 
the Supreme Court to determine. However, in crafting the Collections of Information 
Antipiracy Act to create limited, commerce-based protection, Congress is relying on 
its Commerce Clause powers under Article I, Section 8, Clause 3 of the Constitution. 
In that regard, it will follow the successful and well-founded model that has been 
used to grant protection to trademarks 

SnA COMMENTS ON NEW PROVISIONS OF H.R. 3M 

SIIA notes that H.R. 364 contains some new language above and beyond the bill 
that was passed twice last year by the House. It is incumbent upon the Association 
to offer its preliminary comments on these provisions. Language was added in Sub- 
section 1408(c) to clarify that the limited protection under this bill will last for only 
15 years. SIIA supports this clarification, while noting that under traditional doc- 
trines of missappropriation and unfair competition—where protection lasts for as 
long as the product or service has value in the market—no term limitation is nec- 
essary. There are many databases whose value extends far beyond a 15-year period. 
However, clarifying a umited term will hopefully allay some concerns that this pro- 
posed statute creates "perpetual protection" for databases and will have the addi- 
tional benefit of establishing under U.S. law a limited term of protection comparable 
to that found in the EU Directive. 

Another new provision is found in Subsection 1403(aX2), "Additional Reasonable 
Uses." Re(p%ttably, Mr. Chairman, SIIA cannot at this point endorse this change 

»17U.S.C. 107 
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from last year's legislation. While the provision appears at first glance somewhat 
similar to language found in 17 U.S.C. 107, it opens a door to potential mischief 
by being much broader than the copyrieht fair use exception—whether in regard to 
profit-seeking or nonprofit uses of databases. Therefore, before commenting nirther 
on this apparent expansion of the bill's already generous provisions exempting non- 
profit activities in relation to databases, SIIA wants to carefiiUy listen to and ana- 
lyze the reasons why proponents of this language feel it is needed. The Association 
believes firmly, however, that those who wish to make use of a database owner's 
product or service should not be fi-ee—under the pretext of having "transformed" or 
added value" to a substantial part of the original database—to then harm the mar- 

ket for the first producer's collection of information. • 

CONCLUSION 

In closing, Mr. Chairman and Members of the Subcommittee, SIIA wishes again 
to express its appreciation for the Subcommittee's interest in considering legislation 
to protect America's databases. H.R. 354 remains in whole a balanced and fair bill, 
ana a new statute along these lines will provide the necessary incentives to data- 
base owners to continue investing time, money and personnel necessary to create 
and maintain databases. With such incentives, valuable and rehable collections of 
information will be more widely available in a large number of formats. A new law 
will also assure that those who use databases fairly can obtain quicker and wider 
access to these products and services. Finally, it will prevent the erosion of a tradi- 
tionally strong and vibrant U.S. economic sector and tnose other sectors that benefit 
fit>m its existence. 

The Association looks forward to working with you to assure that we finally see 
a fair and balanced database protection law enacted. 

Thank you, and I will be glad to answer any questions. 

PREPARED STATEMENT OF THE COMPUTER & COMMUNICATIONS INDUSTRY ASSOCIA- 
TION, THE INFORMATION TECHNOLOGY AssocL^TION OF AMERICA AND THE ONLINE 
BANKINO ASSOCIATION 

INTRODUCTION 

This testimony is being presented by trade associations representing a large num- 
ber of companies involved m the American database industry. Because databases (1) 
are items of commerce in their own right, (2) are critical tools for facilitating elec- 
tronic commerce, research, and educational endeavors, and (3) already etyoy sub- 
stantial legal (copyri^t and contract) and technological protections, we support fed- 
eral legislation caremUy tailored to provide database proprietors with focused pro- 
tection against piracy. Conversely, we have consistently opposed legislation that 
would grant the compiler of any information an unprecedented right to control 
transformative, value-added, downstream uses of the collection of information or any 
useful fiaction of that collection. 

The Computer & Communications Industry Association, the Information Tech- 
nology Association of America, and the Online Banking Association are the pn>- 
ponente of this specific testimony. However, we have attached to this testimony a 
copy of a "position stetement" to which a number of additional companies, trade as- 
sociations, institutions, and representetives of the scientific, research, library, and 
educational communities have recently subscribed. The parties subscribing to the 
position stetement include entities, companies, and trade associations that represent 
companies that create, sell access to, and use a broad variety of datebases. The ac- 
tivities of these companies eind entities are vital to American and global commerce. 
Serious concerns regarding the potential harm to the American datebase industry 
and to the economy more generally threatened by the bill under consideration in the 
House Judiciary Committee, H.R. 354, have caused these companies join together 
to participate collectively and constructively in the legislative and public policy proc- 
ess that we hope can lead to a balanced and equiteble solution to the issue of date- 
base protection. We greatly appreciate the opportunity to submit our views through 
this written testimony. 

SUMMARY OF POSITION 

As a general matter, we beUeve that any federal datebase protection legislation 
ou^t to be focused only on protecting database businesses against hannnil para- 
sitic conduct of competitors (and, of course, against malicious acte of vandals). Such 
protection should not—and under the Constitution, may not—extend to facte and 
other public domain material, as such, whether or not such data are contained in 
a database. Compilers of information should not be given a statutory right to control 
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transformative, value-added, downstream uses of tnformation. Unless a taking of in- 
formation is of a kind that (a) infringes upon existing rights under contracts or 
Copyright law or (h) genuinely threatens the economic viability of a database busi- 
ness, it should not be illegal. 

In order to continue the robust growth and development of the "Information Age', 
information must continue to be a readily accessible commodity. We are concerned 
that H.R. 354 would most likely empower those in control of information to impose 
new private taxes on access to information, which surely would not enhance access 
to information. Database proprietors should not have a statutory right to prohibit 
(or chaige a royalty for) uses of information contained in databases that do not 
harmfully compete with or displace the original compiler's actual business. The goal 
of laws in this area should not be to lock up factual data and information but rather 
to promote products and services that make such data intelligible and useful—so- 
called "transformative" and "value-added" services. 

Evaluated against this template, H.R. 354 goes far beyond its stated goals and 
broadly prohibits access to facts and public domain material. As the Federal Trade 
Commission, the Commerce Department, and the Justice Department recognized 
with respect to largely identical legislation in the 105th Congress, H.R. 354 presents 
significant competitive and Constitutional concerns that coiild and should be avoid- 
ed by approaching the issue of database protection in a more targeted manner. 

WE SUPPORT DATABASE PROTECTION LEGISLATION THAT FXDLLOWS THE JUDICIALLY 
CREATED MISAPPROPRIATION DOCTRINE 

The associations are willing to support a carefully tailored federal codification of 
the judicially created and constitutionally consistent misappropriation doctrine. A 
recent decision of the United States Court of Appeals for the Second Circuit, Na- 
tional Basketball Association v. Motorola, Inc., 105 F.3d 841 (2d Cir. 1997), provides 
a coherent restatement of the essential principles of the traditional tort of misappro- 
priation and a useful starting point for potential federal legislation directed against 
misappropriation. In NBA, the Second Circuit considered the National Basketball 
Association's claim that a service providing sports scores to fans through paging de- 
vices misappropriated the NBA's rights in its basketball games. The defendant got 
the scores from reporters who watched or listened to broadcasts of the games on tel- 
evision or radio and keyed information about the games into personal computers. 
No information proprietary to the NBA was taken and the NBA was not in the 
pager sports score business (although it said that it might one day want to be in 
that business). The court defined misappropriation under New York law (derived 
initially from the Supreme (3ourt decision in INS v. AP) as incorporating the follow- 
ing elements: 

1. The plaintiff generated or gathered information at a cost; 
2. The information is time-sensitive; 
3. The defendant, by using the plaintiffs information, is free-riding on the 

plaintiffs efforts; 
4. The defendant is a direct competitor of a product or service offered by the 

plaintiff; and 
5. Free-riding by the defendant and others on the plaintiffs efforts would so re- 

duce the incentive to produce the product or service in question that its ex- 
istence or quality would be substantially threatened. 

Applying these criteria, the Second Circuit found that nothing that the defendant 
did inflicted any harm on the NBA. Thus, there was no basis for a claim of mis- 
appropriation, tlie court noted that the result might well have been different if the 
defendant had been taking its data from a competing sports score pager service and 
thereby free-riding on the efforts of the first service. 

To some extent, the limitations set out in NBA arise from the need to harmonize 
misappropriation claims under state law with the preemption of state law mandated 
by Section 301 of the 1976 Copyright Act. To that extent, the requirements could 
be acljusted by enactment of a federal misappropriation law. However, such a4)ust- 
ments would have to conform to the constitutional holding in Feist Publications, Inc. 
v. Rural Telephone Service Co., 499 U.S. 340 (1991), which generally precludes legis- 
lation taking facts out of the pubhc domain but expressly condones the traditional 
misappropriation doctrine. 
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H.R. 364 HAS A NUMBER OF PROBLEMS THAT PROBABLY CANNOT BE CURED BY 
AMENDMENTS 

Inherent in the structure and approach embodied in H.R. 354 are certain prob- 
lems and unintended consequences that we believe cannot be efifectively cured with- 
out shifting to a new template. Conceptually, those problems are the product of an 
approach that starts with a broad and monolithic prohibition on access to and use 
of information and then tries to carve out piecemeal exceptions to that prohibition. 
We believe that many of these problems could be avoided if the issue were ap- 
proached by a law prohibiting only specific harmful practices against the back- 
ground of a general presumption of unfettered access to information. Since the only 
articulated need for legislation is to prevent parasitic undermining of incentives to 
make new investments in databases, a database protection law ought to be focused 
on the prevention of that particular harm. 

We believe that H.R. 354 does not adequately address some key issues of concern 
to participants in the commercial database industry, including the following: 

• It applies to small amounts of information. H.R 354 prohibits the extraction, 
or use in commerce, of "a substantial part, measured either quantitatively or 
qualitatively, of a collection of information. ..." By allowing the database 
pubhsher to prevent reuses of "qualitatively" substantial parts of a database, 
H.R. 354 effectively prevents the reuse of any information. The second-gen- 
eration pubhsher has no way of knowing which bits of information the first 
generation publisher considers quaUtatively substantial. Moreover, if the first 
generation publisher chose to litigate over even a very minor reuse of infor- 
mation, that action could never be resolved on simunary judgment because 
the quahtative substantiality of the taking would always be a question of fact. 

• It can prohibit legitimate reuse of information. H.R. 354 prohibits the reuse 
of information "so as to harm the actual or potentied market" of the publisher. 
Any harm, even one lost sale, would suffice to establish liability. Moreover, 
"potential market" is defined to mean any market the person claiming protec- 
tion "has ciirrent and demonstrable plans to exploit or that is commonly ex- 
ploited by persons offering similar products or services. . . ." Since it is com- 
mon to reuse information in new products, almost any reuse of information 
could arguably meet this test. As a result, publicly useful products and serv- 
ices could be kept off the market for years by an inattentive or monopoUstic 
database proprietor. 

• TTte new reasonable use exception is too narrow. H.R. 354 includes a new pro- 
vision for "reasonable uses" which did not appear in H.R. 2652. This provision 
is certainly a step in the right direction, particularly because it considers "the 
extent to which and the manner in which the portion used or extracted is in- 
corporated into an independent work or collection, and the degree of dif- 
ference between the collection fi-om which the use of extraction is made and 
the independent work or collection." 

However, the new reasonable use exception is only available for extractions 
"done for the purpose of illustration, explanation, example, comment, criti- 
cism, teaching, research, or analysis. . . ." Presumably an extraction for in- 
clusion in a commercial databaise, even one used by others for teaching, re- 
search or analysis, would not qualify. 

Nor is the exception availaole for a second-generation product which "is 
likely to serve as a market substitute for all or part" of the first generation 
product. In other words, even if the second database is completely different 
from the first, in that it is far more comprehensive and far bietter organized, 
the publisher of the first database can pursue damages and iiyunctive relief 
because the second publisher extracted an allegedly qualitatively substantial 
part of the first dataoase. 

Not only is the "reasonable use" exception of H.R. 354 inapplicable to com- 
mercial value-added uses of databases, but this exception and the preexisting 
exception for nonprofit scientific and research use, carried over from H.R. 
2652, provide no real comfort to the scientific researcher. In most cases, a sci- 
entist who reuses existing data to create a new database would not qualify 
for the preexisting research exception because the new database would "harm 
directly the actual market" for the first database. Indeed, the more revolu- 
tionary the new database, the more likely it is to harm the market for the 
first database. The new reasonable use exception also would not apply be- 
cause the first database, from which the researcher extracted the information 
used in his or her new database, would probably qualify as one "primarily de- 
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veloped for and marketed to persons engaged in the same field or business 
as the person making the use,  thus falling outside the scope of the exception. 

• H.R. 354 does not adequately respond to the significant threat posed by sole 
source databases. To be sure, H.R. 354 permits the independent collection of 
information. In many instances, however, there is no feasible way for another 
person to collect the information independently. For historical information, for 
example, one cannot go back in time to gather the information; one must rely 
on existing databases. In other instances, the first generation publisher is 
also the original source of the information. The pubhcation of the information 
is incidental to its main activity. In still other instances, the publisher may 
build up its database incrementally over many years, incurring modest costs 
along the way that it has already recovered. 

The only other rehef H.R. 354 provides with respect to sole source providers 
is to leave intact the antitrust laws. Because proving that a pubUsher has mo- 
nopoly power in a relevant market is extremely difficult, and because anti- 
trust enforcement and litigation have not generally been effective tools in re- 
straining monopolists, however, the antitrust laws are unlikely to rein in sole 
source suppliers. 

• H.R. 354 applies retroactively. Because H.R. 354 appUes retroactively, any 
database created within the past fifteen years receives its protection. Data- 
bases already in existence, however, do not require an incentive to ensure 
their creation. The retroactive aspect of H.R. 35cr provides publishers of exist- 
ing databases with an unwarranted and unnecessary windfall profit. 

• H.R. 354 as a practical matter grants perpetual protection. H.R 354 attempts 
to correct a problem identified last year: that additional investment in the 
"maintenance" of a database could lead to a new term of protection for the 
database, thus resulting in perpetual protection. The new language, however, 
does not cure a more fundamental proolem noted last year: with dynamic on- 
line databases, there will be no accessible hard copy record of the database 
as it existed on a certain date. Accordingly, the second pubUsher will have 
no way of knowing which portions of the database are more than fifteen years 
old, and thus no longer subject to protection. Theoretically possible private so- 
lutions to this problem, such as "tagging" each individual data element with 
a date code, would be prohibitively costly. The public and private costs of a 
registration or deposit system are likewise large and uigustinable. 

• Fifteen years is too long. Traditional misappropriation law recognizes that the 
value of information is linked to its recency or fi^shness. While a term of pro- 
tection longer than that encompassed by the traditional liot news" cases 
ought to be constitutionally permissible, a fift«en-year term is way too long 
for facts, public domain information, and most other kinds of information. The 
very concept of a fixed term is probably unworkable, because the period of 
protection necessarv to protect a database proprietor's incentives to invest 
probably differs widely from database to database. Moreover, the inclusion of 
a fixed term—along with a fair ("reasonable") use exception—evidence that 
the proposed legislation would effectively give a form of copyright protection 
to databases. The Supreme Court's Feist decision holds that such protection 
would be luiconstitutional. 

Having given these problems careful thought, we believe that this bill as drafted 
would lock up the contents of databases rather than provide targeted protection to 
those engaged in database businesses against truly harmfiil parasitic or maUdous 
behavior. "Thus, despite considerable thought and effort, we have been unable to for- 
mulate amendments to H.R. 354 that both work within its framework and effec- 
tively and economically cure these problems. 

CONCLUSION 

We respectfidly urge the Subcommittee to take full account of the fact that most 
database proprietors are also users of information contained in databases compiled 
by others. Many respectable and responsible companies engaged in compUing, sell- 
ing access to, and using databases do not support H.R. 354 as currently drafted be- 
cause they fear disruption of a healthy status quo in the database business.' These 

• Between 1991 and 1997, according to statistics offered by proponents of H.R. 354, the num- 
ber of databases increased 35 percent, the number of files contained within these databases in- 
creased 180 percent, and the number of online searches increased 80 percent. During that same 
period, mtgor publishing companies spent billions of dollars to acquire US database businesses. 
These data attest to the healthy state of the US database industry under current law. 
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companies want to preserve a world in which they and all AmericanB ei^oy the free- 
dom to innovate new ways to analyze, present, and manipulate readily available in- 
formation without the burden of new private taxes on access to information. 

For this reason, we respectfully urge the Subcommittee not to proceed with H.R. 
354 in its present form but rather to work with us and all of the stakeholders to 
craft a bill that addresses the problems and harms identified by the proponents of 
H.R. 354 without inadvertently stifling the growth and progress already underway 
as a result of American leadership in the Information Age. 

Mr. COBLE. Mr. Duncan, you gave an example when you said 
that that would constitute a violation of the Copyright Act. Would 
you repeat that? 

Mr. DUNCAN. Yes. Under the proposed legislation, sir, the harm 
standard is to duplicate an entire database. Duplicate means to 
take the entire  

Mr. BERMAN. Not under the proposed legislation. 
Mr. DUNCAN. Under Mr. Hatch's. The bul that was mentioned by 

Mr. Hatch that is being proposed by some of the opponents. That 
would mean, sir, that you would take probably the entire selection 
and arrangement of that database as well. And even imder the 
Feist decision my understanding is—although I'm not an attorney 
I have good ones that advise me—is that even under the Feist deci- 
sion you would not be able to take the entire database, including 
the selection and arrangement and the other creative elements that 
are put in there other than factual material. 

Mr. COBLE. Thank you, sir. I didn't tie that with what you said. 
Thank you for clarifying tiiat. 

Mr. Henderson. 

STATEMENT OF LYNN HENDERSON, PRESmENT, DOANE 
AGRICULTURAL SERVICES COMPANY 

Mr. HENDERSON. Thank you, Mr. Chairman, distinguished mem- 
bers of the committee. I'll keep my eye on that green button, but 
please remember Fm from Missouri and we do tend to talk a httle 
slower there. 

Mr. COBLE. I would commend all of you, you've done a good job 
for not abusing that. We are appreciative to you for that. 

Mr. HENDERSON. I thank you for the opportunity to testify before 
you and I want to thank the cheiirman and the sponsors of H.R. 
354 for moving us toward the goal of statutory protection for data- 
bases. 

Fm the President of Doane Agricultural Services Company, an 80 
year old firm located in St. Louis. Our magazines, newsletters, 
market advisory and forecasting services, books, radio programs 
reach the entire agricultural industry. The company was founded 
in 1919 on the premise that we can not have a secure food supply 
without good information. 

Fm also speaking on behalf of the Agricultural Publisher's Asso- 
ciation, a coalition of mostly small businesses who provide vital, 
timely information to the nearly three million individueds who 
make up America's farming and farming related industries. 

Nowhere is access to timely, accurate, usable and comprehensive 
databases more important than the agricultiu'al and food produc- 
tion industries. For example, one of our products is our agricultural 
forecast database in which our economists sit down, collect raw 
data from the USDA and other Government agencies, adding value 
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by organizing, updating and presenting the information to advise 
farmers on when the best time is to sell their crops and livestock. 

We compile voliomes of data on acreage and production prices, 
-crops and supply £md demand, livestock, tailored all specifically to 
assist producers to stay in business to produce food for our country 
and the world. 

Without protection for the significant labor, time and money we 
clearly won't have the resources to do this, let alone develop new 
applications of the data for our customers. This was brought home 
to me one day when I came upon a Web site where, to my horror, 
I found one of my products, our annual agromarketing services 
guide. This g^de Usts 2,000 organizations that are essential to the 
agricultural industry and requires hundreds of thousands of dollsa*s 
of investment and thousands of hours of work on my staffs' part 
to produce annually. 

The hard work of our staff in establishing relationships with the 
firms that they would supply us with the information as well as 
setting up the distribution and the marketing networks that were 
necessary were all bj^assed by a pirate who was looking to make 
advertising revenues off of our staffs labor. 

We filed a lawsuit against the pirate at considerable time and ex- 
pense directing him to cease and desist. The pirate could have 
sought legal ways, I'm told, for continuing to pirate our data be- 
cause of the lack of adequate protection but he did decide to comply 
with our request. 

This is not an isolated case, nor is it the only way pirates threat- 
en our viabihty. We face a danger both fi-om the cumulative impact 
of each person who wants to make a fast buck and sell my product 
in a one shot deal or use it without paying the customary price as 
well as fi-om the fi"ee rider who wants to regularly republish our 
information to grow his own information business. 

As a practical matter pirates can simply put me out of business, 
or at least force me to construct so many legal and technological 
walls aroimd my products that they become far less useful to our 
Nation's farmers. In fact, I hesitated to testify here today because 
I realize that there are pirates out there listening to this and if 
they got wind of our protection I'm advertising our viilnerability at 
this time. 

Now, I'm all for competition in the free market but I want to 
meet my competitors in the marketplace, not see my products sto- 
len and then used to undersell me. 

We would bring many of our printed services on line today if we 
had the protection that's being offered by H.R. 354 where it is crys- 
tal clear that faster and easier access to timely information is use- 
ful to farmers. Label changes in herbicides are a perfect example. 
At this time of year as we get ready for the planting season they 
must be disseminated quickly for the safety of the farmers, the re- 
tailers, the applicators, their families and the consumers. 

Today a third of the farm industry uses the Internet and a few 
years from now I think most will be on line. We'd like to be on line 
too with all of our products but just as the Internet promises farm- 
ers quicker access to better information, in the absence of legal pro- 
tection it also allows qmcker and cheaper pirating. 
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The Internet's instant distribution of current information prom- 
ises £in important role for on line databases in American farming. 
However, the very same ease of capturing and transmitting infor- 
mation also paradoxically gives the Internet an equally unprece- 
dented ability to undermine the promise of better information for 
better farms and farmers in the absence of legal protection by mak- 
ing piracy quick, easy and cheap. 

I also want to note the lack of protection to database, especially 
on the Internet, can reduce firms like myself in emerging markets 
as well as for our American farmers. In today's global economy we 
have real potential markets beyond our national borders, markets 
which we are currently unable to develop because of the lack of 
this protection. For example, a European grain buyer watching and 
planning his next move would benefit greatly from my information. 
Although today we could expand our service via the Internet we 
can't realistically pursue this avenue until legislation is enacted to 
protect oiu- databases. 

And if this is not then assumed these markets may be lost to us. 
Last year's EU directly gave European database producers protec- 
tion, leaving us U.S. businesspeople out in the cold. Not only does 
this direct the electronic pirates aoroad to our American databases, 
it also encourages European producers to pillage American data- 
bases, apparently all under trie protection of the European law. 
This is neither tolerable nor acceptable to me, nor to other Amer- 
ican small businessmen. 

We need legislation which will help us protect and pursue new 
markets. People might not have immediately realized it but this 
legislation would help create new markets for our farmers as well, 
something we desperately need with the price crisis we have out 
there today. 

Doane adds considerable value to turning the seemingly endless 
columns of numbers and symbols and raw data fi-om public sources 
into readihr understandable, usable and useful information for 
American farmers. It is simply wrong that our work is not consid- 
ered important enough to warrant protection in the aflermath of 
the Feist decision. 

Thank you for the opportunity to submit these comments and for 
your leadership in holding this hearing. 

[The complete statement of Mr. Henderson follows.] 

PREPARED STATEMENT OF LYNN HENDERSON, PRESIDENT, DOANE AGRICULTURAL 
SERVICES COMPANY 

Mr. Chairman, Distinguished Members of the Committee, 
I thank you for the opportunity to testify before you, and I want to thank the 

Chairman and sponsors of H.R. 354 for moving us forward toward the goal of statu- 
tory protection for databases. 

I am the President of Doane Agricultural Services Company, an 80 yesu* old firm 
that is one of the leading providers of information, economic forecasts and computer 
software for agricultural producers and those who serve them. Our magazine, news- 
letters, market advisory £ind forecasting services, books, and radio programs reach 
the entire agricultural industry. The company was founded in 1919 on the premise 
that we cannot have a secure food supply without good information. I am also spefik- 
ing on behalf of the Agriculture Publishers Association, a coalition of mostly small 
businesses who provide vital and timely information to the nearly 3 million individ- 
uals who make up America's farming and farming-related industries. Nowhere is ac- 
cess to timely, accurate, usable and comprehensive databases more important than 
in the agricultural sector. From the day when the initial cropping decisions and in- 
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vestments are made until the price is set based on the latest marketing conditions, 
databases contain the information that allows farmers to make the most informed, 
best possible choices. 

One of our products is the Agricultural Forecast database, in which the Doane 
economists collect raw data from USDA and other government agencies adding 
value by, organizing, updating and presenting the information to advise farmers on 
when the best time is to sell their crops and livestock. We compUe volumes of data 
on acreage and production prices, crops and supply, and livestock, tailored specifi- 
cally to assist farmers in profitable marketing oi tneir crops and livestock. 

Ttiis was brought home to me one day when I came upon a web-site, where, to 
my horror, I saw our Agri Marketing Services Guide. This annual guide to the 2,000 
plus organizations, essential to the agriculture industry, requires thousands of 
hours of work and hundreds of thousands of dollars to collect and compile informa- 
tion. 'Hie hard work of our staff, from establishing relationships with firms so they 
agree to participate in the sharing of data to the setting up of distribution networks, 
was bypassed by this fellow, who was looking to make advertising revenue oflF of 
our labors. 

We filed a lawsuit against that pirate at my considerable time and expense, ask- 
ing him to cease and desist. This pirate could have sought legal ways, I am told, 
for continuing to pirate oiu* data because of the lack of adequate protection, but, de- 
cided to comply. 

This was not an isolated case nor is it the only way pirates threaten our viability. 
We face a danger both finm the cumulative impact of each person who wants to 
mEike a fast buck and sell my product in a one-shot deal or use it without paying 
the customary price, as well as from the fi:«e-rider who wants to regularly re-publisE 
our information to grow his own information business. As a practic^ matter, pirates 
could simply put me out of business or at least force me to construct so msmy legal 
and technological walls around our products that they become far less useful to this 
Nation's farmers. I hesitated to testify today because I realized that if he or others 
cauriit wind of this lack of protection, I could be advertising our vulnerability. 

Now, I am all for competition and the fi-ee market, and I want to meet my com- 
petitors in the marketplace, but not see my product stolen and then used to 
undersell me. We would bring many of our printed services online if we had protec- 
tion. For it is crystal clear that faster and easier access to timely information would 
be usefiil for all farmers. Label changes in herbicides, for example, must be dissemi- 
nated quickly for the ssifety of our farmers, their families and the consumer. 

Today one third of the farm industry uses the Internet, and three years fix)m now 
most will be online. We'd like to be online too, with all of our products but just as 
the internet promises farmers quicker access to be better information, in the ab- 
sence of legal protection, it also allows quicker and cheaper pirating. The Internet's 
instant distribution of current information promises an important role for online 
databases in American farming. However, the very same ease of capturing and 
transmitting information also, paradoxically, gives the Internet an equmly imprece- 
dented ability to undermine the promise of better information for better farms and 
farmers, in the absence of legal protection, by making piracy quick, easy and cheap. 

I also want to note how the lack of protection for databases, especially on the 
Internet, can reduce a US firm's £uid American farmer's roles in markets. In today's 
flobal economy, we have real, possible markets beyond our national borders; mar- 

ets which we are currently unable to develop because of the lack of protection. For 
example, a European grain buyer watching and planning his next move would bene- 
fit greatly frova access to Doane's information services concerning American farm 
products. Although, today, we could expand our services via the Internet, we cannot 
realistically pursue this avenue until legislation is enacted to protect our databases; 
and if this is not done soon, these markets may be lost to us. Last year's European 
Union directive gave European database producers protection, leaving US busi- 
nesses—in the absence of adequate protection here—out in the cold. Not only does 
this direct electronic pirates abroad to American databases, it also encourages Euro- 
pean producers to pillage American databases, apparently all under the protection 
of European law. iTiis is neither tolerable nor acceptable to me, nor to other Amer- 
ican small businessmen. We need legislation which will help us protect and pursue 
new markets. People might not have immediately realized it, but this legislation 
wUl help create new markets for our farmers as well. 

Doane adds considerable value to turning the seemingly endless columns of num- 
bers and symbols and raw data from public sources into readily understandable, us- 
able and usefiil information for American farmers. It is simply wrong that our work 
is not considered important enough to warrant protection in the aftermath of the 
Feist decision. Our company is hardly alone in providing such labor-intensive qual- 
ity information to a waiting public. If I may, Mr. Chairman, I' like to submit for 
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the record a list of all 97 publications from the Agricultural I*ublisher8 Association, 
who I represent here today, as well as a letter from last year signed by all the mcgor 
agricultural interest groups asking Congress to pass a bill to protect databases from 
piracy. It is our sincere desire that you do so quickly. 

Thank you for the opportunity to submit these comments, and for your leadership 
in holding this hearing. 

AGWCULTURE IS INFORMATION 

We, the undersigned 97 agriculture magazines, newsletters, journals, and data- 
bases, are writing to you to request that you vote for the "Manager's Amendment" 
to HR 2281, the WIPO Treaty. The "Manager's Amendment" includes HR 2652, The 
Collections of Information AJatipiracy Act. HR. 2652 already passed the House on 
a voice vote May 19th, but time for enactment is short. As part of the "Manager's 
Amendment," America's databases will have the best chance of securing the protec- 
tion against the piracy that now threatens them. We need protection now. 

As agriculture publishers, we play a central role in the lives of modem farmers. 
Our market reports, surveys, forecasts, buyers guides, and directories are consulted 
daily by those in the agriculture and livestock sectors. In addition, farmers turn to 
us ror the most up to date information on fertilizer regulations, heribidde use, pes- 
ticide safety, etc. Databases help farmers make crucial decisions, especially when it 
comes to buying supplies and selling their goods on the market. We bring a world 
of accurate and organized information right into the homes of millions of farmers. 
If our databases are not protected from piracy, the farmers who depend on us for 
reUable, up to the minute information will sufrer an immeasurable loss. 

We cannot continue to update and maintain our databases if one is able to simply 
copy and resell them without penalty. Antipiracy legislation must be enacted by the 
105th Congress. At the present time, the American information industry is in grave 
danger. In order to get HR 2652 passed in the House, database producers had to 
announce to the world that they have absolutely no protection. It was an invitation 
to pirate us. The Database Directive passed by the European Union further com- 
pUcates the situation. Beginning this year, European databases are protected 
against piracy, while American databases are completely vulnerable. This situation 
cannot be ignored. 

Please vote for the "Manager's Amendment" to WIPO so database protection can 
become law this year. The piracy that we have already experienced is just the begin- 
ning. If Congress fails to act in the last days of this session, we can expect piracy 
of a magnitude far greater than that which we have already suffered. Agriculture 
needs protection for its databases now. 

Sincerely, 
COTTON FARMINO MANAGEMENT, 
CORN FARMER, 
INSECT CONTROL GUIDE, 
AGRICULTURE ONLINE, 
DAIRY HERD MANAGEMENT, 
FARM INDUSTRY NEWS, 
FARM JOURNAL, 
DELTA FARM PRESS, 
SOYBEAN DIGEST, 
RICE FARMER, 
IOWA FARMER TODAY, 
WEED CONTROL MANUAL, 
CITRUS AND VEGETABLE GROWER, 
NATIONAL HOG FARMER, 
NEW YORK FARMER, 
COTTON GROWER, 
FARM INDUSTRY NEWS, 
AMERICAN FRUIT GROWER, 
AGRIMARKETING, 
AG RETAILER, 
SOUTHEAST FARM PRESS, 
AGRI FINANCE, 
CALIFORNIA-ARIZONA FARM PRESS, 
CROP DECISIONS, 
VIRGINIAS FARMER, 
HAY & FORAGE GROWER, 
DAKOTA FARMER, 
ILLINOIS FARMER, 
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BEEF MAGAZINE, 
INDIANA FARMER, 
BOVINE MANAGEMENT, 
IOWA FARMER, 
KANSAS FARMER, 
FARM CHEMICALS HANDBOOK, 
PEANUT GROWER, 
MICHIGAN FARMER, 
MINNESOTA FARMER, 
MISSOURI FARMER, 
NEBRASKA FARMER, 
OHIO FARMER-STOCKMAN, 
WISCONSIN AGRICULTURIST, 
MARYLAND FARMER, 
NEW ENGLAND FARMER, 
WESTERN FRUIT GROWER, 
FLORIDA GROWER & RANCHER, 
PENNSYLVANIA FARMER, 
ALABAMA FARMER, 
CAROLINA FARMER, 
FLORIDA FARMER, 
AG CONStJLTANT, 
VEGETABLE INSECT MANAGEMENT, 
GEORGIA FARMER, 
KENTUCKY FARMER, 
FARM CHEMICALS INTERNATIONAL, 
PRODUCTORES DE HORTALEZ, 
TENNESSEE FARMER, 
ARKANSAS FARMER, 
THE GROWER, 
PLANT HEALTH GUIDE, 
LOUISIANA FARMER, 
MISSISSIPPI FARMER, 
ORNAMENTAL OUTLOOK, 
AMERICAN VEGETABLE GROWER, 
OKLAHOMA FARMER, 
NEW MEXICO FARMER, 
TEXAS FARMER, 
CoLORAix) RANCHER AND FARMER, 
PEANUT FARMER, 
COTTON INTERNATIONAL, 
LA NUEVA ERA, 
IDAHO FARMER, 
MONTANA FARMER, 
NEVADA FARMER, 
OREGON FARMER, 
WESTERN VEGETABLE GROWER, 
FARM CHEMICAI 3, 
UTAH FARMER, 
WASHINGTON FARMER, 
GREENHOUSE GROWER, 
WYOMING FARMER, 
ARIZONA FARMER, 
CALIFORNIA FARMER, 
FARM PROGRESS, 
SUCCESSFUL FARMING MAGAZINE, 
PORK '98, 
SOYBEAN GROWER, 
SOUTHWEST FARM PRESS, 
WHO'S WHO IN EGG AND POULTRY, 
BROILER INDUSTRY, 
TURKEY WORLD, 
POULTRY INTERNATIONAL, 
SUCCESSFUL FARMING, 
FLUE CURED TOBACCO FARMER, 
COTTON FARMING, 
BOVINE VETERIN, 
BuRLEY FARMER. 
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AGRICULTURE NEEDS DATABASE PROTECTION 

August 8, 1998. 
Hon. THAD COCHRAN, 
The United States Senate, 
Agriculturcd Rural Development Subcommittee, 
Senate Appropriations Committee, Washington, DC. 

DEAR SENATOR COCHRAN: We are writing to urge you to support legislation to pro- 
tect database against piracy soon to be the subject of the House-Senate Conference 
Committee and the Digital Millenium Copyright Act (S. 2037). Though this legisla- 
tion is in the House version (Title V) of the Digital Milleniimi Copyright Act, it is 
our understanding that Senator Hatch has drafted a Senate response as a result 
of negotiations wiui all parties. We emect that this too will be acceptable as is simi- 
lar legislation S. 2291 introduced by Senators Gramms, Helms, Cochran, and Fair- 
cloth and about which we wrote you on July 23, 1998. What would not be acceptable 
would be failure to act on this legislation this year. We must provide protections 
immediately for the time, money, and energy companies expend creating databases 
to assure that the databases vital to agriculture wul continue to be time^ and accu- 
rate. 

Nowhere is the continued access to timely, accurate, and comprehensive databases 
more important than in the agricultural sector. Databases contain information that 
is essential to fanners in making the best possible choices. From initial production 
decisions regarding soil conditions and crop yields to the final determination of 
prices according to the latest market conditions, farmers rely on current and thor- 
ough information. 

With the vast advances in technology, farmers are increasingly dependent on the 
databases which have played an integral role in the industries |^wth for decades. 
A prime example is precision farming, in which a computer relies on databases to 
determine the necessary inputs in order to achieve the optimum crop yield. By com- 
bining information in various databases, such as soil moisture patterns and county 
soil type data, agricultural software packages offer growers field mapping, precision 
soil sampling and testing, and variable rate and blend applications, tnat will result 
in increased productivity. 

Equally crucial are those databases that provide wholesale prices, consumer 
prices, market demand, and consumption. Information is also crucial for risk man- 
agement. As U.S. farm policy shifts toward fi'eer market principles, futures markets 
offer farmers a risk management tool Uiat is likely to assume greater importance. 
These markets are based primarily on information, regarding supply and demand, 
prices, margins, etc. The more accurate information available to market partici- 
pants, the more efficient the system, and less losses suffered by buyers and sellers. 

The technology that has become so important to agriculture now threatens the vi- 
ability of the information which so mucn of agriculture depends. A number of our 
databases have already been threatened. We uige you to act in our best interests 
and to support all efforts to ensure that the Digital Millenium Copyright Act is en- 
acted with provisions protecting database against piracy. 

Sincerely, 
AGRICULTURAL RETAILERS ASSOCIATION, 
NATIONAL CORN GROWERS ASSOCIATION, 
NATIONAL COTTON COUNCIL, 
NATIONAL ASSOCIATION OF WHEAT GROWERS, 
NATIONAL CATTLEMEN'S BEEF ASSOCL\TION, 
NATIONAL MILK PRODUCERS FEDERATION, 
NATIONAL PORK PRODUCERS COUNCIL, 
NATIONAL GRAIN AND FEED ASSOCIATION, 
NATIONAL GRANGE, 
AGRICULTURAL PUBUSHERS ASSOCIATION, 
AMERICAN CROP PROTECTION ASSOCIATION, 
AMERICAN FARM BUREAU FEDERATION, 
NATIONAL ASSOCIATION OF CONSERVATION DISTRICTS, 
AMERICAN SOYBEAN ASSOCL\TION. 

Mr. COBLE. Thanks to you all for complying with the 5 minute 
rule and for the members of the subcommittee for having equally 
complied. We're in pretty good shape timewise. 

Mr. COBLE. I have confirmed with Mr. Herman, the gentleman 
from California, we have concluded that we probably will do a sec- 
ond round of questions because of that. So let's move along here 
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and well shoot for a second round of questioning as well. Thank 
you. If you will, folks, keep your questions as brief as possible be- 
cause of the time limit. 

Ms. Winokur, do you use personal and/or private medical infor- 
mation in developing your collection of information without author- 
ization of the patient? 

Ms. WINOKUR. NO. We actually use no patient information at all 
in our databases. 

Mr. COBLE. There are, in €act, legal obstacles to such activity 
anyway, are there not? 

Ms. WINOKUR. Yes. 
Mr. COBLE. How would this legislation affect the use of dissemi- 

nating private medical information? 
Ms. WLNOKUR. I don't think it has any impact on it but Fm not 

an attorney so I can't really address that. 
Mr. COBLE. That's my conclusion, that it doesn't. 
Mr. Neal, you indicated that the current intellectual property 

framework protects only expression and not investment. Now, is 
the protection of trademarks not an intellectual property operation, 
number one? And, number two, how do you respond when I say 
that in America we have a long history of rewarding investment 
lest you have nothing to share with your patrons. How do you 
square that question with your conunent that it only protects ex- 
pression? 

Mr. NEAL. I think our concern in the library and education com- 
munity is the protection of appropriate use. We currently invest in 
excess of $2 billion a year on materials for our users. We do not 
seek information for free. We understand that unauthorized copy- 
ing can lead to piracy. We believe legislation which prevents piracy 
is appropriate. We feel that people have made investments in data- 
base creation and distribution and need that protection but we also 
have to have that downstream ability to use that information for 
purposes of using new expressions of research results and new con- 
tributions to the work of the education and research communities. 

Mr. COBLE. Mr. Neal, all of the Ubrary associations you represent 
today are not non-profit, is that correct? They are not all non-prof- 
it? 

Mr. NEAL. There are libraries represented in those associations 
that do serve for profit organizations. That would be primarily, but 
not exclusively in the Special Libraries Association. 

Mr. COBLE. Thank you, Mr. Neal. 
Professor Lederberg, you indicated that technological protections 

are available to protect databases. Fm inserting words in yoxir 
mouth on that. Well, let me do that. [Laughter.] 

You can remove those words. 
Do you believe that encouraging holding up data through that 

means rather than or in lieu of providing legal protection is the 
best course? 

Mr. LEDERBERG. I think it's very important that there be legal 
as well as technological protection on databases. The issue is how 
all encompassing they should be. 

I think none of the Academies or the AAAS has anything but 
sympathy for prevention against wholesale piracy. I thmk we are 
concerned that in our zeal to remedy those egregious crimes that 
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we also carve out new rights in tiny portions of the database in 
small collections of facts, which is the grist of what scientific activ- 
ity is all about. I just want to make that distinction. 

Mr. COBLE. Let me work in one more question before the red 
light. 

Mr. Kirk, if you will, speak to in your opinion what might occur 
or what might result to American owned collections of information 
overseas if the Congress does not adopt this legislation, A. And, B, 
do you think that we will jeopardize any reciprocal protection of- 
fered by members of the European Union by not adopting this leg- 
islation. 

Mr. KIRK. Mr. Chairman, I think that we put at risk American 
databases, perhaps not the large companies tnat can have a Euro- 
pean presence but all the many small database creators in this 
country that can not afford to have a European presence if we do 
not adopt a protection for databases that's considered comparable 
to what the EU has. 

I would say that having dealt with those lovely people from the 
European Commission for a longer part of my life than I would 
have liked I will tell you that they will stop at nothing to spread 
the particular type of approach that they have on a reciprocal 
basis. 

I think, going to a question that Mr. Pease asked earlier, in 
WIPO nothing is likely to happen in WIPO but that does not mean 
that nothing is likely to happen period. We are making a choice by 
doing nothing if that is the choice we follow. We're making a choice 
to allow the rest of the world to adopt the European model and Fm 
not sure that that is the direction that we would wish to go in. 

Mr. COBLE. Thank you, Mr. Kirk. 
Mr. McDermott, your testimony indicates that realtors have won 

their legal cases against pirates due to copyright law. Devil's advo- 
cate Question: why then would you be interested in protections of- 
fered by this legislation? 

Mr. MCDERMOTT. Mr. Chairman, although the courts have 
helped the Realtors in psist cases they were lengthy and expensive 
ana they have done so where the whole of the listing is pirated 
rather than where specific sections such as addresses or owner's 
names were involved. 

They held that the database was protected by current law only 
because of the market information and the abbreviations used that 
are imique to realtors were contained. We think that's a rather 
thin protection in terms of the database as a whole. In future court 
cases that would, in fact, look at it more specifically, could endan- 
ger the entire MLS system as it is. 

We think that seeking protection in this legislation gives us 
much more ability to accomplish our major goal. And our m£gor 
f:oal is not to make this data more complex and harder to get to. 
t is to make it an orderly market system that allows the consiuner 

to participate in the real estate market at a greater level of intel- 
ligence than they've had before. 

Mr. COBLE. Thank you, sir. 
I have a couple more questions but Fll reserve those for my sec- 

ond round. 
The gentleman from California. 
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Mr. BERMAN. Thank you very much, Mr. Chairman. 
Fd like to sort of just do some public musings about some of the 

issues that have been raised and get your reactions and ask some 
more specific kinds of questions in the final round of questions. 

But let me just say additionally that your testimony has been 
really interesting. There does seem to be a little schism here that 
has not been breached. 

Although I would disagree with Mr. Duncan regarding the ad- 
ministration. I did not view the administration as fundamentally 
assaulting the principles of this bill. Now, Dean Neal, he says "We 
on behalf of the libraries agree with many of the administration's 
criticisms' but the solution that you propose, this proposal that's 
out there somewhere—I guess this is what Senator Hatch mi^t 
have been giving as one of the options—seems to me so far beyond 
what the administration is sajring that at some point, not right this 
second, but I'd be interesting in hearing fi-om Neal, Lederberg, 
Phelps deal with the notion of what's wrong. Why is Mr. Duncan 
inaccurate? 

You're saying 'Oh, there well could be a problem here and we 
should come right out and legislate that an exact rephca duplica- 
tion of a compiled database is a horrible act and nothing else is.' 
because, I mean, I don't know whether it's protected by copyright 
or not. But it's not much of a deterrent to the underlying rationale 
for the bill. So I don't view that proposal, if that's what is meant 
by that proposal, as a serioiis alternative proposition that will ac- 
complish making the universities and the libraries comfortable, 
which I care about very much. I don't think that bridges the gap 
at all. 

On the other hand, for the proponents of the bill the argimient 
about what the Europeans are doing—as a general proposition if 
this is a bad idea the fact that we need to do it because otherwise 
the Europeans won't give protection to something that we don't 
think is worth giving Sie kind of protection to that you want is a 
bit of a bootstrap argument. 

So I think the threshold question is do the benefits of establish- 
ing this appropriation outweigh some of the costs. I just want to 
ask that. 

And then let me ask one specific question. Ms. Winokur, the Phy- 
sicifm's Desk Reference, we all remember that. That's where we 
found out—that's where we all ran to find out what certain things 
that people were lying to us about were really about. [Laughter.] 

Mr. DELAHUNT. Would you expand on that, Mr. Berman? [Laugh- 
ter.] 

Mr. BERMAN. It's been aroimd a long time. I'm curious, is there 
a competitor to that that exists now or is there such an advantage 
in the original compilation of data that if we apply something like 
this bill you almost become a monopolist? You can jack up the 
prices, you can do anything you want because somebody else going 
through all that is like being the second person to lay the cable 
wire, it ain't going to ever happen. We're not going get a second 
cable system in the £irea because nobody can go though that ex- 
pense, everybod)r'8 hooked on the first one. 
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Then one final point and I will let you use whatever time the 
Chair will let you use to answer my question. Some of these points, 
if you have any responses—and I lost it here. 

Mr. COBLE. It's a senior moment, of which I have many. [Laugh- 
ter.] 

Mr. BEBMAN. Yeah, it's a little bit in the old days. A library be- 
fore the Internet, digital world you bought the Physician's Desk 
Reference and all kinds of people came in and read it. You paid for 
that one copy and that's it. But this is a different world and that's 
probably what's motivating some of the feel for protection. Because 
if you can get that Physician's Desk Reference out there on the 
Internet and everybody can get it the next copy may be the last 
copy they sell because who else is ever going to want to buy it? 
Isn t ovir new technology creating a new need here that makes the 
old analvsis of what libraries and universities are about a little bit 
outdated? 

Thank you. 
Mr. COBLE. Thank you, Mr. Berman. 
Mr. BERMAN. Any reactions to any of that stuflF? [Laughter.] 
Ms. WiNOKUR. Just on the Physician's Desk Reference. It is 

available on the Internet. We just don't want people to be able to 
take the whole thing and republish it. It's available for free to phy- 
sicians and for a fee to others on PDR.net. Anybody can go and 
look up anything they want in the Physician's Desk Reference. So 
the question is commercial harm.' You know, where someone can 
just take the whole thing and republish it. 

And there are actually competitors who have done similar work, 
where they've gone to every single pharmaceutical company and to 
get their information. There is no monopoly, to answer your ques- 
tion. 

Mr. DUNCAN. Mr. Berman, if I could address a few points. In all 
fairness, there was a big step forward today in the administration's 
testimony. 

Mr. BERMAN. Someone who looked like you said something dif- 
ferent a little while ago. [Laughter.] 

Mr. DUNCAN. I understand. They're saying they generally sup- 
port database protection, generally. That's a major step forward in 
the administration's perspective. 

I have not been able to read in detail their 50-plus page testi- 
mony. My suspicion is, as has been the case in the past, that the 
general statement of support is undermined somewhat by many, 
many concerns that are expressed. Those concerns seem to have 
been echoed a lot by people who are clearly opposing this legisla- 
tion today. That's why I was suspicious about how much substance 
there was perhaps behind the general support. 

We look forward to working with the administration. We're glad 
they're coming out in favor of the bill this time around. 

Id also like to address the issue about the EU. The industry does 
not want to have a database law in the United States simply be- 
cause the EU passed a directive. We have our needs, I think, be- 
cause of a lack in U.S. law. But I think, as Mr. Kirk pointed out, 
the longer we wait to do something here to address the U. S. prob- 
lem in an adequate fashion the more likely we are going to nave 
only one model out there. That would be a model I think that 
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would be preferable to the industry if we had our way. We are try- 
ing to be helpful and responsible in crafting a fair and balanced 
piece of legislation here. 

Mr. NEAL. Mr. Berman, a couple of thoughts as well. 
Libraries are being transformed by electronic and Internet based 

information. We work very closely with pubUshers to negotiate li- 
censes and contracts that advance the needs of our users but pro- 
tect the interest of pubUshers. So I think there's a new framework 
in which a lot of the protections are taking place through the types 
of contracts and licenses we sign. 

We realize there is potential for abuse. And in addition to the 
contractual airrangements we are increasingly seeing technological 
measures introduced that limit the appropriate use of information. 
So we're responding to the digital environment with creativity and 
approaches tnat make sense in this environment. 

In terms of the issues of the global nature of this legislation, I 
did participate as a member of the delegation at the WIPO treaty 
negotiations in Geneva. I believe that based on that experience and 
conversations I've had since, we need to be sure that we're not too 
focused on the issues of global harmonization in the creation of our 
laws. We need to create a law that works for us and that is respon- 
sive to the Constitutional and legal traditions we have in this coun- 
try. Obviously we need to be concerned about the economics—glob- 
al commerce and economics but we need first, I believe, to be re- 
sponsive to our Constitutional traditions here. 

Moving on to your first point, the examples that have been cited 
here and in other testimony have really focused on the piracy of a 
database or substantial portions of a database. And I beheve the 
library and education community is taking the position that we 
want to focus on those issues of piracy. We want to make svu^ that 
the interests of publishers are protected smd that that type of para- 
sitical behavior is stopped. 

We, in the library community are probably one of the largest con- 
sumers but we're also one of the most voracious protectors of intel- 
lectual property. We work very hard in our license agreements to 
create balance and then educate oiu- users, faculty and students 
and researchers what the appropriate use should be. In the library 
commimity we've been very focused on this issue and we want to 
stop the parasitical behavior as much as the publishers do. 

Mr. COBLE. Mr. Neal, I think the bill pretty much tracks what 
you're saying. Maybe I'm missing something. We'll revisit that an- 
other time aroimd. 

The gentleman from Indiana. 
Mr. PEASE. Thank you, Mr. Chairman. 
Mr. Chairman, I find myself in flashback to my days as general 

counsel of the University, at Faculty Senate meetings. Genersiliza- 
tions are unfair but usually the research and creative staff wanted 
compensation or credit for any work that was done and the librar- 
ians wanted to give everything away to everybody for the asking. 
Here we are again. But we managed to work it out there and I'm 
sure we'll work it out here too. 

I only have one question and I am sensitive to the time. Mr. 
Kirk, Fve heard several folks on this panel say that the protections 
afforded under this legislation were unprecedented. How do you 
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react to that? Before you start, I guess implicit in that is the idea 
that something new is bad, but if you could respond to that I'd ap- 
preciate it. [Laughter.] 

Mr. KIRK. I'm not sure what the framework would be for some- 
one to make the statement that it's xmprecedented. Certainly 
you've got State misappropriation laws that address acts that fall 
in this same general area, though perhaps not in the same way. 
You've got the implementation of the European directive by the 
member states of the European Union. Some of the Nordic states 
already had a cataloging regime in place so that they had a very 
small step to take when they implemented the Directive. So I think 
there are bits and pieces of this all around the globe. 

I think the point that you made in the second part of your ques- 
tion, however, is that it's not necessarily bad that this doesn't exist. 
I think the problem we're looking at is we lost 200 years of juris- 
prudence protecting databases with Feist. That left a huge hole. 
The question is how should that hole be filled. That's what we're 
struggling here to do. 

And I think in response, as Mr. Dimcan said with regard to the 
question of what's going on in Europe, it really is a question of 
moving quickly because the die is going to be cast on the European 
model. If we don't move quickly, if we take our time and ultimately 
move later, then we're going to be locked into that model by and 
large. So I think that is the emphasis. Certainly we're not talking 
about doing something merely because the Europeans are doing it. 

Mr. PEASE. Thank you. 
Mr. Chairman, I imderstand we have a vote and 111 yield the bal- 

ance of my time. 
Mr. COBLE. I thank you, gentlemen. We have a vote on the floor. 

You all stand easy, we will return. Well start with Ms. Lofgren 
when we come back and we'll go into the second round and get you 
all out of here for a late lunch, hopefully. We'll be right back. 

[Recess.] 
Mr. COBLE. Thank you, folks, for understanding. We're ready to 

go now and I am pleased to recognize the gentlewoman from Cali- 
fornia, Ms. Lofgren. 

Ms. LOFGREN Thank you, Mr. Chairman. 
Before I ask any other questions I'd like to extend an invitation. 

All of the witnesses have been very helpful so I hope that no one 
will be offended by my invitation  

Mr. COBLE. If you'll suspend, Zoe, I won't penalize you. Fll give 
you the same coiutesy I gave me, you won't be penalized for this 
timewise. So go ahead, Zoe. 

Ms. LOFGREN. I sincerely hope that no member of this panel will 
take offense because I want to single out Mr. Lederberg. It's not 
every day that a Nobel Prize winner comes to testify before a hum- 
ble subcommittee of the House. It's really a great honor to have 
him here. 

I noticed, as we ran out of time during Mr. Berman's question- 
ing, that Mr. Lederberg wanted to say something. Before I ask my 
own question, let me invite you to respond fully to Mr. Berman's 
question. 

62-506 00 - 7 
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Mr. LEDERBERG. Well, I just wanted to comment on what are the 
extraordinary new property rights that the legislation would gen- 
erate. 

This may be an imintended consequence but as I understand 
them it would provide for a database generator a property right in 
fiortions of the database. It doesn't have to be the entire collection, 
t does not have to be the presentation, the appearance. It would 

also go to the actual content of the facts or ideas represented there. 
Now, we have a system for doing that which is provided by the 

United States Constitution, it's called the patent system. I'm in the 
midst of applying for two patents. It's an arduous procedxire. It's 
not always certain of success. It's very carefuUy scrutinized and 
well it might be, because if it is successful it does confer very sub- 
stantial rights of property, of exclusiveness and so on. 

I am concerned that the biQ, unless very, very carefully quaU- 
fied—and this applies to for-profit as weU as not-for-profit uses— 
will allow the bjrpassing of the patent system for intellectual prop- 
erty protection on factual material. 

Ms. LoFGREN. Can I follow up? If I imderstand you correctly, let's 
say, for example, you compiled at some great expense and effort a 
database of genetic information that you wanted to protect. Your 
concern would be that the protection in the bill woula be so broad 
that if you went to one space on one gene that that would also be 
protected when, in fact, it shouldn't be? 

Mr. LEDERBERG. Precisely. Now, I believe that there are excep- 
tions indicated but there are so many and's, if s and hut's about it, 
so much uncertainty about them I think that it would have a 
chilling affect on research people undertake in that arena and also 
encourage people who now publish their work clearly to think 'Oh, 
I could make an extra buck, maybe I can license access to that in- 
formation in this way.' I don't think that was what was intended 
by database protection. So this is my concern. 

Ms. LOFGREN. Let me ask, if I may, Mr. Lederberg, whether you 
have had a chance to review the written testimony of Mr. Pincus 
from the Department of Commerce? If not, whether you would be 
wilUng to do so. I know, in addition to your scientific background, 
you also have a legal background. I would very much appreciate 
your take on the various issues outlined by Mr. Pincus. 

One of the things that I think is interesting, and I'm not sure 
what I think about it yet, relates to the sole source issue referenced 
by you Professor, and others on this panel. When Government 
originates the data, compiled fi"om various sources, the issue, as I 
understand, is whether you are locking up information that the 
Government has freely provided at taxpayer expense. I don't think 
anyone would be in favor of such a restriction. 

What the Commerce Department suggested as a possible remedy 
for this is, if you're going to compile and utilize data that is freely 
available from the Government, that you would have an obligation 
to advise the Internet pubhc where they could go to get that data 
from the Government. This would remedy this potential difficulty 
in the database bill. Do you think that's sufficient? 

Mr. LEDERBERG. I haven't had an opportunity to study that but 
if you'll permit me to consult with my truly learned brethren I'd 
be very happy to provide a written response. 
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Mr. DUNCAN. MS. Lofgren, if I could comment on that? 
Ms. LOFGREN. Certainly. 
Mr. DUNCAN. Since SIIA represents probably the vast majority of 

publishers who add value to Government information, I tmnk 
there's been some fuzziness about this issue. 

I think one of the things it's important to remember is that there 
are a number of laws already on the books that regard the access, 
principles and dissemination of information. One was the Paper- 
work Reduction Act of 1995, which was just passed a few years 
ago, anticipating an electronic, digital delivery of Government in- 
formation, and makes specific reference to the need for an active 
private sector, value added service industry out there. 

I have not had a chance to review Mr. Pincus's testimony in de- 
tail, as I mentioned a few minutes ago, but I do think that a re- 
quirement to have value added publishers footnote sources of Gov- 
ernment information would be counterproductive to their market. 
In essence, that would be an invitation for customers to not use 
their products, to go someplace else and find that information. 

Ms. LOFGREN. Why would that be? 
Mr. DUNCAN. Again, I would want to look in detail at what he 

is suggesting but if a Grovemment information value added pub- 
lisher has the sources there in his publication his purpose is to get 
a fair return on that investment for him and his shareholders. To 
footnote the source of the Crovemment information for the general 
pubhc to go back to wovdd serve no purpose in terms of his being 
able to make money off his value added product. They would sim- 
plygo to the Government source to do so. 

The Government seems to be doing a good job in many cases of 
putting things up on the Net  

Ms. LOFGREN. If I could interrupt your response, only because I 
have limited time to ask questions. 

We're trying to sort through this interesting intellectual problem 
that is a commercial problem as well. My guess is there's a lot 
more commonahty among the apparently argumentative or adverse 
witnesses than might at first blush appear to be true. 

So let's consider an example fi-om tne real world. Let's say you've 
got the human genome project. The human genome project has 
been funded entirely by the United States taxpayers. Right now the 
results are posted. I mean they're free for the world. And the idea 
is that all of that information is going to spur further information 
and further research to the benefit of mankind, womankind, hu- 
mankind. So it's out there. 

Now, if you were a data compiler—there's also information out 
fi*om all over the world on that. If you were a data compiler and 
took what was posted at Lawrence Livermore Lab and then what 
was posted at Stanford and then what was posted someplace else, 
put it together, and then claimed in some manner, because you had 
put that together, that vou owned it in a way, then you would be 
frustrating the taxpayer s purpose in making it available. 

On the other hand, we do want to provide a financial incentive 
for people to compile information in ever more usefiil forms. So I'm 
searching for a way to accommodate these two legitimate goals. 

Mr. DUNCAN. Well, I believe the human genome project also con- 
tains private sector data that the private sector has donated into 
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that project as well. And I think that publishers have a long tradi- 
tion and history of providing their data for those kinds of purposes. 

I believe, for example, in terms of the metanomic database  
Ms. LoFGREN. If I could interrupt—what difference would that 

make if a private sector company donated its data to the Govern- 
ment to be included with the other data that was generated by the 
Government to be posted for free? What difference does that make? 

Mr. DUNCAN. I thought your point was that the publishers are 
trjdng to lock up all this data and my response was that that's not 
necessarily the case. That when there is a need and a public pur- 
Eose for providing data to achieve a common public goal publishers 

ave  
Ms. LoFGREN. I'm not against theprivate sector. I love biotech 

firms that are out inventing things. That's not the issue. The issue 
is how do we provide an incentive for people to accxuniilate infor- 
mation in a way that's useful and advances knowledge. We need 
to provide financial incentives for that purpose—and I think there's 
broad agreement on that point—without frustrating the purpose of 
the taxpayers who funded, in some cases at great expense, the com- 
ponent parts of that information that is freely avaUahle. 

Let me ask Professor Lederberg if you have a comment because 
I know you're familiar with the example I used. 

Mr. LEDERBERG. I think you stated that quite fairly. I would 
stress the importance and our concurrence of protecting value 
added services. I think they perform an indispensable function. 
And no one for a moment has questioned the need for legislation 
to protect from wholesale piracy on those databases, and that in- 
cludes the value added aspects of presentation and so forth. 

It's the over-reach that the language of the bill seems to permit. 
I'm not sa3ring every publisher is going to exploit it overnight but 
it offers the opportunity of that kind of over-reach of encompassing 
property rights in elements of data and elements of knowledge, 
most 01 which until now has been part of the patent system, and 
that is a matter of concern. 

Ms. LoFGREN. My time has expired, Mr. Chairman. 
Mr. COBLE. The siffable gentleman from Massachusetts, Mr. 

Delahunt. 
Mr. DELAHUNT. Thank you for the description, Mr. Chairman. I 

presume it was because of my laudatory remarks directed toward 
you earUer. 

Mr. COBLE. If the gentleman would yield, I've been commenting 
on his demeanor forever. [Laughter.] 

Mr. DELAHUNT. Just an observation. Professor, you just said that 
no one disputes that a problem exists—and I say this to everybody 
on the panel—really with few exceptions when you're here, as we 
are, behind this dais and we listen your presentations in many 
ways overstate. You know, it's either the end of Western civiliza- 
tion and its ability to conduct research, Mr. Neal, or, Mr. Diuican, 
it's the end of an industry that is of great consequence to the Amer- 
ican economy. And then when we pose our questions you sound so 
reasonable. [Laughter.] 

Mr. DELAHUNT. It's an amazing transformation. It truly is. And 
I think in some respects it's unfortunate because, you know, people 
in trade journals sit here and those of us who are accustomed to 
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the vagaries and vicissitudes of public life know that a quote and 
a statement that you made will begin to define the pubUc percep- 
tion of really what is occurring here. 

When I listened to you, Mr. Neal, at first I thought there just is 
nothing that I can see that would meet the needs or the concerns 
that you expressed. You know, we're all very intelligent on this 
particular subcommittee [Laughter.] 

Mr. DELAHUNT. That's why we call it intellectual property. 
[Laughter.] 

Mr. DELAHUNT. But the reahty is that no one understands those 
issues better than the users and the creators. 

Do you ever talk? Do you ever communicate? Do you ever really 
sit down and discuss your issues and areas of potential agreement? 

I'm probably venting some of my own frustration here because 
there is a problem and, you know, it's Mr. Henderson that's got the 
problem. 

I mean, if I'm correct, Mr. Henderson, you alluded to the fact 
that there are some products that you don't want to post on the 
Internet for fear that it will be pirated from you which, again, di- 
minishes, if you will, the body of knowledge available to the pubUc. 
And yet he has a business, obviously. 

This is his hvelihood. And I take it he supports many other em- 
ployees as well as providing information that's essential to a key 
segment in our national economy. I mean, you know, really. 

Professor? 
Mr. LEDERBERG. I'm advised that the Academies will be conduct- 

ing a Govemmenl/university/industry forum to try to bring to- 
gether those parties, just a conversation. 

Mr. DELAHUNT. I think it's critical. 
And, Mr. Chairman, I think that those of us on this committee, 

maybe even a smaller group, ought to sit down with you and listen 
to you on an informal working basis. Tlien if you can't resolve it 
it's up to us to resolve it. 

Mr. NEAL. I would also mention that several weeks ago, there 
was a meeting of the National Research Council that brought to- 
gether individuals from the various commimities to really build the 
conversation. 

Many of us participated in that meeting. 
Mr. DUNCAN. Not to be completely outdone, Mr. Delahimt, the in- 

dustry has been trying to get legislation passed for three and a half 
years now. 

We have extended invitations continuously for this kind of a dia- 
logue. 

Mr. DELAHUNT. Mr. Duncan, I'm sympathetic to your predica- 
ment. 

Mr. DUNCAN. We thought, actually, that the negotiation process 
that was undertaken in the Senate last year was making progress. 

I think the difficulty is that at the end of the Congress, trying 
to get the bill in as part of another very controversial step at the 
time, and that led to a breakdown at that point. 

As I said in my remarks, we do want to work to make sure this 
happens, and we do beheve that compared to what the industry 
would prefer to have, compared to what this legislation began as 
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in the last Congress, it has been mainly, from our point of view, 
us compromising to get legislation done. 

That s part of the frustration, I think, that you will hear fiY>m in- 
dustry from time to time. 

Mr. DELAHUNT. And beUeve me, I think for me today, the most 
teUing testimony was the testimony of Mr. Henderson, because it 
is a very real life issue here. 

Mr. Neal, I respect your concerns, and I also understand the de- 
sire to have very bright lines, so that there is no concern on the 
part of the research community or the libraries that have exposure 
to litigation or that they may even be subject to some criminal 
sanctions. 

But, I mean, the reaUty is, oiu- system of law is such that we 
pass a statute, and then we have court decisions, and, yes, there 
will be litigation. And that's simply the process. 

We have a common law, and that's what courts have done in 
terms of cop}n-ight law. I guarantee you, unless it's an egregious 
case of piracy, Fll state it right here, there will not be a single li- 
brarian or researcher who will go to jail. That's simply not the real 
world. 

What we have to do is understand. I speak to the communities 
as your representative. 

I think it's really important that the constituencies that you rep- 
resent understand that there are some areas that can't be ad- 
dressed through legislation. 

May I have an additional 30 seconds? 
Mr. COBLE. YOU may, indeed. 
Mr. DELAHUNT. And we've really got to be reasonable because 

this is just too important. 
If Mr. Henderson decides to make an investment in an additional 

business, or to move out, we're going to be diminished by not hav- 
ing that data that he is now making available to American farm- 
ers. 

And I dare say that that would be true in any segment, P*rofes- 
sor, including medical research—I mean, medical research is predi- 
cated on having up-to-date, current, accurate, information available 
to it. 

I dare say that many of the medical advances that we are now 
speaking of are predicated on this kind of information. 

Unlike 20 or 25 years ago, you don't have to be going through 
books all the time to do it. So we've probably accelerated our 
knowledge of disease and how to treat it because of the advent of 
the information age and the database and the need to maintain it 
in an accurate and up-to-date way. 

It is absolutely essential to humankind. Of course, I want every- 
body to make a living, but in my opening remarks, I s£ud this is 
about a lot more than just dollars and cents. 

I see my time has expired, and I didn't have a chance to  
Mr. COBLE. Well have more time. 
The bell has rung, but we're going to go through a very quick 

second round, folks, because I think this is important to us. 
I will extend what Mr. Delahunt said. I think, clearly, as long as 

the hbrarians and the members of the scientific community, and 
the members of the research community, are acting within the 
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scope of their duties, they're exempt from criminal liability. That's 
laid out in the bill. 

Ms. Winokur, your facial response indicated to me that you want- 
ed to insert your oars into the waters regarding Ms. Lofgren's com- 
ment to the Professor. Did I read you correctly? 

Ms. WINOKUR. Yes. [Laughter.] 
Mr. COBLE. Proceed. 
Ms. WINOKUR. We are both users and producers of scientific in- 

formation, and in your comment having to do with the Govern- 
ment's information, whether it's the Human Genome Project or 
anvtiiing else, any user, including us, could go back to those origi- 
nal soiut:es of literature or scientific study and do exactly what tie 
database producer does. 

I don't think there is anything in this bill that limits anybody 
going back to those facts and doing it again. This doesn't in any 
way tie up any facts, because we right now do that same thing. 

We go back to the original medical literatiu-e in order to compile 
our opinions or whatever on treatment, et cetera. And it's only- 
it's the synthesis and compilations that we do which we have con- 
cern about, not the original facts. 

Mr. COBLE. Tm glad I read you correctly on your response. 
Folks, I don't mean to be presvmiptuous with what I'm going to 

say, because I'm not directing it to this panel. You all are far better 
versed on this subject than I. 

But I think some confusion has siurounded this bill in that a 
good number of people continue to refer to the protection it pro- 
vides as property, not unlike copyright. 

There is no property right in this bill. In this bill, one must cause 
harm to a producer's market before liability arises. 

Mr. McDermott, you will appreciate this analogy, I am confident. 
I own a piece of property. I own half of a piece of property and 
some third party trespasses. 

They don t have to inflict harm upon me to be excluded if I don't 
want them there. That's property. 

In this bill, a wrongdoer must impose harm upon the producer's 
market before it is activated. I think that's been lost in the eyes 
and ears of some of the people who have come to the table. 

Mr. Phelps, I want to thank you for what I will call a construc- 
tive approach, concrete suggestions for amendments. 

I think the university community has been very helpful in our 
quest for balance, and we're not going to slam the door in any- 
bodjr's face. We're going to try to get through this. 

What we'll probably end up with is something about which none 
of you is ecstatically happy, but that perhaps everybody can live, 
not imcomfortably with it. That's what I'm shooting for. 

Professor, let me ask a question to you, if I may. 
What mandatory licenses or other limitations currently exist that 

require sole-source providers to make data available on reasonable 
terms and conditions, £md how would that be changed by this legis- 
lation? 

Mr. PHELPS. You're asking me to venture an opinion? 
Mr. COBLE. I'm sorry, I meant Professor LederDerg. I'm sony. 
Mr. LEDERBERG. I think I'm going to have to ask Dean Reicnman 

to assist me on that if I may. 
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Mr. COBLE. Mr. Phelps, I'm not closing you out, but do you want 
me to repeat that question? 

Mr. REICHMAN. The issue is hotly contested at the moment in the 
context of the discussions concerning Article 2[b] of the Uniform 
Conmiercial Code, which would estabUsh general laws of Ucensing 
dealing with computerized transactions and information products, 
including databases. There, a proposal has been made to include 
such a clause as a principle of public interest to mediate between 
the preemption clause and the pubhc policy clause, in order to cre- 
ate a new ground that would, in fact, vahdate 90-95 percent of all 
standard form contracts conveying data. 

It would only allow a court to look at those few contracts that 
attempt, by standard form means, to change the preexisting bal- 
ance of private and public interest. 

Mr. COBLE. That doesn't currently exist, does it? 
Mr. REICHMAN. The National Commission of Uniform Law Com- 

missioners has voted to adopt that suggestion by a vote of 90 to 60 
in the current draft. The drafting committee has been resisting im- 
plementing the proposal as given, and they're arguing. 

Well have to see what comes out in the next annual meeting. 
But that's the larger context. 

I would add that that is not a compulsory license. To my knowl- 
edge, there is no compidsory license on the table. 

There is a proposal for reasonable terms and conditions with due 
regard to the needs of science education, innovation, and free com- 
petition. 

Mr. COBLE. Which would not be affected by this legislation; 
would it? 

Mr. REICHMAN. If that were adopted, it would nm in tandem. It 
would provide a basis in State law for independently looking at 
contexts or implementing the right you're creating here. 

The question is, how would the right be implemented? That is, 
the data would be delivered onUne, the contract is a standard form 
contract online. What are the terms of this condition? 

That clause would say, usually those are vahd. 
Mr. COBLE. Let me hear from Mr. Phelps before my 5 minutes 

is up. 
Mr. PHELPS. I was merely going to comment. You're out of my 

range, and you'll have to turn to my colleagues. 
Mr. COBLE. Anyone else want to be heard on that? 
Mr. DUNCAN. I think, Mr. Coble, the short answer is there is cur- 

rently no mandatory licensing system. 
Mr. COBLE. That was my thinking. 
Mr. DUNCAN. And no mandatory licensing system is in place for 

databases, with the exception of those that may have been involved 
in some sort of consent decree because the Department of Justice 
concerns about antitrust. 

Mr. COBLE. Thank you, sir. Mr. Berman, the gentieman frt>m 
California. 

Mr. BERMAN. Thank you, Mr. Chairman. Fd love to go on for half 
an hour with questions to you folks, but that would be a terrible 
thing to do to the chairman on his birthday, so 111 just ask a couple 
of questions. 
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about something we were talking about in my last roiind, and be- 
cause the time ran out, he didn't get to. 

Mr. LEDERBERG. They gave me the opportunity, thank you. 
Mr. HERMAN. Well, I didn't hear it, but shell tell me later. 

[Laughter.] 
Mr. BERMAN. I want to get down to this—again, it goes back to— 

you're the first one to sort of raise it with me, this whole issue of 
we have many other concerns that the administration expressed, 
but then the solution being, this draft of the Database Fair Com- 
petition and Research Promotion Act, a draft that I have not seen. 

But as I am told, the general prohibition is that it is imlawful 
for a person to duplicate a database, collected and organized by an- 
other person in a database that competes in commerce with that 
other oiatabase. 

There is no definition of duplicate. I have a common sense defiuoi- 
tion of duplicate, which is an exact copy. I mean, not to—I mean, 
it dupUcates, to me, is what it means. 

Maybe that isn't what the authors of this proposal meant it to 
mean, so, in addition, I guess—am I wrong about that? 

Is that what you want to be the heart of the law that we should 
pass as a substitute for this bill? 

Mr. NEAL. I believe the issue is one of whe«5 we start in develop- 
ing legislation. Do we start fit)m the basis of a broad prohibition, 
or do we start fix)m the basis of a narrow prohibition? 

Mr. BERMAN. SO this is a bargsdning position? 
Mr. NEAL. Yes, it starts from a narrow position. 
Mr. BERMAN. It's a bargaining position. 
Mr. PHELPS. Mr. Berman, if I mi^t, my view, and those of my 

colleagues is that we are not talking about duplication as the only 
act that should be prohibited. 

We believe that quantitatively and qualitatively substantive re- 
production and dissemination is the important issue. 

And when that harms primary markets, that's the most impor- 
tant part about this, when it creates a market substitution. 

Mr. BERMAN. IS that in this draft? 
Mr. PHELPS. NO, that's the type of language that I would like to 

move forward. I've had some suggestions. 
Mr. BERMAN. SO that goes beyond this draft. 
Mr. PHELPS. I'm not talking about the draft, no, sir. I'm just sim- 

ply—I want to make clear that we are not talking about duplica- 
tion as the only prohibited act, but rather economically important 
things that create the opportunity for market substitution and 
harm the initial investment. 

Those, we are very clear, should be prohibited, and we think it's 
very important to have that protection for database producers. 

As many of you have noted, we rely heavily on these databases 
in our own research and scholarship and teaching, and we would 
not want to stifle that market. 

We are simply more concerned about the ability to use the cur- 
rently worded legislation to narrow down our ability to use even a 
small parts of these databases. That's our concern. 

Mr. BERMAN. DO the universities and msgor libraries see them- 
selves as having a position fiiUy identical to that of other members 
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of your coalition which are involved in the commercial dissemina- 
tion of database compilations. 

Mr. PHELPS. I'm not sure we could say fully identical, Mr. Ber- 
man, but I think we share a lot of values on that. 

Mr. B&RMAN. If the committee comes to a conclusion that there 
are things to be done to protect a lot of what the universities and 
the libraries want to maintain, but it doesn't go as far as some of 
the commercial distributors of these databases want, where are you 
going to be? 

Mr. NEAL. My primary interest is to be able to provide an edu- 
cational and research environment at my university that is high 
quaUty and successful, and that is my primary mission, to support 
that. 

Libraries across the country are primarily interested in that mis- 
sion. 

Mr. BERMAN. If this legislation protects that mission? 
Mr. NEAL. That's my core value, yes. 
Mr. BERMAN. And it doesn't matter what other parts of your coa- 

lition think about it? 
Mr. NEAL. We have shared values. I don't believe we're coming 

to this with totally different perspectives. I think there's a common 
core that we're trjdng to advance nere. 

Most libraries woiud say the abihty to support our users in their 
work is what we're about our mission. 

Mr. BERMAN. You know what I hear a little bit? I hear the WIPO 
revisited, a coalition of people who don't like or didn't like the 
WIPO implementation legislation, whatever we call it now, the dig- 
ital millennium copyright act or something or other. 

It's a Republican euphemism. [Laughter.] 
Mr. BERMAN. Band together in lock step with the libraries and 

the universities as the out-front ones, but in the end, it's very illu- 
sive, h£U"d to deal with, with some of the issues they don't wauit to 
deal with. 

That's less of a question that just a comment. 
But I'd like to ask the proponents of the legislation one last ques- 

tion. And it was the proponents who talked about it like this. 
Pull this down to some very concrete terms. Let's take some pub- 

lisher who puts together a list of all the restaurants in Southern 
California. 

And they have maybe the addresses, the phone numbers, and the 
descriptions of those restaurants. 

Some other compemy wants to do a list of Italian restaurants in 
Southern California. "They don't use any of the desciiptions. This 
is a small part of that database, in toto. 

And they do their own value-added work with descriptions and 
ratings of the restaurants and things like that. 

Should that be prohibited? They take this original compilation 
and utilize that, and other things, to find the Italian restaiurants. 

Mr. HENDERSON. If I may, speaking as a real world publisher, I 
think that system already exists, and the only question, if I were 
Sublishing the overall Southern California directory, I would expect 

•om the other person saying, I want to use your material. 
Mr. BERMAN. What would you say when you got that call? 
Mr. HENDERSON. Probably, so, let's work out an arrangement. 



199 

Mr. BERMAN. YOU want to license them? 
Mr. HENDERSON. License them, work out a marketing agreement, 

whatever, where we can work with something. 
Mr. BERMAN. So, in your mind, that database is—you can't ex- 

tract this relatively small subset of that information as part of a 
separately, value-added bit of information to do a separate commer- 
cial guide? 

Mr. HENDERSON. We went through the discovery process, hired 
staff and put together the marketing. Certainly, I do believe  

Mr. BERMAN. I'm just curious. I can understand. 
Mr. Duncan? 
Mr. HENDERSON. If I may finish my point here, the protection 

that we need to have, that Fm here seeking is that we're deaUng 
in a whole other world where my friend who had worked out a 
marketing arrangement to put out the Itahan directory could then 
Eut it on his website, unless he told me, and e-mail it to his 5,000 

est friends out there. That is a whole different world that what 
we are used to dealing with. 

Mr. BERMAN. I know. I referenced that earher. 
It is a different world. 
Mr. DUNCAN. Mr. Berman, I think Mr. Henderson's answer 

shows how far the industry has come to get to where we are today 
in terms of trying to get this legislation in the practical business 
world. That's the attitude of database publishers. 

We went out, we did it, we worked for it, somebody else wants 
to use it, to offer a product on the market, and they ought to come 
to us first and ask permission for that use. 

I think that the situation you're describing, as the bill is cur- 
rently written, could possibly happen without that procedure going 
forward. 

That's one of the reasons that database producers are so con- 
cerned about where we began, where we are now, and where we 
may have to go before the law is passed in this coiuitry. 

Mr. BERMAN. YOU think the bill is all ready? 
Mr. DUNCAN. It's possible. It depends on how much was taken, 

whether it harmed the market for ^e original product. Those ques- 
tions have to be worked out in cases that may be brought up under 
this bill. 

Mr. BERMAN. Mr. Chairman, maybe we should turn this into a 
new compulsory license. [Laughter.] 

Mr. COBLE. "The gentlelady from California. 
Ms. LoFGREN. I'm going to be quick because Howard and I have 

been summoned to the Inunigration Subcommittee so they can 
make a quorum and report out their bill, so 111 just do two things: 

First, to ask all of the witnesses present, who have an interest 
in pursuing this further, to take a look at the Department of Com- 
merce testimony and to offer, in writing, their comments to mem- 
bers of the committee. 

I'm not sajdng I agree with everything in that testimony, but I 
think it's interesting. The administration is trying to play a posi- 
tive useful role, at least I hope they are, at least I think they are. 

I thought for a second they were going to do that in encryption. 
[Laughter.] 
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Ms. LOFGREN. Secondarily, I was interested in your comment, 
Professor Lederberg, about the interplay between portions of data 
and patent law. 

I want to make sure that I imderstand the point you were mak- 
ing, as I'm not sure I do yet. 

Then, Mr. Kirk, I know, has a sense of history in the Patent Of- 
fice, and in patent law, and I'd be interested in his comments, after 
I fully understand your point. 

Mr. LEDERBERG. Well, if I understand the legislation, apeut firom 
exceptions that have been carved out for criticd comment, and sole 
use, we are very grateful the/ve been understood, there is still a 
broader issue about the protection of knowledge claims. 

If I were to compile a hst of genes in a given section of a chro- 
mosome, I would produce a database containing that information. 

The factual content of that database would also be covered, and 
the information that I had provided could not then be taken by oth- 
ers for whatever other use they would want to make of it. 

I suggest that that exclusivity of access to new knowledge, inven- 
tion, and discovery, is the domain of the patent law. 

Ms. LoFGREN. Let me follow up, if I may. 
Let's say, for example, that they're marching through Chro- 

mosome 19, and they're not all the way through, but they^ve got a 
lot of stuff out there, and then thejr've got other people doing other 
chromosomes. 

Somebody goes and then compiles a bunch of this information 
and puts it online. We're saying that that compilation would be 
protected if there was a market for it, but you could still go back 
to Lawrence Livermore and get the Chromosome 19 information 
you wanted and use it whichever way you wanted if you knew that 
that's what the source was. 

Mr. LEDERBERG. I'm carrying that one step further, and that's 
why I used the first person. It's quite imaginable that I would have 
generated the data, and I put them on a database that's the source, 
and I'd advertise them to the world in this way. 

But then there's a no-no that says, no, you can't use any part of 
it. 

Ms. LOFGREN. I see your point. Thank you very much. There was 
too much of Government information. 

Mr. LEDERBERG. And I'm suggesting that there is room for pro- 
tection of intellectual property of that kind, smd it's called the pat- 
ent system. 

Ms. LOFGREN. I see your point. That's a very interesting point. 
Mr. Kirk, do you have a comment on that? 
Mr. KIRK. I'm not quite sure that I totally imderstand Dr. 

Lederberg's comment, in that my approach to this, coming fi-om a 
copyright viewpoint is, you have tne idea expression dichotomy. 
You protect expression under the copyright Laws; ideas are the 
realm of patents. 

But you must have something that satisfies the statutory criteria 
of patentabihty, new, useful, non-obvious, et cetera. 

Ms. LOFGREN. Let me just make a variation on this. Let's say it's 
not just research in Chromosome 19, but it's manipulating some 
part of the genome that results, and that is a patentaole thing. You 
publish that in a database. 
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I think what the Professor is saying is that you can own, without 
ever going through the patent process, you can own that. We've 
been thinking about the interplay between copyright and database, 
but he's suggesting that we need to also think about the interplay 
between patent and database, and I understand his point now. 

It's a way, really, to control the potentially patentable device 
without ever dealing with the Patent Office tlu-ough databases. 
That's what he's suggesting, and I think we need to think through 
that. 

Mr. LEDERBERG. There are ways of avoiding it if there were ro- 
bust definitions about the invasion of the market of the original 
producer. It has to be significant teiking, a significant part of the 
whole database, and then isolated facts could not longer be within 
that fi"amework. 

But whereas there have been hortatory remarks that we're only 
talking about significant invasions, significant removal fix)m the 
market, I'm advised that the actual language of the bill does not 
really provide for that. 

Losing one customer or the prospect of losing one cvistomer might 
be sufficient to be an invasion. 

Ms. LOFGREN. If I may, in the point you're making, you're not 
suggesting the remedy; you just are raising the issue, and Fm glad 
you have, because this is something I never really thought of. Fm 
not sure what the answer is, but actually whether or not the mar- 
ketplace issue was dealt with, and we may have to deal with that 
for the first amendment issues, anyhow, as suggested by Mr. 
Pincus this morning. 

It doesn't obviate the issue you've raised, which is the interplay 
between patent and database. 

Mr. KIRK. If I might, I think we need a Uttle more reflection on 
this interplay, because I'm not sure that it exists in the way that 
has recently bieen discussed. 

With a patent, you are fundamentally disclosing this to the 
world. And what you cannot do is then tate that patentable inven- 
tion and use it in the way that the patent law precludes you firom 
using it for the term of the patent. 

It's a rather different animal, so I'm not sure yet that we're on 
the same page. 

Ms. LOFGREN. I'm not either, but I wovdd appreciate your further 
thought on this, because I certainly value your expertise. 

I would yield back, Mr. Chairman. 
Mr. COBLE. I thank the lady. The gentleman fix)m Massachu- 

setts. 
Mr. DELAHUNT. Thank you, Mr. Chairman. 
I might be wrong—and this is on the point that Ms. Lofgren 

raised—but on page 5 of the legislation, "Subsection [b] individual 
items of information and other insubstantial parts," I'm just going 
to read this for both Mr. Kirk and you. Professor: 

"Nothing in this chapter shall prevent the extraction or use 
of an individual item of information or of insubstantial parts 
for the collection of information in itself. An individual item of 
information, including a work of authorship, shall not itself be 
considered a substantial part of a collection of information." 
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I am reading this and my interpretation is that the concern that 
was raised by Ms. Lofgren, and which you have also evidenced, is 
addressed by that particular provision. 

Mr. LEDERBERG. I hope you won't think Fm quibbling, but that 
then leaves the door open. There are two items that have been 
mentioned that were put together, so I'm not fully satisfied yet. 

Mr. DELAHUNT. Mr. Kirk? 
Mr. KIRK. I did not raise the concern, but I agree with your read- 

ing. I would just add the last sentence of the same subparagraph, 
which you did not read, "Nothing in the Subsection shall admit the 
repeated or systematic extraction." 

This, to me, implies that that second item, okay, but a hundred 
items, no. We come back to the basic point that I had commented 
on in my written testimony. 

This is where I think guideUnes, some kind of illustrative exam- 
ples, to give people a Uttle bit of an idea of where the line is. 

You made the comment, and I agree with you, we are never 
going to get a bright line here. This isn't going to happen. 

Mr. DELAHUNT. And, you know, I think it's important to the re- 
search commimity. We do not want to inhibit in any way—when 
we draft this language, our intention, at least it's my intention and 
I know I speak for the committee—is to encourage the use of this 
information. 

Again, regarding my admonition of never being able to draw a 
bright line, I don't know how we do it in terms of guidelines, but 
I think we've really got to understand what we're trying to do here, 
and not ask for tiie impossible or the supernatural. It's just not 
going to happen. 

Let me ask you, Mr. Duncan—and this is, again, based on an ob- 
servation or a remark by Mr. Henderson. 

You know, the Internet is obviously looming so large in our lives 
now for most people. I don't know how to use it, but I hear about 
it anyhow. [Laughter.] 

Mr. DELAHUNT. That's why I'm on intellectual property. 
Mr. DUNCAN. We have a lot of software that can help you, Mr. 

Delahunt. 
Mr. DELAHUNT. YOU don't know my talents if you say that. 
But are there people in the industry itself who feel constrained 

from putting databases out on the Internet because of the lack of 
protections, oecause they feel they are exposed to piracy? 

Mr. DUNCAN. I think, generally that is the case in the industry. 
It doesn't mean that you can't find private sector databases on the 
Internet. 

Mr. DELAHUNT. My Question is, I want those commercial data- 
bases out in the public aomain. 

My question is—and I don't know if it can be quantified, but you 
represent, obviously, a portion of the industry. Are there compa- 
nies, corporations, individuals, that are simply not doing it because 
of the lack of what they perceive to be protections that protect their 
investment? 

Mr. DUNCAN. I think that's definitely the case. What I was going 
to say is that most of those databases, you can access through an 
Internet site, but you're not accessing them as an open Internet 
webpage; you are accessing them through a technology that allows 
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you to then go into their private network and that is how I beUeve 
it will remain for a very long time until they feel they have ade- 
quate protection against piracy 

Mr. DELAHUNT. AS long as we can maintain our state-of-the-art 
encryption. [Laughter.] 

Mr. DUNCAN. Exactly. But that doesn't necessarily have to be ex- 
ported, that technology, because you're coming to it in another way. 

Mr. DELAHUNT. Mr. Neal, in response to questions in yoiu- testi- 
mony, you state the core value is the availability for use of the re- 
search and the Ubrary commimity. 

Not that I'm in any way endorsing this, but if Mr. Pincus's ap- 
proach, which is focused rather on use than distribution, do you 
find that more appealing or attractive? 

Mr. NEAL. I have not read Mr. Pincus's testimony. Wasn't his 
focus on distribution rather than use? Yes. 

Mr. DELAHUNT. I might have misstated it. 
Mr. NEAL. I beheve that movement in thinking about this legisla- 

tion is the right movement. I wanted to just echo something you 
said before. 

The Ubrary community is not and does not want to be seen as 
obstructionist or unreasonable. [Laughter.] 

Mr. NEAL. We want to create a piece of legislation that can work 
well in the conunimities that we serve. 

Mr. DELAHUNT. This is what we call personal use of staff. 
[Laughter.] 

Mr. DELAHUNT. It's a good thing Mr. Berman is not here. He's 
the Ranking Member on the Ethics Conunittee. That is a prohib- 
ited use. [Laughter.] 

Mr. DELAHUNT. I'm sorry, Mr. Neal. 
Mr. NEAL. I think that in the Ubrary commimity, we work very 

hard to guarantee appropriate distribution and appropriate use. 
And what we want to be sure of is that we can apply any legisla- 

tion that comes forward well, and interpret and guide our commu- 
nity well in how it understands and uses this legislation. That's 
why I think we're putting forward questions and issues in terms 
of definition, in terms of application, raising concerns in several 
areas, because we want a good piece of legislation, one that can 
work well in the communities that we serve. 

I just want to reemphasize, we want to work with you; we don't 
want to be obstructionist or imreasonable. We want legislation that 
focuses on the need of our community. 

Mr. DELAHUNT. That's very reassuring. I don't know whether it 
was you or Mr. Phelps, but one of you used the term, imprece- 
dented protections. 

Obviously, they're unprecedented because of the decision ren- 
dered in Feist. What we are trying to do is to restore at least part 
of the database protections to what existed before the Supreme 
Court decision. 

So, again, I'U conclude, Mr. Chairman. I just again hope that you 
continue to have forums and venues for us to work, reach out for 
the various disparate interests, maybe even in a smaller group 
than the subcommittee. 

I don't suggest that we should become involved in any way in 
their negotiations but I think we should move quickly and be will- 
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ing to be open, and at the same time, we should understand clearly 
that we have a problem, and that this Congress and this sul> 
conmiittee will address it. 

Thank you. 
Mr. COBLE. I concur. I thank the members of the subcommittee. 

I thank the members of the two panels. I also thank the attentive 
audience for having hung with us. 

The good news is, folks, if it wasn't for the limch break, you'd be 
here till probably 4:30 or 5. 

The subcommittee appreciates aU of your contributions made 
today. This concludes the legislative hearing on H.R. 354, the Col- 
lection of Information Antipiracy Act. 

The record will remain open for 2 weeks, in heu of the customary 
one. The Coalition has requested the 2-week window, and since we 
didn't get the administration's written statement imtil last night, 
that will afford us additional time. 

Thank you for your cooperation. The subconunittee stands ad- 
journed. 

[Whereupon, at 2:45 p.m., the hearing was adjourned.] 
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MATERIAL SUBMITTED FOR THE HEARING RECORD 

MULLENHOLZ, BRIMSEK & BELAIR, 

ATTORNEYS AT LAW, 
Washington, DC. March 25,1999. 

Yuuxnt E. Garlock, Counsel, 
Subcommittee on Courts and Intellectual Property, 
Committee on the Judiciary, 
House of Representatives, Washington, DC. 

DEAR VINCE: On behalf of the Coalition to Preserve Access to White Pages, we 
are enclosing five copies of written testimony about H.R. 354, the "Collections of In- 
formation ^tipiracy Act" Please include this testimony in the March 18, 1999 
hearing record. 

Sincerely, 
SUSAN C. HALLER. 

Encloeures 
COALmoN TO PRESERVE ACCESS TO WHITE PAGES, 

Washington, DC, March 25. 1999. 
Hon. HOWARD COBLE, Chairman, 
Subcommittee on Courts and Intellectual Property, 
Committee on the Judiciary, 
House of Representatives, Washington, DC. 

DEAR CHAIRMAN COBLE: I am Steven L. Chudleigh, Vice President of Infonational, 
a wholly owned subsidiary of The Polk Company. The Polk Company was founded 
in Detroit in 1870 and is headquartered in Soutl^eld, Michig;an. The Polk Company 
has operations throughout the world and its business activities include motor vehi- 
cle statistics, direct marketing, geographic mapping, and city directories. 
Infonational is located is Orem, Utah. Infonational optically scans White Pages tele- 

. phone directories from throughout the United States and uses Optical Character 
Recognition (OCR) to turn the images into text. We combine White Pages informa- 
tion with Polk proprietary databases for use in marketing, directory publishing, and 
safety recalls. 

I am testifying today on behalf of the Coalition to Preserve Access to White Pages 
about Section 1405(f) of H.R. 354, the "Collections of Information Antipiracy Act." 
Polk is a member of the Coalition. Other members of the Coedition are Aodom Cor- 
poration (corporate headauarters in Conway, AR); Bresser's Cross-Index Directory 
Company (corporate headquarters in Detroit, MI); City Publishing Company (cor- 
porate headquarters in Independence, KS); Experian (corporate headquarters in Or- 
ange, CA); First Data Solutions, a subsidiary of First Data Corporation (corporate 
headquarters in Atlanta, GA); Haines & Company (corporate headquarters in North 
Canton, OH); Hill-Donnelly Corporation (corporate headquarters in Tampa, FL); and 
infoVSA (corporate headquarters in Omaha, NE). The Coalition is also working in 
concert with the Direct Marketing Association. 

On behalf of the Coalition, I would like to congratulate you, Mr. Chairman, Mem- 
bers of the Subcommittee, and the outstanding Subcommittee staff, on a bill which 
would restore commercial incentives for the creation of "sweat-of-the-brow" compila- 
tions by prohibiting the extraction or commercial use of collections of information 
gathered or assembled by another person through a substantial investment of 
money or other resources and, as a result, causing harm to that person's actual or 
potential market. The Coahtion supports the goal of the bill and seeks one change 
m order to preserve access to White Pages directories. This change, for the reasons 
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which we explain below, is entirely consistent with the goals, purposes, and ap- 
proach of your legislation. 

Our one proposed cheinge relates to Section 1405(f). As currently drafted. Section 
1405(f) ^ does two things: (1) makes clear that Section 222 of the Communications 
Act (which requires telecommunications carriers to provide subscriber list informa- 
tion in a timely manner and under nondiscriminatory and reasonable rates) is unaf- 
fected; and (2) provides that any person can obtain or use subscriber list information 
(even if they do not buy it from a telephone company but, rather, buy an actual copy 
of a White Pages directory and scan or key punch the subscriber list information) 
but only for the purpose of publishing a telephone directory. 

Memoers of the Coalition (and many other companies) captiire subscriber list in- 
formation (e.^., published name, address, and telephone number information) and 
use it for a variety of socially and economically beneficial products and services, 
many of which, however, do not fall within the category of "Telephone directories." 

Thus, the Coalition urges you, Mr. Chairman, and Members of the Subcommittee, 
to change Section 1405 (f) so that the provision preserves access not just to alter- 
native telephone directory publishers, but for all users. This can be accomplished 
by removing the phrase for the purpose of publishing telephone directories in any 
format" from the end of Section 1405(f). 

Five public policy considerations compel the conclusion that Section 1405(f) should 
be amended to protect public access to White Pages information for commercial pur- 
poses: 

(1) Keeping White Pages directories in the public domain wiU not create dis- 
incentives for producing White Pages. 

(2) Section 1405(f) provides access for alternative directory publishers. Section 
1405(f), however, does not provide access to Coalition members and others 
who use White Pages information for a vast array of socially and economi- 
cally important purposes. 

(3) Unless Section 1405(f) is amended, telephone companies would h4ve an 
ironclad, government-supported monopoly and many critical products and 
services incorporating subscriber list mformation may become unavailable. 

(4) Section 222 of the Communications Act of 1934 is not sufficient to protect 
Jte interests of commercial users of White Pages directories. 

(5) Continuing to keep White Pages information in the public domain will not 
violate consumers' privacy rights. 

1. KEEPING WHITE PAGES DIRECTORIES IN THE PUBLIC DOMAIN WILL NOT CREATE 
DISINCENTIVES FOR PRODUCING WHITE PAGES. 

The purpose of the Collections of Information Antipiracy Act is to restore commer- 
cial incentives for the creation of "sweat-of-the-brow" compilations, espedaUy in 
light Lf new technologies which make it less expensive and easier for competitors 
to capture and use these compilations. Telephone companies, however, are required 
by state law, regulation, and policy to publish White Pages directories. Therefore, 
preserving open access to White Pages directories will not undermine incentives to 
produce White Pages because telephone companies must produce White Pages, re- 
gardless of any commercial incentive to do so. 

2. ACCESS TO SUBSCRIBER LIST INFORMATION SHOULD NOT BE LIMITED TO 
ALTERNATIVE DIRECTORY PUBUSHERS. 

As currently drafted. Section 1405(f) does not restrict the extraction or use of sub- 
scriber list information "for the purpose of publishing telephone directories in any 
format." There is no legal or policy basis for allowing access to White Pages direc- 
tories to alternative directory publishers while cutting off access to other legitimate 
commercial users. 

Members of the Coalition use subscriber hst information for a variety of socially 
beneficial purposes including the following: motor vehicle recall campaigns, fi-aud 
prevention, political campaign polls and surveys, locating missing persons, child 
support enforcement, tmiting separated famihes, locating neirs to estates, locating 
pension fund beneficiaries, apprehending criminals, locating witnesses, locating 
organ and bone marrow donors, and providing consimiers with targeted marketing 

1 COMMUNICATIONS ACT OF 1934.-Nothmg in this chapter shall afiPect the operaUon of 
the provisions of the Communications Act of 1934 (47 U.S.C. 151 et seq.), or shall restrict any 
person from extracting or using subscriber list information, as such term is defined in section 
222(fX3) of the Communications Act of 1934 (47 U.S.C. 222(fK3)), for the purpose of publishing 
telephone directories in any format. 
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opportunities. Members of the Coalition sell their products and services to a wide 
variety of users includii^ govenunent agencies (e.g., law enforcement agencies), 
businesses, and individuals. Unlike alternative directory publishers, members of the 
CoaUtion generally do not provide products and services that are in direct competi- 
tion with telephone companies. 

The products and services of Coalition members are more than a mere republica- 
tion of White Pages information. Coalition members use the White Pages informa- 
tion as a raw material and greatly enhance it to create their products and provide 
their services. CoaUtion members enhance White Pages information by addio^ other 
categories ol information such as pubUc record data and self-reported date. The 
White Pages directories provide highly accurate information and, when used in com- 
bination with other information, serve as a means by which to ensure the accuracy 
of name, address, and telephone number information used in a wide array of prod- 
ucts and services. As a result, the value of those products and services to consumers 
is enhanced by reducing the possibility of misidentiiying individuals and thereby 
misdirecting resources. 

As you taow. Senator Hatch's draft "Database Antipiracy Act of 1999" removes 
the language limiting the extraction and use of subscriber list information to tele- 
phone (urectories.^ By removing the phrase "for the purpose of pubUshing telephone 
directories in any format," the draft Database Antipiracy Act of 1999 preserves open 
access to subscriber list information. In addition, in the "Database Fair Competition 
and Research Promotion Act of 1999"—a bill proposed by certain commercial data- 
base users, supported by the scientific, academic, and library communities, and in- 
cluded by Senator Hatch in his Januaiy 19, 1999 Congressional Record statement- 
similar language has been adopted. We urge you, Mr. Chairman, and Members of 
the Subcommittee to similarly preserve open access to White Pages directories. 

3. UNLESS SECTION 1405(T) IS AMENDED, TELEPHONE COMPANIES WOULD HAVE A 
GOVERNMENT-SPONSORED MONOPOLY. 

If the Collections of Information Antipiracy Act were to become law and were to 
include Section 1405(f) as ctirrently drafted, the effect would be to give telephone 
companies a highly unf£tir advantage to use subscriber list information to develop 
products and services in competition with members of the Coalition and other com- 
mercial users of White Pages directories. Quite simply, telephone companies would 
eigoy a government-supported monopoly position. Commercial users of White Pages 
directories, such as members of the Coalition, would have to deal directly with tele- 
phone companies in order to obtain subscriber hst information—a practice which 
many commercial users have found to be unworkable. 

As a matter of fairness, access to subscriber list information should not be re- 
stricted. The telephone companies are frequently the sole source of White Pages in- 
formation, which is a public resource. Failure to protect the "Feist" righte of aU com- 
mercial users would create an unfair advantage for telephone companies te produce 
these products and services.^ While telephone companies do not currently actively 
compete in the production of these information products, this bill would increase the 
incentives for telephone companies, as the sole source of this information, to expand 
into these product areas to tne exclusion of current commercial users. H.R. 354 pro- 
tects the Feist rights of alternative telephone directory publishers. While this is a 
start, just as the alternative telephone directory publishers deserve access, so too 
must &e Feist rights of other commercial users of this information be protected and 
preserved. 

4. SECTION 222 OF THE COMMUNICATIONS ACT OF 1934 IS NOT SUFFICIENT TO PROTECT 
THE INTERESTS OF COMMERCIAL USERS OF WHITE PAGES. 

As noted, telephone companies make subscriber list information available in two 
formats: hardcopy (i.e.. White Pages directories) and electronic format (e^., mag- 
netic tape). State laws, regulations, and policy require the publication and distribu- 
tion of nard copy directories to the public. Federal law, through Section 222(e) of 
the Communications Act of 1934, as amended by the Telecommunications Act of 
1996,'* requires telephone companies to make subscriber list information available 
on "a timely and unbundled basis, imder nondiscriminatory and reasonable rates. 

» Section 1306(f) of the draft Database Antipiraor Act of 1999. 
'The Supreme Court held in Rural Telephone Service Co. v. Feist Publications, Inc., 499 U.S. 

340 (1991) CFeist"), that White Pages directories, as a matter of constitutional law, are not eligi- 
ble for federal copyright protection because producing a White Pages directory does not entail 
the degree of creativity required for a work to receive copyright protection. 

*47U.S.C. § 222(e). 
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terms, and conditions, to any person upon request for the purpose of publishing di- 
rectories in Euiy format." 

This provision is designed to preserve access to subscriber list information for the 
publication of directories, not the wide array of commercial information products 
produced using subscriber list information contained in White Pages directories. 
Section 222(e) applies to subscriber list information obtained directly from telephone 
companies and not to subscriber list information obtained from published White 
Pages directories. For directory publishers that choose to go directly to a telephone 
company, Section 222(e) guarantees nondiscriminatory access and reasonable rates. 
The Federal Communications Commission has the responsibiUty for determining 
what constitutes "nondiscriminatory and reasonable rates, terms, and conditions 
but it has not yet made a determination. 

Many commercial users find it necessary to obtain telephone books in the hard 
copy format and electronically scan or manually input each entry in order to use 
subscriber list information, llus Feist access guarantees pubUc access irrespectiTe 
of telephone company practices regarding White Pages information in the electronic 
format under Section 222 of the Conununications Act. 

Section 1405(0, as currently drsifted, expressly leaves in place Section 222 of the 
Telecommunications Act and some have suggested that Section 222 is sufficient to 
protect the interests of commercial users of White Pages directories. Section 222 of 
the Telecommunications Act, however, which merely provides that telephone compa- 
nies must make subscriber list information available to directory pubUshers on a 
non-discriminatory basis and at reasonable prices, was never intended to address 
or preserve open access to subscriber list information. 

Section 222 was enacted in 1996, five years after the Supreme Court's decision 
in Feist, holding that copyright protection does not extend to White Pages direc- 
tories and effectively placing White Pages directories in the pubUc domain. Congress 
enacted Section 222 with the understanding that White Pages information is public 
domain information which is not subject to copsright protection or, for that matter, 
any kind of misappropriation protection. That being the case. Section 222 merely 
sought to provide that, if a pubhsher of a directory wished to buy subscriber list 
information directly fi-om a telephone company (as opposed to buying copies of White 
Pages directories in the marketplace), a telephone company must make subscriber 
list information available to that publisher on a non-discriminatory basis and at rea- 
sonable prices. This protection, by its very terms, appUes only to directory publish- 
ers and, what's more, would not protect a right of open access to White Pages infor- 
mation if the Collections of Information Antipiracy Act were enacted and were to 
include Section 1405(f) as currently drafted. In that event, commercial users of 
White Pages directories would lose their right to purchase White Pages directories 
in the marketplace and scan or key-in that information or otherwise use that infor- 
mation for economically and socially valuable commercial products. 

During the 105th Congress, the Association of Directory Publishers ("ADP") recog- 
nized that Section 222 would not preserve Feist rights and endorsed the exemptive 
language which was embodied in 1205(f) of H.I? 2-652 (Section 1405(f) of H.R. 354). 
As the ADP put it in their testimony before the House, "In enacting this provision 
in 1996 [Section 222 of the Telecommunications Act], Congress intended to build on 
our preexisting ability to copy published listings, as authorized under the 1991 Feist 
case. The statute was meant to promote reasonable licensing agreements, not revoke 
the ability of independent pubUshers to copy Ustings in cases where licensing agree- 
ments are not concluded." It would be equally unfair and unwise to revoke the abil- 
ity of independent commercial users to copy White Pages directories, but that is ex- 
actly what Section 1405(f) would do. 

5. KEEPING WHITE PAGES INFORMATION IN THE PUBUC DOMAIN WILL NOT VIOLATE 
CONSUMERS' PRIVACY RIGHTS. 

Providing open access to subscriber list information would not compromise con- 
sumers' privacy interests. By definition, "subscriber Ust information" is Umited to 
"any information . . . identifying the listed names of subscribers of a carrier and 
such subscribers' telephone numbers, [and] addresses."^ Consumers have the option 
to opt-out of being listed in the White Pages directories by requesting an unlisted 
telephone number from their telephone company. The telephone directory opt-out 
program is certainly one of the most well-known and effective opt-out programs. If 
a consumer requests an unUsted telephone number, then that information is not 
available in White Pages directories. 

<>47 U.S.CA. i 222(0(3) (Supp. 1998) (emphasis added). 
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CONCLUSION. 

The Coalition's proposed amendment to Section 1405(0 would protect the legal 
status of the White Pages information as a pubhc resource. The proposed amend- 
ment does not create new or special rights for the use of White Pages information, 
rather it preserves the ability of commercial users of White Pages information to 
continue to produce the products and services which are of benefit to a wide array 
of users including law enforcement, business, and individuals. As we have dem- 
onstrated, preserving open access to White Pages directories by amending Section 
1405(f) will not un<krmine the goals of the Collections, of Information ^tipiracy 
Act. 

I would like to thank you, Mr. Chairman, and Members of the Subcommittee for 
this opportimity to testify. The Members of the Coalition to Preserve Access to 
White Pages look forward to continuing to work closely with you. Members of the 
Subcommittee, and Subcommittee staff. 

Sincerely, 
STEVENL. CHUDLEIGH, VPlnfonational, 

The Polk Company, Orem, UT. 

PREPARED STATEMENT OF THE ASSOCIATION OF DIRECTORY PUBLISHERS 

The Association of Directory Publishers (ADP) submits the following statement for 
the record in connection with the March 18, 1999, hearing of the Courts and Intel- 
lectual Property Subcommittee on H.R. 354, the "(Hollections of Information 
Antipiracy Act." 

The Association of Directory Publisher (ADP) is a century-old int^national trade 
association of over 180 independent telephone directory pubhshers employing thou- 
sands of individuals throughout the country. ADP members provide consumers with 
telephone directories that include white and yellow pages listings, plus community 
information. These products are indispensable links in the communications network 
that binds communities together. 

Consumers have benefited greatly fit>m the competition that ADFs members have 
brought to the directory industry. Many of the innovations independent publishers 
have introduced are now standard in directories today. They were the first to intro- 
duce coupons and maps to directory products. Independent publishers created the 
first community sections with helpful local information, such as frequently called 
service and government numbers, school information, sports schedules, and seating 
diagrams for auditoriums and stadiums. Recently, independent publishers were the 
first publishers to add zip codes to the white page listings, again expanding the use- 
fulness of directories. These enhancements were quickly copied by phone company 
publishers, thus making all phone books more usefiil to consumers and businesses. 

The Association of Directory Publishers supports the inclusion of new 17 U.S.C. 
51405 (f) in- H.R. 354. This provision ensures that directory publishers will continue 
to have access to subscriber lists (name, address and phone number) as authorized 
by the Supreme Court in Feist and Section 222(e) of the Telecommunications Act 
of 1996. Specifically, the provision provides: 

(f) Communications Act of 1934. —Nothing in this chapter shall affect the oper- 
ation of the provisions of the Communications Act of^ 1934 (47 U.S.C. 151 et 
seq.), or shall restrict any person from extracting or using subscriber list infor- 
mation, as such term is defined in section 222(f) (3) of the Communications Act 
of 1934 (47 U.S.C. 222(P (3)), for the purpose of publishing telephone directories 
in any format. 

As directory pubhshers, ADP members need complete and up-to-date subscriber 
list information to produce their products. Local phone companies must gather this? 
information SLB part of providing local phone service. They therefore have sole access 
to such information ana monopoly control over it. 

The local phone companies' directory publishing arms currently control 93% of the 
directory market, and the telephone companies have long used their control over 
subscriber list information to restrict our competitive access to this essential data. 
Their anti-competitive practices include unreasonable prices, refusal to sell updates, 
and even outright refusal to sell listings at any price or on £uiy terms. 

In 1996, as part of the historic Telecommunications Act and in response to years 
of anticompetitive behavior by phone companies, Congress established a clear fed- 
eral guarantee of competition in the telepnone directory business. In the new Sec- 
tion 222(e), Congress enunciated in plain terms the right of independent pubhshers 
to access subscriber list information under reasonable rates, terms and conditions. 
Sections 222(e) and 222(fX3) of the Communications Act provide: 
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Subscriber List Information. —Notwithstanding subsections (b), (c), and (d), a 
telecommunications carrier that provides telephone exchange service shall pro- 
vide subscriber list information gathered in its capacity as a provider of such 
service on a timely arid unbundled basis, under nondiacriminatory and reason- 
able rates, terms, and conditions, to any person upon request for the purpose of 
publishing directories in any format. [47 U.S.C. 222(e)] 

Subscriber List Information.— The term 'subscriber list information' means 
any information — 

(A) identifying the listed names of subscribers of a carrier and such sub- 
scribers' telephone numbers, addresses, or primary advertising classifica- 
tions (as such classifications are assigned at the time of the establiahment 
of such service), or any combination of such listed names, numbers, address- 
es, or classifications, and 

(B) that the carrier or an affiliate has published, caused to be published, 
or accepted for publication in any directory format. [47 U.S.C. 222(fX3)] 

The l^islative history on this provision clearly documents the abuses ADP mem- 
bers suffered over the past decade. Some examples include: local exchange carriers 
charging excessive and discriminatory prices, requiring the purchase of listings on 
a bundled statewide basis when independent publishers needed only listings for one 
community, and, in some cases, outright refusals to sell listing or updates. Sec. 
222(e) was enacted to prevent telephone companies fix>m exercising their de facto 
monopoly over essential factual inrormation—which arises entirely as a byproduct 
of their provision of regulated local telephone exchange service—to restrict or pre- 
vent competition in the unregulated stna potentially competitive directory advertis- 
ing business. See, e.g.. House Kept. 104-204, Part 1, pp. 89-90: 142 Cong. Rec. E184 
(daily ed. Feb. 6, 1996Xstatement of Rep. Faxon); 142 Cong. Rec. HI 160 (daily ed. 
Feb. 1, 1996Xstatement of Rep. Barton). 

In enacting this provision in 1996, Congress intended to build on independent 
publishers' pre-existing ability to copy published listings, as authorized under the 
1991 Feist case. The statute was meant to promote reasonable licensing agreements, 
not revoke the ability of independent publishers to copy listings in cases where li- 
censing agreements are not concluded. 

The Feist case is named for Tom Feist, who is an ADP member. Mr. Feist was 
left with no choice but to copy listings in order to provide consumers a convenient, 
one-book directory covering eleven different service areas, because one of the telcoe 
refused to license its listings to him. The Supreme Court ruled in Feist's favor, con- 
cluding that "(fjacts, whether alone or as part of a compilation, are not original and 
therefore may not be copyrighted." (Feist Publications v. Rural Telephone Service 
Co., 499 U.S. 340, 350 (1991)) Nor could the phone company secure a copyri^t in 
its compilation of these facts, because the coordination and arrangement of tele- 
phone hstings in alphabetical order is "not only unoriginal, it is practically inevi- 
table." {Id. at 363) Moreover, the Court noted that the phone company's selection 
of listings lacked the requisite originality because the state required the company 
to publish the names ana numbers of its subscribers as a condition of its monopoly 
franchise. {Id.) 

Without § 1405 (f) that excludes subscriber list information, it could be argued 
that an independent publisher's extraction or use of such data could constitute a 
"misappropriation" under H.R. 354. 

The need for independent publishers to continue to rely on the ability to access 
listings—as affirmed by the Supreme Court in Feist—is best demonstrated by the 
fact that the abuses (Congress sought to end in enacting Section 222(e) continue 
unabated today. When reasonable licensing arrangements cannot be worked out 
with the phone companies, independent publishers are leff with no alternative but 
to exercise the "last resort" option of doing what Tom Feist did and copy listings 
out of the phone company's book. 

ADP beueves that many local phone companies are violating Section 222(e). Ac- 
tual examples of such illegal conduct include: 

• Phone companies continue to earn profits only a monopolist can get away 
with. While one loctd phone company has testified that it earns a 1,300% prof- 
it when selling its listings for 4O0i3ting, other local phone companies gamer 
even more excessive profit margins because they sell listings for far more— 
40, 50, 60, 75 cents, even as much as $1.67 per listing. 

• Local phone companies charge different prices for the exact same listing de- 
pending on how tne publisher intends to use the directory. For instance, some 
local phone companies triple their price if the listing will be used in more 
than one printed directory and charge still more if tne listing will be used 
in a CD-ROM directory. 
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• Seyeral local phone companies simply won't provide updates to ADP mem- 
bers—these are new connects, disconnects and changes of address. Other local 
phone companies do proyide updates, but impose unreasonable prices and re- 
strictions. 

ADP members are fearful that even more egregious abuses would occur without 
Feist. The prices telephone c<Hnpanies charge independent publishers to license list- 
ings now are constrained, as a practical matter, primarily Dy the right of independ- 
ent publishers to copy white pages listings. If that right were removed and copying 
deemed a misappropriation, then Congress' goal of ensuring reasonable pricing 
under Section 222(e) of die Communications Act will be serious^ imdermined. 

The Copyri^t Office has recognized the special circumstances relating to phone 
listings in its August 1997 Report on Legal Protection for Databases. In cases involv- 
ing sole source data, of which telephone subscriber information is a "prototypical ex- 
ample," the Copyright Office observes, "lujnless the producer chooses to make such 
data freely available, it is simply not possible for anyone else to obtain it independ- 
ently.' (Copyright Office Report, 1997, p. 102) 

Dr. Laura D Andrea IVson similarly has noted the special circumstances relating 
to telephone listings in her study, Statutory Protection for Databases: Economic £ 
Public Policy Issues. She observes, "the factual situations of the Feist case [i.e., tele- 
phone listings] are in reaUty much closer to the kinds of concerns addressed in the 
antitrust law under the rubric of so-called 'essential facilities' than they are to the 
kinds of concerns raised by a typical 'database piracy* case." She concludes, "[w]hen 
data is generated by a government-created monopolist, it is not appropriate to allow 
the monopohst to conbt>l database products building on that oata." (Tyson and 
Sheny, 1997, pp. 24-25) 

ADP appreciates the inclusion of § 1405 (f) in the bill. This provision will allow 
publishers to access telephone subscriber lists as guaranteed under Feist and Sec- 
tion 222(e). On behalf of all independent directory publishers, we thank you for pre- 
serving this important policy, which promotes competition in the directory market- 
place. 

AMERICAN ONUNE INC., 
LAW AND PUBUC AFFAIRS GROUP, 

Washington, DC, March 18, 1999. 
Hon. HOWARD COBLE, Chairman, 
Subcommittee on Courts and Intellectual Property, 
Committee on the Judiciary, 
House of Representatives, Washington, DC. 

DEAR MR. CHAIRMAN: On behalf of America Onhne Inc.(AOL), I am submitting 
these comments in response to HR 354, the Collections of Information Antipiracy 
Act. As the world's leading online service and Internet access provider, AOL has a 
strong interest in helping to ensure that the online medium continues to eqjoy a 
balanced policy environment that protects the rights of content providers while safe- 
guarding the interests of users. 

As a creator of online content and a copjrri^t owner, AOL has carefully consid- 
ered the arguments in favor of new legislation giving broad rights to compilers of 
'collections of information." We have also weighed the potential risks that such a 
step might pose to a rapidly evolving global network that is based on the free flow 
of information through easy-to-use, consumer-friendly "linking" protocols. We have 
concluded that HR 354, as currently drafted, could pose a significant threat to the 
ability of service providers to offer some of the important Unks, directories, and ref- 
erence products that are so crucial to helping users navigate the vast universe of 
information found online. Because these risks ^eatly overshadow any benefits that 
the legislation might provide, we have determined wiat we cannot support the bill 
in its present form. 

Indeed, while we are continuing to study the issue in depth, we are doubtful at 
this time that legislation of any kind is needed to provide incentives for the compila- 
tion of databases. We do not currently believe there is persuasive evidence that the 
existing combination of technology and federal and state law has hindered database 
formation. In fact, products are now coming to market that will allow compilers to 
control individual instances of usage after the compilation has been electronically 
transmitted to others. This is an area that we hope the Committee will investigate 
further before deciding to advance database legislation. 

AOL appreciates your longstanding leadership in intellectual property matters 
and shares your commitment to strong protection for creative content, but we are 
quite concerned that the broad approach contemplated by H.R 354 could pose a seri- 
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ous threat to the contmued availability of crucial information that makes the Inter- 
net the invaluable research and educational too[ it is today. We therefore hope you 
will reconsider this approach, and would welcome the opportunity to discuss these 
issues with you further. 

Very truly yours, 
JILL LESSER. Director, 

Domestic Public Policy. 
CC: The Honorable Howard Berman, Ranking Member 

INFORMATION TECHNOLOGY 
ASSOCIATION OF AMERICA, 

Arlington. VA, April 1, 1999. 
Hon. HOWARD BERMAN, 
Committee on the Judiciary, 
House of Representatives, Washington, DC. 

DEAR CONGRESSMAN HERMAN: On behalf of some of the commercial entities con- 
cerned with the Collections of Information Antipiracy Act, including the Information 
Technology Association of America, the Online Banking Association, and the Com- 
puter ana Communications Industry Association, I am replying to your request at 
the Mtuxh 18 hearing for comments on the Administration s testimony on H!R. 354. 

The Administration's testimony does three things: it articulates principles which 
should guide database legislation; it identifies problems with H.R. 354 from the per- 
spective of those principles; and for some of these problems, recommends specific 
legislative solutions. As a general matter, we agree with the principles articulated; 
we agree that the problems identified are indeed problems; and we agree with many 
of the specific solutions proposed. 

At the same time, althou^ the Administration's testimony is generally very 
thou^tful, it has not addressed some significant problems with H.R. 354. For exam- 
ple, it does not address the liability of online service providers for the distribution 
of infi-inging databases. This issue needs to be addressed, whether or not the Ad- 
ministration's proposal to substitute "distribute" for "^ise" is adopted. The inclusion 
of a title limiting the copyright liability of service providers in the Digital Millen- 
nium Copyri^t Act demonstrates both that this is a significant issue and that it 
is capable of resolution. 

Further, although the specific solutions proposed by the Administration will no 
doubt improve the bill, in several cases the solutions ofiered do not solve the prob- 
lems they were intended to address. For instance, the Administration proposes 
changes to the core prohibition in Section 1402 that narrow its scope. However, 
these changes are not sufficient to preserve many legitimate uses of information. 

As Professor Charles Phelps explains in Section ftl.C. of his testimony, H.R. 354 
would impose liabiliUr for the taking of a qualitatively substantial, but quan- 
titatively insubstantial, part of a database. While the statute specifically permits use 
of one item of information, the use of just two or three items of information could 
be prohibited. Moreover, H.R. 354 could prohibit use of these two or three items of 
information even if the database publisher invested minimal resources in the collec- 
tion of these particular facts. H.R. 354 simply requires substantial investment in tiie 
database as a whole, not substantial investment in the part taken. Professor Phelps' 
specific proposals addresses this overbreadth warrant serious consideration. 

Additionally, for some critical issues, the Administration testimony identifies the 
problem but does not propose a concrete solution. This is the case with permitted 
uses and sole source databases. The absence of proposed solutions is not surprising; 
these are perhaps the most serious problems with the bill, and they are not capable 
of easy resolution. At the hearing you jokingly referred to a compulsory license, but 
that may well be the only effective way of dealing with the sole source issue. This 
extreme relief is necessitated by the extreme pronibition contained in this legisla- 
tion. 

We directly disagree with the Administration testimony concerning a few signifi- 
cant issues. There has been no showing whatsoever that the civil liability created 
bv H.R. 354 will be insufficient to prevent the database piracy which is its target 
Cfriminal sanctions, therefore, are completely ui\justified. They are likely to cast a 
pall over lawful business activity without measurably deterring unlawful conduct 
We also disagree with the testimony's support for protecting databases already in 
existence. Ra&er, we concur with the testimony's statement that "[biased on a strict 
economic analysis, coverage of such databases is not necessary—the investment oc- 
curred without the legal protection." Administration Testimony at 21. 
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Finally, we disagree with the Administration's interpretation of what it calls the 

"minimalist" bill placed in the Congressional Record by Chairman Hatch. The Ad- 
ministration understands this bill to bar only misappropriation of an entire data- 
base. . . ." Administration Testimony at 47 n.5. We read the bill more broadly— 
as also barring misappropriation of discrete parts of a database that by themselves 
meet the definition of a database. This broader reading might cause the Administra- 
tion to reverse its conclusion that the "minimalist" bill is "too narrow as a pohcy 
matter." Id. Indeed, we believe this alternative bill to be a more appropriate tem- 
plate for database protection than H.R. 354. 

We look forwara to working with the Subcommittee and the Administration on 
this important issue. 

Sincerely, 
MARC A. PEARL. 

cc:   Chairman^ Howard CckAe 
Honorable Members of the Courts and Intellectual 

Property House Subcommittee 
Mr.^drew Pincus, General Counsel, Department of Conuneroe 

ASSOCIATION OF RESEARCH LIBRARIES, 
Washington, DC, April 1, 1999. 

Hon. HOWARD COBLE, Chairman, 
Subcommittee on Courts and Intellectual Property, 
Committee on the Judiciary, 
House of Representatives, Washington, DC. 

DEAR MR. CHAIRMAN: This letter is in response to the request made at the March 
18 hearing on H.R. 354, for a review of the Administration s testimony on the "Col- 
lections of Information Antipiracy Act." We very much appreciate the opportunity 
to provide additional comment on the legislation on behau of five of the Nation's 
library associations. 

l^e library associations agree with the Administration position that there is a 
need for legal protection against commercial misappropriation of collections of infor- 
mation where other legal protections and remedies are inadeauate and that tihere 
should be effective le^ remedies against "iree-riders." In addition, we agree that 
as drafted, provisions in H.R. 354 are "too broad" and accomplish much more than 
targeting "troubling acts of commercial misappropriation." 

Overall, the library associations agree with the majority of the Administration's 
comments on H.R. 354. Most of the concerns with H.R. 354 raised by the Adminis- 
tration mirror those included in our testimony on the legislation. We beUeve that 
the six principles articulated in the Administration statement propose a balanced 
approach to additional protections for databases. The problems enumerated bv the 
Amninistration address most of the significant but not all of the concerns of the li- 
brary associations and others in the not-for-profit sectors. These concerns are de- 
tailed in much of the testimony by representatives of the library, higher education, 
and scientific and research communities during the March 18 hearing. We find that 
the Administration's proposed changes are extremely helpful, thoufh several do not 
fully address the complexity of selected issues. Key issues are listeabelow. 
1) Breadth of legislation: 

The Administration notes that section 1402 is overly broad and the term It use" 
is "simply too broad and ambiguous." The Administration suggests that a focxis on 
conduct such as "troubling acts of commercial misappropriation" is more appro- 
Eriate. The Administration fiirther suggests that the term distribution be usea in 

eu of "^ise," and that the concepts of actual and potential market are problematic. 
We completely agree with the Administration that the section is too broad and 

that the legislation should target inappropriate conduct, e.g. commercial fi-ee-riding. 
The Administration suggested a revision of substituting "distribution" for "use" that 
would improve the legislation. We share the concern that terms such as extraction 
and use are problematic. There are a number of ways by which these concerns could 
be addressed which merit further discussion and review. For example, one revision 
which solves part of this problem was included in Dr. Phelps' statement. 
2) Government Information: 

The library associations and our members have a long history of working with the 
federal government in support of preserving access to government data. The Admin- 
istration testimony identifies some of the thorniest and most complex issues raised 
1^ the legislation such as "data capture" or government databases mandated by 
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statute that include private sector data. The notion of urging agencies to comply ia 
noteworthy as is disclosure of source but more consideration of these issues is re- 
quired. The Administration statement notes that in the context of the recent revi- 
sion to Circular A-110, uniform access requirements on government agencies are 
not recommended. Indeed, this revision has proven to be highly controversial thus 
any statutory changes in this arena should be subject to congressional hearings and 
debate. 
3) Sole Source: 

The Administration identifies issues relating to sole source databases as problem- 
atic and worthy of addressing. We understand that tackling this issue is extremely 
difiictilt but believe that as the Administration notes, "it will be important that any 
database protection legislation incorporate provisions that guard against the possi- 
bility that sole source database providers will employ their new rights to the det- 
riment of competition in related markets." 

The alternative draft bill, the "Database Fair Competition and Research Pro- 
motion Act of 1999" placed in the Congressional Record by Sen. Hatch addresses the 
issue of sole source. Further evaluation of the different approaches would be helpfiil. 
4) Duration of Protection: 

We agree with the Administration that "there is no single, optimal term of protec- 
tions for the wide range of products subject to protections as 'databases' or 
IcoUections of information."* We continue to be concerned that a 15-year term of pro- 
tection may be excessive. As noted by the Federal Trade Commission in their review 
of H.R. 2652, the predecessor to H.R. 354, "it is unclear that a 15-year term is nec- 
essEiry in order to protect incentives to produce all types of databases." The useful 
commercial life of some data, like stock prices, can expire in a matter of hours, if 
not minutes. 

Like the Administration, we believe that there is a significant risk that language 
in H.R. 354 could result in the perpetual protection of a database or collection of 
information. We agree that a deposit system may be unwieldy and raises a number 
of economic concerns. The Administration's suggestion of, for example making older 
versions of a database publicly available, is a step in the right direction but given 
the complexity of this issue, additional consideration is necessary. 
5) Reasonable Uses: 

The inclusion of new language for "reasonable uses" in H.R. 354 is a modest step 
in the right direction in addressing a serious concern of the Ubrary and education 
community and the Administration. As noted by the Administration, the library as- 
sociations, and Dr. Phelps, the provision as drafted falls short of what is required 
to continue to conduct a wide range of currently reasonable and customary research 
and education activities. The Administration did not address several issues, in par- 
ticular, the phrase "individual acts," which is extremely problematic. As H.R. 354 
moves through the legislative process, it will be important to examine the fiill range 
of concerns such as those noted above. 
6) OSP Liability: 

The Administration statement does not address issues of online service provider 
UabiUty. The alternative draft bill, the "Database Fair Competition and Research 
Promotion Act of 1999" and Senator Hatch's Discussion Draft both include a provi- 
sion that exempts online service providers from Uability. Comparable provisions are 
needed in H.R. 354. 
7) Alternative Proposals: 

We do not agree with the Administration statement that the "minimalist" ap- 
proach taken in the draft bill, the "Database Fair Competition and Research Pro- 
motion Act of 1999" "appears to only bar misappropriation of an entire database." 
We beUeve that an opportunity to fiilly examine all approaches to commercial mis- 
appropriation of collections of information would be productive. 
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We look forward to working with Members of the Subcommittee on this legisla- 
tion. Please let me know if there is additional information that we can provide. 

Sincerely, 
JAMES G. NEAL, Dean, 

University Libraries, Johns Hopkins University, 
on behalf of the 

AMERICAN LIBRARY ASSOCIATION, 
ASSOCIATION OF RESEARCH LIBRARIES, 

AMEBICAN ASSOCIATION OF LAW LIBRARIES, 
MEDICAL LIBRARY ASSOCIATION, 

SPECIAL LIBRARIES ASSOCIATION. 

cc: Members of the Subcommittee on Courts and Intellectual Property 

BALL RESEARCH, INC., 
DATA HAS£ 

East Lansing. MI, March 30. 1999. 
Hon. HOWARD COBLE, Chairman. 
Subcommittee on Courts and Intellectual Property, 
Committee on the Judiciary, 
House of Representatives, Washington, DC. 

DEAR CHAIRMAN COBLE: BaU Research, Inc. is pleased to submit the following 
comments for the record of your hearing on H.R. 354, The Collections of Informa- 
tion Antipiracy Act." 

Ball Research, located in East Lansing, Michigan, creates and maintains a com- 
prehensive database containing valuable information on the field performance of ag- 
ricultural chemicals. Ball Researdi has also developed and maintains proprietary 
software progrtims to access databases. Since starting the business in my home in 
1985, 1 have developed a successful small agribusiness. 

We recognize the need to protect against the commercial predation of databases 
and applaud you for your leadership in Ihis effort. At the same time, however, we 
are concerned that H.R. 354 in its present form wotild seriously endanger our com- 
pany's ability to continue doing business. This is because much of the data gathered 
by Ball Research, which is now in the public domain accessible to anyone, would 
no longer be available at any price—to Ball Research nor to anyone else. 

Ball Research collects data from research conducted on public lands with funds 
appropriated by Congress under the federal land grant laws. Ball compiles the data 
fh)m over 39 different federal land grant colleges into a uniform, computerized data- 
base which provides valuable information to agricultural chemical firms, as well as 
government and research scientists. The databases created by Ball Research show 
how various chemicals used in agriculture perform in a wide range of climatic condi- 
tions, soil t}rpes and other variables that differ from one region of the country to 
another. 

Generally, we believe that databases created with substantial government funding 
should not be included in the protections provided by your bill. Clearly, once tax- 
payers have paid for the generation of this data, it is in the public interest that the 
fruits of this research are widely available. 

This principle is especially true in Ball Research's situation. The preparation of 
the data we access is largely funded by the Department of Agriculture under federal 
land grant laws. For more than a century, the government had promoted agricul- 
tural research at land grant colleges with the aim of assuring that this research 
translates into practical applications and new technologies, benefiting our society as 
a whole. To restrict public access to the results of this research directly conflicts 
with the vision of this long-standing federal policy. 

We, therefore, urge you to make the necessary revisions to your bill to assure that 
this particular class of publicly-fiinded research—that is conducted with funding 
under the federal land grant'coUege laws—will remain in the public domain. 

Thank you for your consideration of our views. 
Sincerely, 

KENNETH W. LINVILLE, PhD., President. 
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LICENSING INFORMATION IN THE GLOBAL INFORMATION MARKET: FREEDOM OP 

CONTRACT MEETS PUBUC POUCY i 

BY PAMELA SAMUELSON* AND KURT OPSAHL* 

INTRODUCTION 

Expectations run high that a global marketplace will emerge in which electronic 
contracts will be made in cyberspace to provide electronic information to customers 
via digital networks, all of which will be paid for with electronic currencies.* A nec- 
essary precondition of such markets is an international consensus on when an ex- 
change of electronic messages has formed a contract and how far information pro- 
viders can go in enforcing contractual terms that brush up against, if not conflict, 
with public policies such as those embodied in intellectual property law. 

Wtule scenarios of electronic agents negotiating contracts in cyberspace may seem 
like science fiction to some, there is already in existence in the U.S. a model law 
to permit the milking of such contracts.^ Proponents of this model law, which is 
known as Article 2B of the Uniform Commercial Code (UCC), hope to export it to 
the international community.^ The broadest aspiration of Article 2B is to promote 
commerce in the information economy just as Articles 2 and 2A of the UCC have 
done, at least in the U.S., in promoting commerce in the manufacturing economy.'' 
To accomplish this. Article 2B applies to far more than futuristic electronic con- 
tracts. At one time, it would have regulated all transactions in information.^ In its 
current iteration, it encompasses all "computer information transactions," which in- 
cludes "computer soflwtire, multimedia or interactive products, computer data, 
Internet, and online distribution of information".^ 

The paradigmatic transaction of Article 23 is a license,^" as contrasted with a sale 
of copies which has long been the prototypical transaction in the marketplace for 
printed works. Among other things. Article 23 would validate mass-market licenses 
such as those tjrpically found under the plastic shrink-wrap of boxed software which 
inform the reader that loading the enclosed code onto one's hard-drive constitutes 
an agreement to terms of the license, i' 

Given the well-known American reverence for the free market, it should not be 
surprising that the drafters of Article 23 initially sought to limit public policy limi- 
tations on contracts to those that were unconscionable.^^ UnconscionabUty is a very 
difficult threshold to meet because it requires that terms be shockingly oppressive. 

' An earlier version of this paper will be published in the European Intellectual Property Re- 
view. 

^ Professor of Law and of Information Management, University of California at Berkeley. 
^ Research Fellow to Prof. Samuelson; Juris Doctor 1997, University of California at Berkeley 

School of Law. 
•See generally, William J. Clinton & Albert Gore, Jr., A FRAMEWORK FOR GLOBAL ELECTRONIC 

COMMERCE, (July 1, 1997) [hereinafter Framework]; Lynn Margherio, U.S. Dept. of Commerce, 
THE EMERGING DiorrAL ECONOMY, (April 1998). 

^Uniform Commercial Code article 2B, §§2B-102(aX221), 2B-111, 2B-204 (Draft, Feb. 1. 
1999). 

^The Framework, supra note 1, calls for a global uniform commercial framework. Article 2B 
explicitly answers that call, citing to the Framework in the Preface. See U.C.C. art. 2B Preface 
(Draft^, Aug. 1, 1998). 

'The Preface to Article 2B begins with the following epigraph: 
"It is timely now to adapt [the UCC's] framework to the digital era and to the new in- 
formation products and services that will increasingly drive Global Electronic Com- 
merce. . . . Article 2B can be a strong first step toward a common legal. . ." 

U.C.C. art. 2B Preface (Draft, Aug. 1, 1998) (quoting Letter from CSPP (a coalition of eleven 
mcyor manufacturing companies)) (Nov. 19, 1997). Article 2 of the U.C.C. has promoted the 
growth of larger and more national markets for the manufacturing economy. See Fred H. Miller, 
The Uniform Commercial Code: Will the Experiment Continue?, 43 MERCER L. REV. 799, 808 
(1992) (noting the U.C.C.'s "substantive excellence" and discussing its success in promoting na- 
tional uniformity. 

"See U.C.C. art. 2B, §2B-103 (Draft, Aug. 1, 1998). 
»See U.C.C. art. 2B, §2B-103 (Draft, Feb. 1, 1999), Reporter's Notes §2. 
'"See Robert W. CJomulkiewicz, The License is the Product: Comments on the Promise of Arti- 

cle 2B for Software and Information Licensing, 13 BERKELEY TECH. L.J. 891 (1998) (arguing that 
Article 2B must affirm licenses in order to prove beneficial). 

»• U.C.C. art. 2B, §2B-208 (Draft, Feb. 1, 1999). 
"According to Raymond Nimmer, the Reporter for the drafting committee, this occurs only 

when "the competing public interest has sufncient strength and clarity that it precludes the ex- 
ercise of transactional choice by the parties." See Raymond T. Nimmer, Breaking Barriers: The 
Relation Between Contract and Intellectual Property Law, 13 BERKELEY TECH. LJ. 827 (1998). 
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not merely unreasonable, before they will be considered unenforceable.'^ Both aca- 
demic and industry commentators objected to this aspect of Article 2B, asserting 
that certain public policies, including some deriving from intellectual property law, 
should limit enforcement of contractual terms that wotild undermine these poli- 
cies.^'* Over strenuous objection from a majority of the Article 2B drafting commit- 
tee, the two sponsoring entities for the Article 2B project, namely, the American 
Law Institute (ALI) and the National Conference of Commissioners on Uniform 
State Laws (NCCUSL), have insisted that Article 2B needed a public poUcy limita- 
tion provision.'^ Bowing to necessity, the drafting committee has recently added 
such a provision.'* 

Even with this and other changes made in response to criticisms. Article 2B's fu- 
ture is clouded. One of its two sponsors, ALI, has decided that Article 2B needs fur- 
ther refinement before ALI will consider approving this model law.'' In addition, 
mtgor players from the copyright industries, including the Motion Picture Associa- 
tion of America (MPAA), have made clear tiieir intense opposition to Article 2B.'^ 
While this article cannot hope to cover all of the controversies about Article 2B, it 
will discuss three principal issues: the enforceability of mass market licenses of in- 
formation, the scope of Article 2B, and the public policy override controversy.'^ 

Regardless of the ultimate fate of Article 2B, the relationship between information 
licensing law and intellectual property and other public policies will be important 
for the foreseeable future. The growing use of licenses in commerce for information 
wiU have profound implications for the global information economy. As the global 
village shrinks and the World Wide Web becomes the comer store, it becomes in- 

'*See RESTATEMENT (SECOND) OF CONTRACTS §208; B.E. Witkin, SUMMARY OF CALIFORNIA 
LAW (CONTRACTS) §32-34 (9th ed., supp. 1998) (citing the standard under California law). Not 
only is it a high threshold, the doctrine is only used in rare instances. See Mark A. licmley. 
Beyond Preemption: The Federal Law and Policy of Intellectual Property Licensing, 87 CAUP. 
L. REV. Ill, n. 181 (Jan. 1999) (citing Forsythe v. Banc Boston Mortgage Corp, 136 F.3d 1069, 
1074 (6th Cir. 1997)). 

"The tensions came to a boil at a conference held at the University of California at Berkeley, 
where a series of academic and industry leaders pointed to the lack of a clear relationship be- 
tween Article 2B and federal law. Berkeley Center for Law and Technology Conference on Intel- 
lectual Property and Contract Law in the Information Age: The Impact of Article ZBofthe Uni- 
form Commercial Code on the Future of Transactions in Information and Electronic Commerce, 
April 23-25, 1998 [conference cited hereinafter as "Berkeley Conference"!. Articles published in 
a dual symposium of the California Law Review and the Berkeley Technology Law Journal in 
January 1999 illustrate some of the key commentary regarding the tensions between intellectual 
property and contract law. For more information on these issues see the California Law Review 
at <http7/clr.berkeley.edu/> and the Berkeley Technology Law Journal at <httpy/ 
www.law.berkeley.ed<i/joumal8/btlj/>. See also Federal Trade Commission, letter to Carlyle C. 
Ring, Jr. and Geofirey Hazard, Jr. (Oct. 30, 1998), <http://www.ac.gov/beA^80032.htm>. 

'"NCCUSL and ALI are instrumental in the creation of uniform laws, and oversee the draft- 
ing process. NCCUSL is an association of commissions on uniform laws, whose task is to deter- 
mine which areas of the law would benefit from uniformity, and to write and recommend uni- 
form laws to state legislatures for enactment. See <nttp7/www.law.upenn.edu/bllAilc/bn>- 
chure.htm> and <httpy/www.nccusl.org>. ALI is an organization designed to reduce the uncer- 
tainty and complexity of American law, through systematic and periodic publications of restate- 
ments of the law. See <http://www.ali.org>. 

'"The drafting committee voted on this change and several others at the November drafting 
committee meeting. For a fiill report on the November meeting, see Carol A Kunze, Report on 
the November 13-15 Drafting Committee Meeting, January 12, 1999, <http://www.2BGuide.com/ 
nov98rpt.html>. A report on the February 1999 drafting committee meeting should be available 
by April 1999 at the same site. 

'^ Ad Hoc Committee on Article 2B, Memorandum to ALI Council re: Proposed UCC Article 
2B, (Dec. 1998), <http://www.2bguide.com/doc8/1298ali.pd£> ("It is unlikely that an accepUble 
draft of Article 2B can be prepared in time for the ALI annual meeting in May 1999. ). See 
also NCCUSL press release, Uniform Law Commissioners Prepare for Final Consideration of 
UCC Article 2B, American Law Institute Council Defers Final Consideration, January 9, 1999, 
<http://vww.2BGuide.com/doc8/199prel.htral>. ALI will discuss Article 2B at the May 20, 1999 
ALI Membership Meeting, but no vote is scheduled. See <http://www.2bguide.com/sched- 
ule.html>. 

"MPAA. et al., letter to (Jene N. Lebrun, President of NCCUSL, December 7, 1998, [Herein- 
after December MPAA Letter] <http://www.2Bguide.com/doca/1298mpaa.html> (". . . we strenu- 
ously object to the current draft and direction of proposed Article 2B and will be forced to ac- 
tively oppose its enactment."). 

"Other controversial issues include consumer warranty issues or licensor's electronic self- 
help. See e.g., Bureau of Consumer Protection, Bureau of (Competition, Policy Planning, Federal 
Trade Commission, letter to Carlyle Ring, Jr. and Geoffrey HazJard, Jr., October 30, 1998, <httpy 
/www.flc.gov/be/v980032.htm>; Cem Kaner, Comments on Article 2B, <http:// 
www.badsoftware.com/kanemcc.htm>; Julie E. Cohen, Copyright and the Jurisprudence of Self- 
Help, 13 BERKELEY TECH. LJ. 1089 (1998). 
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creasingly more desirable to have as much international agreement as is achievable. 
This article hopes to promote consideration of these issues on an international leveL 

I. VALIDATION OF MASS-MARKET LICENSES 

When the computer software industry first emerged, software was either provided 
to customers as an inducement to buy hardware (a variant on giving away a few 
razor blades to plx)mote sales of razors) or it was individually licensed to customers 
who often had specially commissioned it.^ As a mass market in software began to 
emerge in the 1980'8, a number of software developers began commercially distrib- 
uting their mass-market software in packages containing so-called "shrinkwrap li- 
censes." ^^ These documents typically stated that breetking open the plastic packag- 
ing or loading the software onto a computer constituted cm acceptance of the stated 
"license" terms.^^ Tjjjg practice spread through the softwEire industry despite the 
fact that there were substantial doubts about the enforceability of these licensea, 
both as a matter of contract law and as a matter of intellectual propterty policy. 

Some caselaw and commentary considered software shrinkwrap licenses to be un- 
enforceable contracts of adhesion, while others opined that without a clear act of as- 
sent by the user accepting the terms, shrinkwrap terms had not become part of the 
contract.^3 jjj addition, some cases and commentary regarded shrinkwrap license 
terms as imenforceable insofar as they conflicted with federal intellectual property 
poUcy by purporting to deprive users of privileges intended by the U.S. Congress.^^ 
Some also questioned whether state-based shrink-wrap licenses could override fed- 
eral copyri^t law's "first sale" principle which provides certain privileges to pur- 
chasers of copies of protected works, such as the right to redistrihute that copy.^ 

One important purpose of Article 2B is to clarify that shrinkwrap and other mass- 
market Ucenses of software are enforceable as a matter of state contract law, so long 
as the user has manifested her assent to terms of the contract.^ This assent may 
be shown by using the product after having an opportunity to know of the license 
terms. The first appellate court decision to accept Article 2B's approach to mass- 
market licenses was ProCD v. Zeidenberg.^'' Zeidenberg purchased a CD-ROM con- 
taining telephone directory listings. Inside the box was a form indicating that the 
information on the disk was licensed for home use only. Because Zeidenberg could 
have gotten a refund if he didn't like the terms, and because of the potential for 
market failure if the license wasn't enforced, this court decided to enforce the 
shrinkwrap license and found that Zeidenberg's loading of the software onto a 
website breached the home-use license term.^* 

A second issue in Pro-CD was whether federal copyright poUcy forbade enforce- 
ment of this contract clause. Only a few years before, the U.S. Supreme Court had 
ruled that unoriginal compilation of data, such as white pages listings in telephone 
directories, was unprotectable by copyright law.^ The Supreme Court's decision had 
seemed to regard such information, once published, as b«ing in public domain and 
available to be freely appropriated. A mass-market license term prohibiting the re- 
distribution of telephone Usting seemed contrary to the Supreme Court's ruling. 
Hence, Zeidenberg argued that federal cop3night law should   preempt" enforcement 

• Pamela Samuelson, A Case Study on Computer Programs, GLOBAL DIMENSIONS OF INTEL- 
LECTUAL PROPERTY RIGHTS IN SCIENCE AND TECHNOLOGY 284-285, National Academy Press 
(Mitchell Wallerstein, Mary Mogee & Roberta Schoen, eds. 1993). 

^'/d. See also Mark A. Lemiey, Intellectual Property and Shrinkwmp Licenses, 68 S. CAL L. 
REV. 1239, 1241-1259. 

** For a discussion of the early uses and practices in licensing, see J. Thomas Warlick, IV, 
A Wolf in Slieep's Clothing? Information Licensing and De Facto Copyright Legislation in UCC 
2B, 45 J. COPR. Soc-Y 158, 161-162 (1997). 

23 See e.g., Step-Saver Data Sys., Inc. v. Wyse Technology, 939 F.2d 91 (3d Cir. 1991); Arizona 
Retail Sya., Inc. v. Software Link, Inc., 831 F.Supp. 759 (D. Ariz. 1993); h. Ray Paterson & Stan- 
ley W. Lindberg, THE NATURE OF COPYRIGHT—A LAW OF USER'S RIGHTS 220 (1991). 

'"See e.g. Vault Corp. v. Quaid Software Ltd., 847 F.2d 255 (5th Cir. 1988). See also Niva 
Elkin-Koren, Copyright Policy and the Limits of Freedom of Contract, 12 BERKELEY TECH. L.J. 
93, 102 (1997); Robert P. Nlerges, The End of Friction? Property Rights and Contract in the 
"Newtonian" World ofOnLine Commerce, 12 BERKELEY TECH. L.J. 115, 120-27 (1997). 

^See e.g. David A. Rice, Digital Information as Property and Product: U.C.C. Article 2B, 22 
U. DAYTON. L. REV. 621, 643-646. (1997) (suggesting that Article 2B purposefully confuses sales 
with licensing, in an effort to overcome the first sale doctrine.) 

»«U.C.C. art. 213, §2B-111 (Draft, Feb. 1, 1999). 
"86 F.3d 1447 (7th Cir. 1996). 
2»Id. at 1449-1452. 
2» Feist Publications v. Rural Telephone Service Co., 499 U.S. 340 (1991). Feist invoked the 

American intellectual property tenet that underlying factual information cannot be owned. 
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of a state contract since the state law cannot alter the delicate balance of federal 
copyright law.30 

llie appellate court, however, disagreed. Judge Easterbrook, writing for the ma- 
jority, found no preemption problem once he differentiated between ri^ts that were 
good against only the person in agreement and rights good against the world. Since 
there was an "extra element" of agreement, the state contract claim was not "equiv- 
alent" to a cop}nright claim. Hence, federal policy did not preempt enforcement of 
this state contract provision.^' 

The ProCD decision has generated controversy, both in its assessment of state 
contract law and in its preemption analysis.^^ Some commentators continue to ques- 
tion whether it is appropriate to enforce shrinkwrap and other mass market Ucenses 
for copyrighted works.^ Although other commentators have endorsed the result of 
ProCD, they would have courts distinguish between socially beneficial shrinkwrap 
license terms and those that reduce competition and retard iimovation.^'* Com- 
mentators also differ about the extent to which Easterbrook's analysis should be un- 
derstood to foreclose preemption analysis in all contract cases.^^ 

Some U.S. commentators have suggested that even if shrinkwrap and other mass- 
market Ucenses may be enforceable to some extent, it may be necessary to look "Be- 
yond Preemption" to the concept of misuse as a pubUc poUcy check on abusive h- 
censing practices.^^ The misuse doctrine forbids certain kinds of extensions of one's 
rights under intellectual property law. It is similar to the European civil law 'abuse 
of right' doctrine, rendering the right temporarily unenforceable when public policy 
would otherwise be abused.^^ Still other commentators have suggested that courts 
may eventually recognize a Vight of fair breach,' permitting a party to breach con- 
tract terms which unreasonably interfere with certain rights.^® 

There is also reason to beUeve that Article 2B and the ProCD ruling may be im- 
tenable outside the American context. According to a research report sponsored by 
the IMPRIMATUR project, it is unclear to what extent European courts would fol- 
low ProCD's vaUdation of shrinkwrap Ucenses.^* In one early case involving com- 
mercial entities, a Scottish court gave effect to shrinkwrap terms allowing a right 
to return software.*" Just across the North Sea, a Dutch court held that a Ucense 
agreement could not be formed by opening the package of software, even as between 
commercial entities.*' A related report noted that the ProCD analysis was deter- 
mined by the nature of licensing practices in the American computer industry: "It 
is highly doubtful, in view of the legislation and the case law, that a European court 
would have come to the same conclusion in circumstances similar to those of the 
ProCD case."*2 

II. CONTROVERSIES OVER THE SCOPE OF ARTICLE 2B 

Far more controversial that the validity of software shrinkwrap Ucenses has been 
the appropriate scope of Article 23. From the outset, Article 2B has been concerned 

"o Preemption is an American legal concept through which federal law preempts contrary state 
law. For more information on copyright preemption, see 1 NiMMER ON COPYRIGHT § 1.01[B]. 

3'For more on the extra-element requirement, see 1 NiMMER ON COPYRIGHT |1.0I[B] at 1- 
15. 

32 See e.g., David Nimmer, Elliot Brown & Gary N. Frischling, Tlie Metamorphosis ofCoiUract 
into Expand, 87 CAUF. L. REV. 17 (Jan. 1999); Maureen A. O'Rourke, Copyright Preemption 
After the ProCD Case: A Market-based Approach, 12 BERKELEY TECH. L.J. 53 (1997). 

'^See, e.g., Pamela Samuelson, Does Information Really Have to Be Licensed?, 41 COMM. ACM 
15 (Sept. 1998). 

^J.ti. Reichman & Jonathan Franklin, Privately Legislated Intellectual Property Rights: The 
Limits of Article 2B of the UCC, presented at the Berkeley Conference, available on-line at 
<http://www.vanderbilt.edu/Law/faculty/reichman/art2B.pdf>. 

'"Ray Ninmier agrees with the result in ProCD, arguing that preemption will rarely affect 
contracts. He asserts that statutory preemption only applies to rights against the world, and 
contract, as inherently between two parties, is not equivalent. See R. Nimmer, supra note 9. 

^ Mark Lemley, Beyond Preemption, supra note 10. 
3'See e.g. code del la propriete intellectuelle, art. L. 121-3 and art. L. 122-9. 
3*Jane C. Ginsburg, Copyright Without Walls?: Speculations on Literary Property in the Li- 

brary of the Future, 42 REPRESENTATIONS 53, 63-65 (1993). 
3"IMPRIMATUR, Formation and Validity ofOn-Line Contracts, Institute for Information Law 

(1998), pp. 9-12. In both of the cases cited by this report, unlike ProCD, the licensee was not 
a consumer. ' 

•"Beta V. Adobe, (1996) F.S.R. 367. 
" Coss Holland B.V. v. TM Data Nederland B.V. 
«IMPRIMATUR, Contracts and Copyright Exemptions, Institute for Information Law (1998), 

p. 31. 
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with developing bcensing rules for the software industry.^ As it became clear that 
other information providers, such as on-line databases, were also using shrinkwrap 
(or clickwrap) licenses and had concerns that could be addressed in Article 2B, the 
scope of the Article 2B project expanded. Proposals to extend it further to encom- 
pEiss Edl transactions in digital information were followed by arguments that in an 
age of convergence of media and information technologies, Article 2B should not 
limit itself to regulating digital information transactions.^ What sense did it make 
for two different laws to apply if a publisher brought out both a print and an elec- 
tronic version of the same work? Wasn't there a need for a law to regulate licensing 
of information more generally? 

By 1995, the scope of Article 2B extended to all transactions in information.** 
Reasoning that the unique properties of intangible information made licensing of 
this fundamentally different from the goods in the manufacturing economy, pro- 
ponents of Article 2B wanted to develop a new law that unified all of these iniforma- 
tion transactions under one umbrella.*^ A new law was arguably needed to address 
the emerging issues of the information age, and the licensing model developed in 
the software industry was perceived as a way to promote commerce in information 
more generaUy. 

Not everyone agreed. As industry groups outside of the software and database in- 
dustries discovereid that Article 2B would apply to their licensing practices, many 
of them sought exclusions on the theory that different assumptions and practices 
of their industries made it inappropriate to apply Article 2B rules to them.*'^ Trade- 
mark, trade dress, and most patent licensors obtained exclusions, as did the finan- 
cial services industries.*^ Some publishing and the motion picture industry groups 
decided initially to work along with the Article 2B project, and made suggestions 
for amendments to it.*^ After the motion picture and broadcast industries, in par- 
ticular, indicated that Article 2B had not gone far enou^ to address issues of con- 
cern to them, the drafters of Article 2B carved them out of the draft so the Article 
2B project could move ahead toward final approval.^ The American Law Institute 
also made known its concerns about the breadth of Article 2B's scope.*' 

In November 1998, hoping to forestall opposition to Article 2B by certain copy- 
right industry groups, the drafting committee decided to reduce the Article's scope 
to "computer information transactions."*^ The drafters intend for Article 2B to 
apply to contracts "whose subject matter is (i) the creation or development of, in- 
cluding the transformation of information into, computer information or (ii) to pro- 
vide access to, acquire, transfer, use, license, modify, or distribute computer infor- 
mation."*^ This scope was further refined at the February 1999 meeting, when the 
Chair proposed the Article apply to an "agreement a purpose of which is to create 

*^ Article 2B'B origins can be traced back to a 1986 study comnlittee of the American Bar Asso- 
ciation, which recommended a uniform law governing software contracts. J. Thomas WarUck, 
A Wolf in Sheep's Clothing?, supra note 19, at 161. 

"See e.g.. Reporter's Notes to U.C.C. art. 2B §23-103 (Draft, April 2, 1996) (discussing 
whether the Article should cover all transactions in information or be limited to transactions 
involving information that can be processed automatically, such as digital or other electronic in- 
formation.) 

*^ J. Thomas Warlick, A Wolf in Sheep's Clothing?, supra note 19, at 161. 
««See generally, U.C.C. art. 2B Preface (Draa, Aug. 1, 1998). 
*''See also Roland E. Brandel, John B. Kennedy, Morrison & Foerster, UCC Article 2B: Is "SBT 

Shorthand for "Too Broad'?, November 5, 1997, <http://www.2bguide.com/docs/mofo3.html> ("It 
is far from self-evident that Article 2B's attempt to impose on such diverse contracts and trans- 
actions a broad set of unexpected default rules derived from intellectual property licensing 
would produce a superior body of law or create improved market efHciencies."). 

« U.C.C. art. 2B §28-104 (2) (DraR, Feb. 1, 1999). 
**See e.g.. Motion Picture Association of AJnerica, February 20, 1997, Comments on sections 

101 through 314 of Uniform Commercial Code—Proposed Article 2B, <httpy/www.2bguide.com/ 
docs/mpaa.pd£>. 

^See Simon Barsky, Motion Picture Association letter to Carlyle Ring, Jr., April 29, 1998, 
<httpy/www.2bguide.com/docs/conn0429.html> (commenting on the exclusion of the motion pic- 
ture industry in the April draft, and suggesting changes to the scope). See also the National 
Music Publisher's Association and the Harry Fox Agency's letter to Raymond T. Nimmer and 
Carlyle Ring, Jr., Jan. 21, 1999, <http'7/www.2bguide.com/doc8/012199nmpa.pdf> (expressing 
concern over the scope.) 

»»Geoffrey C. Hazard, ALI Director, et. al., July 1998 Draft: Suggested Changes, October 9, 
1998, <http://www.2bguide.com/doc8/gchl098.pdf>-. 

»2 Carlyle Ring, Jr., Chair of the UCC Article 2B Committee, Raymond T. Nimmer, Article 
2B Reporter, Issues List: Article 2B-AU Council Meeting, [December 1998). 

"U.C.C. art 2B, §2B-102 (8),(9) (Draft, Feb. 1999). 
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or modify, transfer, license, or provide access to computer information or informa- 
tional riefats in computer information.''^ 

The Motion Picture Association of America (MPAA), in coigunction with five other 
groups representing broadcast, cable, newspaper and magazine publishing, and re- 
cording industries, however, had not askea for a reduction in scope of Aiicle 2B; 
they wanted the drafters of Article 2B to table (i.e., kill off) the project.^^ Thev de- 
nounced Article 2B'8 underlying assumption that one licensing law would work for 
all transactions in information as "fatally flawed in its fundamental premise."^ 

MPAA considers the practices of the motion picture industry to be irreconcilably 
different from the software industry. While the MPAA letter does not directly say 
so, it is fair to infer from the letter that MPAA and its aUies regard Article 2B as 
"software-centric." Moreover, the letter partly derives fix>m concerns that the domi- 
nance of certain software industry groups in the Article 2B process, including most 
prominently, the Business Software Alliance (BSA),^^ has made it nearly impossible 
for MPAA, et al., to get a fair airing of the issues of concern to them."^ 

MPAA's concern is symptomatic of a larger issue: can one set of rules reflect a 
diverse number of industries? As far as the entertainment industries are concerned, 
the answer is no.^^ Even though many of its core business activities are now ex- 
cluded from Article 2B as well, the motion picture and broadcasting industries con- 
tinue to be concerned that Article 2B will be applied by analogy, hi addition, they 
object to the application of Article 2B to their D\T3, multimedia products, and inter- 
active services. While the notes to the new scope provision insist that "[ojrdinarily, 
a court should not apply Article 2B by analogy to these excluded transactions," the 
MPAA feared that the Reporter's Notes will be insufficient to "restrict the manner 
in which a court reasons."^ Despite the drafter's considerable efforts to sooth Holly- 
wood, this powerful industry will continue to actively oppose its enactment.^' 

The opposition of the motion picture and other mtyor copyri^t industry groups 
may signal the death knell of tne Article. The kev to any uniform law is to be a 
codification of the traditions within a group of industries. The stalwart opposition 
of a m^or industries undermines this tenet. 

III. PUBUC POUCY OVERRIDES OF CONTRACT 

The debate over Article 2B is a reflection of a larger struggle between public pol- 
icy and the freedom of contract. Regardless of the fate of this particular model law, 
the tensions, and the eventual compromise, illustrated in this debate suggest how 
this larger debate might play out in other venues. There needs to be an inter- 
national conversation on the extent to which private contracte, or indeed, technical 
protection systems, can overrides pubUc policy. Each nation will have to address the 
fundamental question: how far can privateparties contract around pubUc poUcy? 

Some answers have begun to emerge. Tne European Union, concerned wiUi the 
competitive significance of ensuring access to interface elements to enable interoper- 

" Raymond T. Nimmer and Carlyle Ring, Jr., Attachments to February Meeting Agenda Tab 
8, Nimmer/Ring proposal; SCOPE OF THE ARTICLE, <http://www.2bguide.com/docs/ 
299t8.html>. See also Harvey Perlman, Attachments to February Meeting Agenda Tab 9, Scope 
Provisions: Perlman Draft, Jan. 11, 1999. <http7/www.2bguide.com/docs/199hp.html>. 

"MPAA, RIAA, NAA, NAB, NCTA, MPA. letter to Carlyle Ring and Geoffrey Hazanl, Sep- 
tember 10, 1998, <httpV/www.2Bguide.com/doc8/v9-98.pd£>. 

"Id. 
''' For an overview of the BSA's position see Business Software Alliance, Recommended 

Changes to Article 2B, August 1, 1998 Draft, October 10, 1998 (discussing the Perlman motion, 
mass market licenses, warranties, aind other issues), <http://www.2bguide.com/doc8/ 
bsal098.html>. 

**The BSA'g 'ownership' of the process might be best illustrated by the example used to clarify 
the exclusion of the entertainment industry. The Reporter's Notes to U.C.C. art 2B, {2B-104 
(Draft, Feb. 1999) state that the "animated help feature of a word processing program" were 
still included in the Article's scope. Microsoft, a core member of the BSA, makes the only word 
processor (of which we are aware) with an animated help feature. This is not the first time the 
example in the text indicated players in the drafting process. In a section of the August draft 
designed to explain the application of the unconscionability doctrine, the Reporter's Notes opine 
that "a contract term purporting to prevent the buyer of a publicly distributed magazine from 
quoting the magazine's observations about consumer products might be unconscionable." Con- 
sumers Union, a prominent consumer organization and critic of Article 2B, publishes a maga- 
zine which maintains a no-commercialization policy prohibiting quotation of its reviews in ad- 
vertisements. See e.g.. Consumers Union, letter to Carlyle C. Ring, Jr., (Oct. 8, 1998) (requesting 
that the Article 2B be shelved). 

"^December MPAA Letter, supra note 15. See also "The Entertainment industry," Article 2B- 
More Than Software, $5.1 et seq., November 5, 1996, <http://www.2bguide.com/doca/ 
elpoeition.pd&'. 
• December MPAA Letter, supra note 16. 
"Id. 
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ability of programs, made the decompilation privilege non-waivable by contract."' 
Likewise, a-^irbpean contract cannot waive the rights to take insubstantial parts 
of database.^ 

Article 2B takes a different approach. It would presiunptively validate contractual 
overrides of defattlt rules of intellectual property law. Insofar as contractual over- 
rides occur in respect of mass-market licenses and there is either only one dominant 
provider or the same basic terms are used in virtually all mass-market licenses in 
that market, the Ucense term moves beyond a contractual right and takes on the 
characteristics, of a property right. As Professors J.H. Reichman and Jonathan 
Franklin explained, "when the restored power of the two-party deal in the digital 
universe is combined with the power to impose non-negotiated terms, it produces 
contracts (not 'agreements') that are roughly equivalent to private legislation that 
is valid against the world." ^ 

The first U.S.-based attempt to insert public poKcy limitations into the text of Ar- 
ticle 2B can^a from Professor Charles McManis. Professor McManis made a motion 
at an annual meeting of the ALI diuing a review of the Article 2B project that 
would treat any term inconsistent with certain federal copyri^t provisions, such as 
fair use, unenforcable. It would have required Article 2B to defer to fair use, archi- 
val and library rights, classroom performances, and other public policy limitations 
built into cop3nright law.^^ According to McManis, unless public poUcy limitations 
are inserted into the proposed law, there could be disastrous consequences—in ef- 
fect, the shrink-wrapping of American copyright law.^ 

' A number of the drafters disagreed, lobbying against the motion on the basis that 
McMemis's fears were unwarranted, since federal law and policy would trump con- 
trary state law under the preemption doctrine.*' Despite these efforts, ALI approved 
the McManis motion in May 1997, though NCCUSL did not. The drafters attempted 
to resolve the dispute through the addition of a truism: in the August draft: section 
2B-105 stated that federal law preempted state law.*® While this theoretically re- 
sponded to the McManis motion, it simply restated the motion in the terms of the 
motion's critics. 

Unsatisfied by the relatively insubstantial protections afforded by the August 
draft. Professor Harvey Perlman proposed several changes to section 2B-110, which 
would extend the unconscionability limitation to include making terms "clearly con- 
trary to public policy" unenforceable.*^ Ihx)fe8sor Perlman would also have the 
courts consider "the extent to which the contract or term resulted fit>m the actual 
informed affirmative negotiations of the parties."''" 

Ih-ofessor Perlman brought his ideas in the form of a motion before the July 1998 
NCCUSL meeting. Again, the drafters voiced their strong opposition, but the com- 
missioners passed the motion by a vote of 90 in favor to 60 opposed. Nonetheless, 
the motion allowed some leeway for the drafters to propose alternative langufige. 
The drafters responded with a proposed §2B-105(b), which would read: "A contract 
term that violates a fundamental public policy is unenforceable to the extent that 
the term is invalid under that poliQr." In late September, Professor McManis moved 
for the drafters to adopt the text of the Perlman motion as originally proposed, and 
reject the newly proposed language.''' 

With pressure to resolve this issue from many comers. Professor Perlman and the 
drafers developed a compromise before the >fovember meeting. The careftilly re- 
worded section would read: 

•2 Council Directive of 14 May 1991 on the legal protection of computer programs. Official 
Journal of the European Communities no. L 122 9 17/05/91 p. 42 [European Software Directive], 
Art. 6, §(1), Art. 9, Ml). 

83 See Directive 96/9/EC of the European Parliament and of the Council of 11 March 1996 on 
the legal protection of databases, OiTicial Journal of the European Communities of 27/3/96 no. 
L 77 p. 20 [European Database Directive]. 

"J. H. Reichman & Jonathan Franklin, supra note 31. 
85 17 U.S.C. §§107, 108, 110, 117. 
"^Charles McManis, The Privatization (or "Shrink-wrapping') of American Copyright Law, 87 

CAUF. L. REV. 173 (Jan. 1999). 
«'' See e.g. Joel Wolfson, Contracts and Copyright are Not at War, 87 CALIF. L. REV. 79 (Jan. 

1999). 
6«U.C.C. art. 2B, §2B-105 (Draft, August 1, 1998). 
*" Harvey Perlman, UCC Commissioner for Nebraska, Amendment to Article 2B, Uniform 

Commercial Code, July 3, 1998 (§2B-110. Unconscionable), <http://www.2bguide.com/doc8/2B- 
amend.html>. 

70 W. 
" Charles McManis, Proposed amendment and commentfor November 13-15 Article 2B Draft- 

ing Committee meeting, September 30, 1998, <httpV/www.2Bguide.com/doc8/cm998.html>. 
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b) If a term of a contract violates a fundamental pubUc policy, the court may 
refuse to enforce the contract, or it may enforce the remainder of the con- 
tract without the impermissible term, or it may so limit the application of 
any impermissible term as to avoid any result contrary to public poUcy, in 
each case, to the extent that the interest in enforcement is clearly out- 
weighed by a public policy against enforcement of that term. 

Despite the compromise, legitimate concerns remain regarding the high standard 
the proposal seems to require. The use of the term "fundamental" may provide too 
much deference to the freedom of contract doctrine.''^ Some critics fear that the 
phrase 46violate8 a fundamental public policy" combined with "clearly outweighed" 
may cause courts to enforce contract terms that frustrate public policy objectives.''^ 

"Rie key to the Perlman compromise may lay not in the black letter law, but in 
the comments. To be sure, the black letter law was adapted to reflect a wider under- 
standing than the previous unconsdonability standard. However, the comments con- 
tain an explicit reference to three critical policies: "fiindamental pubUc policies such 
as those regarding innovation, competition, and free expression." ^^ lliese simple 
words invoke three sets of public polices which are both strong and necessary to the 
American tradition. 

The comments go on to explain: "Innovation policy recognizes the need for a bal- 
ance between conferring property interests in information in order to create incen- 
tives for creation and the importance of a rich public domain upon which most inno- 
vation ultimately depends. Competition policy prevents unreasonable restraints on 
publicly available information in order to protect competition. Rights of free expres- 
sion may include the ri^t of persons to comment, whether positively or negatively, 
on the character or quality of information in the marketplace." ''^ In the following 
section, this article wiU review these three policies, to illustrate the sort of interests 
that might override the freedom of contract in the American system. 

A. Innovation 
The idea that intellectual property law is part of innovation policy derives from 

the Untied States Constitution. It confers upon Congress the power to secure "for 
limited Times to Authors and Inventors the exclusive Right to their respective 
Writings and Discoveries" in order to "promote the Progress of Science and the use- 
ful Arts." ''^ This power has long been understood as an important means to promote 
the larger public interest by creating incentives for authors and inventors to write 
and discover.'''' 

Over years, the U.S. Supreme Court has acknowledged and advanced innovation 
policy through its decisions. As the Court explained, "[this] limited grant is a means 
by which an important pubUc purpose may be achieved. It is intended to motivate 
the creative activity of authors and inventors by the provision of a special reward, 
and to allow the public access to the products of their genius after the limited period 
of exclusive control has expired."''* 

The Constitutional language has inspired and required public policy limitations 
designed to achieve the delicate balance between incentives and the public interest. 
An excellent example is the U.S. Supreme Court's decision to strike down a Florida 
state "plug mold" statute, partly because of constitutional conflicts with patent pol- 
icy.''^ By providing unlimited duration to a boat hull design that had sJready been 
sold to the public, the statute conflicted with the American notion that intellectual 
property protection serves to incent new works for enlargement of the public do- 

'" The apparent source of the fundamental' term is the phrase "clearly outweighed" in THE 
RESTATEMENT (SECOND) OF CONTRACTS SECTION 178 (1981). Under the Restatement, a term is 
not enforceable if the interest in its enforcement is clearly outweighed in the circumstances by 
a public policy against enforcement of such terms. Some commentators, however, find this inter- 
pretation strained at best. 

''9 See e.g., American Committee for Interoperable Systems letter to Carlyle Ring, Nov. 30, 
1998. <httpy/www.2Bguide.com/doca/l 198aci8.html>. 

'<U.C.C. art. 2B, §2B-105 (DraR, Feb. 1999), Reporter's Notes § 1. 
•"/rf. at Reporter's Notes §3. 
"U.S. Const., Art. 1, see. 8, cl. 8. 
'"See, e.g., Trademark Cases, 100 U.S. 82 (1879) (striking down a federal trademark statute 

claimed to be authorized under this clause); Graham v. John Deere, 383 U.S. 1 (1966) (suggest- 
ing that invention standard for patent law has constitutional foundations); Feist Publications 
V. Rural Tel. Service Co., 499 U.S. 340 (199 1). (suggestinp; that Congress does not have the 
constitutional power to confer copyright protection on Unoriginal compilations of data). 

'"Sony Corp. of America v. Universal City Studios, Inc., 464 U.S. 417, 429 (1984). 
^Bonito Boato v. Thunder Craft Boats 489 U.S. 141 (1989). 



main.*" The patent-like protection was available without regard to the novelty of the 
design, and was enacted six years after Bonito's design was first sold to the public. 
This, the Court found, endangered the balance between incentives to create new 
works and ability to make follow-on innovation from vast repository of literary, ar- 
tistic, and technological works that are in the public domain. 

Economists concur with the view that an optimal production of new and innova- 
tive ideas will occur when the right balance is achieved.®' This is why the American 
intellectual property system allows for certain exceptions to the property rights ac- 
corded inventors Euid authors, so as to not frustrate opportunities for future develop- 
ment. Unlimited enforcement of contractual terms can endanger this careful bal- 
ancing. For example, a mass-market contractual clause might purport to prohibit 
the copying of some information in the public domain. At first glance, it might seem 
unfair to copy that which has been created through the efibrts of another. However, 
allowing copying of another's unprotectable work is "not 'some unforeseen byproduct 
... It is, rather, the essence of copyright' and a constitutional requirement. . . . 
It is the means by which copyright advances the progress of science and art."*^ 
Under American innovation poUcy, a clause restricting that right should be unen- 
forceable. 

B. Competition 
The American antitrust laws seek to protect the public interest in competition by 

prohibiting acts that exclude competitors from the marketplace or restrict output 
and raise prices so as to harm consumer welfare. The edict is simple: contracts that 
unreasonably restrain trade are illegal.^ Over the years, the courts have clarified 
this rule. For example, actions like price fixing are considered per se violations, 
while others are suUect to the 'rule of reason'—that is, they are violations if they 
have the intent or effect of harming competition. Companies are forbidden from mo- 
nopolization, attempted monopolization, and conspiracy to monopolize,^ and tying 
arrangements and exclusive dealing are illegal if they substantiaily lessen conipeti- 
tion.86 In this respect, Article 2B now more closely resembles some European Union 
pohcies that limit contractual freedom to promote competition and innovation.** 

Article 23 has the potential to upset the efficient allocation of resources with 
which antitrust law is concerned. For example, both U.S. and European competition 
policies favor interoperability of computer systems. In the United States, the copy- 
right concept of fair use permits end users to decompile a copyrighted computer pro- 
gram to achieve interoperability.*'' The interest in allowing and encouraging com- 
patible products outweighs the copyright interest in preventing the temporary copies 
necessary to achieve interoperability. A mass-market contractual provision, how- 
ever, coidd attempt to override this pro-competitive right. Without public poliCT in- 
terests in the statute, a court might uphold provisions which frustrate the poucies 
supporting interoperability. In the European Union, the right of interoperability ex- 
plicitly outweighs the fVeedom of contract.^ 

Similarly, there are times when competition law principles are invoke to require 
a dominant firm to license its inteUectual property to other firms on competitive 
terms. The European Court of Justice has affirmed a ruling bv the European Com- 
mission, based on competition policy concerns, that required three television broad- 
casters to license their respective weekly listings on a non-discriminatory basis.®^ 

^The law would have prevented both ;he making and selling of the boat hull design, with 
a perpetual term. Fla. Stat. §559.94 (1987). 

"• See, e.g., Frederick WafTen-Bolton, Kenneth C. Baseman, & Glenn A. Woroch, POINT: Copy- 
right ProUction of Software Can Make Economic Sense, 12 COMPUTER LAW 10 (Feb. 1995); Mark 
A. Lemley, The Economics of Improvement in Intellectual Property Law, 75 TEX. L. REV. 989, 
997-998 & n.32 (1997); William Landes & Richard Posner, An Economic Analysis of Copyright 
Law, 28 J. OF LEGAL STUD. 326, 326 (1989). 

«2Fm<, 499U.S. at349. 
•^Sherman Act § 1. 
"Sherman Act §2. 
«» Clayton Act. 5 3. 
'*See e.g. CouncU Directive of 14 May 1991 on the legal protection of computer programs, 

Ofildal Journal of the European Communities no. L 122, 17/05/91 p. 42 (European Software Di- 
rective], Art. 6, §(1), Art. 9, 5(1); Directive 96/9/EC of the European Parliament and of the 
Council of 11 March 1996 on the legal protection of databases, Official Journal of the European 
Communities of 27/3/96 no. L 77 p. 20 [Euroj)ean Database Directive]. 

''Sega Enterprises Ltd. v. Accolade, Inc., 977 F.2d 1510 (9th Cir. 1992). See also Atari Games 
Corp. V. Nintendo of Am., Inc., 975 F.2d 832 (Fed. Cir. 1992). 

** European Software Directive, Art. 6, §(1), Art. 9, §(1). 
'" Radio Telefis Eireann and Independent Television Publications Ltd. v. Commission of the 

European Communities, Court of Justice of the European Communities, 1995 ECJ Celex Lexis 
3670, (April 6, 1995). 
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The Commission determined that the broadcasters were abusing their dominant po- 
sition in the Irish market by refiising to license the listings to a comprehensive 
weekly TV guide. This too recognizes the importance of competition policy as a basis 
for overriding some contractual terms. 
C. Free Expression 

Like many nations, the U.S. Constitution finds freedom of expression to be a fun- 
damental right.*" Yet, freedom of contract, as expressed in Article 2B, raises the 
specter of conflicting with free speech concerns embodied in the American Bill of 
RighU. 

Despite the hi^ regard the American tradition has held for free speech rights, 
it is not without limitations. Some contractual restrictions on freedom of speech 
have been upheld. For example, the U.S. Supreme Court found the government's in- 
terest in a speech Umiting contract signed by an American intelligence agent out- 
weighed the agent's interest.*! Likewise, the U.S. Supreme Court has upheld a dam- 
age award when a newspaper violated an agreement to keep secret the name of a 
"leak" about a poUtical figure.*^ 

While it may be reasonable to uphold a contract that is limited to two parties, 
a mass-market contract raises more compelling concerns. When a term is non-nego- 
tiated and distributed with every instance of the license, what was compelling be- 
comes almost overwhelming. For example. Network Associates, an American devel- 
oper of anti-virus utilities, licenses software on the basis that "the customer will not 
publish reviews of the product without prior consent." *^ If this term was enforced, 
no criticism of the product could be effectively voiced. 

CONCLUSION 

Article 2B of the UCC is the latest salvo in the continuing struggle between the 
freedom of contract and public policy. Initially it proposed to allow for a freedom 
to contract in all transactions of information, limited only by unconscionability- The 
sweeping scope and unfettered freedom of the proposed model law, however, raised 
questions and concerns from a host of critics. Numerous industries sought to be re- 
moved from the scope of the article, and commentators pointed to legal and poUcy 
problems with the proposed rules. 

These pressing questions ultimately led to a sharp reduction in the scope of the 
article, and the introduction of explicit public policy overrides into the model law. 
Tlie drafters and their critics compromised on the model law, and allowed the stat- 
ute to recognizing and promote innovation, competition and free expression. 

These principles are the bedrock upon which much of the modem information 
economy is based. For any nation to endorse supremacy of freedom of contract with- 
out the limitations of public policy, the stability of this bedrock could be threatened. 
Unfettered contractual provisions may be used to overprotect intellectual property, 
reduce competition and frustrate free expression. Without these policies, investment 
in innovation and the growth of commerce may be inhibited, causing investment to 
go elsewhere. 

New rules inevitably raise issues that need to be examined closely, including the 
proper relationship between freedom of contract and public policy. The global nature 
of the information economy needs a stable and widely accepted set of predictable, 
fair contract rules. This article aims to provide intellectual property and commercial 
law specialists from around the world with useful information about a U.S. initia- 
tive that may be offered as a model law for the global information economy. It is 
important for an international conversation to be had on its main contours. 

^U.S. Const., Amend. I. This right is respected in a number of national and international 
conventions. See, e.g.. Article 10 of tne European Convention for the Protection of Human Rights 
and Article 19 of the Internationa) Covenant on Civil and Political Rights. The European Par- 
liament's guidelines for the directive on copyright in the information society have also suggested 
that these rights be considered. See Lucie Guibault, Prefmption Issues in the Digital Environ- 
ment: Can Copyright Limitations Be Overridden By Contractual Agreements under European 
Law?, 1998 MOLENGRAFICA {1.1.1. 

» Snepp V. United States, 444 U.S. 507 (1980). 
"Cohen v. Cowles Media, 501 U.S. 663 (1991). 
''James Glieck, It's Your Problem Not Theirs, <http://www.around.com/agree.html> (diacuaa- 

ing subscribing to Microsoft's Slate on-line magazine). Another example cited is the Microsoft 
A^nt software license, which contains a clause forbidding use of the program to disparage 
Microeoft. 
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PREPARED STATEMENT OF PHYLUS SCHLAFLY, PRESIDENT OF EAGLE FORUM 

Thank you for accepting my statement regarding H.R. 354, the Collections of In- 
formation Antipiracy Act, on behalf of Eagle Forum, a national policy organization. 

As a national membership organization of some 80,000, Eagle Fonun is well 
aware of the importance and usefulness of collections of information in computer 
databases. Computer databases make it possible for us to communicate easily with 
our members and carry out our activities. As the author of 16 books, I am weD 
aware of the importance and usefulness of legal protections of intellectual property, 
particularly through the copyright protection established in the United States Con- 
stitution. 

We urge you to reject H.R. 354 as misguided and dangerous legislation. It would 
lay the groundwork for corporations to control, manipulate, and market our meet 
intimate medical records. 

H.R. 354 would grant a new federal right to corporations that build databases of 
patients' medical records. It would protect the corporations' control of these data- 
bases by threatening to prosecute anyone who interferes with this new right. It 
would impose draconian penalties of a $250,000 fine and five years in jail tor the 
first infringement, and twice that for the second. 

By creatu^ new federal crimes, H.R. 3 64 would significantly expand the jurisdic- 
tion of the already activist federal judiciary. H.R. 354 would give federal judges the 
power to seize assets without a finding of guilt, and impose Iiuge fines and prison 
sentences, for the mere copying of a part of a corporation s database. 

We oppose creating these new rights for all databases, but this bill is particularly 
offensive because of its efiect on personal medical records, which are now being mas- 
sively collected in databases. The provisions of H.R. 354 certainly are not what we 
had in mind when we heard Members of Congress talk about "health care reform" 
or a "patient protection act." We had hoped that the 106th Congress would address 
the health care and HMO issue by giving more power to patients, but H.R. 354 
takes away power from patients and gives vast new powers to corporations collect- 
ing databases containing their personal medical information. Corporations should 
not have the power to control data about individuals' doctor visits, diagnoses, pre- 
scriptions, etc. 

We all know that the right of writers to get legal protection, called a copvrigfat, 
is a precious constitutional right. But we also know that this right is available only 
to authors of original writings; it is not available to those who collect information 
or data. The Supreme Court correctly and unanimously ruled in Feist Pub. Inc. v. 
Rural Telephone Service Co. (499 U.S. 340, 1991) that, under the U.S. Constitution, 
copyright protection is granted only to authors who create new works, not to cor- 
porations that merely collect data and, therefore, the phone companies do not own 
their listings of phone numbers just because they spent money collecting them. The 
Court rejected the so-caUed "sweat of the brow" argument that corporations are enti- 
tled to legal protection of their collections of telephone numbers just because they 
expended funds and resources to compile them. 

H.R. 354 does not assert copyright protection for databases, or ownership by the 
corporations that compile them, because that language would probably not be con- 
stitutional. Instead, H.R. 354 would create a bremd new federal right in "collections 
of information," and make it a powerfiil right supported by feder^ police and judi- 
cial power to prosecute for crimes that carry, extraordinary penalties. 

Cui bono?'It Appears that the primary push for this biU comes from the American 
Medical Association (AMA), which has built very profitable databases, such as its 
database of the Medicare codes that all health providers are required to use, and 
its database of alj doctors, both members and nonmembers, stored with all sorts of 
information. The marketing of databases is a very profitable part of the AMA's an- 
nual $230 million budget, since only a fourth of physicians are full dues-paying 
members and they provide less than a third of the AMA's revenue. 

In August 1997, the AMA lost a cotirt case {Practice Management Information 
Corp. V. AMA, 121 F.3d 516) in which the issue was whether the AMA coiild control 
and charge fees for the sale of materials containing the Medicare codes that all pro- 
viders are required to use. The court held that the AMA had "misused" its rights 
in the Medicare code database. The AMA then looked to Congress to arrange a legis- 
lative fix. 

The Collections of Information Antipiracy Act was introduced on October 9, 1997. 
Appearing as a key witness on Februtur 12, 1998, the AMA testified in enthusiastic 
support of this bill, stating that the purpose of the Collections of Information 
Antipiracy bill is "to protect collections of information, including databases such as 
ours. The AMA testimony makes clear that the Collections of Information biU 
would create new rights not constitutionally available under copyright laws. 
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However, the AMA demanded a significant change in wording. As originally intro- 
duced, the bill would have applied its extraordinary penalties against any person 
who interferes with "all or a substantial part of a collection of information on a 
database. The AMA demanded that the term "substantial part" be changed by in- 
serting the words "qualitative or quantitative" to modify "substantial," which of 
course would effectively eviscerate the reqxiirement that infringement of a database 
be truly "substantisJ." The AMA testimony makes clear that this change was de- 
signed to ensure its control of its database of Medicare codes. 

The next online version of the bill was reported to the House on May 12, 1998, 
and it then included the key phrase from the AMA testimony. Section 1201 then 
read: "Any person who extracts, or uses in commerce, all or a substantial part, 
measured either quantitatively or qualitatively, of a collection of information gath- 
ered, oreanized, or maintained . . ." 

Unable to get copyright protection for its databases, and having lost in court the 
exclusive control of the Medicare database that the AMA was demanding, the AMA 
is now trying to get Congress to create a new federal right called "collections of in- 
formation," and use federal prosecutors and courts to defend its exploitation of this 
new right. 

There are obviously thousands of organizations and businesses that have created 
"collections of information" on databases and depend on them for doing business of 
sdl kinds. H.R. 354 has tried to accommodate some other interests by giving special 
exclusions to telephone Ustings, stock quotes, and the news media, and may be con- 
sidering exclusions for universities and libraries. But H.R. 354 does not exclude 
medical records, which is the area of most concern to the average American because 
medical records contain the most personal, private, intimate information. 

The Collections of Information Dill passed the House Isist year, but failed to pass 
the Senate. When the sponsor. Rep. Howard Coble, reintroduced it as H.R. 354, he 
said that medical information is one of the focuses of the bill and that its purpose 
is to get around "recent cases." 

Databases of personal information are a tremendous financial asset because they 
can be used for so many commercial purposes such as targeted marketing and 
health insurance underwriting. Since the health care database market is growing 
by a billion dollars a year, all kinds of corporations in the health care industry, in- 
cluding HMOs, already have ample incentives to build databases and make big 
money oS' of them, and they don t need Congress to legislate any new incentives. 

Patients, physicians, small businesses, and bank depositors all stand to lose big 
if this bill passes. Small businesses could be ruined by politically-connected competi- 
tors alleging that a customer list was copied. H.R. 354 would even encourage banks 
to develop databases about personal deposits and withdrawals, despite the recent 
pubhc outrage over the Know Your Customer regulation. H.R. 354 would give banks 
a financial incentive to accomplish that same obnoxious goal. 

Ambiguous language in H.R. 354 preempts state laws that currently ensure legiti- 
mate access by patients and physicians to their medical records. I^Os would be 
able to deny access, impose delays, or charge huge fees before providing essential 
medical records to patients or their physicians. 

Most states have laws that guarantee patients the right to access their own medi- 
cal records, but H.R. 354 would preempt these laws even though it exempts certain 
other state laws. H.R. 354 purports to exempt state privacy laws, but that exemp- 
tion would be overridden by another bill that Congress is expected to pass, the Pa- 
tient Protection Act, H.R. 448. 

By giving all these new rights to companies that build databases, H.R. 354 will 
make it difficult, expensive or impossible for individual Americans to access or re- 
strict usage of their own personal information. We don't want the federal govern- 
ment to create new federal rights or incentives to encourage corporations to collect, 
manipulate, control, or market databases of medical records. 

We urge you to reject H.R. 354 because of its dangerous and inappropriate cre- 
ation of new federal rights and new federal crimes that will be extremely hurtfiil 
to individual Americans, particularly patients. Eagle Forum joins with the more 
than a hundred organizations, from Amazon.com to Yale University, that strongly 
oppose this bill. 

PREPARED STATEMENT OF THE ASSOCIATION OF AMERICAN PHYSICIANS & SURGEONS 

Mr. Chairman and Members of the Subcommittee; 
My name is Jane Orient, M.D. I am a practicing internist from Tucson, Arizona, 

and serve as the Executive Director of the Association of American Physicians & 
Surgeons ("AAPS"). 
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AAPS is a nationwide organization of physicians that is devoted to defending the 
traditional patient-physidan relationship. AAPS eschews all business revenue, so 
that membership dues constitute virtually all of AAPS's funding. AAPS frequently 
testifies before Congress and has succeeded in landmark Utigation including AAPS 
V. Clinton (concerning the Health Care Task Force) and U.S. v. Rutgard (concerning 
Medicare prosecutions). 

AAPS respectfully submits this testimony to urge this Subcommittee to reject 
H.R. 354 due to its adverse impact on medical care. AAPS regrets that this Sub- 
committee did not view this patient issue to be sufficiently important to allow my 
live testimony. 

The medical treatment of a patient is often dependent on the quatity of the data 
available about such patient. We have neither the time nor the resources to conduct 
new tests every time a patient needs treatment. Both cost and the need for prompt 
treatment preclude the duplication of medical tests. Patients and their physiciaiia 
must be able to obtain efficient access to their medical records in order to ensure 
high quality medical care. 

The medical data market is growing by a biUion dollars per year. It entails data 
about patient conditions and data about treatments rendered. It includes profiles of 
physicians and coding systems that physicians must use to be paid for services ren- 
dered. It encompasses prescription data and hospital usage data. All of this data is 
important to patients, and to their physicians in rendering treatment. 

Certain special interests 'would like to claim exclusive rights to this valuable data. 
They wo\ild like to sell it at enormous profits. They would like to exclude their com- 
petitors fi-om accessing this data. 

Unfortunately, the AMA is one of those special interests. Now dominated by busi- 
ness activities, the AMA would like to sell its data at enormous profits and limit 
competition. The AMA thereby adds unnecessary costs to physicians and patients, 
who bear the charges. Physicians must bear the costs of royalties to the AMA for 
manuals, software, and seminars for the Current Procedure Terminology (CPT) sys- 
tem, which is imposed on physicians by force of law. 

HMOs are another special interest. They would profit enormously fi-om exclusive 
control over the medical data of their enrollees. If HMOs can control the medical 
records of a patient, then they can minimize the patient's ability to see physicians 
outside the HMO. 

Most states recognize the importance of medical data to the patient and to quality 
medical care in general. States require by law that HMOs and others provide pa- 
tients and their physicians full access to their medical records. The right of patients 
to seek quality medical care requires that such patients and their physicians not 
be excluded ft-om their medical records. 

Yet H.R. 354 does exactly that. It creates a new federal right of HMOs and other 
corporations to exclude patients and their physicians fi-om medical records. It cre- 
ates a new federal right of the AMA to exclude physicians and others from medical 
coding systems necessary to comply with applicable law. 

H.R. 354 Section 1402 expressly states that "[a]ny person who extracts ... all 
or a substantiEtl part, measured quantitatively or qualitatively, of a collection of in- 
formation gathered, organized, or maintained by another person . . . so as to cause 
harm to the actual or potential market of that other person" shall be subject to se- 
vere criminal and civil penalties. As a practicing physician, I can assure you that 
physicians "extract . . . all or a substantial part" of medical data dozens of times 
each day, to the harm of the potential market of managed care organizations. Often 
physicians must extract all of the medical records of a patient before providing sig- 
nificant treatment. 

Moreover, H.R. 354 Secticm 1405(b) preempts the state laws that ensure legiti- 
mate access by patients and their physicians to their medical records. State laws 
governing and allowing extraction of such medical records are omitted from the 
lengthy list of state laws that are not preempted. Section 1405(b) does refirain fiom 
preempting "access to public documents," but fails to add "access to medical records" 
as well. 

The result of these Sections will be a race to build medical databases in order to 
exclude others fi-om those databases. The corporation that controb the patient data 
will control the patient, and patients' ability to select their own physician will be 
far more limited than it is now. The widespread frustration that patients express 
about managed care, on Election Day and otherwise, will become far worse under 
H.R. 354. 



229 

MISINFORMATION ABOUT THE BILL 

Let me now correct the misinformation that is being promulgated about this bill. 
The AMA, in its testimony before this committee in February, 1998, stated that the 
bill was necessary to protect "the AMA's key databases," including the CPT. What 
the AMA failed to explain, however, is that physicians are required by law to use 
this CPT database pursuant to an exclusive contract between HCFA and the AMA. 
H.R 354 would forever reauire physicians to pay royalties to the AMA simply to 
acquire a database system tnat has the force of law. 

This absurd result, embodied in H.R. 354, was flatly rejected by the federal Coiirt 
of Appeals for the Ninth Circuit in August 1997 {Practice Management Info. Corp. 
V. AMA). That appellate court ruled that the AMA's demand for royalties for a data- 
base that HCFA exclusively requires by law constituted "misuse" by the AMA of its 
ri^ts. 

Lo and behold, two months later this bill was initially introduced as a legislative 
fix for the AMA, and six months later the AMA was providing the key testimony 
in support of this bill. 

The AMA conveniently omitted from its testimony how the Court had harshly 
criticized its conduct, ana denied the AMA enforcement rights. Undaunted, the AMA 
insisted in its testimony on a fiirther benefit in H.R. 354 to maximize its control 
over the database. Initially the bill only applied to extractions of a "substantial" por- 
tion of the database. The AMA demanded and obtained dilution of this requirement 
to include "qualitative or quantitative" substantiahty, thereby leaving open the pos- 
sibility that extraction of only a few important records would be criminalized. With 
the penalty of 5 years in prison terrorizing patients and their physicians, no one 
will dare take a chance in extracting any data whatsoever. 

Other misinformation about H.R. 354 is the claim that it does not create owner- 
ship rights in databases. It does create the ri^t to exclude access bv others, which 
is considered the most important ri^t of ownership. This bill would allow HMOs 
and other corporations to exclude physicians from accessing medical records nec- 
essary to treat their patients. This bill would allow the AMA to exclude phvsicians 
from accessing Medicare codes necessary to comply with federal law. This bill would 
impose a prison sentence of 5 years and a fine of $250,000 if any physician tres- 
passed upon this new federal right. Any hairspUtting distinction between this fed- 
eral right to exclude and legid ownership is disingenuous. 

Tfie introduction of this bill by Congressman Coble expressly referenced medical 
information, and yet some claim that this bill does not affect medical data. But the 
bill carefully excludes many types of data from its scope, from telephone directories 
to stock quotes to news reports. Expressio unius est exclusio alterius. Medical data 
should be expressly excluded along with the others. 

CONCLUSION 

In conclusion, Mr. Chairman, I am grateful for this opportunity to explain the ad- 
verse impact of H.R. 354 on medical care. Voters' concerns about their medical care 
have resounded loud and clear in recent elections, beginning in 1994. This Sub- 
committee should reject H.R. 3 54 as a special interest bill that would be detrimen- 
tal to the public's access to quality medical care. 

ASSOCIATION OF AMERICAN 
PUBLISHERS, INC., (AAP), 

Washington, DC, March 30, 1999. 
Hon. HOWARD COBLE, Chairman, 
Subcommittee on Courts and Intellectual Property, 
Committee on the Judiciary, 
House of Representatives, Washington, DC. 

DEAR MR. CHAIRMAN: On behalf of the Association of American PubUshers 
("AAP"), I respectfuUy request that vou include this letter as part of the hearing 
record for the Subcommittee's March 18, 1999 hearing on H.R.354, the proposed 
"Collections of Information Antipiracy Act." 

As the principal national trade association of the U.S. book publishing industrv, 
AAP represents more than 200 member companies and organizations that include 
most of the msoor commercial book publishers in the United States, as well as many 
small and nonprofit publishers, university presses and scholarly societies. 

AAP members pubUsh hardcover and paperback books in every field, including 
general fiction and non-fiction, poetry, religion, children's books, and general and 
speciahzed reference worl-3. In addition, AAP members publish scientific, medicid. 
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technical, professional and scholarly books and journals, as well as textbooks and 
other 'instructional and testing materials covering the entire range of elementaiy, 
secondary, postsecondary and professional educational needs. Apart fi:t>m print pub- 
lications, many AAP members publish computer programs, databases, and other 
electronic software for use in online, CD-ROM and other digital formats. 

In February of last year, AAP submitted to the Subcommittee its views on 
H.R.2652, a then-pending earlier version of H.R.354. Since that time, AAP has close- 
ly monitored House and Senate action with respect to database protection legisla- 
tion from the dual perspectives of its membership, which includes both producers 
and users of databases. 

IN GENERAL 

AAP members agree that "free-riding" which destroys the incentives for investing 
in database creation and distribution ultimately harms, users as well as producers 
and, therefore, is against the public interest. They also agree, however, that legisla- 
tion intended to deter, pimish and remedy such activity must not sweep legitimate 
users and uses of databases within its ambit. 

Briefly stated, the position of AAP is that: 
• Legislation to protect databases against "firee-riding" is needed because of the 

Inadequacy of extant legal protections under U.S. law. 
• Through its adoption of a '^uisappropriation? approach to such database pro- 

tection, H.R.354 provides a sound framework from which to address related 
issues. 

• Database protection legislation must balance the needs of users and produc- 
ers of databases. 

• Some modifications to H.R.354 are needed to achieve this balance. 
AAP members recognize that extant legal protections copyright, contractual li- 

censing, trademark and state misappropriation law, and technological measures- 
do not provide the certainty of protection for their investments in developing, main- 
taining and distributing databases. Particularly as a result of the Supreme Court's 
Feist decision, they reaJize that some databases are clearly no longer protectible, 
while the protection available for others is uncomfortably thin and uncertain. 

In addition, AAP members who produce databases are concerned about the lan- 
guage and intent of the European Directive's statement that "the right to prevent 
unauthorized extraction and/or re-utilization in respect of a database should apply 
to databases whose makers are nationals or . . . residents of third [non-EU] coun- 
tries . . . only if such third countries offer comparable protection to databases pro- 
duced by nationals of a member state ..." [emphasis added]. Without legislation 
providing comparable protection in the United States, databases produced by U.S. 
entities are in jeopardy of wholesale takings in Europe. 

Accordingly, AAPs members agree that a balanced legislative solution is needed 
to provide protection against unauthorized takings of substantial portions of data- 
bases to encourage the continued investment in the creation and maintenance of 
databases and to discourage "free-riders" and pirates. 

Publishers who create databases, as well as those who are secondary users of 
databases and their contents for transformative editorial purposes, both view the 
"misappropriation?' approach embodied in H.R. 3 54 as a workable framework for 
protecting databases without denigrating the interests of database users. They be- 
ueve it can satisfactorily address the key concerns of both groups, provided that a 
number of revisions are made as discussed below. 

DEFINITION OF "COLLECTION OF INFORMATION" 

AAP is concerned that the bill's definition of "collection of information" in Section 
1401(1) could be read to embrace works of biography, history, fiction and other 
kinds of narrative Uterary prose, despite the fact tnat the "purpose" in collecting 
and organizing factual ii^rmation to create such works is clearly different from 
that which is generally associated with the creation of what is commonly understood 
to be a "database." 

If. for example, a work of biography or history is considered a "collection of infor- 
mation" for purposes of this legislation, anv subsequently-published works that 
cover the same subject and in any way use uie earlier work as a source of factual 
information would arguably be subject to claims of misappropriation under Section 
1402. Such a result would be undesirable and beyond the scope of the specific con- 
cerns dted to justify this legislation. 
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Last year, in explaining the legislative intent behind this same definition of "col- 
lection of information,'' the House Committee Report on H.R.2652 (H.Rept. No. 105- 
525, p. 13) and subsequently the Section-by-Section Analysis of the Manager's 
Amendment to H.R2281 (H.Committee PVint Serial No.6, pg. 66) (concerning the 
same legislation passed by the House as Title V of H.R.2281) recognized the rel- 
evant distinction m clarifying what was and what was not intended to be considered 
a "collection of information" for purposes of database protection legislation. The rel- 
evant portion of the Analysis stated: 

The definition is intended to avoid sweeping too broadly, particularly in the 
digital environment where all types of material when in digital form could be 
viewed as collections of information. It makes clear that tne statute protects 
what has been traditionally thought of as a database, involving a collection 
made by gathering together multiple discrete items with the purpose of forming 
a body of material that consumers can use as a resource in order to obtain the 
items themselves. This is in contrast to elements of information combined and 
ordered in a logical progression or other meaningful way in order to tell a story, 
communicate a message, represent something, or achieve a result. Thus, a novel 
would not be considered a 'collection of information' even if it appears in elec- 
tronic form, and therefore could be described as made up of elements of informa- 
tion that have been put together in some logical way." (emphasis added) 

This legislative history will be more meaningful if the distinction it describes is 
expIicitW reflected in the statutory language, llierefore, in order to ensure that the 
scope of the legislation is not improperly expanded by an overbroad reading of the 
term "collection of information," AAP urges the Subcommittee to add the following 
sentence at the end of Section 1401(1): 

The term does not include a work of narrative literary prose." 

TRANSFORMATIVE USES 

AAP views the new "Additional Reasonable Uses" provision 'in Section 1403(aX2) 
of H.R.354 as a welcome recognition of the need for a general "fair U8e"-type stand- 
ard that will apply beyond the scope of the bill's specific 'Termitted Uses" provisions 
to ensure that the legislation's protections against misappropriation do not prohibit 
legitimate "transformative uses  of databases and their contents. 

Such secondary uses, which take materials initially used by one person and em- 
ploy them in a different manner or for a different purpose that adds value to the 
materials, go beyond mere copying of information for a socially-useful purpose and 
are intrinsic to the creative work of authors and publishers of books. A "fair use"- 
type limitation on database protection should encourage, as well as permit, such 
uses in the same way that the "fair use" doctrine (and its codification in Section 
107 of the Copyright Act) does with respect to copyrighted works. See, e.g., Leval, 
Toward a Fair Use Standard, 103 HARV.L.REV. 1103, 1111 (1990); Campbell v. 
AcuffRose, 114 S.Ct. 1164, 1171 (1994). 

In its current form, however, the new provision is written too narrowly and is 
aualified by too many absolute conditions to serve as an appropriate safeguard for 

tie kinds of "transformative uses" of databases and their contents that may be 
made by an author in creating a work of narrative literary prose. For example, the 
provision's application to only a "Hise or extraction of information done for tne pur- 
pose of illustration, explanation, example, comment, criticism, teaching, research, or 
analysis" is unjustifiably exhaustive of the creative possibilities of legitimate "trans- 
formative uses for such an endeavor. The limitation of the provision's coverage to 
an "individual" act of the kinds enumerated is similarly inappropriate with respect 
to "transformative uses," and the requirement that such "individual act of use or 
extraction7 must be "in an amount appropriate and customaiy for that purpose" 
would establish an ambiguous quantitative limitation for "transformative uses that 
will tend to promote uncertainty and dispute regarding their legitimacy in particu- 
lar instances. 

In addition to these conditions. Section 1403(aX2) permits the individual act or 
use of information in question only "if it is reasonable under the circumstances." 
Among the four "factors to be considered in determining whether the act meets this 
standard are two that raise some notes of caution in the context of AAPs concern 
rerarding their application to works of narrative literary prose. 

With respect to the factor enumerated in subparagrapn (i) regarding the "extent 
to which tne use or extraction is commercial or nonprofit," AAP notes that this 
should not be taken to automatically disfavor "commercial" uses of information 
since, as the Supreme Court has noted in the context of copyright protection, "the 
more transformative the new worii, the less will be the significance of other factors, 
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like commennitliBm, that may weigh against a finding of fair use." Campbell, supra. 
The concept might be expressed more clearly and appropriately if the first factor 
were modmed to mirror the first factor in Section 107 of the Copyright Act, refer- 
ring to "the ptirpose and character of the use or extraction, incluaing whether such 
use is commercial or nonprofit." 

With respect to the factor enumerated in subparaeraph (iv), if there is a truly 
'ixansformative use" of the information at issue, AAP questions the relevance of 
whether the collection fi-om which the use or extraction is made "is primarily devel- 
oped for or marketed to persons engaged in the same field or business as the person 
making the use or extraction." This criterion apparently addresses situations where, 
even in the absence of a commercial marketing purpose on the part of either the 
secondary user, the secondEtry use of a database or its contents may potentially su- 
persede the need for the original because the secondary user is within the commu- 
nity of intended users of the original. But, if the secondary use "merely supersedes 
the objects" of the original database source, rather than adding something new with 
a ftirtner purpose or different character, it would generally not be considered a 
"transformative use." Campbell, supra. Where the secondary use is a "trans- 
formative use," the fact that the secondary user is within the community of intended 
users of the database would not, in itself, appear to be meaningfiil. 

Finally, even if an act of use or extraction is determined to be reasonable and oth- 
erwise within the scope of the conditions under Section 1403(aX2), the provision 
would, under no circumstances, apply where the used or extracted portion of a data- 
base "is offered or intended to be offered for sale or otherwise in commerce and is 
likely to serve as a market substitute for all or part of the collection fi-om which 
the use or extraction is made." This prohibition is troubling because its terms would 
preclude the use of a database or its contents for the creation of any competitive 
product, even when such use is "transformative" rather than merely repac]u^[ing or 
republishing. Any use of particular pieces of data can be said to substitute for the 
portion of the database that is used. For example, extraction of Mark McGwire's hit- 
ting records fi-om a baseball encyclopedia for use in a biography may, for the limited 
purpose of examining his statistical record, substitute for the Mark McGwire entry 
in toe encyclopedia. The exclusion thus swallows the "reasonable use" rule. 

Moreover, this "market substitute" exclusion fi-om the "reasonable uses" provision 
demonstrates the need for AAPs initial request to explicitly exclude works of a nar- 
rative literary nature fit>m the definition of "collection of informationT and, there- 
fore, from the scope of this legislation's misappropriation protection. Once again, for 
example, if a work of biography or history is considered a collection of information? 
for purposes of this legislation, any subsequently-published biographical or histori- 
cal work that covers the same subject and in any way uses the earlier work as a 
source of factual information would arguably be subject to claims of misappropria- 
tion, based simply on consumers' preference for the later work over the earner one. 
This would be true regardless of the transformative nature of the later work's use 
of the information at issue. Such a result cannot be squared with the intended pur- 
pose of this legislation. 

AN ALTERNATIVE RESOLUTION 

AAP appreciates the difficulties in cndting a "fair U8e"-type provision which will 
fiinction properly for the purposes of this legislation, and recognizes that such dif- 
ficulties are compounded by the relative significance Section 1403(aX2) is likely to 
have in balancing the many diverse interests affected by this legislation. To the ex- 
tent that these difficulties might be somewhat alleviated (or at least not further 
compounded) by addressing elsewhere in the legislation the comparatively narrow 
stated concerns of book publishers regarding works of narrative literary prose,' AAP 
suggests that, in parallel to the definitional change discussed above, me "News Re- 
porting" provision in Section 1403(e) of H.R.354 should be amended as follows: 

(e) NEWS REPORTING AND TRANSFORMATIVE EDITORIAL USES-iioth- 
ing in this chapter shall restrict any person from extracting or using informa- 
tion for the sole purpose of 

(i) news reporting, including news gathering, dissemination, and com- 
ment unless the information so extracted or used is time sensitive and has 
been gathered by a news reporting entity, and the extraction or use is part 
of a consistent pattern engaged in for the purpose of direct competition; or, 

* AAP members continue to struggle with issues raised by the potential application of this leg- 
islation to special kinds of works of narrative literary prose, such as anuiolo^es and critical 
editions. We hope to further explore these issues with tne Subcommittee and its staff as they 
consider further revisions to H.R.354. 
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(it) publication as part of a work of narrative literary prose, unless such 
work, as a whole, is likely to serve as a market substitute for the collection 
of information from which the information is extracted or used. 

The proposed changes (in italics) to Section 1403(e), together with those urged by 
AAP with respect to the definition of "collection of information" in Section 1401(1), 
would clarify that a work of narrative literary prose should not, by itself, be consid- 
ered a "collection of information" for the purposes of this legislation, and that the 
extraction or use of factual information from a database for publication as part of 
a work of narrative literary prose would not except in the unusual circtimstances 
of direct market substitution of the database by such a work, present any basis for 
a claim of misappropriation by the owner of the database fix)m which the informa- 
tion was extracted. 

CIVIL REMEDIES 

AAP questions the propriety of the language in Section 1406(c) which would au- 
thorize a court, as part of a final judgment or decree finding a violation of the bill's 
prohibition against misappropriation, to "order the remedial modification . . . of all 
copies of contents of a collection of information extracted or used in violation of the 
prohibition. 

Althou^ this issue will obviously not have a direct impact on book publishers if 
our other proposals for revision are adopted, AAP nevertheless questions the propri- 
ety of the "remedial modification" concept insofar as we understand it to mean that 
the court would be authorized to order a defendant publisher to make editorial 
changes in the content of its collection of information. 

As a matter of form, we would note that this concept, if it is to be addressed at 
all, should be addressed under subsection (b), which deals with iqjunctions, rather 
than under subsection (c), which deals with "Impoundment." 

On the more important issue of substance, however, we would note that granting 
the court such authority may raise serious First Amendment questions regarding 
government censorship and compelled speech. For that reason, AAP would urge the 
deletion of this authority. 

AWARDS OF COSTS AND ATTORNEY'S FEES 

Although Subsection 1406(d) generally leaves to the discretion of the court wheth- 
er to award costs and attorney's fees to the prevailing party in a civil action for mis- 
appropriation, it mandates such an award where the court determines that the civil 
action was brought "in bad faith" against a non-profit educational, scientific, or re- 
search institution, hbrary, or archives, or an employee or agent of such an entity, 
acting within the scope of his or her employment. 

If Uie award mandate is intended to deter the filing of misappropriation lawsuits 
"in bad faith," AAP believes it should apply equally to all defendants in "^ad faith" 
civil actions, regardless of their for-profit or non-profit status, since we are aware 
of no reason to believe that non-profit entities and their representatives require or 
deserve more protection from "bad faith" lawsuits than for-profit entities and their 
representatives. AAFs membership includes both for-profit and non-profit publish- 
ers, and it can see no sound public policy basis to distinguish among its members 
on the basis of their for-profit or non-profit status for purposes of the award man- 
date. 

On behalf of AAP, I want to thank you for the fair and open manner in which 
you have led the Subcommittee in crttfting H.R.354 and previous versions of data- 
base protection legislation. We look forward to meeting with you and your staff to 
discuss these issues and other concerns that may arise as the legislative process 
proceeds. 

Sincerely, 
ALLAN R. ADLER, Vice President 

for Legal and Governmental Affairs. 
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ASSOCIATION OF AMERICAN 
UNIVERSITIES (AAU), 

Washington. DC, April 5. 1999. 
Hon. HOWARD COBLE, Chairman, 
Hon. HOWARD L. BERMAN, Ranking Member, 
Subcommittee on Courts and IntelUctual Property, 
Committee on the Judiciary, 
House of Representatives, Washington, DC. 

DEAR CHAIRMAN COBLE AND CONGRESSMAN BERMAN: The Assodetion of American 
Universities, American Council on Education and National Association of State Uni- 
versities and Land-Grant Colleges (the "Ugher education associations") are pleased 
to ofier these comments on the Administration's testimony presented by Andrew J. 
Pincus, General Counsel of the Department of Commerce, at the March 18, 1999 
hearing on H.R. 354 (the "Pincus Statement"). These comments are submitted for 
the record of that hearing in response to requests made by members of Uie Sub- 
committee at the hearing. 

The higher education associations agree wholeheartedly with the basic principles 
and concerns presented in the Pincus Statement. The position articulated by Mr. 
Pincus and the issues that he identifies are fiilly consistent with the principles and 
concerns set forth in the testimony of University of Rochester Provost Charles E. 
Phelps on behalf of the higher education associations. In particular, we share the 
Administration's views that: 

• The focus of new database protection legislation should be "effective legal 
remedies against free riders' who take databases gathered by others at con- 
siderable expense and reintroduce them into commerce as their own" (pages 
5, 7-8). 

• Any database law "should be predictable, simple, minimal, transparent and 
based on rough consensus" (page 6). 

• The bill "must carefully define the protected interests and prohibited activi- 
ties, so as to avoid unintended consequences" (page 6). 

• "tA]ny effects on non-commercial research should be de minimis." (page 6). 
• The prohibition against "extraction" or "use" is not "appropriate in the data- 

base context. As a policy matter we must weigh the need to protect database 
creators against the potential impact on scientific research in particular, and 
the dissemination of information within society generall3r" (page 7). 

• "[A] simpler, more predictable legal schema would be produced by eliminating 
'maintaining' [and organizing' and substituting 'collecting' for 'gathering"] ana 
making it the sole basis for protected investment" (pages 23-24). 

• "Congress should craft U.S. database protection to meet the needs of the 
American economy," rather than crafting legislation to meet the perceived re- 
quirements of the European Directive (page 32). 

We also share the Administration's concerns (at 9) that the change &«m a require- 
ment of "harm" to a requirement of "substantial harm" deserves careful consider- 
ation. We support such a change. 

The Administration and the higher education associations have identified similar 
concerns with the concepts of 'actual" and "potential" market. Compare Pincus 
Statement at 10 with PTielps' Testimony at 10-11. We also are concerned by the con- 
cept of "neighboring market," and suggest that the Subcommittee limit the focus of 
H.R. 354 to "the primary market" or  a primary market" for the database product. 

We are considering with interest the suggestion by the Administration (at 12) sug- 
gesting the possibility of a notice system to weim users when a database producer 
is asserting protection under the law. We have not yet determined how such a notice 
system would work in this context, and what the effect of failure to include notice 
should be. 

We are also considering the Administration's suggestions with respect to govern- 
ment-produced data. Our initial reaction is to agree that a database owner claiming 
protection should be obligated to identify the source of government-created data in- 
cluded in the database with sufficient detail that it may be easily found by the user. 

We are concerned, however, by the Administration's suggestion that databases 
created by state universities and colleges should be subject to the same exclusion 
of protection as databases created by other governmental agencies. The higher edu- 
cation associations do not believe that the relationship between state universities 
and state governments is relevant to the policy questions of database ownership and 
protection. Both public and private universities need access to databfise information 
to support their research and teaching missions; this is the focus of the hi^er edu- 
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cation testimony presented by Provost Phelps. But it is also the case that univer- 
sities, pubhc and private, should be accorded the same appropriately crafted data- 
base protection that other database owners are granted when universities elect to 
market databases they have created. Public universities and colleges should not be 
placed at a disadvantage compared to their private counterparts. The relationship 
between certain state universities and state governments should not be used as a 
basis for an inappropriate policy outcome. 

The higher education associations share the Administration's concern about de 
facto perpetual protection. Compare Pincus Statement at 24-27 with Phelps testi- 
mony at 15. We also agree with the suggestion (at 27) that a database proprietor 
who seeks protection for a database that has been protected in an earlier form for 
15 years be required to mctke the older, unprotected, database available. We dis- 
agree, however, that this requirement be limited to newer databases that have "sub- 
stantial elements in common" with their ancestor. If this condition is placed on the 
defense, a iiser will not be able to determine whether the defense is available. Fur- 
ther, the obligation to make the ancestor available will further the public's interest 
in the availability of information and may still be useful to the user. We also dis- 
agree with the suggestion (at 38) that the old database need not be "as available" 
as the new version. Congress should not invite those seeking expanded database 
protection to engage in a game of cat and mouse to the detriment of public access. 

The higher education associations agree with the Administration's proposal (at 
29-31) to harmonize the "additional reasonable uses" section with fair use law. We 
prefer, however, the implementation contained in the Phelps testimony (at 12-14) 
to the language offered by Mr. Pincus. We are partictilarly concerned that the lan- 
guage presented by Mr. Pincus' retains the "individual act" limitation, which effec- 
tively nullifies the exception. We also continue to support a clear exception for non- 
profit educational, scientific and research activities such as that proposed at page 
12 of the Phelps testimony. 

We share the Administration's concern about non-competitive suppliers of data- 
base products. Compare Pincus Statement at 27-29 with Phelps testimony at 14- 
15. We agree that it is "important that any database protection legislation incor- 
porate provisions that guard against the possibility that sole-source database pro- 
viders will employ their new rights to the detriment of competition in related mar- 
kets." Pincus Statement at 28. We also believe there is a real threat that the new- 
found protection could be exploited in a manner that leads to unreasonable costs for 
information products. Congress should not enact legislation that creates market-dis- 
torting power in the market for information products. Avoiding such a market im- 
pact is especially important with respect to database protection legislation, where 
the lack of a bright line between data and databases requires particular assurances 
that Constitutionally mandated access to information is preserved. We agree with 
the Administration that antitrust law alone is not sufficient to address this issue 
and bebeve a creative approach is necessary. We commend to the Subcommittee the 
approaches suggested at page 15 of the Phelps testimony and the recognition of a 
misuse defense suggested by Mr. Pincus (at 28). 

In li^t of the uncertainties about the effiect of the proposed legislation and the 
dynamic but uncertain evolution of the digital environment, we support Mr. Pincua' 
suggestion (at 34-35) that the bill provide for ongoing monitoring of the effects of 
the legislation. Although it is critical that database legislation be, from the outset, 
carefidly crafted, specifically targeted and protective of core principles of informa- 
tion access, the studies proposed by the Administration will provide valuable oppor- 
tunities for evaluation and review. 

There are certain issues identified by the higher education associations in the 
Phelps testimony that are not addressed by the Administration. Without attempting 
to present an eidiaustive list, these include issues such as the need for a clear defi- 
nition of protected collections (Phelps testimony at 7-8), concerns with the standard 
of substantiality (Phelps testimony at 8-10), the need for a clear exception for non- 
profit activities (Phelps testimony at 11-12), the need to ensure that institutions 
that act as online service providers are not subjected to liability for the conduct of 
users of their systems (Phelps testimony at 15-16), and clarification of the provi- 
sions relating to monetary relief and criminal liability (Phelps testimony at 16-17). 
We believe our proposals to address these issues are fully consistent with the goals 
presented by the Administration. 

We commend the Subcommittee for the open, deliberate, and thoughtful process 
you are employing to develop legislation governing the important, complicated 
issues concerning database protection. We appreciate this opportunity to comment 
on the Administration's proposals, and we look forward to continuing to work with 
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the Subcommittee to develop effective, balanced legislation governing database pro- 
tection. 

Sincerely 
JOHN C. VAUGHN, Executive Vice President. 

cc: Members of the Subcommittee 
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